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Trademark Notice

The Monaco Enterprises, Inc. (Monaco) logo and MEI are registered trademarks of Monaco. All other product names and logos in this manual are
used for identification purposes only and may be trademarks or registered trademarks of their respective companies.

Copyright Notice

© 2017 by Monaco Enterprises, Inc. All rights reserved. This document contains proprietary information and is for exclusive use by Monaco
customers. Use or reproduction other than by Monaco customers is expressly prohibited unless authorized in writing by Monaco.

Content Disclaimer

Monaco makes every attempt to keep this document up-to-date and accurate. However, these instructions are not intended to cover all details or
variations in equipment nor to provide for every possible contingency to be met in connection with installation, operation, or maintenance. The user
is responsible to ensure that the requirements of the project are being met, design details are verified, and the equipment is correctly installed, operated,
and maintained to meet all applicable codes, standards, and regulations.

Monaco makes no representation or warranty, express or implied, as to the reliability of this document and will not be held liable for damages due to
inaccuracies. If further information is needed or a particular problem arises that needs to be further described, contact Monaco.

Suggestions
If you have comments or suggestions on how we may improve this document, send them to:
Monaco Enterprises, Inc. Attention: Technical Publications, P.O. Box 14129, Spokane Valley, WA 99214-0129

Warranty and Liability

Subject to the exceptions and conditions below, Monaco agrees to repair or replace any defect of material or workmanship of equipment manufactured
by Monaco that develops within 12 months from the date of delivery but no more than 14 months after date of shipment from Monaco (whichever is
earlier), free of charge F.O.B. Spokane, Washington. You must notify Monaco of any defect and provide either satisfactory proof of the defect or
return the defective equipment to Monaco for examination at your expense in order for the equipment to be repaired or replaced under warranty.
Monaco does not provide warranty for expendable components or accessories incorporated or used with equipment manufactured by Monaco, such
as batteries, visual indicators, fusing devices, etc. In addition, Monaco does not warrant components or accessories not manufactured by Monaco;
however, Monaco may help you seek adjustment from the manufacturer if the expendable components or accessories are under warranty.

You assume full responsibility for whether or not the equipment and any programs meet your specifications, capacity, capabilities, versatility, and
other requirements; the installation and the condition and effectiveness of the operating environment in which the equipment and software are to
function; and maintaining the equipment as specified.

All Monaco Central Receiving server installations require an authorized Monaco representative.

Exceptions and Conditions

The following are exceptions and conditions to this warranty:

® Except as stated in this warranty, Monaco makes no warranty, expressed or implied (either in fact or by operation of law), statutory, or otherwise.
All warranties not expressly stated in this document are waived by you.

® Monaco is not responsible for damage to any product from accident, unauthorized alteration, abuse, acts of God, misuse, misapplication, or
inappropriate or faulty installation.

® This warranty covers only those products that have been properly installed using factory-approved wiring and installation techniques.

Monaco assumes no liability for products damaged in shipment to Monaco for repair or replacement.

® Monaco disclaims any liability to anyone for any damages of any kind from any cause associated with the manufacture, sale, handling, repair,
maintenance, replacement, or use of its equipment.

B Monaco’s liability and purchaser’s or consumer’s exclusive remedy is limited to repair or replacement of nonfunctional product at the factory.
Monaco is not liable for incidental or consequential damages, including but not limited to, installation or replacement labor costs.

B Any representation and/or warranty made by any person including dealers, distributors, and representatives of Monaco that are inconsistent or in
conflict with the terms of this warranty are not binding unless they are approved in writing by an Officer of Monaco.

B This warranty shall be construed in accordance with and governed by the laws of the State of Washington.

® This warranty gives you specific legal rights and you may also have other rights that may vary from state to state.

Return Procedure

Before returning your equipment, contact a Monaco Customer Service Representative at (509) 926-6277 to receive a return authorization. The return
authorization number must be clearly marked on any box in which the returned items are shipped and on all documents related to the return.
Monaco will not accept equipment for repair without prior Return Authorization.

Replacement and/or repair is subject to review by Monaco and will be done in accordance with this warranty. If the equipment is not under warranty
or if the warranty is not in effect because of the Exceptions and Conditions, you will be asked to provide a purchase order for payment of the repair
when the Return Authorization number is given. The amount of the purchase order will be based on an estimate of the cost of the repair. If a repair is
not feasible, either because of cost or performance reliability of the repaired equipment, Monaco will contact you.

Software License

Monaco grants license to use its software on one computer subject to the following conditions:

® Except as provided in the software license, applicable copyright laws apply to the software.

® You may copy the software for the sole purpose of backup in support of its use on a single computer. All copies must include the copyright notice.

® You may transfer the software and license to another party if the other party agrees to accept the terms and conditions of this agreement. If you
transfer the software, you must, at the same time, transfer all copies to the same party or destroy any copies not transferred.

® You may not use, copy, or transfer the software or any copy, in whole or in part, except as expressly provided in this license. If you transfer
possession of any copy to another party, your license is automatically terminated.

B This license is effective until terminated. You terminate the license by destroying the software and all copies in any form. License automatically
terminates if you fail to comply with any term or condition of this license, in which case, you must destroy the software and all copies of it.
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Before You Begin

How to Get Assistance

If you need help with your Monaco products, contact one of our Customer Service Representatives
at (509) 926-6277. For other methods of contacting us, see “Contact Information” on page ii.

For Use With

This document is for use with:

Part Number Description

207-830-00 |D-21 Fire Client

207-836-00 | D-21G Fire Client with Graphics

207-833-00 | D-21M Fire Client with Map and Graphics

207-831-00 | D-21 Security Client

207-837-00 | D-21G Security Client with Graphics

207-834-00 |D-21M Security Client with Map and Graphics
207-832-00 |D-21 Fire and Security Client

207-838-00 |D-21G Fire and Security Client with Graphics
207-835-00 | D-21M Fire and Security Client with Map and Graphics
207-842-00 | D-21 Mass Notification System Client

207-848-00 | D-21G Mass Notification System Client with Graphics
207-849-00 |D-21M Mass Notification System Client with Map and Graphics

Factory Mutual Approval

The D-21, D-21G, and D-21M are approved by Factory Mutual as Public Reporting Coded
Radio Alarm Systems. While these products continue to evolve through the addition of new
features, the core functionality that allows them to be approved as a Public Reporting Coded
Radio Alarm System remains intact.

Overview

The D-21, D-21G, and D-21M Radio Alarm Systems (referred to as the D-21 throughout this
document) are Windows®-based Radio Central Receiving Systems. A system can consist of a
single client/server workstation or of a server with multiple clients on a LAN or WAN network.

The D-21 includes one or more narrowband radio frequency modems (RFMs) or hard-wire
modems. RFMs communicate with remote units via coded radio signals on carrier frequencies
in UHF ranges of 406-430 MHz and 450-470 MHz, or the VHF range of 136-174 MHz, or
unlicensed spread spectrum. Hard-wire modems use a proprietary protocol to communicate via
RS-232 or RS-485.
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The D-21 monitors communication status, zone alarm or troubles, ac power failures, battery and
charger faults, as well as returns to normal conditions for the following types of Monaco remote
units:

B Building Transceiver BT2-3, BT2-4, BT2-7, BT2-8, BT2-8S, BT-X Communicator, and
Communicator Plus.

B Fire Alarm Control Panel (FACP) with Integrated Transceiver M-1, M-2.
B Fire Alarm Control Panel connected to Building Transceiver Vulcan 1.

B Addressable FACP with Integrated Transceiver M-1 and M-2 Monaco Analog Addressable
Panel (MAAP).

D-21 incident processing is prioritized so that you can run other Windows-based programs
without sacrificing the integrity of the system.

The D-21 software consists of one server and two client programs:

®  D-21 Server is the database and core of the system.

®  D-21 Admin Client is used to set up the software for operation. The system administrator
uses the D-21 Admin Client to define remote interface drivers (RIDs), remote units, zones,
response plans, people, operators, sites, and facilities.

®  D-21 Incident Client is used by an operator to acknowledge alerts, process incidents, and
dispatch resources to the incident site.

Installation

Monaco has installed the appropriate software on your D-21 computers. For information on
installing D-21 software, contact Monaco.

Important! The D-21 server software is preconfigured for redundant, mobile, or stand-alone
operation during installation. The server software must be reinstalled to change its function. For
information on installing D-21 software, contact Monaco.

Third-Party Software

The software installed on your D-21 workstation includes the following third-party products:

Important! Do not remove this software from your system. Do not update this software or install
a different version of this software without prior approval from Monaco.

B Acrobat Reader The D-21 Incident Client uses Adobe® Acrobat® Reader® to display
aircraft graphics.

®  DWGDirectX The D-21 software integrates DWGDirectX for viewing some types of
graphics.
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B Easy Media Creator Roxio™ Easy CD and DVD Creator® is installed with the D-21 Fire
Incident Client and is used to backup database and media files to CD. For further
information about Easy CD and DVD Creator, see the Easy CD Creator User’s Guide.

®  pcAnywhere Symantec™ pcAnywhere™ is installed on the D-21 server and lets Monaco
product support technicians remotely access a problem D-21 system (with operator
authorization). For further information about pcAnywhere, see the pcAnywhere User’s
Guide.

®  WsSpell ActiveX Spelling Checker The D-21 software uses WSpell ActiveX Spelling
Checker Copyright © 1997-2002 Wintertree Software Inc. to provide spell checking of text
fields in the D-21 Incident Client.

Document Summary

This document describes how to use the D-21 Admin Client program to set up the pre-installed
D-21 software. The following table identifies the sections of this document with a brief
description of the content of each. Refer to “Contents” on page ix for a detailed table of

contents.
Section Description
1 Starting, Quitting, and Navigating
Read this section to learn how to start, quit, and navigate within the D-21 Admin Client.
2 Creating the D-21 Database
Read this section to learn how to enter data into the D-21 database.
3 Setting Up Incident Processing
Read this section to learn how to set up the information required when responding to
incidents. This section also contains instructions for customizing the way alerts and
incidents are handled.
4 Customizing the D-21

Read this section to learn how to customize D-21 look-up lists, map settings, and other
workstation options.

5 Adding Media Files

Read this section to learn how to add floor plans, icons, response graphics, and sound
files to the Media folder.

6 Adding the BT-X Communicator
Read this section to learn how to add a multi-application BT-X to the D-21 database.

7 Configuring Mass Notification
Read this section to learn how to configure remote units for in-building and wide-area
mass notification.

8 Configuring Access Control

Read this section to learn how to configure and operate an access control system in the
D-21 Security Client.

9 Configuring Intrusion Detection

Read this section to learn how to configure remote units for intrusion detection using the
D-21 Security Client.
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Section Description

10 Configuring an E-911 System

Read this section to learn how to configure an E-911 remote interface driver and phone
number database for your site.

11 Configuring Tone Alerting
Read this section to learn how to configure tone alerting with a Tone Generator or a Tone
Alert Unit.

12 Configuring Cameras and Remote Displays

Read this section for information on setting up the D-21 Incident Client's Camera Viewer
and the View Generator.

A Glossary of Terms

B Configuration Tables

Associated Documents

Part Number Description

001-391-00 | D-21 Hardware Installation, Operation, and Maintenance Manual
001-392-00 | D-21 Incident Client User Guide

001-399-01 | D-21 Remote Interface Driver Guide

001-399-02 | D-21 Maintenance Guide

001-464-00 | D-21 Map Options User Guide

Unpacking and Inspection

Monaco ships the D-21 workstation with the D-21 software installed. For information on
unpacking and setting up the D-21 hardware, see the D-21 Hardware IOM Manual
(P/N 001-391-00).

Warnings and Cautions

The D-21 Hardware IOM Manual (P/N 001-391-00) provides warnings and cautions regarding
the D-21 hardware.
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Virus Protection

Because virus protection requirements vary between sites, Monaco does not include virus
protection software on D-21 systems.

Caution! Your system administrator must install the virus protection software necessary to meet
your site requirements. Monaco recommends scanning all media and incoming files introduced
to the system. Monaco is not responsible for D-21 problems caused by viruses. Service required
as a result of a virus may not be covered under warranty.

Prerequisites

Before running the D-21 software, ensure that the following has been completed:

The D-21 hardware is assembled, installed, and powered on. See the D-21 Hardware IOM
Manual (P/N 001-391-00).

®  The remote units are installed and in good working condition. See the documentation
included with the remote units.
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4 Starting, Quitting, and Navigating

\

Read this section to learn how to start, quit, and navigate within the D-21 Admin Client.

Contents

Starting and Quitting the D-21 AdminClient . ..................... 1-2
Starting the Single-Server D-21 Admin Client. ................. 1-2
Starting a Multi-Server D-21 AdminClient . . .................. 1-3

Navigating the D-21 AdminClient . ............................. 1-7
Navigating the Tree Pane . ........... .. ... .. ... ... ... ... ... 1-7
MENUS . ettt 1-8
Dialog BOXeS. .. .o 1-11
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Starting and Quitting the D-21 Admin Client

Starting and Quitting the D-21 Admin Client

The D-21 Server launches as soon as you start the server computer. You must double-click the
D-21 Admin icon to launch the D-21 Admin Client.

Starting the Single-Server D-21 Admin Client

The single-server configuration is the most common D-21 configuration. Each D-21 Admin
Client connects to the same server with one D-21 database containing all site, personnel, and
hardware device information.

If you are running the D-21 Admin Client on a computer other than the server computer, the
server computer must also be running.

To launch the D-21 Admin Client

1 If the computer is not already on, turn it on by pressing the power switch. For more
information on the D-21 hardware, see the D-21 Hardware I-O-M Manual
(P/N 001-391-00).

2 When prompted to do so, enter your Windows 2000/XP login. If you do not know your
login, contact the system administrator.

3 On the desktop, double-click the D-21 Admin icon.

e

D-21 Admin

The D-21 Admin Client launches and the Operator Login dialog box appears.

Dperator on Duty Password
IF'Ioulde, Laura ﬂ I

Login I Exit Program |

4 Seclect your name from the Operator on Duty drop-down list.

The Admin operator login is always available, and the Monaco representative who set up
your D-21 system notified the administrator of the Admin operator password. Additional
operator names were added by the Monaco representative who set up the system, or by the
administrator. If your name is not in the Operator on Duty list, contact the system
administrator.

5 Enter the case-sensitive password and click Login.

NOTE An operator can be logged in to one instance of the D-21 Admin Client and one
instance of the D-21 Incident Client at the same time. An operator cannot log in to more than
one instance of either the D-21 Admin Client or the D-21 Incident Client at the same time.
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Starting a Multi-Server D-21 Admin Client

When the Multi-Server Client option is enabled, the D-21 Admin Client can log into any
available D-21 server. Each server has its own D-21 database with its own site, personnel, and
hardware information. It is only possible to log into one server at a time, and the operator must
have the correct privileges to gain access to each server database.

For information on switching from one server to another, see “To switch from one server to
another on a multi-server client workstation” on page 1-4.

=—— To start the multi-server D-21 Admin Client

1 If the computer is not already running, turn it on by pressing the power switch. For more
information on the D-21 hardware, see the D-21 Hardware I-O-M Manual
(P/N 001-391-00).

2  When prompted, enter your Windows 2000/XP login. If you do not know your login,
contact your system administrator.

3 On the desktop, double-click the D-21 Admin icon.

i

D-21 admin

4 1In the Select Server dialog box, select the name of the server you want.

D-21 Admin Client
Connect to the following Server: . .
- - Lists the D-21 servers that are available
IFlle Station j — T

to this D-21 client workstation

Cancel |

5 Click OK. The Operator Login dialog box for the selected server’s database appears.

:The name of the server is displayed in the title bar

Dperator on Duty Password

IBlown, Kevin j ||
Login I Exit Program |

6 Select your name from the Operator on Duty drop-down list.

N

Type your case-sensitive password in the Password box.

8 Click Login. The D-21 Admin Client window appears populated with data from the D-21
database on the selected server.
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—— To switch from one server to another on a multi-server client workstation
1 Select File > Change Server.

D-21 Admin Client
Connect to the following Server:
IFile Station j

2 Select a different server in the drop-down list.
3 Click OK. The Operator Login dialog box for the selected server’s database appears.

The name of the server is displayed in the title bar

Operator Login { Secunty )

DOperator on Duty Password

I Briwn, Kevin j ||

Login I Exit Program |

4 Select your name from the Operator on Duty drop-down list.
5 Type your case-sensitive password in the Password box.

6 Click Login. The D-21 Admin Client window appears populated with data from the D-21
database on the selected server.
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== To quit the D-21 Admin Client
1 Click x| atthe top right of the D-21 Admin Client window.

NOTE If you have access control (ACS) enabled on your D-21 system, the following
message appears. See “Downloading Settings to Access Control Units” on page 8-20 for
more information.

Select the units you want to update

with changes you’ve made to ACS Select Unit

units, schedules, or readers ] Unit 10071 Scheduls
[ Urit 2 Card

Then click Download Now to download

changes to the selected units “rou can download to a mazimum of 5 remote units
at ate time.
Download Mow | Cancel |

[m}LInit 10 Schedule, Card, Reader

2 A message appears, asking whether you want to back up the database.

x|

Do pou want to back up the database before exiting?

Tes | Mo | Cancel |

3 Click the desired button:

Cancel Click Cancel to return to the D-21 Admin Client.
No Click No to quit the program without backing up the database.

Yes Click Yes to back up the database before quitting the program. If you click Yes, you
are prompted to confirm your choice and told that the system is disabled during the
backup process.

WARMING: The system will be dizabled during the backup process.

Are pold sure you want to back up the databaze before exiting?

Yes Mo

D-21 Admin Client Revision 1.1.32 User Guide Starting, Quitting, and Navigating 1-5



>

_~
/E Starting and Quitting the D-21 Admin Client
N

After you click Yes, the D-21 Admin Client displays the Backup dialog box. See
“Backing up the database” in the D-21 Maintenance Manual (P/N 001-399-02) for a full
discussion of backup commands and options.

4 When the backup process is complete, click Done. The Admin Client program closes.
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Navigating the D-21 Admin Client

Figure 1-1
Expanding
and collapsing
folders

The main, rectangular area in which D-21 Admin Client elements are displayed is called a
‘window’. The Admin Client window consists of two panes: the tree pane (left side) and the
details pane (right side, blank in the illustration below). The details pane displays data
associated with the selection in the tree pane.

Tree pane Details pane

JD-21 Admin Client

Server: Primary
File Add ©ptions Commands/Help

271 Mobils jlg,nt/
-3 RemoteDisplay

{31 RFM 7000

{1 RFM 7000 MNS

{1 RFME000

{1 RID NCD Relay Contil
{1 AID TO E911

L] test

i{ Wehicle Trakker

Time: 11/17 11:23 Op:

_loixI

o7 Personnel

¢-(_7] Operatars

i1 “ehicles

o7 Resources

7] Hudrants

#-_] Emergency Cards
1] Sites

71 Custorn Hazhats

& [ -

Navigating the Tree Pane

Expanding and Collapsing Folders

Click the plus sign (+) to the left of a folder to expand it and display the contents. Click the
minus sign (-) to the left of a folder to collapse it and hide the contents.

- System:
S ] CPS-484
-1 RFM 5000 #1

Click the minus sign :
- RFM 7000 #1

to collapse the folder
and hide the contents

B Urit #502

-[_ Personnel
#-_] Operatars
#-_] Resources
-1 Hydrants

-] Emergency Cards

-] Sites

-3 Custom Hazbats

Click the plus sign
to expand the folder
and display the contents
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Opening Edit dialog boxes from the Tree Pane

You can open the edit dialog box for most database entries by right-clicking the associated icon

in the tree pane.

Menus

Select D-21 menu items just as you select menu items in other Windows programs. The D-21
Admin Client provides the menus described in the table below.

vNOTE Some menu items may not be available, depending on the D-21 options installed

Menu Menu Item

File Import

Export

Archive

Backup

Restore

Compact

Exit

Use to...

Import files for response graphics, floor plans, and maps. See “Adding
Media Files” on page 5-1.

Export D-21 data for use with Monaco D-700R Programmer software or
third-party Firehouse software. See the D-21 Maintenance Guide
(P/N 001-399-02).

Archiving should only be done at the request of a Monaco Representative.
See the D-21 Maintenance Guide (P/N 001-399-02).

Backup the database or media files. See the D-21 Maintenance Guide
(P/N 001-399-02).

Allows the restoration of media files. See the D-21 Maintenance Guide
(P/N 001-399-02).

Compact the database. See the D-21 Maintenance Guide
(P/N 001-399-02).

Exit the D-21 Admin Client. See “Starting and Quitting the D-21 Admin
Client” on page 1-2.

1-8

Starting, Quitting, and Navigating

Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Navigating the D-21 Admin Client /

N

Menu

Add

Options
Options

Menu Item

RID

Remote Unit

Zone

Output

E911 Phone Listing

Person
Operator
Vehicle

Resource

HazMat

Hydrant
Emergency Card
Site

Facility

Actions

Access Control
Dispatch Config
Groups

Edit HazMats

Fire Lists

General Lists
Hydrant Color

IDS Central
Enrollment

Incident Processing
Map Object Settings

MNS Settings

Personnel Lists

Use to...

Add a remote interface driver. See “Remote Interface Drivers (RIDs)” on
page 2-30.

Add a remote unit. See “Remote Units” on page 2-51.
Add a zone. See “Zones” on page 2-64.
Add an output. See “Outputs” on page 2-74.

Add an E911 phone listing to the D-21 database. See “Configuring an
E-911 System” on page 10-2.

Add personnel. See “Personnel” on page 2-85.
Add an operator. See “Operators” on page 2-97.
Add a vehicle. See “Vehicles” on page 2-101.

Add a resource such as a fire truck, chief, or pump. See “Resources” on
page 2-103.

Add a custom hazardous material. See “HazMats” on page 2-106.

Add a hydrant. See “Hydrants” on page 2-109.

Add a response plan for a topic. See “Emergency Cards” on page 3-20.
Add a site. See “Sites” on page 2-3.

Add a facility. See “Facilities” on page 2-13.

Define actions. See “Using Actions” on page 3-27.

Configure an access control system. See “Overview of Access Control” on
page 8-2.

Select a dispatch mode and create incident types and resource groups.
See “Dispatch Configuration” on page 3-58.

Create a remote unit group or output group. See “Creating Remote Unit
Groups” on page 2-62 and “Creating Output Groups” on page 2-78.

Edit a custom hazardous material or the trade name of a standard
hazardous material. See “Editing HazMats” on page 2-107.

Create or edit lists used with fire incidents. See “Fire Lists” on page 4-12.

Create or edit the data that appears in drop-down lists for addresses, log
entries, resource classes, permit types, and notes. See “General Lists” on
page 4-2.

Assign colors to hydrant icons to signify flow rate. See “Setting Hydrant
Colors” on page 4-37.

Manage authentications for BT-X Keypads and BT-X iButton Keypads.
See “IDS iButton and PIN Assignments” on page 9-24.

Set preferences for how incidents are handled. See “Incident Processing”
on page 3-41.

Set default values for certain Map Options. See “Setting Map Options
(D-21 M)” on page 4-33.

Set up a mass notification system. See “Configuring Mass Notification” on
page 7-1.

Create or edit the data that appears on rosters and call groups. Define field
labels for the custom fields in personnel. See “Personnel Lists” on
page 4-23.
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Menu

Devices

Commands

Help

Menu Item

Permit/Work Order
Lists

Pre-Plans

Roster

Security Lists

SOPs

Summary Statistics
Log

Tone Options

Workstation Options

Cameras

Tone Alerting

View Generator

View Generator
Displays

Enable/Disable
Commands
Reload All RIDs

Reset Edit Incident
Control

Access Control
Override Redundant
Data Changes

D-21 Library

Contact Monaco

About D-21 Admin

Use to...

Populate drop-down lists used when managing permits and work orders.
See “Permit/Work Order Lists” on page 4-25.

Add, edit, and remove pre-plan templates. See “Pre-Plans” on page 3-23.

Create or edit roster shifts and duties. See “Creating Rosters” on
page 4-38.

Create or edit lists for the Security Desk Journal and Law Enforcement.
See “Security Lists” on page 4-14.

Edit standard operating procedure documents. See “Standard Operating
Procedures (SOPs)” on page 3-38.

Create a Daily Activities form to track statistics in the D-21 Incident Client.
See “Creating a Summary Statistics Log” on page 4-46.

Create tone sequences to be used with a Tone Generator Panel. See
“Configuring Tone Alerting with a Tone Generator” on page 11-2.

Configure the D-21 workstation. See “Setting Workstation Options” on
page 4-49.

Configure cameras to be monitored in the D-21 Incident Client. See
“Configuring the Camera Viewer” on page 12-2.

Create tone sequences to be used with a Tone Alerting unit. See
“Configuring Tone Alerting with a Tone Alert Unit” on page 11-6.

Configure the display for a View Generator unit. See “Configuring the View
Generator” on page 12-2.

Assign workstations to View Generator displays. See “Configuring the
View Generator” on page 12-2.

Enable or disable RIDs, remote units, zones, and outputs from the D-21
Admin Client. See “Enabling and Disabling RIDs, Units, Zones, and
Outputs” on page 2-50.

Reload all remote interface drivers. See “Reload All RIDs” on page 2-50.

Reset the control that allows only one operator at a time to edit an incident.
See “Resetting Incident Editing Controls” on page 3-58.

Download access control unit configuration settings to ACS remote units.
See “Downloading Settings to Access Control Units” on page 8-20.

Used to reset replication flags when a primary server is brought back on
line. Consult Monaco technical support before using this command.

Displays the D-21 Admin Client User’s Guide as a PDF file.

Displays addresses and phone numbers for contacting Monaco
Enterprises, Inc.

Display version and copyright information for the D-21 software.

1-10

Starting, Quitting, and Navigating

Monaco Enterprises, Inc.

001-399-00 Revision V.3 9/17



Navigating the D-21 Admin Client /

N

Dialog Boxes

Many D-21 dialog boxes have multiple tabs. Navigate to a tab by clicking it or by using the
Previous and Next buttons at the bottom of the dialog box. The button actions “loop” so that
clicking Next when the right-most tab is in the foreground brings the left-most tab to the
foreground, and clicking Previous when the left-most tab is in the foreground brings the
right-most tab to the foreground.

Figure 1-2
D-21 dialog

box showing
Previous and
Next buttons

Facilit Typesl Perimeter Typesl Firehouse Dptionsl Holidayz

| Custom Log' Hesourcesl Permit Types' Mote Types Activities' AIiases'

Prefix/Suffix Street Type

HE
M

SE
S

Add | Add |

Remove | Remove |

P

Previous

Done Next

Text Entries in Boxes

The generic single quotation mark or apostrophe character (') on the key to the left of the Enter
key cannot be used in D-21 name boxes (person name, site name, facility name, and so on). It
is possible to use an alternate character in their place.

== To enter a single quotation mark or apostrophe
1 Click where you want the apostrophe to appear.

2 Make sure Num Lock is on. (The Num Lock LED is on the keyboard. If the LED isn’t
illuminated, press Num Lock on the number pad.)

3 Hold down Alt while using the number pad to type 0146 . The right single quotation mark
appears.
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Section 2
Creating the D-21 Database

Read this section to learn how to enter data into the D-21 database.

Contents
Order for Entering Data. ........... ... ... .. 2-2
SIS .« vt 2-3
Facilities. . .. ... e 2-13
Adding Floor Plans . ........... ..., 2-27
Remote Interface Drivers (RIDS). . ........... .. ... ... ... 2-30
Adding a RID for the RFM 5000 ............................ 2-31
Adding a RID for the RFM 7000 and RFM-X . ................. 2-38
Reload AIIRIDS .. ... . . i 2-50
Enabling and Disabling RIDs, Units, Zones, and Outputs . ........ 2-50
Remote Units. . ... .. ... i 2-51
Unit Class . ... 2-52
Numbering Remote Units . . ............. . ... ... i, 2-54
Creating Remote Unit Groups. . . ...t .. 2-62
ZONECS .« o v e et et e e e 2-64
Zone Class. .. ..o 2-64
Z0Ne Priority . . .ot 2-65
Point Reporting Zones. .. ..o, 2-71
OUEPULS. ettt 2-74
Creating Output GroUpS . . ..o ot i it e e 2-78
Personnel . ... ... .. . 2-85
Standard Personnel Information ... .......................... 2-86
Custom Personnel Information . ............................. 2-93
OPCTAOrS . o vt ettt 2-97
Vehicles . ... 2-101
Resources. ... .o 2-103
HazMats. . ... .. 2-106
Editing HazMats . .. ... . 2-107
Hydrants. .. ... .. 2-109
Placing Items on the Map (D-21M). . ........ ... ..., 2-112
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Order for Entering Data

The D-21 database is relational, and therefore the data records are associated in complex ways.
Because of this, it is important to enter data in the correct order. For instance, you must define
a remote unit before you can create a zone, and you must define a person before you can create
an operator.

Monaco recommends entering data in the following order:
Facilities

RIDs

Remote units

Zones, Outputs

Personnel

Operators

Vehicles, Resources, HazMats, Hydrants

W N O GO A~ WN =

Response Plans, Emergency Cards

This section contains instructions for setting up 1-7 above. Response Plans and Emergency
Cards are covered in Section 3.

NOTE Response plans can be created from within a facility or zone record, but may require
prior set up of personnel or resources. When you create facilities and zones, leave the
response plan set-up until after you have created everything else.
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Sites

The first entity defined in a new D-21 database is a Site. If more than one site is necessary, use
the Site command on the Add menu to add a site to the database.

IMPORTANT Monaco configured your system to include all applicable sites. Consult
Monaco before adding a site to the database.

= To edit a site

1 Inthe tree pane, click the [+] next to Sites to show all available sites. Right-click the name
of the site you want to edit. The Site dialog box appears.

General I Map Options ] Map Layers| Special Layers| Fesponse Plansi Facilities I Hydrants i

Site Mame

iBoscawen Arzenal

City

iBoscawen

State Zip

[N [03303

# Fire Stations  # Fronthine Apparatus

™ Geoagraphic Information

L

Add

X

Delete

&

Previous

=»

Next

/N

Cancel

4

Done

® Sijte Name The name of the site.

NOTE |If the name includes an apostrophe, see “To enter a single quotation mark or
apostrophe” on page 1-11.

® City/State/Zip The city, state, and zip code of the site.

® # Fire Stations The number of fire stations that are located on the site.
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B # Frontline Apparatus The number of frontline apparatus that operate on the site.

NOTE The number of frontline apparatus is not automatically updated when you add or

delete resources.

B Geographic Information Check this box if you wish to enter details about the geographic
location of the site. These details allow the D-21 to calculate sunrise and sunset times at
your location so that automatic actions can be scheduled at sunrise and sunset.

When you check this box the General tab displays an additional area for data entry.

General I tap Options l tap Layers! Special Layersi Response Plansi Facilities I Hydrants i

Site Hame

iBoscawen Arzenal

City

iBoscawen

State Zip
iNH 103303
#f Fire Stations  # Fronthine Apparatus

¥ Geographic Information:

- Geographic Location

Latitude: !W -90 [E astern Hemisphere] to 90 fwestern Hemizphers) Test Date

Longitude: !W -180 [Southern Hemisphere] to 180 [Morthem Hemisphere]
GMT Dffset: 35_ -12 [Eastern Hemisphere) to 12 MWestern Hemisphere)

Mote: These Settings are used to calculate approximate Sunrise and Sunset times. IF you
hawve anp questions or these approximate imes are not accurate enough, please Contact
Monaco Enterprizes. Inc.

! B /28,2007 v|
Test Settings |

| X| @ & | N\ |

Add Delete Previous Next Cancel Done

® Latitude Enter the latitude of your location.

® | ongitude Enter the longitude of your location.

® GMT Offset Enter the difference between the time at your location and the Greenwich

Mean Time.

® Test Date Select a date for which you want to check the calculated sunrise and sunset

times at your location.
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® Test Settings When you click this button, the Sunrise & Sunset Information dialog box
opens allowing you to check the calculated sunrise and sunset times at your location for
the test date selected.

Times At thiz location Orn: 6/20/2007 14:34:16
Sunrige: BA20/2007 05:06:31
Sunset: B/20/2007 20; 2846

2 Click Next to advance to the Map Options tab. (The Map Options tab is only available if
you have the D-21M installed.)

Site: Mustard Room

i Map La_l,lers] Special Layers] Responze F'Ians] Facilitiesl H_l,ldlants] Sectols]

Map Directory Map Background Color Color Preview
|mustard ﬂ |Tea| j -
Map Mames

Facility lcon Display
Facility Appearance when in Normal [non-Alerted] State
=l

|Icon with Facility Murmber

| Projected Coordinate Systems

gEEManExtent Default Projection for Map [for lapers with no _prj file]

Large fson Zaom Lavel |NAD_1383 StatePlane_Tewas_South_Cential FIFS_4204 Fe |

|2 UTHM Zone that applies to thiz Site [for 1000 meter grid)
|WGS_1984_UTM_Zone 14N ~|

Set Large lcon Zoom |

Incident Zoom Level Digplay units for measurements/distances | peters -
4

Set Incident Zoom | Import Layer Files

Aerial Zoom Level |Spec:|f_l,l Import Directory J

Set Aerial Zoom | [~ Delete existing files prior to import Import

+ | X | @ & | N\ |

Add Delete Previous Next Cancel Done

B Map Directory/Map Names Seclect the map directory and map name.

B Map Background Color Select the map background color. The Color Preview window
displays the selected background color.

® Set Map Extent Click Set Map Extent to automatically set the zoom level at which the
map is initially displayed when it is opened in the D-21 Incident Client.

B Large Icon Zoom Level At smaller map magnifications, facility and hydrant icons are
displayed as small dots. The number entered in this box determines the magnification
above which the D-21 Incident Client displays the icons at their larger size. You may
either enter the value in the text box or click Set Large Icon Zoom and zoom to the
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magnification at which you want icons to appear in their larger size. For information on
working in the dialog box that appears after you click Set Large Icon Zoom, see “Placing
Items on the Map (D-21M)” on page 2-112.

NOTE Type 1 in the Large Icon Zoom Level text box to display facility and hydrant icons at
the same zoom level you specified for the Map Extent.

B |ncident Zoom Level The default magnification at which the map appears when the D-21

Incident Client operator clicks Map View from within an incident. You can either enter
the value in the text box or click Set Incident Zoom and zoom to the magnification at
which you want maps to display by default in the D-21 Incident Client. For information
on working in the dialog box that appears after you click Set Incident Zoom, see “Placing
Items on the Map (D-21M)” on page 2-112.

NOTE Type 1 in the Incident Icon Zoom Level text box to display incident icons at the same
zoom level you specified for the Map Extent.

Aerial Zoom Level The magnification at which the aerial photograph, if there is one,
appears as the background of the Map View. You can either enter the value in the text
box or click Set Aerial Zoom and zoom to the magnification at which you want the aerial
to display. For information on working in the dialog box that appears after you click Set
Aerial Zoom, see “Placing Items on the Map (D-21M)” on page 2-112.

Facility Icon Display Choose from the drop-down list to define how you want D-21
facilities to appear on the map when they are in a normal (non-alerted) state. The default
is to display an icon with the facility number underneath.

Projected Coordinate Systems These options are used to configure grid coordinates for
the site map if the Grid Coordinates feature is installed on your system. Monaco has
configured your map for grid coordinates before installing your D-21. Do not change
these selections unless instructed to do so by a Monaco technical representative.

Display units for measurements/distances Choose from the drop-down list to select either
feet or meters as the unit of measurement for objects displayed on the map (perimeters,
for example).

Import Map Layer Files If you have added or removed any buildings or hydrants, specify
the directory location for importing new site map layer files. To replace existing map
layer files, click Delete existing files prior to import. Click Import to import new map layer
files.
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3 Click Next to advance to the Map Layers tab. (The Map Layers tab is only available if you

have the D-21M installed.)

The layers of the map are stored in the map directory specified on the Map Options tab.
Each layer of a map contains a different kind of information, such as buildings, roads,
ditches. The Layer Type depends on how a specific layer was generated.

Site: Cannon AFB

Generall Map Options ~ Map Layers | Special Layersl Responze F'Iansl Faciliies I Hydrants I

Label

|buildings_shed_area

Layer Type

|ESRI Spmbal w/ Test |
Text Field

Ibuildng_no j
Text Height l—gg

White Text Background [~

Layer Order

I_.I

Color
I Fale rellow j

Color Preview

Layers [check indicates Yisibility in Map]
buildings_shed_area
buildingz_structure_existing_area
buildings_structure_existing_area?
buildings_tower_area

[1 hydrography_surface_water_body_area
[1 hydrography_surface_water_body_area_+
[1 hydrography_surface_water_course_area
improvement_recreation_golf_course_are.
[] improvement_recreation_golf_course_bur
[] improvement_recreation_golf_course_fain:
improvement_recreation_golf_course_putl
improvement_recreation_golf_course_tee.
improvement_recreation_golf_course_wat
improvement_recreation_recreation_park_
improvement_recreation_swimming_pool _
military_operations_military_live_fire_range
[ transportation_air_airfield_surface_area
[] transportation_vehicle_road_area
transportation_vehicle_road_centerline

O transportation_vehicle_vehicle_parking_aLI

Ik

Add

X

Delete

4

Done

p

Previous

»

MNext

displays it in the Layer Type drop-down list.

ESRI Symbol Only ESRI shape (.shp) file with no text.

Select the map layer you want to manipulate. The D-21 auto-detects the layer type and

ESRI Symbol with Text ESRI shape file populated with text that will appear on the map,
such as building numbers or road names.

ESRI Raster Image ESRI bitmap file, usually used for background photographs for site

maps.

ESRI image Catalog An image file from the ESRI catalog.
AutoCAD Text ESRI text layer file that originated as an AutoCAD file.
AutoCAD Symbol with Text ESRI shape file with text that originated as an AutoCAD file

with text.

Ifthe layer contains text, select the text field and specify a text height. Entering a text height

number overrides the original height imported with the layer file.

The Layer Order box allows you to specify the order in which each layer is drawn. The

lower the number, the closer to the top the layer. So Layer 1 is drawn on top of all other
layers, Layer 2 is drawn beneath layer 1 but on top of all other layers, etc.
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7 Pick the color for the selected layer in the Color drop-down list.

vNOTE You cannot pick a color for ESRI Raster Images.

8 Check the box next to the layer name in the Layers list if you usually want the layer to be
displayed when you view the map.

9 Click Next to advance to the Special Layers tab. (The Special Layers tab is only available
if you have the D-21M installed.)

Site: Mustard Room

] Response F'Ians] Facilities] Hydrants l Sectors]

General] Map Optiohs 1 Map Layers

Buildings Layer

Layer Name |structure_existing_alea ﬂ
Number Field |faci_id - Name Field |stuctname >
Shortest Route Layer
Layer Name |i0ad_cnin_transnetwork |
Layer Source W Layer Is Visible [on top] [
Internal Units |Feet »| Display Units | Miles -
Streets Layer
Layer Hame |road_cntrln_transnetwork j
Prefix Field | ﬂ Layer Is Visible [on top] v
Name Field | | Layer Units
Suffix Field | j (" Degrees, Minutes, Seconds
Type Field | | e
Left 5ide of the Street Right Side of the Street

From Address Fields |
To Address Fields |
Zip Fields |

M&

Mext Cancel

LedLefle
Leflefle

4

Done

\x\&

Add Delete FPrevious

The Special Layers tab allows the Administrator to configure the Building, Shortest Route, and
Streets mapping layers in the D-21 map.

Buildings Layer Defines the layer that identifies building locations on the site.

® Layer Name Specifies the layer that contains the building objects.
® Number Field Specifies the field that contains the building numbers.

® Name Field Specifies the field that contains the building names.
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Shortest Route Layer Defines the layer that identifies roads to be used by the Shortest Route and
Road Closed/Open features.

NOTE The Shortest Route Layer section is only available when Shortest Route option is
enabled on the D-21 Server.

® Layer Name Specifies the layer that contains road lines.
® Layer Source Specifies the application source for the road line data.

® Layer s Visible (on top) Unchecking this option hides the Shortest Route layer by placing
it beneath the background image layer. Do this when a more visually appealing street
layer is available.

® Internal Units Specifies the measurement units used internally by the Shortest Route
layer. Consult Monaco technical support before changing this setting.

® Display Units Select from the drop-down list to choose the units of measurement in
which shortest route directions should be given.

Street Layer Specifies the map layer that stores the street address data. The type of street address
layer determines which fields are required in the Street Field Mappings area. For example, a
street address layer that originates from TIGER/Line® data uses the mappings indicated in the
graphic above, but a street layer from another mapping service may use different fields and field
names. The Street Layer section is used to configure the address and cross street information
for incidents on the map. When an incident occurs that is not associated with a facility in the
D-21 database, the incident can be placed on the map using street address or street name.

NOTE Some elements of the Street Layer section are only available when Auto Addressing
is enabled on the D-21 Server.

® Layer Name Specifies the name of the layer to be used by the D-21 for the street layer.

m  Prefix Field Specifies the field in the street layer data that contains the directional prefix
(N., N.E., N.W., etc.) for the address.

® Name Field Specifies the field in the street layer data that contains the street name.

® Suffix Field Specifies the field in the street layer data that contains the directional suffix
(S., S.E., S.W,, etc.) for the address.

® Type Field Specifies the field in the street layer data that contains the street type.

® Layeris Visible (on top) Unchecking this option hides the street address layer by placing
it beneath the background image layer. Do this when a more visually appealing street
layer is available.

B Layer Units Specifies the units of measurement used by the street address layer.

® Left Side of the Street/Right Side of the Street The From Address and To Address fields
contain values that specify the distribution of odd and even numbered addresses. The Zip
fields are used to specify the zip code on either side of a street.
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10 Click Next to advance to the Response Plans tab.

Eenelall Map Options | Map Layers  Fesponze Plans I Facilities | Hydrants |

Resgponse Plans
Fire:

Add Cancel Delete Done Previous Mext

11 If you want to add a response plan for the entire site, click Add and choose a class (Aircraft,
Fire, Security, EMS, etc.) from the drop-down list. Then click OK to begin creating the
response plan. For more information on creating and editing response plans, see “Response
Plans” on page 3-2.

If you want to edit a response plan, select it and click Edit. To delete a response plan, select
it and click Remove; then click Yes to confirm that you want to delete the plan.
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12 Click Next to advance to the Facilities tab.

N

Site: Cannon AFB

Generall Map Options | tap La_l,Jersl Responze Plans  Facilities | H_l,u:lrantsl

Facilities

: Comm Facility
10: Comm Center
12: Intel
22: Pre-fab
B0: Swim Pl Baths
52 Pool 2 Freedom
53: Tennis Courts
B4 Youth Center
5&: Pool Chlarine
58 Chapel
EO: Law Center
70: Theater
71: Bank. OF America
T4: Bowling Center
75: Library
7E: Child Care Crtr
77 BedCommissarny

& Comm Storage I
9

78: Clathing Sales |
Locate Facilities Dn Map | Add Facility |
Add Cancel Delete Done Previous Next
Add Facility Displays the Add Facility dialog box. For information on adding a facility,
see “Facilities” on page 2-13.

Locate Facilities On Map Displays the Locate Facilities On Map dialog box. Use this

dialog box to place multiple facilities on the site map. See “To place multiple facilities

on the map” on page 2-113.
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13 Click Next to advance to the Hydrants tab.

Generall Map Dptionsl Map Layersl Fesponze F'Iansl Facilities  Hydrants I

Hydrants

H 180
H 170
H 171
H 186
H 188
H 1839
H 290
H 348
H 400
H 41
H 450
H 500
H &M
H 320
Mew Plug

Locate Hydrants On Map | Add Hydrant |

+ [/

Add Cancel

X

Delete

4

Done

P

Previous

»

Mext

® Add Hydrant Displays the Add Hydrant dialog box. For information on adding a
hydrant, see “Hydrants” on page 2-109.

B | ocate Hydrants On Map Displays the Locate Hydrants On Map dialog box. Use this
dialog box to place multiple hydrants on the site map. See “To place multiple facilities
on the map” on page 2-113.

14 When you are finished adding the site, click Done.
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Any protected building or location that is reporting its status to the D-21 should be entered into
the D-21 database.

Before you Enter any custom directional prefixes and suffixes as well as street labels in the Address tab in the General
begin Lists dialog box to make them available as you add facilities. See “Customizing Lists” on page 4-2.

== To add a facility

1
2

6

Select Add > Facility.

If the appropriate site name does not already appear in the Site box, select it from the
drop-down list.

Enter a facility prefix, number, suffix, and name. Throughout the D-21 system the facility
is identified by this prefix, number, and suffix followed by a colon and the name.

Site: Add Mew Facility

Gereral | Map| Address | Floor Plans | Actionz | Zones | Responze Plans | Facility Usel Notesl Hazmat

Site
IYokota Air Base, Japan j

Facility Prefix Facility Number Facility Suffix Facility Hame
|05s- {1302 |-00 |Childcare Center

Facility Dezcription
|Childeard cented

Facility Type
IDther

Knox Box Location

The facility prefix and suffix can be either text or numeric. The facility number must be a
numeric entry. The D-21 Incident Client would designate the facility in the above graphic
as: 059-1302-001: Childcare Center.

Enter a description of the facility.

Select the facility type from the drop-down list. The facility type is used to generate icons
and labels for facilities that are placed on the map.

If the facility has an armored key box, enter its location in the Knox Box Location box.

D-21 Admin Client Revision 1.1.32 User Guide Creating the D-21 Database 2 -13



Facilities

7 Click Next to advance to the Map tab. (This tab appears only in the D-21M.)

Site: Add New Facility

| Set Location on Map I

Delete From Map |

General  Map | Address | Floar Plans | Actionsl Zones | Responze F'Iansl Facility Use | Naotes | Hazmat |

N

Cancel

X

Delete

I

Add

4

Done

=»

Mext

.

Previous

8 If you want to add the facility to the site map, click Set Location on Map. (If the facility is
incorrectly placed on the site map, click Delete From Map first.) For information on using
the Select Map Location dialog box, see “Placing Items on the Map (D-21M)” on

page 2-112.
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Click Next to advance to the Address tab.

N

Site: Add New Facility

Generall Map Address | Flaor F'Iansl Actionsl Zonesl Response F'Iansl Facility Usel Notesl Hazmatl

Street Number Location/Directions

[ |

Street

I[none] j I I[none] j I[none] j

Cross Stieet

I[none] jl I[none] j I[none] j

Apt/Room/Suite
City
State Zip

- r

Add Cancel Delete Done Previous Mext

| N X | V| @ &
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10 Enter the address, choosing the directional prefix/suffix (N, NW, etc.) and street types (Ave,
St, etc.) from the drop-down lists.

NOTE You can add to, delete from, and edit the items that appear in the directional
prefix/suffix list and street types list via the Address tab of the Lists dialog box. See
“Customizing Lists” on page 4-2.

11 Click Next to advance to the Floor Plans tab.

Facility: 1410 Child Care Center

Generall Mapl Address  Floor Plans | Actionsl Zonesl Response F'Iansl Facility Usel Notesl Hazmatl

Floor Plans

EBldg 1410-Foomnit 5
Bldg 1410-M aint Zones

Add Floor | 7 Edit Floor | Remove Floor |
Add Cancel Delete Done Previous Next
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12 Associate a floor plan with the new facility. For more information on adding floor plans,
see “To add a floor plan to a facility” on page 2-27.

IMPORTANT When you add a floor plan, you can attach labels to it that identify the location
of remote units, outputs, and zones for the facility. However, since facilities are defined
before their associated remote units and zones, you cannot add these floor plan labels until
after both the facility and the units have been created.

13 Click Next to advance to the Actions tab.

Generall Mapl Addressl Floor Flans

Zones I Responze F'Iansl Facility Use I Motes I Hazmat I

Actions

|Acti0n Mame |Descﬂ3tion

Add Action | Remove Action |

X| V| @ »

Delete Done Previous MNext

+

Add

(5

Cancel

14 If you want to add an action to this facility, click Add Action, select the desired action from
the dialog box that appears, and click OK.

NOTE You must first create an action using Options > Actions before the action is
available in this dialog box.

Actions associated with facilities appear under Run Actions on the pop-up menu that
appears when the operator right-clicks a facility in the D-21 Incident Client. They also
appear in the Actions viewer for an incident located at that facility. See “Using Actions” on
page 3-27 and “Attaching Actions to Status Changes” on page 3-37 for more information
on creating and using actions.
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15 Click Next to advance to the Zones tab.

Generall Mapl Addressl Flaor F‘Iansl Actions

| Response F‘Iansl Facility Use I Motes I Hazmat I

Zones

Add Zone |

A

Cancel

+

Add

X

Delete

v

Done

« 9

Previous Next

16 If you want to add a zone now, click Add Zone. Before a zone can be added, the unit and
RID through which it is monitored must be defined in the D-21 database. For information

on using the Add New Zone dialog box, see “To add a zone” on page 2-65.
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17 Click Next to advance to the Response Plans tab.

Generall Mapl Addressl Floor F'Iansl Actionsl Zones

| Facility Use I Motes I Hazmat I

Responze Plans

Add | Edt |  Remove |
Add Cancel Delete Done Previous MNext

18 Click Add to add a response plan for the facility; or select the response plan you want to edit
or delete and click the appropriate button. For information on adding and editing response
plans, see “Response Plans” on page 3-2.
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19 Click Next to advance to the E911 tab. (This tab is only available when an E911 system is
installed for use with the D-21.)

General' Mapl .ﬁ.ddressl Floor F'Iansl Actions' Zonesl Response Plans  E911 | F acility Use' Notesl Hazmat'
E911 Phone Listing
Phone # Organization Sub Org Office Svmbol |Foom #  |Room Desc
4| |
Add Phone | Edit Phone | Remove Phone |
Add Cancel Delete Done Previous Next

20 To add the facility’s phone number or numbers to the D-21 E911 phone listing, click Add
Phone. For more information on the D-21 E911 database, see “Creating an E-911 Phone
Number Database” on page 10-8.
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21 Click Next to advance to the Facility Use tab. Facility Use categories are NFIRS categories
included when you export data from the D-21.

Site: Add New Facility

General' Map' Address' Floar Plans| Actions' Zones' Responze Plans |

Motes | Hazmat |

Mixed Use

| Select |

(Other Mised Use -
Agsembly Uze

Education Use

Medical Usa

Residential Use

Row of stores

Enclased mall

Buziness & Residential

Office Use

Industrial Use j

| Select |

Property Use, Other a
Azzembly

Educational

Health Care, Detention & Carection

Residential

Mercartile, Business

Industrial, Utility, Defense, Agriculture, Miring

Manufacturing, processing

Storage

Outzide or special property j

F | N X| V| @] &

Add Cancel Delete Done Previous Next

22 To assign a Mixed Use category, click on an item in the Mixed Use list and click Select. (You
can also leave this blank.)

23 To assign a Property Use category, click the plus sign (+) next to the appropriate property
category in the Property Use list, click the specific property type, and then click Select. (You
can also leave this blank.)
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24 Click Next to advance to the Notes tab.

Generall Mapl Addressl Floor F‘Iansl Actionsl Zonesl Rezponse F‘Iansl Facility Use  HNotes | Hazmatl
Motes
Alert Hotes
Add Cancel Delete Done Previous Mext

NOTE Facility Notes and Alert Notes can be accessed in the D-21 Incident Client in many
different viewers, including the Incident viewer and the Alert form.

25 Enter the desired text in the Notes and Alert Notes textbox. Monaco recommends entering
information into the Notes information section to help operators when handling an incident,
such as remote unit information, location details, water supply locations, etc. The Alert
Notes is a short (40 characters) textbox for information that is particularly essential for
operators to know in the event of an alert in the facility.
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26 Click next to proceed to the Hazmat tab.

Generall Mapl Addressl Floor F'Iansl Actionsl Zonesl Responze F'Iansl Facility Usel Motes  Hazmat

HazMats

| 1D Mumber | b aterial | Tradename | Location | Container Description
| | | | |

Add HazMat | Edit HazMat | Remove HazMat |
Cancel Delete Done Previous MNext

27 Use the Add Hazmat button to add a new Hazardous Material to the list. Use Edit Hazmat to
change information in an existing hazardous material, or use Remove Hazmat to remove a
hazardous material entry.

28 When you are done adding the facility, click Done.

== To add a Hazmat to a Facility
1 In the tree pane, right-click the facility to which you want to add the HazMat.
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2 Click the Hazmat tab.

Generall Mapl Addressl Floar F‘Iansl Actionsl Zonesl Responze Plansl Facility Usel Notes  Hazmat

Acetonitrile

HazMats

Tradename

Container Description

Acetonitrile

1.1.1-Triflworoethane

Add HazM at | Edit HazM at | Remove HazMat |
Cancel Delete Done Previous Mext

3 Click Add HazMat. The Find HazMat dialog box appears.

—Search by:
Material Marme ||
Trade Name [AF4) |
10 Mumber I
I aterial Trade Mame LM Guide |D Al
i Unknown Hazbdat © 111 |
[BiojMedical waste, n.o.: 3291 158
[mono)-[ T richlora]-tetra-[r 2468 140
1.1.1.2-Tetrafluoraethan 3159 128
1.1.1-Trichloroethane 2831 160
1.1.1-Triflugroethane 2035 115
1.1.2.2-Tetrachloroethar 1702 151
1.1.3.3-Tetramethylbutyl 2160 145
1.1.3.3-Tetrametbylbutyl 2161 148
1.1%Az0di-(herahydrobel 2954 149 LI
| o
Ok LCancel |

4 Select the hazardous material or materials in the list by clicking in the appropriate boxes on
the left edge of the grid rows. You can quickly access specific rows by using the Search by:
boxes. When you enter characters in one of the search boxes, the list of HazMat records
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scrolls so the entry that begins with the same characters appears at the top. For example, if
you enter “254” in the ID Number box, the first entry with an ID number that begins with
“254” appears at the top of the list.

5 Click OK.

6 To enter specific information about how a HazMat is stored or used in the facility, select the
hazardous material in the list and click Edit HazMat. The HazMat Information dialog box
appears.

HazMat Information

Acetonitrile

~ Container Inf

Container Description : I
Fire Guantity I
Hazard .
Capacity : ||

Location :

Health

Haead ~|% Reactivity

Specific
Hazard

- Level of C:

Plume Chemical [Specie] : IAcelonitri\e ﬂ
Footprint 3 [YELLO%W border] : [0 ppm

Footprint 2 [DRANGE border) : [407
Footprint 1 [RED border) 4000

1] 9 | Cancel |

7 Enter information about the container holding the hazardous material in the container
information fields: Container Description, Quantity, Capacity, and Location.

8 Use the drop-down lists on the diamond to specify the specific hazard and the numerical
values for health, fire, and reactivity hazards.

9 Ifthe hazardous material is already linked in the database with a chemical known to create
a plume in the event of a spill, the Level of Concentration section will be automatically
filled in with the Plume Chemical name and typical concentration levels. If plume
information is not pre-populated, you can use the Plume Chemical drop-down list to
identify the chemical stored at the facility. (This section is only available if the Plume
feature is installed.)

10 Click OK.

== To edit a facility Hazmat

1 In the tree pane, right-click the facility for which you want to edit HazMat information.
2 Click the Hazmat Tab.

3 Select the hazardous material you want to edit, and click the Edit Hazmat button.
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4 In the Hazmat Information window change the information as needed.
5 Click OK.

To remove a facility Hazmat

1 In the tree pane, right-click the facility for which you want to remove a HazMat.
2 Click the Hazmat Tab.

3 Select the Hazmat entry you want to remove, and click Remove Hazmat.

4 Click Yes in the Delete Chemical dialog box.

== To edit a facility
1 In the tree pane, right-click the facility you want to edit. The Facility dialog box appears.

2 Change dialog box entries and selections as desired. For more information on the tabs,
boxes, and drop-down lists, see “To add a facility” on page 2-13.
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Adding Floor Plans

A D-21 Floor Plan is a line drawing or bitmap image associated with a facility record. Specific
Floor Plans can be accessed by operators when there is an incident at the associated facility. You
can also browse the collection of Floor Plans in the Floor Plans viewer in the D-21 Incident
Client. See “Floor Plans, Pre-Plans, and Response Graphics” on page 5-3 for information on
making files available for use as Floor Plans.

== To add a floor plan to a facility

IMPORTANT /f you want to add a remote unit, output, or zone label to the floor plan, you
must first create the remote unit, output, or zone.

1 In the tree pane, right-click the existing facility to which you want to add a floor plan. The
Facility dialog box appears.

2 Click the Floor Plans tab.

Genelall Mapl Addiess  Floor Plans I Actmnsl Zonasl Response Plansl Facility Usel Nntesl Hazmatl

Floor Plans

Eldg 1410-Room/Lnit Status
Bldg 1410-M aint Zones

&x|w4-¢

Cancel Delete Previous Next

+

Add
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3 Click Add Floor. The Floor Plan dialog box appears, with the default Floor Name ‘New
Floor’ entered.

Zone status label

Floor Plan for 1: Wing HQ)

Floor Name: [5idg 1120 Flook 1]

File {14 20-zecurity. dwf

j Class IFire j
Configure Display |

Unit Status Zone

Add Unit | Add Zone |

Remove Unit | Remove Zone |

Unit Comm Status Dutput

Uit #1: Momal

Add Unit | Add Output |

Remove Unit | Remove Dutput |

Done |

Unit status label
B Floor Name Enter the name for the floor plan.

® File Selectthe floor plan image file. For more information on floor plan files, see “Floor
Plans, Pre-Plans, and Response Graphics” on page 5-3.

m Class Select a class for the floor plan, if necessary. The class determines which
workstations and user accounts can access the floor plan. By default, floor plans are
available for all D-21 workstations and user accounts, but you can specify the floor plan
be available only for Fire, Security, or Facility Management workstations and user
accounts, or any combination of the three.
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B Configure Display Allows the Administrator to configure how the labels and icons will
be displayed on the floor plan graphic.

IMPORTANT Labels and icons for a remote unit, output, or zone must be defined before
they will be displayed on the floor plan.

. Configure Options for New Fllijr(-{) ll

—Zone Configuration——— [~ Dutput Configuration
[~ Hide Zone Label [~ Hide Dutput Label
[¥ Hide Zone lcon [¥ Hide Output lcon

Cancel |

® Unit Status Click Add Unit to select a remote unit to place on the floor plan. Whenever
the floor plan is displayed, the remote unit status label will indicate the current status
condition of the remote unit. Only remote units associated with the facility are displayed
in the list of units to add.

B Unit Comm Status Click Add Unit to select a dual comm remote unit to place on the floor
plan. See “Configuring Dual Communication Channels” on page 6-4 for more
information. When a dual comm unit is placed on a floor plan, the unit comm status label
indicates whether the unit is communicating with the D-21 on the primary channel or the
secondary channel, or is in a No Reply condition. Only remote units that have dual
comm channels enabled and are associated with the facility are available to add to the
floor plan.

® Zone Click Add Zone to select a zone to place on the floor plan. Whenever the floor plan
is displayed, the zone status label will indicate the current status condition of the zone.
Only zones associated with the facility are available to add to the floor plan.

®m Output Click Add Output to select an output to place on the floor plan. Whenever the
floor plan is displayed, the output status label will indicate the current status condition
of the output. Only outputs that are associated with the facility are available to add to the
floor plan.

4 Click Done.
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Remote Interface Drivers (RIDs)

Remote Interface Drivers (RIDs)

A remote interface driver (RID) is a software module that enables the D-21 server to
communicate with a specific Monaco device, such as a radio frequency modem (RFM), or with
a third-party product or service. The available D-21 RIDs are described in the table below.

IMPORTANT The D-21 is pre-installed with the RIDs necessary for your system. Do not
add or edit RIDs unless instructed to do so by a Monaco technical representative. If you are
replacing a device with an identical device, you do not need to edit the associated RID.

RID

Description

The RIDs listed below are documented in this manual.

RFM 5000 (DTMF Radio
Modem)

RFM 7000 (FSK Radio
Modem)

ACU-1000 (Radio Switch)

TCI E911

Verizon E911

Zetron E911

Tone Alert (Tone Alert Panel
Monitor)

Use for communicating with a Monaco RFM 5000, a Dual-Tone Multi-Frequency
(DTMF) radio modem. Remote units that communicate with the D-21 using the
RFM 5000 include the BT2-3, BT2-4, and the M-1 conventional and addressable fire
alarm control panels. See “Adding a RID for the RFM 5000” on page 2-31.

Use for communicating with a Monaco RFM 7000, a Frequency Shift Keying (FSK)
narrowband radio modem. Remote units that communicate with the D-21 using the
RFM 7000 include the BT2-7, BT2-8, BT2-8S, BT-X, and M-2 conventional and
addressable fire alarm control panels. See “Adding a RID for the RFM 7000 and
RFM-X" on page 2-38.

Use for configuring an ACU-1000 Live Voice Input Radio Switch for live-voice mass
notification messages. See “Adding a RID for the ACU-1000 Radio Switch” on
page 7-13.

Use for receiving 911 call information from the TCI E-911 system. See “Configuring
an E-911 System” on page 10-2.

Use for receiving 911 call information from the Verizon E-911 system. See
“Configuring an E-911 System” on page 10-2.

Use for receiving 911 call information from the Zetron E-911 system. See “Configuring
an E-911 System” on page 10-2.

Use in conjunction with the Tone Alert Unit for automatic and manual resource
notification. See “Configuring Tone Alerting with a Tone Alert Unit” on page 11-6.

For information on the RIDs listed below, see the D-21 Remote Interface Driver Guide (P/N 001-399-01).

Automatic Vehicle Location
(Gemini, Placer)

CPS-484 (Power Supply
Supervisor)

DIO (Dual Input/Output)
DZI (Dual Zone Interface)
General Status

GPIO (General Purpose

Input/Output)

iButton Analog Points

Use for monitoring Monaco AVL units in vehicles.

Use for monitoring the status of a Monaco CPS-484 backup power supply.

Use for monitoring the status of a Monaco Dual Input/Output Module
(P/N 176-219-00). See the D-21 Dual Input Output Module 1-O-M Manual
(P/N 001-443-00) for more information.

Use for communicating with a Monaco Dual Zone Interface, a two-zone input/output
device connected locally to the D-21 Server.

Use for monitoring system-wide unacknowledged alarms and troubles and
responding to them with actions and response plans.

Use for communicating with a Monaco General Purpose Input/Output device.

Use to monitor analog temperature values by reading the status of iButton
temperature-sensing devices.
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RID Description

iButton Hub Use to communicate with an HA7NetHub for IDS iButton enroliment. See“IDS iButton
and PIN Assignments” on page 9-24 for more information.

NCD Relay (NCD Relay Use for communicating with the relays installed in a Monaco Automatic Control

Control) Output Panel.

RDU (Remote Display Unit) | Use for communicating with the a Monaco Remote Display Unit.

Remote Annunciator Use for configuring custom LED display panels to show remote zone status.

Tone Generator (TGU) RID | Use in conjunction with the legacy Tone Alerting Panel for manually initiated resource
notification.

Adding a RID for the RFM 5000

The RFM 5000 is a narrow-band, DTMF radio frequency modem. Configure an RFM 5000
RID for remote units reporting to the D-21 through an RFM 5000 device.

Before you Add the facility where the RID device is located to the database so the facility information is available when
begin you add the RID. See “Facilities” on page 2-13.

—— To add a RID for the RFM 5000
1 Select Add > RID.

Add New RID

Generall Locationl Remate Units | Palling Model RFk 5000 Topolog_l,ll RID Combinationsl Actionsl RID Options

RID Typpe Frequency RID Class
|RFM 5000 [ = [Fire =l

Designation

[v Use IP address instead of COM port: [~ Alternate RFMs
IP Address Paort Timeout
FPort

—

v/

Done

i

Add

PR

Previous

%

Next

A\

Cancel

X

Delete

® RID Type Select RFM 5000 (DTMF Radio Modem).
® Designation Enter a name for the RID.

® Frequency Enter the frequency used by the RFM. (This box is for information purposes
only and does not affect the frequency of the RFM 5000 device.)

® Use IP address instead of COM port Select this option if the RFM 5000 will
communicate with the D-21 over an Ethernet network. When this checkbox is checked,
text boxes appear for you to enter the Internet Protocol (IP) address, Port and
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Port Time-out settings to be used by the RFM. An Alternate RFMs checkbox also
appears, and an additional tab, labeled Alt RFM, will appear in the RID dialog box when
the checkbox is checked. The new tab allows the administrator to add, edit, or remove
alternate IP addresses and ports for alternate RFM 5000s on the same frequency.

® COM Port Select the COM port by which the RFM 5000 is physically connected to the
back of the D-21 computer.

® RID Class Select Fire, Security, or Facility Management to specify which workstations
and operators can send commands to this RID and its remote units.

2 Click Next to advance to the Location tab.

General  Location | Remate Units | Palling Model RF4 5000 Topolog_l,ll RID Combinationsl Actionsl RID Options |

Site

I Cannon AFE j
Facility

IB: Comm Storage j

Location/Directions

Ik

Add

X

Delete

4

Done

AN

Cancel

‘

Previous

»

Mext

m Site Select the site where the RFM 5000 is located.

® Facility Select the facility where the RFM 5000 is located. If the appropriate facility
does not appear in the drop-down list, make a note to return to this dialog box to specify
the facility after it has been added to the database. See “To add a facility” on page 2-13.

® | ocation/Directions Enter descriptive information about the location.
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3 Click the RFM 5000 Topology tab.

Generall Locationl Remate Units I Palling tMode  RFM 5000 Topalogy | RID Eombinationsl Actionsl RID Options I

Additional RFM 5000 Ezists Polling Banges ZID Ranges
= Low High Low High
i) = 1h Je047 1 | EEEE]
Carrier Delay Time [15-200 sec)
2o [0 g [0
v Siren Control 3 ID ID ID ID
o [0 [0 [0

Ik

Add

X

Delete

4

Done

4

Previous

=»

Mext

N

Cancel

®  Additional RFM 5000 Exists If this system includes another active or redundant (not
alternate) RFM 5000 on the same frequency, select Yes.

B Carrier Delay Time Enter the amount of time in seconds during which the RFM 5000 is
permitted to detect a continuous transmission before generating a carrier alarm. You can
set the Carrier Delay from 15 to 200 seconds. To facilitate quick identification of
potential problems, enter the smallest amount of time that lets you avoid nuisance alerts.

® Siren Control Select this option to enable the siren controller functionality in the RID.
You must select this option if you want to add BT2-SC siren controllers to the database.

® Polling Ranges Enter the polling ranges for the remote unit numbers that communicate
with this RFM 5000. You can enter up to four polling ranges for a single RFM 5000. The
RFM 5000 only communicates with remote units with unit numbers included in these
polling ranges.

® ZID Ranges Enter the ZID (zone identification) ranges for the zones associated with this
RFM 5000. You can enter up to four ZID ranges for a single RFM 5000. The RFM 5000
only communicates with zones whose ZID numbers are included in these ranges.
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4 Click the RID Combinations tab.

Generall Locationl Remate Units | Paling Model RFt4 5000 Topalogy  RID Combinations | Actionsl RID Options |

Alt COM Port Shared Mode

I [nome] j I [none] ﬂ
Shared RID
I[none] j

Warning: Do NOT change these fields without
consulting Monaco's technical representatives.

+ [ N[ X

Add Cancel Delete

4

Done

&

Previous

=»

MNext

IMPORTANT Do not change anything under the RID Combinations tab unless advised to
do so by Monaco.

® Alt COM Port Select the COM port to which a redundant RFM is attached. A redundant
RFM is identical to the RFM associated with this RID, except that it is connected to a
different COM port. If the main RFM fails, the D-21 switches to the RFM selected in
the Alt COM Port drop-down list.

B Shared Mode/RID Select the RFM that shares this RFM’s frequency. The D-21 is
designed so that an RFM 5000 and RFM 7000 can share a single frequency. This feature
is dongle-activated, and RIDS for both of the RFMs that share a frequency must be
added before you can make Shared Mode and Shared RID selections. Select
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Shared Frequency (transition) from the Shared Mode drop-down list, and then select the
name of the RFM with the same frequency from the Shared RID drop-down list. You
must make these selections in the RID dialog boxes for both shared-frequency RFMs.

NOTE The Shared Frequency feature is designed for sites using a combination of the two
RFM types. Because some advanced RFM 7000 features are not supported when the
frequency is shared, it is important to consult a Monaco representative before sharing a
frequency.

5 Click the Polling Mode tab.

RID: RFM5000

Generall Locationl Remate Unitz ~ Polling Mode I RFM 5000 Topolog_l,ll RID Eombinationsl Actionsl RID Options |

Polling Mode
I vI [~ Set reminder to run poll report
Polling Time

|12:DD [HH:MM:55]

Polling Interval

24 - [Hours)

»

Mext

4

Done

‘

Previous

Ik

Add

AN

Cancel

X

Delete

6 Select the polling mode:
® Manual Poll Only The RFM 5000 does not automatically request status from remote
units on a regular basis.
® Timed The RFM 5000 automatically requests status from remote units at a specified
interval starting at a designated time.
7 Ifthe polling mode is Timed, enter the 24-hour clock time when you want polling to begin
and select a polling interval.
8 Ifthe polling mode is Timed, check the Set reminder to run poll report option to display a
pop-up reminder to print the polling report after a scheduled poll is complete.
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9 Click the Remote Units tab.

Add New RID

Generall Location Remate Units I Paling Model RFt4 5000 Topolog_l,ll RID Combinationsl Actionsl RID Dptionsl

Hemote Units

Add Remote Unit

+ | N | X | V| @| »

Add Cancel Delete Done Previous MNext

10 Click Add Remote Unit if you want to add remote units to this RID. For information on

adding remote units, see “Remote Units” on page 2-51.
11 Click the Actions tab.

RID: RFM5000

Eenelal' Location' Remate Units I Falling MDdBl RFt G000 Topolog_l,ll RID Combinations ~ Actions | RIC Optionz

Status Change Actions for this RID

|Status |Acti0n Mame IFaciIit_l,l |\-‘erif_l,l |Descripti0n
1] | |
Add Action Remove Action |
Add Cancel Delete Done Previous Mext

12 Click Add Action if you want to assign an action that will run when the RID changes status.

See “Attaching Actions to Status Changes” on page 3-37 for more information.
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13 Click the RID Options tab.

RID: RFM5000

Generall Locationl Remate Unitsl Paliing Model RFt4 5000 Topolog_l,ll RID Eombinationsl Action:  RID Options

Options
[ Commn tattle window enabled [for Monaco diagnostics use only)

I phinn s Warning: Do NOT change this field without

IU consulting Monaco's technical representatives.

Add Cancel Delete Done Previous Mext

® Comm tattle window enabled Displays a floating window for troubleshooting purposes.
Select this option only when directed to do so by Monaco personnel.

14 Click Done. A message appears to tell you the RID will be reloaded.
i

This RID {RFM #3) will be reloaded.

15 Click OK.
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Adding a RID for the RFM 7000 and RFM-X

The RFM 7000 and the RFM-X are narrowband radio transceivers that use FSK (Frequency
Shift Keying) radio protocol on UHF, VHF, or spread-spectrum frequencies to enable
communication between the D-21 Central Receiving System and remote units. Create an
RFM 7000 RID for remote units reporting to the D-21 using either an RFM 7000 or an RFM-X.

Before you Add the facility where the transceiver device is located to the database so the facility information is
begin available when you add the RID. See “Facilities” on page 2-13.

—— To add a RID for an RFM 7000 or an RFM-X
1 Select Add > RID.

RID: RFM 7000

General | Locationl Remate Units | Palling Model RFt4 7000 Topolog_l,ll RID Eombinationsl Actionsl RID Optiots | M3 |

RID Type Frequency RID Class

[RFH 7000 () =l |Fire =l
Designation

|F|FM 7ood

[~ Usze IP address instead of COM port

COM Port
ICEIM 1 'I

=

MNext

X

Delete

4

Done

&

Previous

Ik

Add

A

Cancel

® RID Type Select RFM 7000 (FSK Radio Modem).
® Designation Enter a name for the RID.

® Frequency Enter the frequency used by the RFM. (This box is for information purposes
only and does not affect the frequency of the RFM device.)

® Use IP address instead of COM port Select this option if the RFM will communicate with
the D-21 over an Ethernet network. When this checkbox is checked, text boxes appear
for you to enter the Internet Protocol (IP) address, Port and Port Time-out settings to be
used by the RFM. An Alternate RFMs checkbox also appears, and an additional tab,
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labeled Alt RFM, will appear in the RID dialog box when the checkbox is checked. The
new tab allows the administrator to add, edit, or remove IP addresses and ports for
alternate RFM 7000s or RFM-Xs on the same frequency.

NOTE Use the IP address and port information listed on the label of the D-21 Remote Serial
Port device that connects the RFM to the network.

B COM Port Seclect the COM port where the RFM is physically connected to the back of
the D-21 computer.

® RID Class Select Fire, Security, or Facility Management to specify which workstations
and operators will be able to issue commands for this RID and its remote units.

2 Click Next to advance to the Location tab.

RID: RFM 7000

General  Location | Remote Units | Poling Mode| RFM 7000 Topology| RID Combinations | Actions| RID Options | MNS |

Site
Cannon AFE j

Facility

10 Camm Center

Location/Directions

=»

Mext

4

Done

P

Previous

N

Cancel

X

Delete

Ik

Add

m Site Select the site where the RFM is located.

® Facility Select the facility where the RFM is located. If the appropriate facility does not
appear in the drop-down list, make a note to return to this dialog box to specify the
facility after it has been added to the database. See “To add a facility” on page 2-13.

vNOTE Site and Facility information is required for Mass Notification System applications.

® |ocation/Directions Enter descriptive information about the location.
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3  Click the Polling Mode tab.

RID: RFM 7000

Polling Mode
ITimed vI [~ Set reminder to run poll report
Polling Time

IDE:DE [HH:MM:55])

Polling Interval

24 - [Hours)

Generall Locationl Femate Units ~ Paling MDdEI RFtd 7000 Topolog_l,ll RID Combinationsl Actionsl RID Dptionsl NS |

X

Delete

I

Add

AN

Cancel

P

Previous

ad

MNext

4 Select the polling mode:

Manual Poll Only The RFM does not automatically request status from remote units on
a regular basis.

Timed The RFM automatically requests status from remote units at a specified interval
starting at a designated time. Remote units respond with their current status.

Continuous The RFM continuously polls remote units in sequence. Remote units
respond to each poll and also send their status if it has changed since the last time they
were polled.

Continuous/Timed The RFM continuously polls remote units in sequence, and also
automatically requests status from remote units at a specified interval starting at a
designated time. Remote units respond to each continuous poll and also send their status
if it has changed since the last time they were polled. Remote units respond to timed
polls with their current status.

If the polling mode is timed or continuous/timed, enter the 24-hour clock time when you
want polling to begin and a polling interval in hours.

If the polling mode is timed or continuous/timed, check the Set reminder to run poll report
option if you want to display a pop-up reminder message to print the poll report after a
scheduled poll is complete.
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7 Click the RFM 7000 Topology tab,

Generall Locationl Remate Units I Palling Made  RFM 7000 Topaology | RID Eombinationsl .-’-\ctionsl RID Optio: I MHS I

Connected RFM Number RFM 7000 Topology
i <] W

Max RFM Number

1 —

Carnier Delay Time [15-200 sec)

Comm Yerification Time [0-200 sec)

I Add Topology Entry

I

Add

AN

Cancel

X

Delete

v

Done

“

Previous

=»

Mext

® Connected RFM Number This value defaults to 1, and identifies the RFM that is
physically connected to the D-21. If you are adding a RID for a topology that includes
primary, secondary, and repeater RFMs, you must add each RFM as a separate topology
entry, then select the connected RFM number from the list.

® Max RFM Number Select the total number of RFMs that will communicate with the D-21
via this RID. (This number does not include RFM 7000s or RFM-Xs on a different
frequency, alternate RFMs on the same frequency, or any RFM 5000s.)

B Carrier Delay Time Enter the amount of time in seconds during which the RFM is
permitted to detect a continuous transmission before generating a carrier alarm. You can
set the Carrier Delay from 15 to 200 seconds. To facilitate quick identification of
potential problems, enter the smallest amount of time that lets you avoid nuisance alerts.

B Comm Verification Time Enter the amount of time the RFM must be offline before the
D-21 generates an alert. You can set the Comm Verification from 0 to 200 seconds.
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8 Click Add Topology Entry. The Add New RFM Topology Entry dialog box appears. You
must add a topology entry for each RFM that will communicate with the D-21 via this RID.

Add New RFM Topology Entry

General | Location| Ranges | i Time

AFM Humber
[i
RFM Type

I Primary - l

Upline RFM

[hohe]

9 Enter the number for the RFM topology entry you are adding. All RFM numbers must be
lower than or equal to the Max RFM Number set under the 7000 Topology tab of the Add
New RID dialog box.

10 Specify the RFM Type:
The following diagram shows how RFMs work together (RU = Remote Unit).

REPEATER
RFM

SECONDARY
RFM

PRIMARY
RFM
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® Primary The primary RFM communicates with all other RFMs, as well as its own range
of remote units. You can have only one primary RFM.

NOTE The primary RFM must be set up before you can set up secondary or repeater
RFMs.

® Secondary A secondary RFM communicates with a range of remote units and may
communicate with other secondary RFMs. Data from a secondary RFM is ultimately
communicated to the primary RFM.

® Repeater A repeater RFM relays communications between remote units and a
secondary or primary RFM.

® Redundant Repeater A redundant repeater shares a single RFM number with another
repeater. Only one operates at a time, acting like a standard repeater. If the first fails, the
second takes over.

11 If the RFM Type is other than Primary, select the number for the upline RFM from the
Upline RFM drop-down list. A primary RFM does not have an upline RFM.

12 Click Next to advance to the Location tab.
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13 Select the facility and enter a location for the RFM.

NOTE /f the desired facility does not appear in the drop-down list, make a note to return to
this dialog box after the facility has been added to the database. See “To add a facility” on
page 2-13.

14 Click Next to advance to the Ranges tab.

NOTE The following graphic is for a RID with two or more RFM 7000s. If there is only one
RFM, instead of Listen Ranges and Interact Ranges the dialog box has “BT2 Ranges.” If the
RFM is a repeater, Listen Ranges is dimmed.

Add New RFM Topology Enktry
General| Location §
Listen Ranges Interact Ranges

1|— : 1|— :

2
Y o Y
2 o Y

® BT2 Ranges If there is only one RFM in the topology, use the BT2 Ranges section to
enter up to four ranges of unit numbers the RFM communicates with.

® Listen Ranges If there are two or more RFMs in the topology, use the Listen Ranges
section to enter up to four ranges of unit numbers from which this RFM receives status
information. Low values must be set to 1 or 1 plus a multiple of 4, and High values must
be set to a multiple of four (1-64, 73-216, etc.). An RFM listens to transmissions from,
but does not transmit to, remote units in its listen range. If the RFM is a Repeater, the
Listen Ranges fields are not available.

B Interact Ranges If there are two or more RFMs in the topology, use the Interact Ranges
section to enter up to four ranges of unit numbers the RFM communicates with. Low
values must be set to 1 or 1 plus a multiple of 4, and High values must be set to a multiple
of four (1-64, 73-216, etc.). Also make sure that all expansion unit numbers used by a
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single remote unit, such as the four unit numbers used by a 64-zone M-2, are included
in the same polling range. An RFM both transmits to and receives transmissions from
remote units in its interact range.

IMPORTANT Do not change anything under the Air Time tab unless advised to do so by a

Monaco representative.

15 If required, add another RFM to the same network; otherwise, click Done. The Add New

RFM Topology Entry dialog box closes and you are returned to the RID dialog box.

RID: RFM 7000

Connected RFM Number

I I
Max RFM Number
|2 I

Camier Delay Time [15-200 sec)
|

fomn verfesien T

Comm Yerification Time [0-200 zec)

Generall Locationl Remate Units | Poliing tode  RFM 7000 Topology | RID Eomhinationsl Actions' RID Options I MMS |

RFM 7000 Topology

#1
#2

fAdd Topology Entiy

Ik

Add

A

Cancel

X

Delete

4

Done

&

Previous

=»

Mext
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16 Click Next to advance to the RID Combinations tab.

Generall Locationl Fiemote Unitz I Folling Model FFt 7000 Tapalagy :

Actions| RID Dptions | MNS |

Alt COM Port Shared Mode

I [none] j I [rore] j
Shared RID
I[none] j

Warning: Do HOT change these fields without
consulting Monaco's technical representatives.

X

Delete

4

Done

Ik

Add

A

Cancel

@

Previous

»

Mext

IMPORTANT Do not change anything under the RID Combinations tab unless advised to
do so by Monaco.

® Alt COM Port Select the COM port to which a redundant RFM is attached. A redundant
RFM is identical to the RFM associated with this RID, except it is connected to a
different COM port. If the main RFM fails, the D-21 switches to the RFM selected in
the Alt COM Port drop-down list.

® Shared Mode/RID Seclect the RID that shares this RFM’s frequency. The D-21 is
designed so an RFM 5000 and RFM 7000 can share a single frequency. This feature is
dongle-activated, and RIDS for both of the RFMs that share a frequency must be added
before you can make Shared Mode and Shared RID selections. Select
Shared Frequency (transition) from the Shared Mode drop-down list, and then select the
name of the RFM with the same frequency from the Shared RID drop-down list. You
must make these selections in the RID dialog boxes for both shared-frequency RFMs.
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NOTE The Shared Frequency feature is designed for sites using a combination of the two
RFM types. Because some advanced RFM 7000 features are not supported when the
frequency is shared, it is important to consult a Monaco representative before sharing a
frequency.

17 Click the Remote Units tab.

Polling Mode | RFM 7000 Topology | RID Combinations | Actions | RID Options | MNS |

Generall Location §

Remote Units

Add Remote Unit

i

Cancel

+

Add

X

Delete

v

Done

P

Previous

»

Mext

18 Click Add Remote Unit. The Add New Remote Unit dialog box appears. If you are ready to
add remote units to this RID, see “Remote Units” on page 2-51 for more information.
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19 Click the Actions tab.

Generall Locationl Remote Units I Falling Model RFM 7000 Topolog_l,ll RID Cambinations

Status Change Actiong for this RID
|Status |ﬂcti0n Mame |Fac:i|it_l,l |Verify |Descripti0n

4] | 2l

Add Action | Remove Action |

+ | A X | V| @ »

Add Cancel Delete Done Previous Mext

20 Click Add Action to assign an action that will run when the RID changes status. The New
Status Change Action dialog box appears. See “Attaching Actions to Status Changes” on
page 3-37 for more information.

21 Click the RID Options tab.

Generall Loc:ationl Remate Units I Paliing Model RFr 7000 Topolog_l,ll RID Eombinationsi Actions  RID Options I MNS l

Options

[~ Comm tattle window enabled (for Monaco diagnostics use only) Comm Test Time

RFM 7000 Options (HHMM.53)
I BFM front parel window enabled EommTestIntereal

™ Extended emor and status reporting [for Monaca diagnostics use anly) I[none] vI [Hours]

I~ Full Tattles (include RID to RFM heartheat activity)

BT-X Receiver Self Test Time

Wi

¥ RTC Resynch [HH:MM:55]
¥ BT-% Receiver Self Test BT-X Receiver Self Test Interval

[~ Disable RID Trouble for Undefined Unit Poll Response [none) +| [(Hours]

it

"W’aming: Do HOT change these fields without conzulting Monaco's L

RID Options: 18 RFM Options [A): [1314816 RFM Options [B]: lD

+ | X | @| $ | A v
Add Delete Previous Mext Cancel Done

® Comm tattle window enabled The tattle window is used for troubleshooting purposes.
Select this option only when directed to do so by Monaco personnel.

B RFM front panel window enabled The RFM front panel window is a visual representation
of the LEDs on the front panel of the RFM and is used for troubleshooting purposes.
Select this option only when directed to do so by Monaco personnel.
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®

® Extended error and status reporting When this option is enabled, an RFM-X will
generate an AC Fail alert if it loses ac power or a Tamper alert if its tamper switch is
tripped.

B Full Tattles For troubleshooting purposes only. Select this option only when directed to
do so by Monaco personnel.

® Dual Comm Channel Enable this option when you are configuring the RID for Dual
communication, which is only available with BT-X remote units which communicate
with an RFM-X. Dual communication must also be enabled for each BT-X
Communicator, BT-X Communicator Plus, or IDS Master unit that has primary and
secondary communication modes. See “Configuring Dual Communication Channels”
on page 6-4. After this checkbox is checked, the following two text boxes appear:

— Comm Test Time and Comm Test Interval. Use these text boxes to enter the 24-hour
clock time for the initial and the interval for subsequent automatic Dual Comm Tests.
Only schedule the Dual Comm Test if the RFM polling mode is set to Continuous or
Timed/Continuous. Be sure the scheduled time does not overlap with other scheduled
system operations such as extended polls or automatic database backups. See “Dual
Communication Testing” on page 6-5 for more information.

B RTC Resynch When this option is enabled, the RID will synchronize the internal clocks
of the BT-X remote units it with which it communicates with the D-21 clock every day
at 3:15 am.

® BT-X Receiver Self Test Enable this option to schedule automatic communication status
checks with any BT-X remote units with which the RID communicates. After this
checkbox is checked, two additional text boxes appear, BT-X Receiver Self Test Time and
BT-X Receiver Self Test Interval. Use these text boxes to enter the 24-hour clock time for
the initial and the interval for subsequent automatic BT-X Receiver Self Tests.

B Disable RID Trouble for Undefined Unit Poll Response When this option is enabled, a RID
Trouble alert will not be displayed if a unit that has not yet been entered in the D-21
database responds to an extended poll of the RID.

22 Ifthe D-21 Mass Notification option is installed, the RFM 7000 RID dialog box also has
an MNS tab. Use this tab to specify whether the RID supports pre-recorded and live-voice
messages. For information on the MNS options, see “Enabling the RFM 7000 RID for Mass
Notification” on page 7-4.

23 Click Done. An alert appears informing you the RID will be reloaded.

D-21 Admin Clienk x|

This RID {RFM #3) will be reloaded.

24 Click OK.
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To delete a RID

IMPORTANT You must delete remote units associated with the RID before you can delete
the RID. For information on deleting a remote unit, see “To delete a remote unit” on
page 2-61.

1 In the tree pane, right-click the RID you want to delete. The RID dialog box appears.
2 Click Delete. A confirmation message appears.
3 Click Yes.

Reload All RIDs

The Reload All RIDs command on the Commands menu refreshes all RIDs with updated
information, and should be issued after modifications have been made to remote unit data. The
D-21 Admin Client may generate the following message to prompt you to select this menu item.

D-21 Admin Client x|

Changas will not take effect unkil you select
‘Reload All RIDS' From the Options menu,

If you are making modifications to multiple remote units, you do not need to issue the
Reload All RIDs command until after you’ve made all desired changes.

IMPORTANT The Reload All RIDs command is only available if the operator who is logged
in is assigned data entry level 2 or higher in the D-21 Admin Client. For more information on
setting an operator’s data entry level, see “To add an operator” on page 2-97.

To reload all RIDs

1 Select Commands > Reload All RIDs. A message appears, asking whether you are sure you
want to reload all RIDs.

2 Click Yes.

Enabling and Disabling RIDs, Units, Zones, and Outputs

You can enable and disable RIDs, remote units, zones, and outputs from the D-21 Admin Client.
Using the Enable/Disable command from the D-21 Admin Client is equivalent to changing the
status of the device from the Device Status viewer in the D-21 Incident Client.
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== To enable or disable a RID, unit, zone, or output

1 Select Commands > Enable/Disable Commands. The Change Enable/Disable Status dialog
box appears.

. Change Enable/Disable Status ll
Command buttons change from
Disable to Enable depending on

RID the current status of the
[FiFt 7000 Disable RID selected device

Ensble/Disable |

Unit

fUrit #3 (593 - NDI Lab ) =] Disable Unit |
Zone

[ Lobby Zone 1] | Disable Zone |
Dutput

I[none] ﬂ Enable Dutput |

Done |
2 To enable or disable:

m RID Select the RID and click the button to the right of the RID drop-down list. If the
RID is already enabled, clicking the RID button disables the RID. If the RID is disabled,
clicking the RID button enables the RID.

® Units Select the RID that communicates with the unit you want, and then select the
remote unit. Click the button to the right of the Unit drop-down list. If the unit is already
enabled, clicking the Unit button disables the unit. If the unit is disabled, clicking the
Unit button enables the unit.

®m Zone Selectthe RID, unit, and zone. Click the button to the right of the Zone drop-down
list. If the zone is already enabled, the Zone button disables the zone. If the zone is
disabled, clicking the Zone button enables the zone.

® Qutput Select the RID, unit, and output. Click the button to the right of the Output
drop-down list. If the output is already enabled, the Output button disables the output. If
the output is disabled, clicking the Output button enables the output.

vNOTE You can only change the status of one device at a time.

3 Click Done.

Remote Units

‘Remote unit’ is the term used in the D-21 to refer to the physical devices that communicate
status to the D-21 through an RFM and its associated remote interface driver (RID). For more
information on RIDs, see “Remote Interface Drivers (RIDs)” on page 2-30. The table below
lists Monaco and third-party remote units which can be used with the D-21, along with the unit
type and RID to use when you add the remote unit to the database, the possible unit class, and
a source for information on configuring the remote unit.
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Unit Class

Each remote unit must be classified as either a Fire, Security, or Facility Management unit.
Commands to a Fire unit can only be issued on D-21 workstations where the Fire Client is
enabled. Similarly, commands to Security units can only be issued on Security Client
workstations, and commands to Facility Management units can only be issued on Facility
Management Client workstations. If a workstation has all three clients enabled, you can issue
commands to all three types of units. The class of some remote unit types is predefined as Fire
or Security and cannot be changed.

Remote Unit RID Type Unit Type Unit Class | Notes

Monaco Building Transceivers

BT2, BT2-1, BT2-2  RFM 5000 (DTMF) | BT2-0/1/2 Fire See “To add a remote unit” on
page 2-55.
BT2-3 RFM 5000 (DTMF) | BT2-3 Fire or Fac | See “To add a remote unit” on
Mgmt page 2-55.
BT2-SC RFM 5000 (DTMF) | BT2-SC Fire The Siren Controller option must be
(Siren Controller) enabled in the RFM 5000 Topology tab.
See “To add a RID for the RFM 5000”
on page 2-31.

Valid unit addresses for a BT2-SC are
1024-1279. Add a zone at position 5 to
supervise the siren controller. See “To
add a remote unit” on page 2-55.

BT2-4 RFM 5000 (DTMF) | BT2-4(16) Fire or Fac | Use the BT2-4(16) unit type for a
BT2-4(32) Mgmt 16-zone unit. Use BT2-4(32) for a

BT2-4 with more than 16 zones. See “To
add a remote unit” on page 2-55.

BT2-R RFM 5000 (DTMF) | BT2-R Fire See “To add a remote unit” on
page 2-55.
BT2-7 RFM 7000 (FSK) | BT2-7(16) Fire or Fac | See “To add a remote unit” on
Mgmt page 2-55; if using the BT2-7with

relays, add the remote unit and then see
“To add an output” on page 2-74 for
information on adding the relays to the

database.
BT2-8 RFM 7000 (FSK) | BT2-8(16) Fire or Fac | Use the BT2-8(16) for a BT2-8 with up
BT2-8(32) Mgmt to 16 zones. Use the BT2-8(32) for a

BT2-8 master and slave unit with up to
32 zones. See “To add a remote unit” on

page 2-55.
BT2-8S RFM 7000 (FSK) | BT2-8S(16) Security See “Setting Up the BT2-8S Security
Unit” on page 9-2.
BT2-8S with RFM 7000 (FSK) | BT2-8S-MC Security See “Setting Up the BT2-8S Security
Master zones Unit” on page 9-2.
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Remote Unit

BT-XF

(legacy program
chip

P/N 326-305-00
A.9)

BT-XS
(legacy)

BT-X with Fire
(program chip
P/N 326-304-00
revision B.9 or
higher)

BT-X with
Intrusion
Detection
(program chip
P/N 326-304-00
revision B9 or
higher)

RID Type
RFM 7000 (FSK)

RFM 7000 (FSK)

RFM 7000 (FSK)

RFM 7000 (FSK)

BT-X with Access | RFM 7000 (FSK)

Control
(program chip
P/N 326-304-00
revision B.9 or
higher)

BT-X with Mass
Notification
(program chip
P/N 326-304-00
revision B.9 or
higher)

RFM 7000 (FSK)

Unit Type

BT-XF(16): Add
one for the 4
onboard zones and
the first 2 fire zone
cards. Add another
for each additional
group of 16 zones.
BT-XF(32),
BT-XF(48),
BT-XF(64): Do not
use these BT
types.

BT-XS

BT-X
Communicator or
Communicator
Plus (Add one)
and

BT-XF(M) (Add
one for each group
of 16 fire zones
after the 4 onboard
zones)

BT-X
Communicator or
Communicator
Plus (Add one)
and

BT-XS(M) with IDS
Master unit option
selected

(Add one. Provides
up to 12 Master
zones and

4 reserved status
reporting zones.)
and

BT-XS(M)

(Add one for each
group of 16 IDS
zones)

BT-X
Communicator or
Communicator
Plus (Add one)
and
BT-X/ACS(M)
(Add one for each
group of four
readers)

BT-X
Communicator or
Communicator
Plus

(Add one)

Unit Class

Fire

Security

Fire, Fac
Mgmt, or
Security

Fire

Fire, Fac
Mgmt, or
Security

Security

Security

Fire, Fac
Mgmt, or
Security

Security

Fire, Fac
Mgmt, or
Security

Notes

When used for mass notification, see
“Adding a BT-X with Mass Notification”
on page 7-18; otherwise, see “To add a
remote unit” on page 2-55.

See “Setting Up the BT-X Security Unit”
on page 9-11.

See “To add the BT-X Communicator
unit” on page 6-6.

See “To add a remote unit” on
page 2-55.

See “To add the BT-X Communicator
unit” on page 6-6.

For more information on adding the IDS
Master unit, see “Master Zones on the
BT-XS” on page 9-12.

See “Setting Up the BT-X Security Unit”
on page 9-11.

See “To add the BT-X Communicator
unit” on page 6-6.

See “Adding a BT-X with Access
Control” on page 8-10.

See “Adding a BT-X with Mass
Notification” on page 7-18.
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Remote Unit

BT-X Wide Area
Communicator

RID Type
RFM 7000 (FSK)

Unit Type
BT-X/WAC+

Monaco Fire Alarm Control Panels (FACP)

M-1 FACP

M-1 Addressable

FACP
M-2 FACP

M-2 Addressable

FACP

Monaco Analog

Addressable Plus

FACP

RFM 5000 (DTMF) | M-1

RFM 5000 (DTMF) | MA-1

RFM 7000 (FSK)

RFM 7000 (FSK)

RFM 7000 (FSK)

Other Remote Unit Devices

Dual Input/Output

Module

Dual Zone Input
Module

iButton Network
Hub

General Status

Tone Alerting
Panel

DIO (Dual
Input/Output)

DZI (Dual Zone
Interface)

iButton Hub
(iButton
Enrollment)

General Status

TGU (Tone
Generator)

M-2 (16)

MA-2 (16)

MAAP(+)

DIO

DZI

HA7NetHub

General Status

TG-1

Unit Class

Fire, Fac
Mgmt, or
Security

Fire

Fire

Fire

Fire

Fire

Fire, Fac
Mgmt, or
Security

Fire, Fac
Mgmt, or
Security

Fire, Fac
Mgmt, or
Security

Fire, Fac
Mgmt, or
Security

Fire, Fac
Mgmt, or
Security

Notes

See “Adding a BT-X with Mass
Notification” on page 7-18.

See “To add a remote unit” on
page 2-55.

See “To add a remote unit” on
page 2-55.

See “To add a remote unit” on
page 2-55.

See “To add a remote unit” on
page 2-55.

See the Monaco Addressable Plus
Planner Guide (P/N 001-359-01).

See the D-21 Remote Interface Driver
Guide (P/N 001-399-01).

See the D-21 Remote Interface Driver
Guide (P/N 001-399-01).

See the D-21 Remote Interface Driver
Guide (P/N 001-399-01).

See the D-21 Remote Interface Driver
Guide (P/N 001-399-01).

See the Tone Alerting section of the
D-21 Remote Interface Driver Guide
(P/N 001-399-01) and the D-21 Admin
Client User Guide “Configuring Tone
Alerting with a Tone Generator” on
page 11-2.

Numbering Remote Units

The D-21 identifies each remote unit by its unit address. If the unit is a building transceiver or
FACP, the unit address is programmed during the hardware installation and must match the unit
address that is specified when the unit is added to the D-21 database. Remote units that
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communicate with the D-21 via RFM are associated in the D-21 database with the remote
interface driver (RID) for the RFM. Each unit address associated with an RFM RID must be
unique for the RID.

IMPORTANT A remote unit cannot report status to the D-21 if the unit address is not
included in one of the polling ranges of its associated RFM.

Each building transceiver or FACP remote unit is limited to 16 zones in the D-21 database. If a
unit has more than 16 zones because of the addition of expansion equipment, multiple remote
units with the same unit type and with contiguous unit addresses must be added to the D-21
database (one unit is required for each group of 16 zones).

When a single device, such as a Dual Input/Output Module or Tone Alerting Panel,
communicates directly with the D-21 via a network connection or COM port on the back of the
D-21 server computer, the unit address is generally “1.” For more information on configuring
RIDs and remote units other than Monaco building transceivers and FACPs, see the D-21
Remote Interface Driver Guide (P/N 001-399-01).

For information on the unit addresses required by the multi-application BT-X, see “Adding the
Multi-Application BT-X” on page 6-2.

Before you Be sure you previously added the remote interface driver (RID) that will communicate with the remote unit.
begin See “Remote Interface Drivers (RIDs)” on page 2-30.

— To add a remote unit
1 Select Add > Remote Unit.

Add New Remote

Genera|| Locationl Zonesl Notesl Actionsl MHS I UnitUptionsI

Unit Number TroublelD %
320 IB 032010000

RID Serial Number

|RFM 7000 =

Type [(# Zones) Unit Class

I BT-¥ Communicatar j I Fire j

[v Enable HNS

| N| X | V| @ &

Add Cancel Delete Done Previous Mext

® Unit Number Enter the number that identifies the remote unit. See “Numbering Remote
Units” on page 2-54 for more information on how units are numbered in the D-21. If you
are configuring a BT-X, see “Adding the Multi-Application BT-X"" on page 6-2.
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®m RID Select the RID to which you want to add the unit. Remote units must be added to

the RIDs they will use to communicate with the D-21.

NOTE You cannot add a remote unit without selecting a RID. If the RID you need for this
remote unit has not been configured, click the Cancel button and see “Remote Interface

Drivers (RIDs)” on page 2-30.

® Type (# Zones) Select the remote unit type. Only remote unit types compatible with the
selected RID are listed. See “Remote Units” on page 2-51 to determine which remote

unit type to select.

® TroublelD Reserved for use by Monaco Enterprises.

® Serial Number Enter the serial number for the remote unit hardware. This field is for
informational purposes only and is not required.

B Unit Class Displays the default class for the remote unit type. If the unit class field is
enabled, you can select either Fire, Security, or Facility Management. If the unit class
field is disabled, you cannot change the unit class. See “Unit Class” on page 2-52 for

more information.
2 Click Next to advance to the Location tab.

Add New Remote

General LDCGtiDanonesl Dutputsl Notesl Actionsl

Site

I [none) j
Facility [

I [none) j

Location/Directions

¥

Add

A\

Cancel

X

Delete

v

Done

&

Previous

»

Next
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3 Select the facility where the remote unit is located from the Facility drop-down list. If
desired, enter more specific information in the Location/Directions box.

NOTE Location information is required for MNS applications. If the facility does not appear
in the drop-down list, make a note to return to this dialog box after the facility has been added
to the database. See “To add a facility” on page 2-13.

4 Ifthe RID selected under the General tab is for an RFM 5000, click Next to advance to the
RFM 5000 tab and follow the lettered steps below; otherwise, skip this step.

Add New Remote Unit

Generall Location
#t of Tones
4

Repeater Number

[none]

Zonesl Dutputsl Notesl Actionsl

o

Add

X

Delete

4

Done

AN

Cancel

“

Previous

=»

Next
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® #of Tones Select the number of tones the remote unit uses for communicating with the
RFM 5000: 4 or 5.

NOTE Ifyou are configuring a BT2-SC remote unit for use as a siren controller (DTMF), you
must use a unit address between 1024 and 1279 and set the # of Tones option to 5.

® Repeater Number Ifthe remote unit communicates via a remote unit repeater, select the

repeater number. The remote unit repeater must be added to the database before it is
available in this list.

NOTE A remote unit repeater repeats transmissions for a single remote unit. It is not the
same as an RFM repeater.

5 Click Next to advance to the Zones tab.
units1

Eenelal' Location Zones | Dutputs' Notesl Actions' MNSI Unit Opticons

Zones

Lobby P/S [Zone 2]

Room 2 [Zone 3]

Room 3 [Zone 4]

Room 4 [Zone 5]

Room & [Fone 6]

Kitchen [£one 7]

Manual Maintenance Alert [Fone 8]
“Yalve Tamper [Zone 5]

Bailer [Zane 10]

High Temp in Freezer [Zone 11]
Sump Pump [£one 12]
Maintenance Alet [Zone 13] LI

Add Zone |

P

Previous

+

Add

4N

Cancel

X

Delete

v

Done

-

Next

6 Click Add Zone. The Add New Zone dialog box appears. For information on using the Add
New Zone dialog box to add fire reporting zones, see “To add a zone” on page 2-65.
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7 When you have finished adding zones, click Next to advance to the Outputs tab.

unit#r

Generall Locationl Zone:  Outputs | Notesl Actionsl MG | UnitDptionsl

Outputs

Dutput: Boom Lights
Output: Entry Lights
QOutput: dlarm
Qutput: Doars

Add Dutput |

N

Cancel

+

Add

X

Delete

4

Done

P

Previous

=»

Mext

8 Click Add Output. The Add New Output dialog box appears. For information on adding

outputs, see “Outputs” on page 2-74.

9 When you have finished adding outputs in the Add New Remote Unit dialog box, click Next

to advance to the Notes dialog box.

unit#r

Generall Locationl Zonesl Outputs  Motes I Actionsl MMS | UnitDptionsl
Notes
I -
Add Cancel Delete Done Previous Next

10 Enter text in the Notes box as desired.
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11 Click Next to advance to the Actions tab.

Generall Locationl Zonesl Dutputsl Nates ACIiDnSI MNSl Unit Options
Status Change Actions for this Uit

Statusg Action Mame Facilit
MNarmal Unit #1 Beep [0 utput B] Awctivate

KN 2
Add Action | Hemove Action |
Add Cancel Delete Done Previous Next

12 Click Add Action to assign an action that will run when the remote unit changes status. The
New Status Change Action dialog box appears. See “Attaching Actions to Status Changes”

on page 3-37 for more information.

NOTE The MNS tab is only available when the RFM 7000 RID has mass notification (MNS)
enabled. If you are configuring this remote unit for MNS, see “Configuring Mass Notification”

on page 7-1 for more information.

13 Click Next to advance to the Unit Options tab. The Unit Options tab is only available for
the BT-XF (16), BT-XS, BT-XS (M), BT-X Communicator, and BT-X Communicator Plus.

Generall Locationl Zonesl Dutputsl Notesl Actionsl MMS  Unit Options I

Power Status Yerification Time

=

Warning: Do HOT change these fields without consulting
Monaco's technical representatives.

+ [ /A

Add Cancel

X

Delete

v

Done

“

Previous

=»

Next
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B Power Status Verification Time Select the length of time for the D-21 to wait before
displaying a Battery Fault alert from the unit. The default selection is none. Do not
change this setting unless instructed to do so by a Monaco Help Desk representative.

14 Click Done.

To edit a remote unit

1 In the tree pane, right-click the remote unit you want to edit. The Remote Unit dialog box
appears.

2 Change dialog box entries and selections as desired. For more information on the tabs,
boxes, and drop-down lists, see “To add a remote unit” on page 2-55.

—— To delete a remote unit

IMPORTANT You must delete zones and outputs associated with the remote unit before
you can delete the remote unit. For information on deleting a zone, see “To delete a zone”
on page 2-70; for information on deleting an output, see“To delete an output” on page 2-78.

1 Inthe tree pane, right-click the remote unit you want to delete. The Remote Unit dialog box
appears.

2 Click Delete. A confirmation message appears.
3 Click Yes.
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Creating Remote Unit Groups

You can communicate with groups of remote units through the D-21 Incident Client, and you
can create actions that can send commands to these groups. For instance, you may want to group
all fire remote units and then poll them as a group. See “Using Actions” on page 3-27.

Before you Add all of the remote units that you want to group together. For information on adding remote units, see
begin “Remote Units” on page 2-51.

== To create a remote unit group
1 Select Options > Groups. The Groups dialog box appears.

Remate Unit Groups | DutputGroups' Resource Gmupsl

Remote Unit Groups

Unit Group &
Unit Group B

Add Group Edit Group | Remove Group |

&

Previous

v

Done

»

Mext

2 Click Add Group. The Edit Group dialog box appears.

Group Hame
Urit Growup 2

Remove

3 Enter a name in the Group Name box.
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4 Click Add.

Unit #134 4

Select the remote unit you want to add to the group.

Click OK. The remote unit appears in the Entities list in the Edit Group dialog box.
Repeat these steps for each item you want to add to the group.

In the Edit Group dialog box, click OK.

In the Groups dialog box, click Done.

© 00N O O»;

To edit a remote unit group
1 Select Options > Groups. If necessary, click the Remote Unit Groups tab.
2 Select the desired group, then click Edit Group. The Edit Group dialog box appears.
3 Ifyou want to change the name, edit the text in the Group Name box.
OR

= [fyou want to add a remote unit, click Add. A dialog box appears, from which you can
choose the item you want to add to the group. For more information, see “Creating
Remote Unit Groups™ on page 2-62.

OR

= [f you want to remove an item from the group, select it and click Remove.
4 In the Edit Group dialog box, click OK.
5 In the Groups dialog box, click Done.

To remove a remote unit group
1 Select Options > Groups. If necessary, click the Remote Unit Groups tab.

2 Select the desired group, then click Remove Group. A message asks you to confirm that you
want to delete the group.

3 Click Yes.
4 In the Groups dialog box, click Done.
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Zones

Use the Add New Zone dialog box to add and configure the zones attached to a remote unit. To

report status to the D-21, each zone input must be entered into the D-21 database.

Zone Class

Each zone has a class. Class is used throughout the D-21 to categorize remote units, zones,
outputs, and incidents.

Zone Class

Fire

Security

EMS

Aircraft

HazMat

Fire Auxiliary

Security
Auxiliary

Description

Fire zones report Alarm, Trouble, and Normal status to the D-21 Incident Client, and you can view
their status in the Fire Status View. Incidents created from Fire alarms or troubles are classed as
Fire by default.

Security zones report Alarm, Access, and Secure status to the D-21 Incident Client, and you can
view their status in the Security Status View. Incidents created from Security alarms are classed
as Security by default.

The EMS class is a subset of the Fire class. An EMS zone reports Alarm, Trouble, and Normal
status. You can view their status in the Fire Status View. Incidents created from EMS zone alarms
or troubles are classed as EMS by default. The Emergency Medical Dispatch Guide is third-party
software that must be purchased separately. When installed with the D-21, the Emergency
Medical Dispatch Guide is available whenever you are working with EMS incidents.

The Aircraft class is a subset of the Fire class. An Aircraft zone reports Alarm, Trouble, and
Normal status. You can view their status in the Fire Status View. Incidents created from Aircraft
zone alarms or troubles are classed as Aircraft by default. The index of aircraft diagrams is
available whenever you are working with Aircraft incidents.

The HazMat class is a subset of the Fire class. A HazMat zone reports Alarm, Trouble, and
Normal status. You can view their status in the Fire Status View. Incidents created from HazMat
zone alarms or troubles are classed as HazMat by default. The HazMat guide is available
whenever you are working with HazMat incidents.

Use Fire Auxiliary zones to report the status of zones that monitor Fire system equipment. A Fire
Auxiliary zone reports Alarm, Trouble, and Normal status conditions.

Use Security Auxiliary zones to report the status of zones that monitor Security system
equipment. A Security Auxiliary zone reports Alarm, Tamper, and Normal status conditions.

A D-21 workstation only displays zones that match the class of the clients enabled on that
workstation. For example, in a D-21 workstation that has Fire, Security, and Facility

Management Clients installed shows all remote units, zones, and incidents on all workstations
regardless of their class. A Fire-only workstation shows units, zones, and incidents classified as
Fire. For more information on configuring workstations, see “Setting Workstation Options” on

page 4-49.
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Zone Priority

N

Zone priority determines the order in which a buffered alert is presented to the operator by the

D-21 Incident Client.

Priority
1-8

Supervisory

Trouble

No Alert

No Log

Log MNS
Alarms

Description

Numbered rankings that determine the order in which alarms are displayed at the D-21 Incident
Client. For example, alerts with a priority of 1 are presented before alerts with a priority of 2, even
if the priority 2 alerts occurred before to the priority 1 alerts.

Zones assigned a Supervisory priority report alarms to the D-21 Incident Client as supervisory
alarms, which are prioritized lower than alarms from zones that are ranked 1-8.

Zones assigned a Trouble priority report alarms to the D-21 Incident Client as non-alarm
troubles. The Trouble priority is not available for Security zones.

This zone priority is only available for Fire and Security Auxiliary class zones. Alarms occurring
on zones assigned with a No Alert priority are not displayed at the D-21 Incident Client, but the
zone status changes are recorded in the D-21 log as Supervisory zone events.

This zone priority is only available for Fire and Security Auxiliary class zones. Alarms occurring
on zones assigned with a No Log priority are not displayed at the D-21 Incident Client and the
zone status changes are not recorded in the D-21 log. All events from zones that are assigned
the No Log priority are handled by the D-21 as Supervisory zone events.

This zone priority is only available for Fire Auxiliary zone classes. It controls the alert behavior of
MNS monitoring zones. During an alarm event or a normal event no alert will be displayed, but
the event will be logged. During a trouble event an alert will be displayed and the event will be
logged.

Before you
begin

page 2-51 for more information.

To add a zone
1 Select Add > Zone.

Add New Zone

General | Locationl Actionsl Motes I Responze Plan I Status Phraze I Graphics I

Description

i

Zone Class Priority

|Fire =s =l

RID Remote Unit Humber

[5PI0 x| |unit#1 (3123 - Fire Station 3 =l
ZID fposit Physzical Connection Alarm 1D

| | |
Remote Annunciator Point

I [none] j

F | N X | v | 6@

Add Cancel Delete Done Previous

»

MNext

2  Enter descriptive information about the zone in the Description box. The description

identifies the zone throughout the D-21 system.

Be sure you have added the RID and remote unit to which the zone is attached before attempting to add
the zone to the database. See “Remote Interface Drivers (RIDs)” on page 2-30 and “Remote Units” on
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Select a Zone Class from the drop-down list. See “Zone Class” on page 2-64.
Select a Priority from the drop-down list. See “Zone Priority” on page 2-65.
Select the RID from the drop-down list.

Select the Remote Unit Number from the drop-down list. Only remote units associated with
the selected RID appear in the drop-down list.

Enter the zone position number by doing one of the following:

® [fthe unit is attached to an RFM 5000, enter a ZID or ZID position number. This is the

number the system uses to identify the source of an alert associated with a zone. The ZID
number must be a number between 0 and 9999 and unique to the RFM.

OR

m [fthe zone is associated with an RFM 7000, enter the Logical Position number. This is
the number of the remote unit terminal to which the zone is connected.

Enter a description of the zone’s physical connection in the Physical Connection box, if
desired. This textbox is for informational purposes only.

vNOTE The Alarm ID option is used for communication with 3rd-party equipment.

9

If the zone will be attached to a remote annunciator, enter the point name in the Remote
Annunciator Point box. See the D-21 Remote Interface Driver Guide (P/N 001-399-01) for
more information.

10 Click Next to advance to the Location tab

Add New Zone

General  Location | Actionsl Motes I Responze Plan I Status Phraze I Graphics

Site
Cannon AFB j

Facility

Ik

Add

)

Cancel

P

Previous

»

MNext

x|w

Delete

Done

2- 66 Creating the D-21 Database Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Zones /

N

11 Select the site and the facility where the zone is located.

NOTE /f the desired facility does not appear in the drop-down list, make a note to return to
this dialog box after the facility has been added to the database. See “To add a facility” on

page 2-13.

12 Click Next to advance to the Actions tab.

Generall Location otes I Response Plan | Status Phrase | Graphics |
Status Change Actions for this Zone
[Status | &ction Mame |Facility [#erifu
|
KN I 2l
Add Action | Remove Action |
Add Cancel Delete Done Previous Mext

13 Click Add Action if you want an action to run when this zone changes status. For
information on adding status change actions, see “Attaching Actions to Status Changes” on

page 3-37.

D-21 Admin Client Revision 1.1.32 User Guide Creating the D-21 Database 2 - 67



/ Zones

14 Click Next to advance to the Notes tab.

General' Localionl Ationy  MNotes | Response Planl Status Phrase' Graphics'
Motes
| B
Alert Notes
Add Cancel Delete Done Previous Next

15 Enter the desired text in the Notes and Alert Notes text box. Monaco recommends entering
the Notes information operators may need when handling an incident related to this zone,
such as remote unit information, location details, water supply locations, etc. The Alert
Notes is a short (40 characters) text box for information that is particularly essential for
operators to know in the event of an alert on this zone. For Hot Zones, the Alert Notes text
box is pre-populated with ‘Hot Zone’.

16 Click Next to advance to the Response Plan tab.

Genelall Locationl Actionsl Motes  Fesponze Plan I Status F'hrasel G[aphicsl

| Add Rezponze Plan i HRemove Besponze Flan | Edit BEezponze Flan |

F | N X | V| @| &

Add Cancel Delete Done Previous Mext

2- 68 Creating the D-21 Database Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Zones /

N

17 Click Add Response Plan to enter the Response dialog box for this zone. For information
on adding response plans to a zone, see “Response Plans” on page 3-2.

NOTE You can only add one response plan to a zone. Once the zone has a response plan,

the Add Response Plan button is dimmed, and the Remove Response Plan and Edit

Response Plan buttons are enabled.

18 Click Next to advance to the Status Phrase tab.

Generall Locationl Actionsl Notesl Response Plan Status Phrase I Graphicsl

Alarm Status Description

Trouble Status Description

HNormal Status Description

N

Cancel

X

Delete

4

Done

“

FPrevious

»

Mext

19 Enter the status description you want to appear when alerts for the new zone are sent to the

D-21 Incident Client.
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20 Click Next to move to the Graphics tab.

Generall Locationl Actionsl Notesl Response F'Ianl Statuz Phrase  Graphics

Alarm lcon Alarm Label

[hane) - I

Trouble Icon Trouble Label
[hone) - I

Mormal lcon Mormal Label
[hane) - |

Dizable lcon Dizable Label
I[none] Vl I

Cancel Delete Done Previous Mext

21 Use the drop-down lists to select an icon for each condition (Alarm, Trouble, Normal, and
Disable) and give it a label. Icon graphics must be saved in the folder
C:\Program Files\D21\Media\Icons

NOTE If you want to add an icon and/or label representing this zone to the facility’s floor
plan, you must fill in the Graphics tab.

22 Click Done to add the new zone to the database.

To edit a zone

1 Inthe tree pane, click the plus sign (+) next to the RID and then click the plus sign (+) next
to the unit that contains the zone you want to edit.

2 Right-click the zone you want to edit. The Zone dialog box appears.

3 Change dialog box entries and selections as desired. For more information on the tabs,
boxes, and drop-down lists, see “To add a zone” on page 2-65.

—— To delete a zone

1 Inthe tree pane, click the plus sign (+) next to the RID and then click the plus sign (+) next
to the unit that contains the zone you want to delete.

2 Right-click the zone you want to delete. The Zone dialog box appears.

w

Click Delete. A confirmation message appears.
4 Click Yes.
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Point Reporting Zones

If the D-21 system includes one or more MAAP(+) remote units with point reporting enabled,
then the zones for those units will be associated in the D-21 database with individual detectors,
or points. These zones cannot be manually added to the database in the D-21 Admin Client in
the way described previously. Instead, the entire configuration of the MAAP(+) remote unit
must be imported. Consult the Monaco Addressable Plus Planner Guide (P/N 001-359-01) for
instructions on the MAAP(+) import process.

Once the import has been completed, the properties of individual points can be accessed in the
D-21 Admin Client system tree by selecting the point reporting zone.

EE D-21 Admin Client 1.1.26.9

Server: Primary Time: 7720 14:43 Operator: Monaco Advisor

File Add Options Devices Command: Help
Reporting Points in System Trouble [Zone 16]
-3 System System Index | Loop Number | Paint Position | Paint Type Description
-0 AVL Placer a oo ot | Circuit
{23 FPCAD 1m 0 1m Conventional Output Bell Circuit #2
[Z7 JPS Switch 102 1] 102 Conventional Output Bell Circuit #3
22 MAAP+ Sim 103 1] 103 Conventional Output | Bell Circuit #4
- RFMB000 104 1] 99 Eonventio.nal Output Aux Dutput
-0 RFM-7000 2561 1] 128 Analog Driver Card ADC Card #1
- RFMulator 4353 1] 168 Parel Trouble Ground Ffault
5 4354 0 169 Panel Trouble EBattery Dizconnected
E-C3 RFMX Fire & NS 4355 0 170 Fanel Trouble Charger Valtage L
: ; : ger Yoltage Low
(3 Unit #2 [180: Family Suppart] 4356 0 171 Fanel Trouble Charger Voltage High
ED Un!t #5(210: F-15 Squadron Ops] 4357 1] 172 FPanel Trouble Battery voltage low
ED Unit #8 [512: Headgquarters] 4358 0 173 Panel Trouble Abnormal radio power
EICI Unit #10 [262: Baze Ops) 4359 1] 174 Panel Trouble Configuration error
EICI Unit #14 [195: NCO Club) 4360 1] 175 Panel Trouble Charger curent high
B+ Unit #15 [195: NCO Club) 4361 0 176 Panel Trouble Panel curert high
Ela Unit #70 (210: F-15 Squadron Ops] | 4362 0 177 Fanel Trouble Fanel voltage low
(22 [reporting zone #3) [Fone 3] 4363 a 178 Panel Trouble Panel voltage high
(2 Eaily Waming [Fone 13] 4364 1] 179 Fanel Trouble Unreg voltage low
(23 MAAL Comm Fail Zone 14] 4365 1] 180 Panel Trouble Unreg voltage high
(3 Maintenance Alert Zore 15] 4366 a0 181 Parel Trouble Zonedevice dizabled
e Trouble [Zone 16] igg; g 1 gg gane: PDUE:E ;'a;?mi"e' difsa_lb"?d
y S anel Trouble adia comm-fai
U__ E;_';';tlﬂﬂ:y[zm Fommissay) ey 0 T84 Fanel Trouble &L valtage high
(1 Rogue RID 4370 1] 185 Parel Trouble AC brpwnout
4371 0 186 Parel Trouble AL fail
~QTeiest 1372 0 187 Fanel Trouble RS-422 commal
B0 Tore Alert Moritar 4373 i 158 Panel Trouble AAT ground Faul
{10 weather Station 4384 0 193 Fanel Trouble Bad M« version
] Zetron ES11
- Personnel
- Operators
{11 Wehicles
-1 Resources
- Hydrants
-1 Emergency Cards
- Sites
- Customn HazMats
1] W EN | i

When a point reporting zone is selected in the left pane, the right pane displays the points that
report via the zone in a grid in the right pane, as shown in the figure above. To view the
properties of an individual point, double-click it in the right pane grid.

== To view point properties

1 Select the point reporting zone in the system tree. The zone’s points are displayed in the
grid in the right pane.
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2 Double-click the desired point in the grid in the right pane. The Point dialog box opens with

the General tab displayed.

| MHotes I Graphics I

Unit

IUnit #70[210 - F-15 Squadron Ops |
Zone
IS_l,Jstern Trouble [Zone #16]

Point Dezcrption Prionty

IF‘aneI voltage low IE j
Point Type Point Posgition
[Fanel Trouble [177

Loop Number System Index
o 4362

N

Cancel

v

Done

&

Previous

=»

Mext

3 The point’s Priority can be modified by selecting it from the drop-down list, while all other

values on the General tab are set through the import process.
4 Click the Notes tab.

Point 0:177. Panel voltage low

zl

N

Cancel

e

Done

&

Previous

=

MHext

5 Enter additional information in the Notes text box as desired. This information will be
displayed in the D-21 Incident Client’s Device Status viewer for the point.
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6 Click the Graphics tab.

Generall Motes  Graphics |

Alarm lcon — Alarm Label

Ipaneltloublealm.ico "I IXD 2T Alarm

Trouble lcon — Trouble Label

I paneltroubletrb.ico bt I IZD 2T Trouble

Mormal lcon — Mormal Label
Ipaneltmublenrm. ico 'I |°/=D *%T Normal
Dizable lcon Dizable Label

|%D %T Disabled

aneltroubledsh. ico

@« % NV

Frevious Mext Cancel Done

7 During the import process, icons and labels can be automatically assigned for display on
floor plans, and icons and labels can be modified on the Graphics tab. The ‘%D %T’
notation in the labels signifies the date and time of the last status update received from the
point will be included in the label.
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Outputs

Outputs are used in the D-21 database to represent the relays connected to remote units to
provide control of auxiliary devices, such as door releases or emergency lights. The D-21 can
control relays connected to the following types of remote units:

® Building Transceivers (BTs) and Fire Alarm Control Panels (FACPs) The number and type of
outputs available depends on the type of remote unit and expansion options that have been
installed. See the documentation provided with the equipment for relay specifications.

® D-21 Automatic Control Output Panel Up to fourteen output relays can be controlled from
each D-21 Output Panel. The relays on the D-21 Output Panel can be configured as bi-state
(on/off) or momentary (on). The NCD RID must be configured before you can add the
remote unit and outputs to the D-21 database. See the D-21 Remote Interface Driver Guide
(P/N 001-399-01).

B  D-21 General Purpose Input/Output (GPIO) Zone Cards GPIO Zone Cards communicate
directly with the D-21 via the COM port on the back of the D-21 server or through a network
connection. The GPIO Zone Cards can be configured for standard zone monitoring,
feedback reporting, or relay outputs. The GPIO RID must be configured before you can add

the remote unit and outputs to the D-21 database. See the D-21 Remote Interface Driver
Guide (P/N 001-399-01).

Outputs can also be grouped according to location or type, placed on graphics (D-21G or
D-21M required), and activated and deactivated from the D-21 Incident Client. When you are
finished adding individual outputs, see “Creating Output Groups™ on page 2-78 for more
information.

=—— To add an output
1 Select Add > Output.

Cutput | Statesl Graphicl

MNumber Dutput Type
f | Bi-state =

Descnption

RID Remote Unit

|RFM 7000 = furics 14t -chid £ = |
Facility Class

finone) =] Jiam =]

[¥ Enable State Change Alerts
¥ Enable State Change Log Messages

+ [ N[ X

Add Cancel Delete

v

Done

2 Select the appropriate RID and Remote Unit from the drop-down lists.
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3 Enter the output number in the Number box. For the onboard remote signal activation
(RSA) relay output on a Monaco remote unit, enter 0 (zero). For other kinds of outputs,
consult the documentation for the remote unit to determine the output number.

NOTE RSA is available only on BT2-3, BT2-4, BT2-7, and BT2-8 transceivers; M-1 and M-2
Fire Alarm Control Panels, and General Purpose Input/Output (GPIO) Zone Card panels.

4 Specify the output type:

m Bij-State A bi-state output toggles between powered and unpowered. This output type is
available with the BT2-7 and BT-X transceivers, the D-21 Automatic Output Control
Panel, and GPIO Zone Cards. Bi-state outputs report Off and On status to the D-21
Incident Client.

® Momentary/Timed Momentary A momentary output activates a relay for a configurable
and brief period (typically 25 seconds). Momentary outputs report Inactive and
Activated status to the D-21 Incident Client.

vNOTE The momentary output type is required for RSA outputs.

5 Ifyou specified the Momentary type, the Duration box appears and RSA relays default to
25 seconds and cannot be changed. Other momentary outputs, such as those that control the
relays on the D-21 Control Output Panel, can use durations that range from 1 to 254
seconds. Depending on the remote unit type, advisory messages about output duration may
appear on the dialog box.

Add New Dutput

Output I States | Graphics |

Mumber Output Type Duration [seconds]
I ITimed tomentany j |25

Moke: Actual duration times are approximate.

Description

RID Remote Unit
RFr4 7000 | |Unit#1 j400-C t=| ‘Waming - On Shared
I J I " [ areys J Fr_equenc_l,l Spstems:
Facility Class Timing of the Output
activate and
I[none] j IFile j deactivate events

may not be reliable.
[¥ Enable State Change Alerts
¥ Enable State Change Log Messages

I

Add

X

Delete

AN

Cancel

4

Done

6 Enter a description in the Description box. Without a meaningful description, it is difficult
to distinguish among outputs, especially if your system has many outputs or outputs that
are launched automatically.
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7 Select Fire, Facility Management, Security, or any combination of the three, in the Class
list, depending on the operation the output performs.

® Fire Output commands can be issued on workstations where the Fire Client is enabled
by operators with Fire permissions.

B Facility Management Output commands can be issued on workstations where the
Facility Management Client is enabled by operators with Facility Management
permissions.

® Security Output commands can be issued on workstations where the Security Client is
enabled by operators with Security permissions.

8 Specify how you want the D-21 to process the output’s status changes.

® Display alerts and log activity If you want the D-21 to display an alert when the output’s
status changes, select the Enable Status Change Alerts option. When this option is
selected, status changes are also entered in the log.

® Do not display alerts but log activity [f you do not want status change alerts but want the
D-21 to record the status change in the log, clear the Enable Status Change Alerts check
box and select the Enable State Change Log Messages option.

® Do not display alerts and do not log activity If you do not want to receive alerts for the
output and you do not want the D-21 to log the status changes, clear both check boxes.

9 Click the States tab.

Add New Output

Output Graphics ]

Inactive Phrasze Auto-Configure Actions

|0 :

[~ Inactive

Active Phrase

|Dn [~ Active

[~ Activabion Condition

Add ‘ ‘ Cancel Done

B |nactive Phrase Enter custom text for the inactive state of the output. The D-21 uses
these phrases when displaying the status of the output in the D-21 Incident Client.

® Active Phrase Enter custom text for the active state of the output. The default phrase for
bi-state outputs is “On.” The default phrase for momentary outputs is “Activated.”
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®  Auto Configure Actions Select the check boxes for the output actions you want the D-21
to create. For example, clicking the Active check box creates an action for activating the
output. This action can then be assigned to status change actions for RIDs, remote units,
and zones throughout the D-21. When you auto-configure an action for an output, the
D-21 names the action using the following format:

UnitNumber Description OutputNumber Phrase
For more information on using actions, see “Actions” on page 3-27.
® Activation Condition Check this box to define a zone status which will automatically

activate this output. Once this box is checked, the RID, Remote Unit, Zone, and Status
drop-down lists are enabled, allowing you to define the activation condition.

10 Click the Graphic tab.

Output | States

Activated lcon Activated Label
[mone) A

Deactivated lcon Deactivated Label
-

Dizabled Icon Dizabled Label
[mone) A

X

Delete

v

Done

Ik

Add

o

Cancel

11 If the output will be placed on a floor plan or used in an output group in the D-21 Incident
Client, type a caption for the label and select a graphic in the Icon drop-down list for each
of the output’s possible states. For more information, see “Creating Output Groups” on
page 2-78.

NOTE If you want to add an icon and/or label representing this output to the facility’s floor
plan, you must fill in the Graphics tab.

12 Click Done.

== To edit an output

1 Inthe tree pane, click the plus sign (+) next to the RID and then click the plus sign (+) next
to the unit that contains the output you want to edit.

2 Right-click the output you want to edit. The Output dialog box appears.

3 Change dialog box entries and selections as desired. For more information on the boxes and
drop-down lists, see “To add an output” on page 2-74.
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Figure 2-1
Output group
on a floor plan
in the D-21
Incident Client

Outputs

To delete an output

1 Inthe tree pane, click the plus sign (+) next to the RID and then click the plus sign (+) next
to the unit that contains the output you want to edit.

2 Right-click the output you want to edit. The Output dialog box appears.

3 Click Delete. A confirmation message appears.

4 Click Yes.

Creating Output Groups

Outputs attached to different remote units can be grouped together to make it easier to turn them
on and off and view their status in the D-21 Incident Client. For example, you can put all of the
gates on a site in the same group and then raise, lower, and monitor their status from a single
window in the D-21 Incident Client. With the graphics and map versions of the D-21 (D-21G
and D-21M), you can place the output icons on a graphic, usually a floor plan or other line
drawing of one or more facilities.

Room 2

L

T

Roam 1

Output Groups

Room 3

Activate Group Deactivate Group

Room 4 Room 5

iz Off

m1] |

Office

|

Entranc

Entry Lights Off

Main Electrical Panel

“ Staff KitchD ™,
+ | Fire Alarm Panel
J'a-J | Gancpyr
\ Air Condition Unit
A

Dry Chemical System

Building 1410 * Child Care Center * 1-story

Secaond Monitar

1120 Cantrols
1410 Child Care Center
2400 NCO Academy

For more information on using output groups, see the D-21 Incident Client User Guide

(P/N 001-392-00).
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Add the individual relay outputs to the database. See “Outputs” on page 2-74 for more information. Add

begin the floor plans or graphics to the database. See “Floor Plans, Pre-Plans, and Response Graphics” on

page 5-3.

=—— To create an output group (D-21)

NOTE The standard D-21 does not support floor plans or graphics. You can activate and
deactivate output groups created in the standard D-21 from the Fire Commands pane in the

D-21 Incident Client.

1 Select Options > Groups.
2 Click the Output Groups tab.

Remate Unit Groups

Output Groups

1120 Controls

1410 Child Care Center
2400 NCO Academy
Fire Station Control
Light Control

Tone Generator

| Resource Gloupsl

Add Group Edit Group | Remove Group |

v

Done

P

Previous

=

Next

3 Click Add Group. The Edit Group dialog box appears.

Group Hame

JWew Dutput Group

Entities

Add Remove

OK
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4 Click Add. The Outputs dialog box appears.
outputs

Select an Dutput

5 Select an output from the drop-down list. The list displays all outputs that have been added
to the D-21 database.

Click OK.
Add all the outputs you want to include in the output group.

0 N O

When you are done adding outputs to the group, click OK in the Edit Group dialog box.

== To create an output group (D-21G or D-21M)
1 Select Options > Groups.
2 Click the Output Groups tab.

Remate Unit Groups

| Reszource Groupsl

Dutput Groups

1120 Controls

1410 Child Care Center
2400 MCO Azademy
Fire Station Control
Light Camtral

Tone Generator

Add Group Edit Group | Remove Group |

&

Previous

v

Done

=

Next
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3 Click Add Group. The Edit Output Group dialog box appears.

Edit Output Group

Group Hame ITone Generatar

File {145 3123_4.dwg 7| Class iy =l

(Mgch Room

’__il/.\e Sta—tioh Configure Display
Building 3123 DuputBesp

Output: Fast Whaop
Output; &ir Hom

E
n
t
r
o
n
g Qutput: Pre-Signal Chime

Output: Strobe Relay

Add Dutput
Remove Output

Add Zone
Ereak
Riocm Kitchen Remove Zone

1117
D
Offlce | Sleeping Auorters one

4 Enter a name in the Group Name box. This is the name that identifies the group in Output
Groups in the D-21 Incident Client.
5 Select a floor plan graphic from the file drop-down list.
6 Click Add Output. The Outputs dialog box appears.
outouts
Select an Output
oK LCancel |
7

Select the desired output from the drop-down list.
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8 Click OK. The output icon and icon caption appear on the graphic.

Individual output displayed on the floor plan graphic Individual outputs included in output group

Edit Output Group \

Group Name [Tone Generanr File [bidg 3123 4 dng 7]
(Mgch Roon Fi%"@ S't[l'UOﬁ
il adi Dutput:
Builcing 3123 Dgtggtg\i;%hm
(utput: AirHom

Output: Pre-Signal Chime
[utput: Strobe Relay

: ﬁ Add Output |
— Remove Output |
Bay 2 (:z

Add Zone |
Ereak
Focm Kitchen Remove Zone |

11710 |
OfFice Sleeping Quarters one

If an icon and caption were not entered in the Graphics tab in the Outputs dialog box, the
output will not be displayed on the output group in the Incident Client. See “To add an
output” on page 2-74.

9 Position the output icon and caption on the graphic using the mouse.

10 Repeat these steps for each output you want to add to the group.

11 Use the Configure Display button to customize how icons and labels for zones and outputs
are displayed.

. Configure Options for Tone Generator =

—Zone Configuration
[~ Hide Zone Label

[~ Hide Zone lcon

Zone lcon Placement
' To the Left of the Label

" Above the Label
" Below the Label

(" To the Right of the Label

— Output Configuration
[~ Hide Dutput Label

[~ Hide Dutput lcon

Output Icon Placement

" To the Left of the Label
(" To the Right of the Label
(+ Above the Label

" Below the Label

Cancel |

12 When you are finished adding outputs to the graphic, click Done.
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== To add a zone to an output group (D-21G or D-21M)
1 Select Options > Groups.

2 Click the Output Groups tab.

Femate Unit Groups  Qutput Groups |

Output Groups
1120 Controls

1410 Child Care Certer
2400 NCO Academy
Childzare Center

Mew Dutput Group

Add Group

Edit Group | Remove Group |

v | @ | B

Done Previous Mext

3 Select the output group to which you want to add a zone.

4  Click Edit Group. The Edit Output Group dialog box appears.

Edit Dutput Group

Group Hame ITDne Generator

File |biag 3123_4.dwg x| Classfiy)

’__ipe StQtiOh Configure Display |
Building 3123

|

Mech Room

Output: Beep

Output: Fast Whoop
Output: Air Hom

Qutput: Pre-3ignal Chime

Output: Strobe Relay

v f
B Boy d _i
. Add Dutput |

Remove Output |
Boy 2 Eg

Add Zone |
Break
Foar Kitchen Remove Zone |
I R B
OFFlce | 2leeping Duarters

Done |
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5

6

Click Add Zone. The Zones dialog box appears.

Select a Zone

Clazzroom 110 Heat [Fone 3 =

(1] & I LCancel |

Select the zone you want to add from the drop-down list. The list includes all zones in the
D-21 database.

NOTE Be sure to select a zone which has been configured with an icon and caption. For
more information, see “To add a zone” on page 2-65.

7
8
9

Click OK. The zone icon and caption appear on the graphic.
Position the zone icon and caption on the graphic using the mouse.

Repeat these steps for each zone you want to add to the group.

10 When you are finished adding zones to the graphic, click Done.

1

2
3
4

5
6

1
2
3

To edit an output group (D-21G or D-21M)

Select Options > Groups.

Click the Output Groups tab.

Select the desired group, then click Edit Group. The Edit Group dialog box appears.
If you want to change the name, edit the text in the Group Name box.

If you want to add an output, click Add Output. A dialog box appears, from which you can
choose the item you want to add to the group. For more information, see “Creating Output
Groups” on page 2-78.

If you want to remove an item from the group, select it and click Remove.
In the Edit Group dialog box, click OK.
In the Groups dialog box, click Done.

To remove an output group

Select Options > Groups.
Click the Output Groups tab.

Select the desired group, then click Remove Group. A message asks you to confirm that you
want to delete the group.

Click Yes.
In the Groups dialog box, click Done.
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Personnel

Use the Add New Person dialog box to create a record for each person who is a resource,
operator, or for whom you need easy access to their contact information. All D-21 Admin Client
and D-21 Incident Client operators must be associated with a Person record. Only those people
for whom a Person record exists are available in the drop-down lists in the Response and
Operator dialog boxes.

Figure 2-2
Add New
. Motez | Customl Access Caldsl Badges I Yehicles I |dentifization I
Person dialog -
b I arne | |detity I Wwork Contact I Work Roster I ok .-’-‘«ddressl Home Cantac | Home Addressl
oxX
First Hame Call Group
| I[none] j
Middle Hame Speed Dial
Last Name
[~ Include in Roster personnel lists
Cancel Delete Done Previous Next
Before you If the person is associated with a certain facility, be sure to add the facility before adding the person. See
begin “Facilities” on page 2-13. If you use job titles and call groups, add them first so they are available when

adding the person. See “Personnel Lists” on page 4-23.
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Standard Personnel Information

This section describes how to enter personnel information into the database for a standard D-21
system. For information on custom personnel features, see “Custom Personnel Information” on
page 2-93.

—— To add a person
1 Select Add > Person.

2 Enter the name in the designated boxes.

NOTE |If the name includes an apostrophe, see “To enter a single quotation mark or
apostrophe” on page 1-11.

3 Place a checkmark in the Include in Roster personnel lists checkbox if you want the
person’s name to be available for Roster shift assignments. For more information, see
“Creating Rosters” on page 4-38.

4 Click Next to advance to the Identity tab.

Add New Person

Nates | Eusloml Access Eardsl Badges | Wehicles I |dentification I
Mame ~Identity | “work, Contact | ‘wiork FRoster | wi'ork, Addressl Haorme Contact | Harne Addressl

Gender Eye Color
Height Hair Color

Weight Date of Birth

W

Race

W

Custom ldentification

N

Add Cancel

X

Delete

4

Done Previous Mext

ﬂiﬁ

5 Enter the physical characteristics of the new person.
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6 Click Next to advance to the Work Contact tab.

Add New Person

Motes I Eustoml Arocess Cardsl Badges | Vehicles I |dentifization I
Name I Identity ‘work Contact | Work Roster I Wiork. Addressl Harme Contact | Horme Addressl

‘Work Phone Work Cell Phone

| |

Work Pager wWork Fax

I I

Work Email

I

Work Site Work Facility

I [none] j I [none] j

Custom Work Contact

N| X | V| @ &

Add Cancel Delete Done Previous Mext

7  Enter the person’s phone, pager, fax, and email information, and choose the site and facility
where they work from the drop-down lists.

8 Click Next to advance to the Work Roster tab.

Add New Person

Naotes | Eustoml Access Eardsl Badges | Vehicles | Identification I
Mame | Identity | Wwhork Contact  “Work Roster | whork, Addlessl Home Contact | Home Addlessl

Organization

Department

Job Title Rank

I [Maone) j I

Employee Type

Employee Number

Work Schedule

Custom Work Roster

ANl X| | @| &

Cancel Delete Done Previous Next
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9 Enter the organization, department, job title and rank, employee type and number, and work
schedule information for the new person.

NOTE You can add to, delete from, and edit the items that appear in the Job Title
drop-down list via the Roster tab of the Personnel Lists dialog box. See “Personnel Lists” on
page 4-23.

10 Click Next to advance to the Work Address tab.

Motes | Customl Aooess Eardsl Badges I Vehicles | |dentifization I
MNarne: | Identity I Work Contact | Work Roster  “Work Address | Home Contact | Home Addlessl

Street Number Location/Directions

| |

Street

I[none] jl I[none] j I[none] j
Crosz Street

I[none] jl I[none] j I[none] j
Apt/Room/Suite

City

i)

Cancel

X

Delete

4

Done

‘

FPrevious

»

Mext
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11 Enter the person’s work address, choosing the directional prefix/suffix (N, NW, etc.) and
street types (Ave, St, etc.) from the drop-down lists.

NOTE You can add to, delete from, and edit the items that appear in the directional
prefix/suffix list and street types list in the General Lists dialog box. See “Customizing Lists”
on page 4-2.

12 Click Next to advance to the Home Contact tab.

Nates I Eustoml Access Cardsl Badges | Wehicles I |dentification I
M ame I Identity I “work Contact I wiork Foster I ‘work Addrese  Home Contact | Home Addressl

Home Phone Home Cell Phone

Home Pager

|
Home Email
|

Custom Home

4

Done

AN

Cancel

X

Delete

&

Previous

=

MNext

13 Enter phone, pager, and email information for the new person.
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14 Click Next to advance to the Home Address tab.

Add New Person

Street Number

Motes | Customl Aooess Eardsl Badges I Vehicles | |dentifization I
MNarne: | Identity I Work Contact | Wwiork Roster I Wark. Addlessl Home Contact  Home Address

Location/Directions

I [hione) j I [hioke] j

I [rone] j I [none] j

Street

I[none] j I
Crosz Street
I[none] j I
Apt/Room/Suite
|

City

X| V| @ »

Delete Done FPrevious Mext
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15 Enter the person’s home address, choosing the directional prefix/suffix (N, NW, etc.) and
street types (Ave, St, etc.) from the drop-down lists.

NOTE You can add to, delete from, and edit the items that appear in the directional
prefix/suffix list and street types list in the General Lists dialog box. See “Customizing Lists”
on page 4-2.

16 Click Next to advance to the Notes tab.

Mame I |dentity I wiork Contact I “whork, Roster I “whork, Addlessl Home Contact | Home Addlessl
M otes | Eustom' Acoess Eardsl Badges' Vehicles' Identification'
Motes
Cancel Delete Done Previous MNext

17 Enter the desired text in the Notes box.
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18 Click Next to advance to the Custom tab.

Add New Person

Mame I |demtity I “Wwiork Contact I Wwiork Roster | Wwork .&ddressl Home Contact | Home Addiess

Motes  Custom | Access Eardsl Badges I Wehicles I |dertification I

Card ID

Custom2

Custom3

Customd

Custom5

Cusztomb

y.

Previous

»

Mext

A\

Cancel

X

Delete

4

Done

19 Use the text boxes in this tab to enter custom personnel information. To add customized
personnel fields, see “To create custom personnel fields” on page 4-24.

20 Click Done.

== To edit a person record

1 In the tree pane, right-click the name of the person whose record you want to edit. The
Person dialog box appears.

2 Change dialog box entries and selections as desired. For more information on the boxes and
drop-down lists, see “To add a person” on page 2-86.

=—— To delete a person record

1 In the tree pane, right-click the name of the person whose record you want to edit. The
Person dialog box appears.

2 Click Delete. A confirmation message appears.
3 Click Yes.
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Custom Personnel Information

The tabs included in this section appear in the Person dialog box when custom features are
purchased and installed in addition to the standard D-21.

Access Cards
Access cards can be maintained using the Access Card tab. See “Assigning Cards and PINs” on
page 8-23 for more information.

Badges

The Badges tab is available in the Person dialog box when you purchase and install the D-21
Badging System (P/N 192-851-00).
== To add badging information to personnel
1 In the tree pane, click the plus sign (+) next to Personnel.
2 Right-click the person to receive a badge.
3 Click the Badges tab in the Person dialog box.

Mame | |dentity | “whork, Contact | “whork, Rioster | Wik .fi.ddressl Home Contact | Home Addressl
MNates | Customl Access Cards  Badges I Wehicles I Identification I
Badges
Card Code(#) I Card Format I Start D ate I End [Date I Statuz I
4 | -l
Add Cancel Delete Done Previous Mext

Badge information on the Badge tab is made available to the D-21 by GuardCard, a software
product that lets you create badge formats, store personnel image files, and print badges. For
more information on using GuardCard, see D-21 Badging System Set Up and Operation
Manual (P/N 001-412-00).

Use the scrollbar to view more information.
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Vehicles

The Vehicles tab is available when you purchase and install the D-21 Security Client. Use the
Vehicles tab to assign a vehicle in the database to a person.

Before you You must add the vehicle to the D-21 database before it is available for assignment to a person. For
begin information on adding vehicles to the database, see “Vehicles” on page 2-101.

== To assign a vehicle to a person
1 In the tree pane, click the plus sign (+) next to Personnel to display the personnel list.

2 Right-click the name of the person to whom you want to assign a vehicle.
3 In the Person dialog box, click the Vehicles tab.

Person: James Carter
M arne: I Idetity I Work Contact | Work Roster I Wark. Addressl Home Contact | Home Address
Notesl Customl Access Cards Vehicles | Identificationl
Yehicles
“Assion | Unassign | -
Add Cancel Delete Done Previous Mext

4 Click Assign. The Vehicle Selector dialog box appears.

¥ehicle Selector

Available ¥ehicles Selected Yehicles
1968 W' Bug (Wi EDEN BUG) -

15992 Diadge R am [wid 955-CHE]
1992 Ford Mustang [wia 247-HER) N |

1933 Chevrolet Camaro WA B35-GJB)

1995 Chevrolet Blazer [AL PATROL-1)

1995 Mitsubishi 3000 GT (W& 7E5-PRS)

1336 Cadillac Seville [wié B35-FRE)

1996 GMC (MM MED 2

15938 Miszan 200 Sk [wa 326-CDE) Ll
1999 Bhd'w/ bS5 [ty 9856 W)

13939 Engine Fire (N ENG 5)

1933 FORD [aL PATROL-2) LI
200N Cadillar Fsealade Gifd 2RA-R 0.1

5 In the Available Vehicles list, click the name of the vehicle you want to assign.
6 Click > to move the vehicle from the Available Vehicles list to the Selected Vehicles list.
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7 Click OK.
8 Click Done.

== To unassign a vehicle to a person

In the tree pane, click the plus sign (+) next to Personnel.

Right-click the name of the person whose vehicle you want to unassign.
In the Person dialog box, click the Vehicles tab.

Click Unassign.

Click Done.

A A~ WON =

Identification

The Identification tab is available in the Person dialog box when you purchase and install the
D-21 Security Client or the D-21 Badging System. Use the Identification tab to set up badge
and identification tools for personnel.

IMPORTANT You must make an entry in the ID Number field before the person’s database
record is available to the GuardCard software in the D-21 Badging System.
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== To add security information to personnel
1 Click the Identification tab in the Person dialog box

NOTE You must be logged into the Admin Client using the built-in Admin account to have
access to the Identification tab.

Add New Person

N arne: I |dentity I Work Contact I Work Rozter I ok Addressl Harme Contact | Home Address
Notesl Eustom' Access Eardsl Badgesl Yehicles  Identification |

1D Number

Social Security #

Custom Private

Badge Type/Format

Perzon Image File

I [Riote] j

Signature Image File

I [Rome) j | |
Cancel Delete Done Previous Next

2 Enter a badge ID number, Social Security number, and badge type/format.

3 Ifyou have set up person and signature images using the GuardCard badging system, the
file names appear in the image file boxes. Person images are displayed in the area to the
right and are stored at
C:\Program Files\D21l\Media\PersonnelImages\ [image name].
Signature images are stored at
C:\Program Files\D21\Media\Signatures)\ [image name] and can only
be viewed using GuardCard. For more information on using GuardCard, see the D-21
Badging System Set Up and Operation Manual (P/N 001-412-00).
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Figure 2-3
Add New
Operator

dialog box

Before you
begin

N

It is possible to add a new operator, specify personnel authorized to operate the D-21, and
determine the portions of the D-21 they can access by using the Admin Client.

Add New Operator

Personnell Llserlnfol Incidert Classesl Sitesl

Person

Hank faron

Ik

Add

AN

Cancel

X

Delete

v

Done

‘

Previous

»

Mext

The Add New Operator dialog box is accessible only if the database contains personnel who are not
already operators. If you select Add > Operator when there are no personnel remaining who are not
already operators, you will receive a message saying there are no personnel left to become operators.

To add an operator

1 Select Add > Operator.

2 Select the person you want to make an operator. Only persons who have been added to the
database and are not already operators appear in this list.

3 Click Next to advance to the User Info tab.

Operator: Monaco Advisor.

Uszer Infol Incident Elasses] Sites] Features]

Initials

e

Password

i

Repeat Pazsword

Administration Client
| xcimiristrator [l |

Incident Client
|Administrat0r j

v Mobile Dperator
AVL Role

Incident Commande

[ iButton Enrollment

\x\&

Add Delete

FPrevious

-4

Mext

A

Cancel

4

Done
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4 Enter the operator initials as you would like them to appear in reports.

5 Enter the password in both the Password and Repeat Password boxes. The password must
include at least four characters and is case sensitive.

6 Select the operator’s security level when working in the D-21 Admin Client from the
Administration Client drop-down list:

®  Administrator Operators assigned the Administrator Admin Mode have full access to
the D-21 Admin Client.

B Data Entry1 (Expanded) Operators assigned the Data Entry1 Admin Mode have the same
access as Administrators except that they cannot add or delete operators, or view or edit
operator records.

® Data Entry2 (Standard) Operators assigned the Data Entry2 Admin Mode cannot use the
restore function. They cannot add or delete operators or view or edit operator records.
They cannot add or delete RIDs or view or edit RID records. The following menu items
are unavailable:

File Add Options Commands
Restore RID Incident Processing Reload All RIDs
Operator Workstation Options Reset Edit Incident

® Data Entry3 (Limited) The only menu items available to operators assigned the Data
Entry3 Admin Mode are under the File menu: Export, Backup, Compact, and Exit. The
Restore function is disabled. Limited operators can view data and edit a subset of data
by right-clicking the following in the tree pane: remote units, personnel, resources,
hydrants, emergency cards, sites, facilities, and custom hazmats. Map locations cannot
be set. No records can be deleted or added.

® (none) Operators assigned the (none) Admin Mode do not have access to the D-21
Admin Client.

7 Select the Data Security Level. Use the data security level to control the information
displayed to the operator in the D-21 Incident Client personnel tabs.

Data Security Level | Displays information from the following D-21 Admin personnel tabs in the D-21
Incident Client

0-3 Reserved
4 Identity (only)
5 Identity, Work Roster, Work Contact, Home Contact, Notes, Custom
6 Identity, Work Roster, Work Contact, Home Contact, Notes, Custom, Identification,
Badge
7-9 Reserved
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NOTE You must be logged into the Admin Client using the built-in Admin account to view or
set an Operator’s Data Security Level.

8 Select the operator’s security level when working in the D-21 Incident Client in the Incident
Client drop-down list:

®  Administrator Operators assigned the Administrator Incident Mode have full access to
the D-21 Incident Client.

® Incident Operators assigned the Incident Mode of Incident have the same access as
Administrators except that they cannot enable or disable zones, RIDs, or remote units.

® (none) Operators assigned the (none) Incident Mode do not have access to the D-21
Incident Client.
9 Place a check mark in the iButton Enrollment check box if you want this operator to be able
to assign IDS iButtons and PINs to personnel. For more information, see “IDS iButton and
PIN Assignments” on page 9-24.

10 Click Next to advance to the Incident Classes tab.

Operator: Monaco Advisor

Uszer Info Silesl Featuresl
Incident Classes Incident Alerts
| Aircraft | Aircraft
v EMS v EMS
| Fire | Fire
| Fire dusiliary v Fire duiliary
| Hazhat | Hazhd at
w| Secunty w| Security
[l S ecuity Ausiliary 07l S ecunity Susiliany

\x\&

Add Delete Previous

M&‘w

Next Cancel Done

11 Click to add a check in the box next to each class in the Incident Classes list to which this
operator should have access. The D-21 Incident Client operator can create and manage
incidents for the classes selected.

12 As checks are placed in the Incident Classes list, the corresponding boxes are also checked

in the Incident Alerts list. Modify these defaults as necessary to add or remove classes for
which the D-21 Incident Client operator will receive alerts from RIDs, units and zones.
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13 Click Next to advance to the Sites tab.

Add New Operator

Person| Userinfo| Incident Classes  Sites

Fort Dawson
[1FtJackson

.,

14 Specify the sites for which you want this operator to receive alerts.
15 Click Done.

To edit an operator

1 In the tree pane, click the plus sign (+) next to Operators and then right-click the operator
you want to edit. The Operator dialog box appears.

2 Change dialog box entries and selections as desired. For more information on the boxes and
drop-down lists, see “To add an operator” on page 2-97.

== To delete an operator

1 In the tree pane, click the plus sign (+) next to Operators and then right-click the operator
you want to delete. The Operator dialog box appears.

2 Click Delete. A confirmation message appears.
3 Click Yes. The following alert appears:

D-21 Admin Client |

Q Would you also like ko delete this operator's personnel record?

Wes (i} |

4 If you want to delete the personnel record, click Yes. Otherwise, click No.
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The Vehicles database is available with the D-21 Security Client, or when you purchase and
install the separate vehicle database feature for the D-21. Vehicles can be entered in the D-21
system and tracked for repair and refueling, as well as gate entry identification, and they can be
configured as dispatch resources. When the D-21G is installed, image files can be associated
with vehicles in the database.

After you add a vehicle to the database, you can assign it to a person or resource. For more
information, see:

®m “To assign a vehicle to a person” on page 2-94.

® “To add a resource” on page 2-103.

To add a vehicle to the database

NOTE Vehicle image files must be located in the D-21\Media\Vehicles folder. For more
information on using image files, see “Media Files” on page 5-2.

1

Select Add > Vehicle.

Add New ¥ehicle

General | Image| Motes

Year

Licenze State  License Number

Registration Number

roseten e

Descnption

Custom¥ehicle

vNOTE The Image tab is only available with the D-21G.

2 Enter vehicle information in the fields on the General tab.
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3 Click the Image tab (only available with the D-21G).

Add New Yehicle

General  Image | Motes

Yehicle Image File
|1994 m3223 am general 5 ton calgo.ipgj

4 Ifthere is an image of the vehicle, select the name of the image file in the Vehicle Image
File drop-down list.

5 Click the Notes tab.

Add New ¥ehicle

Generall Image Notesl

Motes

I =

Ik

Add

A

Cancel

X

Delete

4

Done

&

Previous

Mext

6 Add notes for the vehicle, if desired.
7 Click Done.
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=—— To delete a vehicle

NOTE A vehicle that is associated with a resource cannot be deleted from the database.
You must first edit the resource to remove the vehicle association.

1 In the tree pane, click the plus sign (+) next to Vehicles to display the list of vehicles.
2 Right-click the vehicle you want to delete. The Vehicle dialog box appears.
3 Click Delete.

® [fthe vehicle is assigned to a resource, a message appears indicating the vehicle cannot
be deleted. The message also displays the resource to which the vehicle is assigned.

OR

m [f the vehicle is not assigned to a resource, a confirmation message appears. Click OK.

Resources

Use the Add New Resource dialog box to add a resource such as a fire truck, chief, or pump.

Figure 2-4
Add New
General | Locationl Motes |
Resource
dialog box Designation Class
|| IFile j
Resource Use
fid =]
Description
Unit Type
IND apparatus of resource j
Vehicle
[ Mot Selected] =l
Add Cancel Delete Done Previous Next
Before you If the resource is associated with a home facility, be sure to add the facility before adding the resource.

begin See “Facilities” on page 2-13. If you want to use resource classes to identify specific resources, add the
class on the Resource tab in the General Lists dialog box. See “Customizing Lists” on page 4-2.

—— To add a resource

1 Select Add > Resource.

2 Enter a name in the Designation box and a description of the resource in the Description
box. The resource is identified throughout the D-21 system by the text entered in the
Designation box.

D-21 Admin Client Revision 1.1.32 User Guide Creating the D-21 Database 2 -103



/ Resources

3 Select a Resource Use from the Resource Use drop-down list. The D-21 uses resource
usage to identify the resource class.

NOTE You can add custom resource uses via the General Lists dialog box. See “General
Lists” on page 4-2.

4 Choose the class from the drop-down list. The D-21 uses the Resource Class to differentiate
between security and fire resources.

5 Choose the unit type from the drop-down list. Unit types are National Fire Reporting
System (NFIRS) categories included when you export data from the D-21.

6 If you want to assign a vehicle to this resource, select the vehicle from the Vehicle
drop-down list.

7 Click Next to advance to the Location tab.

Add New Resource

General  Location | Motes |

Home Facility
I'IU: Carnm Center ﬂ

Location/Directions

I

Add

AN

Cancel

X

Delete

4

Done

&

Previous

=»

Next

8 Specify the home facility and location where the resource is normally housed.
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9 Click Next to advance to the Notes tab.

Add New Resource

Generall Lacation Notesl

Notes

I [—

&

Previous

=»

Next

B

Add

AN

Cancel

X

Delete

4

Done

10 Enter additional descriptive information for the resource.
11 Click Done.

To edit a resource

1 In the tree pane, click the plus sign (+) next to Resources then right-click the resource you
want to edit. The Resource dialog box appears.

2 Change dialog box entries and selections as desired. For more information on the tabs,
boxes, and drop-down lists, see “To add a resource” on page 2-103.

3 Click Done.

—— To delete a resource

1 In the tree pane, click the plus sign (+) next to Resources then right-click the resource you
want to delete. The Resource dialog box appears.

2 Click Delete. A message asks you to confirm that you want to delete the resource.
3 Click Yes.
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HazMats

Figure 2-5
Add New
HazMat
dialog box

HazMats

In the Admin Client click Add > HazMat to access the Add New HazMat dialog box to add a
hazardous material to the database.

Hazbdat Info I

Add New HazMat

Material Name

Trade name [AKA) I

1D Humber I Guide |-|11
— Table of Initial Isolation and Protective Action Dist 3
Small 5pills

[From a small packaage or small lzak
from a large package]

Large Spills
[From a large package or from
many small packages]

First ISOLATE in all Directions

3

Then PROTECT . .
perzons Day I km I mi I km I mi
Dovruwind during:
Night I km I il I krn I i
_ Chemical Symbaols for TIH gases
Inhalation Hazard [ Br2  Bromine H25 Hydragen sulphide
Cl2  Chlorine MNH3  Ammonia
HEr Hydrogen bromide PH3 Phosph!ne_
Thiz matenial produces large amounts of the HCl  Hydrogen chlaride 502 Sulfur dioxide
following T sic-by-Inhalation [TIH] gas(es) HCH Hydiogen cyanide 502 Sulphur dioxide
when zpilled in water: HF  Hydrogen fluaride S03  Sulfur triaxide
HI Hypdrogen iodide S03  Sulphur tioxide
I H25 Hydrogen sulfide

Ik

Add

N

Cancel

X

Delete

Done

To add a new hazardous material
1 Select Add > HazMat.

2 Enter data in the boxes in the dialog box. The box at the top left of the Table of Initial
Isolation and Protective Action Distances is for notes.

3 Click Done.

To delete a hazardous material

vNOTE Only custom hazardous materials can be deleted.

1 In the tree pane, under Custom HazMats, right-click the hazardous material you want to
delete. The HazMat Information dialog box appears.

Click Yes.

Click Delete. A confirmation message appears.
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Editing HazMats

Use the Edit HazMats dialog box to edit the trade name of a standard hazardous material, or to
edit information about a custom hazardous material.

vNOTE Only the Trade Name box is editable for standard HazMat entries.

Figure 2-6 | IR EE S
Edit HazMat - Search by:
dialog box Material Marme ||
Trade Name [AF4) |
10 Mumber I
b aterial Trade Mame LM Guide |D -|
#iH Unknown Hazhi at - 111 I
[BiojMedical waste, n.o.: 329 158
[mono)-[ T richlora]-tetra-[r 2468 140
1.1.1.2-Tetrafluoraethan 3159 126
1.1.1-Trichloroethane 2831 160
1.1.1-Trifluarosthane 2035 115
1.1.2.2-Tetrachloroethar 1702 151
1.1.3.3-Tetrametbylbutyl 2160 145
1.1.3.3-Tetramethylbutyl 2161 148
1.1%Azodi-[hexahydober 2954 149 LI
‘ o
ok Cancel |

— To edit a HazMat
1 Select Options > Edit HazMats.

2 Locate the material in the list. When you enter characters in one of the search boxes, the list
of HazMat records scrolls so the entry that begins with the same character(s) appears at the
top.

3 Click the material to select it.

4 Click OK. If the HazMat you are attempting to edit is a standard HazMat, you will see the
following message:

D-21 Admin Client

@ all Fields except the TradeMame are locked because this is not a Custom HazMat,
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5 Click OK. The HazMat Information dialog box appears.

HazMat Information

Hazbat Infio

Material HName [i7iconium, diy, finished sheets, strips or coiled wire

Trade name [AKA) |

ID Number |2009

— Table of Initial Izolation and Protective Action Distances

Guide |-|35

Small Spills

[From a small package or small leak
fram a large package]

[From a large package or from
matw zmall packages]

Large Spills

First ISOLATE in &ll Directions

Then FROTECT

Perzons D ay

D owrwitnd during:

Night

K I il

Inhalation Hazard  [©

Chemical Symbols for TIH gaze

Br2  Bromine
Cl2  Chlorine

This matenial produces large amounts of the
following T oxic-bw-Inkalation (TIH] gas(es)
when zpilled in water:

HBr  Hydrogen bromide
Hydrogen chloride
Hypdrogen cpanide
Hydrogen Flouride
Hypdrogen iodide
Hypdroaen Sulfide

H25
MH3
PH3
502
502
503
503

Hydrogen sulphide
Armmania
Phozphine

Sulfur dioxide
Sulphur dioxide
Sulfur trioxide
Sulphur tnoxide

6 Ifyou are editing a standard HazMat, enter the desired data in the Trade name box. If you
are editing a custom HazMat, you can modify the data in any of the text-entry boxes.

7 When you have completed the changes, click Done.
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Hydrants
Use the Add New Hydrant dialog box to add hydrants to the database.

Figure 2-7
Add New

Hydrant
dialog box Dezignation
f500-3

General | Map| Address | Maintenance | Notes

Deszcription

|2-connection

Flow
|5IJD gal/riin j

Outlet Pressure

Outlet Diameter

== To add a hydrant

1 Select Add > Hydrant. The Add New Hydrant dialog box appears, with the General tab in
the foreground.

2 Enter the designation. The hydrant is identified throughout the D-21 system by the text
entered in the Designation box.

3 Enter a description.

4 Enter the flow, and select the correct unit of measure (gal/min or liter/sec) from the
drop-down list. Flow and unit of measure are included in the box that pops up when an
operator right-clicks a hydrant on a map in the D-21 Incident Client.

5 Enter outlet pressure and diameter.
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6 Click Next to advance to the Map tab. (The Map tab is only available with the D-21M.)

General  Map | Address | Maintenance

Site

Corpuz Chigti, Nay

Set Location on Map |

Delete From Map |

7  Select the site from the drop-down list.

8 Click Set Location on Map to position the new hydrant on the site map. For information on
using the Select Map Location dialog box, see “Placing Items on the Map (D-21M)” on
page 2-112.

9 Click Next to advance to the Address tab.

Add New Hydrank

Map Address | Maintenance

Street Number Location/Directions

[ |

Street

I[none] jl I[none] j I[none] j
Crozs Street

I[none] jl I[none] j I[none] j

Apt/Room/5uite

City

State Zip

[ r
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10 Enter the address, choosing the directional prefix/suffix (N, NW, etc.) and street types (Ave,
St, etc.) from the drop-down lists.

NOTE You can add to, delete from, and edit the items that appear in the directional
prefix/suffix list and street types list in the General Lists dialog box. See “Customizing Lists”
on page 4-2.

11 Click Next to advance to the Maintenance tab.

Add New Hydrant

General| Map| Address  Maintenance | Notes

Test Interval (Days)

{364

Last Test Date
[12/12/20m

Last Test Results
IEDD gpm

12 Enter the most recent test result information for the hydrant.

D-21 Admin Client Revision 1.1.32 User Guide Creating the D-21 Database 2 - 111



/ Placing Items on the Map (D-21M)

13 Click Next to advance to the Notes tab.

General| Map| Address | Maintenance  Motes

14 Enter notes for the new hydrant.
15 Click Done.

== To edit a hydrant
1 In the tree pane, right-click the hydrant you want to edit. The Hydrant dialog box appears.

2 Change dialog box entries and selections as desired. For more information on the tabs,
boxes, and drop-down lists, see “To add a hydrant” on page 2-109.

3 Click Done.

== To delete a hydrant
1 Inthe tree pane, right-click the hydrant you want to delete. The Hydrant dialog box appears.
2 Click Delete. A confirmation message appears.
3 Click Yes.

Placing Items on the Map (D-21M)

When the D-21 is configured with a site map (D-21M), graphical icons representing the
facilities and hydrants can be placed on the map. The numbers, names, and status of the
facilities and hydrants can then be viewed from the map in the D-21 Incident Client. For
information on setting up and configuring a site map, see “Sites” on page 2-3.

There are two ways to place facilities and hydrants on the map:

B Single ltems Use the Map tabs in the Facility and Hydrant dialog boxes to place a single
facility or hydrant on the map. See “To place a single facility or hydrant on the map” on
page 2-119.
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B Multiple Items The Site dialog box provides a Facilities tab and a Hydrants tab which you
can use to add one or more items to the map. On both tabs, the D-21 displays items which
have already been added to the map and items which have not been added to the map. For
more information, see:

—  “To place multiple facilities on the map” on page 2-113.

“To place multiple hydrants on the map” on page 2-116.

== To place multiple facilities on the map
1 In the tree pane, right-click the site. The Site dialog box appears.

General I M ap Options | Map Layersl Street La_l,lerl Fesponze F'Iansl Facilities I Hydrants | Designated Areas

Site Hame
ICannon &FB

City
|Clovis

State Zip
INM I
# Fire Stations  # Frontline Apparatus

l4 £

Ik

Add

AN

Cancel

X

Delete

4

Done

‘

FPrevious

»

Mext
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2 Click the Facilities tab.

Generall Map Options | Map Layersl Strest La_l,.lerl Responze Plans  Facilities I Hydrants | Designated dreas

Facilities

& Cornm Storage I
9

: Comm Facility
10: Carnmn Center
120 Intel
22 Prefab
B0: Swimn Pl Baths
52 Pool 2 Freedom
53: Tennis Courts
54: Youth Center
AE: Pool Chlorine
58 Chapel
EO: Law Center
70 Theater
71: Bank OF America
T4 Bowling Center
75: Libramy
7E: Child Care Cribr
77 B/Commizzany

7E: Clathing Sales j
Locate Facilities On Map | Add Facility |
Add Cancel Delete Done Previous Mext
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3 Click Locate Facilities On Map. The Locate Facilities On Map dialog box appears.

w Locate Facilities On Map [select on right, t ight-click to set loc: _1al =l

Zoom In I Zoom Dut | Pan | Layers |

Located Facilities are in Blue I
100: Sanborn Farm

200: Marshall Farm

300: Steenbeke Lumber Yard
400: Careys Market

500: Security Station 1

600: Fire Station 1

650: Hannah Dustin Hospital
F00: Dispatch Dffices

750: Public Works

800: Elmwood Lodge

900: Mobile Test Facility
901: Redundant Test Facility
902: Alternate Test Facility
903: Primary Test Facility
1001: Battalion HQ

1010: Division HQ

1500: Security Station 2
1600: Fire Station 2

Femove Map lcon |
Remove All Map lcons |

Close |

® Zoom In/Zoom Out Changes the cursor to a magnifying glass. Use the Zoom In cursor to
magnify the map. Use the Zoom Out cursor to reduce the size of the map. Both cursors
reposition the center of the map at the location of the mouse click.

®m Pan Changes the cursor to a hand. Use the Pan cursor to drag the map inside the
window.

® Layers Use the Map Layers dialog box to turn on and off individual map layers.

® Remove Map Icon The icon for the facility that is selected in the list is removed from the
map when you click this button.

® Remove All Map Icons All facility icons are removed from the map when you click this
button.

NOTE The Remove All Map icons command is irreversible. If you click this button by
mistake, you will have to replace all facility icons on the map.

4 Seclect a facility from the list displaying all facilities that have been added to the site.
Facilities shown in blue have already been placed on the map. Facilities that are not on the
map are shown in black.

5 Navigate to the location on the map where you want to place the facility. Use Zoom In,
Zoom Out, Pan, and the map window scroll bars to find the facility location.

D-21 Admin Client Revision 1.1.32 User Guide Creating the D-21 Database 2 -115



/ Placing Items on the Map (D-21M)

6

7
8

1

Right-click the location. If you need to reposition the facility, select the facility in the list,
click Remove From Map, and then right-click the new location.

Click Close.
Click Done in the Site dialog box.

To place multiple hydrants on the map
In the tree pane, right-click the site. The Site dialog box appears.

Site: Cannon AFB

General I Iap Options | Map La_l,Jersl Street La_l,lerl Response F'Iansl Facilities | Hydrants | Designated Areas

Site Hame
ICannon AFB

City
ICIovis

State Zip
INM I
# Fire Stations  # Frontline Apparatus

[« H

Ik

Add

Y

Cancel

X

Delete

4

Done

&

FPrevious

=»

Mext
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2 Click the Hydrants tab.

Hydrants

H 150
H170
H171
H 186
H 188
H189
H 230
H 348
H 400
H 401
H 450
H &00
H k01
H 1320
Mew Plug

Locate Hydrants On Map |

Site: Cannon AFB

General' tap Options | tdap Layers' Street La_l,lerl Response F'Ians| Faciities  Hydrants | Designated Areas

Add Hydrant |

X

Delete

+ | A

Add Cancel

v

Done

&

Previous

=

Next
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3 Click Locate Hydrants On Map. The Locate Hydrants On Map dialog box appears.

. Locate Hydrants On Map {select from list on right, then use right-click to set lo 101 =1

Layers |
Located Hydrants are in Blue |

BA-00
BA-O1
BA-02
BA-03
BA-D4
BA-05
BA-06
BA-O7
BA-DB
BA-09
BA-10
BA-11
BA-12

Remowve Map lcon |
Remove All bMap lcons |

Close |

B Zoom In/Zoom Out Changes the cursor to a magnifying glass. Use the Zoom In cursor to
magnify the map. Use the Zoom Out cursor to reduce the size of the map. Both cursors
reposition the center of the map at the location of the mouse click.

® Pan Changes the cursor to a hand. Use the Pan cursor to drag the map inside the
window.

® layers Use the Map Layers dialog box to turn on and off individual map layers.

® Hydrant List Displays all hydrants that have been added to the site. Hydrants shown in
blue have already been placed on the map. Hydrants that are not on the map are shown
in black.

® Remove Map Icon The icon for the hydrant that is selected in the list is removed from the
map when you click this button.

® Remove All Map Icons All hydrant icons are removed from the map when you click this
button.

NOTE The Remove All Map icons command is irreversible. If you click this button by
mistake, you will have to replace all hydrant icons on the map.

4 Select a hydrant in the list.
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5 Navigate to the location on the map where you want to place the hydrant. Use Zoom In,
Zoom Out, Pan, and the map window scroll bars to find the hydrant location.

6 Right-click the location. If you need to reposition the hydrant, select the hydrant in the list,
click Remove From Map, and then right-click the new location.

7 Click Close.
8 Click Done in the Site dialog box.

== To place a single facility or hydrant on the map

1 In the tree pane, right-click the facility or hydrant you want to place on the map. The
corresponding dialog box appears.

2 Click the Map tab.
3 Click Set Location on Map.
_I Zoom Out | Pan | [~ Do not display on map Layers

\
1]

Save | Cancel |

4 Click Zoom In, Zoom Out, Pan, or use the map window scroll bars to find the location. The
navigation buttons function as follows:

® Zoom In/Zoom Out Changes the cursor to a magnifying glass. Use the Zoom In cursor to
magnify the map. Use the Zoom Out cursor to reduce the size of the map. Both cursors
reposition the center of the map at the location of the mouse click.

® Pan After clicking Pan, the cursor becomes a hand. Hold down the left mouse button
while moving the mouse to drag the map within the pane.

® Do not display on map When checked, the facility is only displayed on the map when the
facility is in alarm or trouble, or when you create a manual incident at the facility.
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7
8

1

2
3
4

1

w

® |ayers Displays the Map Layers dialog box.

[] Communication_antenna_zite &
communication_antenna_id
Buildings_general_area

[T Breakline

[7] Athletic_court

[7] Athletic_arza
Ajrfield_surface_marking_line
Aijrfield_surface_centerline

Click the check box next to those layers of the map you want to appear in the window and
then click OK. See “To edit a facility” on page 2-26.

Right-click the location on the map where you want to place the facility or hydrant. You
can change the position of an item on the map by right-clicking in a new place.

Click Save.
Click Done.

To delete a facility from the map

In the tree pane, right-click the facility you want to delete from the map. The Facility dialog
box appears.

Click the Map tab.
Click Delete From Map. A confirmation message appears.
Click Yes.

To delete a hydrant from the map

In the tree pane, right-click the hydrant you want to delete from the map. The Hydrant
dialog box appears.

Click the Map tab.
Click Delete From Map. A confirmation message appears.
Click Yes.
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Section 3
Setting Up Incident Processing

®

Read this section to learn how to set up the information required when responding to incidents.
This section also contains instructions for customizing the way alerts and incidents are handled.

Contents

Response Plans. . ....... ... . 3-2
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Resource Groups . . . ...t 3-66
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Response Plans

Response Plans

Response plans contain call lists, pre-plans, information for dispatching resources, graphics of
equipment and floor plans, HazMat information, and actions. A response plan can be attached
to sites, facilities, zones, or emergency cards. When an incident is created at a facility, all of the
response information attached to the facility is made available to the operator responding to the
incident.

When an incident is created from an automatic alert, the D-21 first looks for a response plan for
the zone reporting the alarm. If there is a response plan attached to the zone, its information is
displayed in the D-21 Incident Client incident pane. If there is no response plan for the zone,
the D-21 looks for a response plan for the zone’s facility. If there is no response plan for the
facility, the D-21 looks for a site response plan. To determine if a facility has a response plan,
see “To view facilities with response plans attached” on page 3-19.

Emergency cards can be used to create response plans that are independent of site, facility, or
zone. These response plans can be attached to incidents as they are created by operators. See
“Emergency Cards” on page 3-20 for more information.

This section includes the following procedures:

® “To add a response plan” on page 3-3.

®m “To add a call list to a response plan” on page 3-3.

®m “To add a Monaco pre-plan to a response plan” on page 3-5.

® “To add a pre-plan file to a response plan” on page 3-7.

®m “To add dispatch instructions to a response plan” on page 3-9.
® “To add mutual aid resources to a response plan” on page 3-11.
® “To add graphics to a response plan” on page 3-12.

®m “To add hydrant information to a response plan” on page 3-13.

®m “To add an action to a response plan” on page 3-15.
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== To add a response plan

1 In the tree pane, right-click the site, facility, zone, or emergency card for which you want
to create the response plan. The editing dialog box for the item you clicked appears.

2 Click the Response Plans tab.

Facility: 1 Wing HQ)

Generall Mapl Address I Floor Plans I Actionsl Zones Response Plans I Facility Uze I Motes I Hazrnat I

Reszponze Plans

Add Edt |  Remove |
Add Cancel Delete Done Previous Hext

3 Click Add. The Select Incident Class dialog box appears.

Incident Class

Select Incident Class for New Reszponsze Plan

R - |

Ok LCancel |

4 Sclect an incident class for the response plan. If the site, facility, or zone is monitored for
fire, select Fire. If the item is monitored for security, select Security, and so on. You can add
as many response plans as make sense for the situation.

5 Click OK. The Response dialog box appears with tabs for each type of information you can
add to the response plan.

== To add a call list to a response plan

1 In the tree pane, right-click the site, facility, zone, or emergency card to which you want to
add the call list.

2 Click the Response Plans tab.
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3 Do one of the following:
® Click Add to add a new response plan.
OR

m Select an existing response plan and click Edit to add the call list to the selected response
plan.

4 Click the Call List tab.

Response for Facility: 9 Comm Facility

Call List | F're-F'Iansl Dispatchl MutuaIAidl Graphicsl Hydrantsl Actionsl Perimetersl

Call Directory

| Firzt Mame | Lazt Mame

Remove Person |

)

Cancel

v

Done

p

Previous

»

MNext

5 Click Add Person to create a phone list. The People Selector dialog box appears.

People Selector

Available Persons Selected Persons

Albert Einstein
Antanin 5 calia
Aretha Franklin
Arnold Palmer
Barbara Bush
Ben Shreiderman
Betty Ford

Bill Casby

Eill Franks ;l
Bill Gates

Brian Hamiltor

Carole Lombard LI

Charlie Naniel:

oK | LCancel
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6 Select the people you want to add to the response plan Call List from the Available Persons
list.

NOTE Only people who have been added to the D-21 database with the Add Person
command are available for the Call List.

7  Click the right arrow button (>) to move them into the Selected Persons list.
8 Click OK.

== To add a Monaco pre-plan to a response plan

NOTE This procedure describes adding a Monaco pre-plan to a response plan. Monaco
pre-plans are based on pre-plan templates provided by Monaco. See “Pre-Plans” on

page 3-23. For information on adding an image file pre-plan to a response plan, see “To add
a pre-plan file to a response plan” on page 3-7.

1 In the tree pane, right-click the site, facility, zone, or emergency card to which you want to
add the Monaco pre-plan.

2 Click the Response Plans tab.

3 Do one of the following:
® Click Add to add a new response plan.
OR

m Select an existing response plan and click Edit to add the pre-plan to the selected
response plan.
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4 Click the Pre-Plans tab.

Response for Facility: 9 Comm Facility

Call List F're-F'Iansl Dispatchl Mutual Aid Eraphicsl Hydrantsl Actionsl Perimetersl

Pre-Plans
! & Fire Flan

Add PrePlan Edit Pre-Plan | Remove Pre-Plan |

v | @ | B

Done Previous Mext

5 Click Add Pre-Plan. The Pre-Plans dialog box appears.

Yokota AB Pre-Fire Plan h

6 Select the Pre-Plan template you want to use to build the pre-plan.
7 Click OK. The Enter Pre-Plan Name dialog box appears.

Enter Pre-Plan Name - assigned to [Emergency Card: &laH
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8 Enter a name for the pre-plan and click OK. The Pre-Plan Layout dialog box appears.

Pre-Plan Template Hame
Alarm Activation Emergency Card Pre-Plan
Pre-Plan Sections
Tupe Column Style Wertical Lines  [Line Count | &
TewtBoxes =] Three Columnng eg 1
Test Boxes Two Columnz, Left Langer Ve 1
Text Boxes Three Colurnng ey 1
Text Boxes Three Columing ey a
Check Bowes Three Columns e 10
Text Boxes Twa Columng, Equal Size Yes 8
Check Boxes Two Columnz, Equal Size Yes 2
Test Boxes Two Columng, Egqual Size Yes 12
Text Boxes Two Columng, Right Larger Yes 1
Move Up Move Down Add Remove
Edit FPreview Done

9 Ifyou want to change the pre-plan name, edit the text in the Pre-Plan Template Name box.

10 Click Edit. Edit the pre-plan as described in “Pre-Plans” on page 3-23, keeping in mind this
pre-plan is not a template, but the actual pre-plan for the site, zone, facility, or emergency
card response plan you are configuring.

11 When you have completed editing the pre-plan, click Done.

== To add a pre-plan file to a response plan

NOTE This procedure describes adding an image file pre-plan to a response plan. You can
add pre-plans that are graphical image files or.pdf files created with Adobe Acrobat. See
“Pre-Plans” on page 3-23 for more information. For information on adding a Monaco
pre-plan to a response plan, see “To add a Monaco pre-plan to a response plan” on

page 3-5.

1 In the tree pane, right-click the site, facility, zone, or emergency card to which you want to
add the Monaco pre-plan.

2 Click the Response Plans tab.
3 Do one of the following:

® (Click Add to add a new response plan.

OR

m Select an existing response plan and click Edit to add the pre-plan file to the selected
response plan.
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4 Click the Pre-Plans tab.

Response for Facility: 9 Comm Facility

ire Plan

Add New Pre-Plan [Facility: 54 Youth Center]
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® Pre-Plan Name Enter a name for the pre-plan.

® Pre-Plan List Select the file that contains the pre-plan you want to add to the response
plan. Only files located in C: \Program Files\D-21\Media\PrePlans are
available. See “Floor Plans, Pre-Plans, and Response Graphics” on page 5-3 for more
information on pre-plan files. The pre-plan image is displayed on the left side of the
window.

|BE @2 [#&RORE]| 4 » b[e ] @ﬁ;ﬁ'g:ﬂﬁ“‘"
|8~ -e|0O[E|S-[O&R- T8
B-7--B&DDED

2 | 10_pp.pdf
12_pp.pdf
1204_pp.pdf
»| |12058_pp.pdf
= | |1206_pp.pdf
PyrTT—— ] } ggg_nn-DEIF
napact ion Ares 1D, ot . | pp.p
PRTTTEe—— = = Sl 1212_pp.pdf
L0 memITHaE B TrEa tanautuntt 1270 pp.pef

Clamn

FACILITY PRE-FIRE PLAN

3. ccommey TR

1272 _pp.pdf

T W ATATIAEI AT 50 AL . TR vor B T arE D 1274_pp.pdf

owoom 4 ams 1275_pp.pdf

o . UTILITY SHITEORN MRS OF GIRATIONT o v more 1276_pp.pdf
m 311 e N wspcrzorTE = -

Wi Fipe 3 1277 _pp.pdf

s
v 1303 _pp.pdf

1306_pp.pdf

1410 _pp.pdf

22_pp.pdf

8 pp.pdf

9 pp.pdt

11, EXPOSIRRS 13. SpRcIAL pmATmES

OEEOEO0 | 0000000000002

WEAFN W CHTECTION
. VENTILATION PIOCIUME Lecal Rlaze

ignstures ﬁ Comments ﬁ Thumbnails ﬁﬁnokmark

ooooooooo

15, WAaARmE 1o, PIEET ALMIN EUIRET

R |

[ saeiwers cowrasms mesicazvas. SPRECIFIC NP I8 FIER o CHTER

17. OTHER PACTONS,/CINSINTS

) 4] 10f1 » M B5xMin O = 4l 2 Done Cancel

6 Click Done.

== To add dispatch instructions to a response plan

1 In the tree pane, right-click the site, facility, zone, or emergency card to which you want to
add the response plan dispatch instructions.

2 Click the Response Plans tab.

3 Do one of the following:
® Click Add to add a new response plan.
OR

m Select an existing response plan and click Edit to add dispatch instruction to the selected
response plan.
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4 Click the Dispatch tab.

Call List | Pre-Plans Muituial Aid I Graphics I Hydrarits | Actionsl Perimetersl
Resources
Desighation D escription Priorit
CRASH 9 2
RES 10 1
ENG 24 2
EMG 22 1
TANK 26 2
Add Reszource Change Priority | Remove Rezouice |
Done Previous Mext

5 Click Add Resource. The Resource Selector dialog box appears.

Resource Selector

Available Rezources

Selected Rezources

CHF 1
CHF 2
CHF 3
CHF 4
CHF &
CHFE
CHF 7
CHF &
CHF 3
Cole Air
Cole Eng
Cole Haz
Crle | ad

CH1
CH-2
ENG 22
ENG 24
RES 10
TANE 26

Ok | LCancel |

6 Inthe Available Resources list, select the resources you want to add to the response plan.

7 Click the > button to add the resources to the Selected Resources list.
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8 Click OK.

NOTE See “Dispatch Configuration” on page 3-58 for more information about dispatch
options.

== To change the dispatch priority of a resource

Use resource priority to specify the response wave in which a resource should be dispatched
during an incident. By default, all resources added to a response plan are given priority 1.

1 Select the resource in the list on the response plan’s Dispatch tab.

2 Click Change Priority. The Dispatch Priority dialog box appears.

3 Enter a number to specify the dispatch priority.
4 Click OK.

NOTE Priority 1 resources are assigned by default to incidents to which the response plan
is applicable when the dispatch mode is by response plan. See “Dispatch Modes” on
page 3-59.

To add mutual aid resources to a response plan

1 Inthe tree pane, right-click the site, facility, zone, or emergency card to which you want to
add the response plan mutual aid resources.

2 Click the Response Plans tab.

3 Do one of the following:
® (Click Add to add a new response plan.
OR

m Select an existing response plan and click Edit to add the mutual aid resources to the
selected response plan.

4 Click the Mutual Aid tab.
Enter the desired information in the text box.
6 Click Done.

a
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To add graphics to a response plan

NOTE The graphics being added to a response plan must be located in
C:\Program Files\D-21\Media\ResponseGraphics.

1 Inthe tree pane, right-click the site, facility, zone, or emergency card to which you want to
add the response plan graphic.

2 Click the Response Plans tab.

3 Do one of the following:
® (Click Add to add a new response plan.
OR

m Select an existing response plan and click Edit to add the graphic to the selected response
plan.

4 Click the Graphics tab.

Response for Facility: 10 Comm Center

Call ListI Ple-PIansI Dispatch' Mutual 4id  Graphics | Hydrants' Actions' Perimetelsl

Description File Hame
INEW Graphic 0014831265 fire ztn dl:llliE. tnrr||:|
Preview Graphics
A ' Mew Graphic 0014531 265
Add Graphic | Remove Graphic |
Done Previous Mext

5 Click Add Graphic to add a file to the Graphics list.

6 Description Delete the default New Graphic name and enter a meaningful name for the
graphic.
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7 File Name Select an image file. Only image files in the
\D-21\Media\ResponseGraphics folder are available in this list. To add to the
available graphics, see “Floor Plans, Pre-Plans, and Response Graphics” on page 5-3.

8 Click Done when you are finished adding graphics to the response plan.

== To add hydrant information to a response plan

NOTE You must add a hydrant to the D-21 database before it is available to add to a
response plan. See “Hydrants” on page 2-1009.

1 In the tree pane, right-click the site, facility, zone, or emergency card to which you want to
add the response plan hydrant information.

2 Click the Response Plans tab.

3 Do one of the following:
® Click Add to add a new response plan.
OR

m Select an existing response plan and click Edit to add the hydrant to the selected response
plan.
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4 Click the Hydrants tab.

Call Listl F're-F'Iansl Dispatchl Putual Aidl Graphics ~ Hydrants I Actionsl Perimetersl

Hydrants
D esignation Description Humber Strest Flow Flows U mits
H 100 Mear bldgit £84 Sextant 5T 1280 galsmin
H 170 Mear bidgH 4340 [ L. Ingram 450 galsmin
H171 Mear bidg# 4340 D L. Ingram DR 1490 galdmin
H 183 Mear bidg# 1830 0. L. Ingram 1800 galmin
H 189 Mear bldg 620 Enginesrs AVE 750 gal/riin
H 348 Mear bldgh 1410 Falcon DR 1000 galdmin
H 401 Mear bldg# 1410 Qlprpic AD 1500 galsmin
H 500 Mear Moncreif Hozpt 500 galsmin
| *
Remowe Hypdrant |
Done Previous Mext

vNOTE The Hydrant tab is not available for EMS emergency card response plans.

5 Click Add Hydrant. The Hydrant Selector dialog box appears.

Hydrant Selector

fuvailable Hydrants Selected Hpdrants

In the Available Hydrants list, select the hydrant you want to add to the response plan.
Click the > button to move the selected hydrant to the Selected Hydrants list.

Click OK.

Click Done in the Response Plan dialog box.

© 0o N
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—— To add an action to a response plan

NOTE You cannot attach Run External Command actions to response plans. You can only
attach RID and Reminder actions.

1 In the tree pane, right-click the site, facility, zone, or emergency card to which you want to
add the response plan action.

2 Click the Response Plans tab.
3 Do one of the following:

® Click Add to add a new response plan.
OR

m Select an existing response plan and click Edit to add the action to the selected response
plan.

4 Click the Actions tab.

Call Listl F're-F'IansI Dispatchl Mutual.é.idl Glaphicsl Hydrants Actionsl Perimetersl

Actions

Uit #1 &ir Horm [Output 13

‘ 2

Add Action | Hemove Action |

4

Done

P

Previous

»

Next
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5 Click Add Action. The New Response Plan Action dialog box appears.

Automatic IYES vl
L0 L P P ersion Check Select |

Save | LCancel |

®  Automatic If you want the action carried out automatically when an incident is created,
select Yes.

m Action Select the action you want to include in your response plan. Only actions that are
already created can be seen in the list of available actions. For information on creating
actions, see “Using Actions” on page 3-27. To find an action in the list, click Select.

NOTE To change whether an action that is already in the list occurs automatically, remove
the action and add it again.

6 Click Save.

7 When you have added all the desired actions, click Done to close the Response Plan dialog
box.

=—— To add perimeters to a response plan

1 In the tree pane, right-click the facility or zone to which you want to add the response plan
action.

2 Click the Response Plans tab.

3 Do one of the following:
® Click Add to add a new response plan.
OR

m Select an existing response plan and click Edit to add the perimeter to the selected
response plan.
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4 Click the Perimeters tab.

Call ListI F're-F'IansI Dispatchl MutuaIAidI Graphicsl Hydrantsl Actions |

Perimeters

Mame | Type | Shape | Hadius.-"Areal

Add 7 Edit on Map | Remove |

4

Done

p

Previous

»

MNext

vNOTE Perimeters are not available on site or emergency card response plans.

5 To add a Perimeter click the Add / Edit on Map button
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6 The Assigning Perimeters to Response Plan window appears.

Assigning Perimeters to Response Plan

Zoom Out | Fan | Drraw Circle | Draw Palygon | Home | Layers |

Zoom In [click for fixed zoom in. hold Shift to draw zoom rectangle] Close |

7 The buttons at the top of the window activate tools you use to create a perimeter.

Zoom In and Zoom Out buttons activate the magnifying glass tool.

The Pan button allows the user to move the map in any direction (left, right, up, down).
The Draw Circle and Draw Polygon buttons allow the user to draw a perimeter.

The Home button returns the map to its original magnification and position.

The Layers button allows the user to turn on and off individual Map Layers in the
display.

8 Use the Zoom In, Zoom Out, and Pan buttons to find the area of the map where the perimeter
will be drawn.

9 Click Draw Circle or Draw Polygon. The mouse pointer changes to a cross-hair.

To draw a Circular Perimeter, select a point on the map by clicking and holding the left

mouse button. Drag the mouse until the perimeter is the desired size. Release the mouse
button.

To draw a Polygonal Perimeter, select a point on the map and click the left mouse button.
Continue to click the left mouse button while tracing the perimeter outline. When the

last point is reached, double click the point to complete the perimeter.
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10 When the perimeter is complete the Add Perimeter dialog box will appear.

Perimeter Hame Geometry Type

I IPolygon j
Perimeter Type Area

IEordon j | 1014626 square feet

Perimeter Description

Aszigned Incident

I MHone j
Save I Lancel |

11 Fill in the Perimeter name, select the Perimeter Type (Cordon, Hazmat, Mass Notification),
and enter a Perimeter Description.

12 Click Save.
13 Click Close to finalize the settings.

To remove a response plan perimeter

1 Select the Perimeter from the list.

2 Click Remove.

3 Click Yes when asked if you are sure you want to remove the perimeter.

== To view facilities with response plans attached
1 In the tree pane, click the plus sign (+) next to Sites to expand the list of sites.

2 Click the site with the facilities you want to display. The Details pane on the right side of
the window displays the list of facilities for the site.

EED—ZI Admin Client 1.1.15.46 Seryer: Primary Time: 4711 13:37 Operator: Ke 1Ol x|
File Add Options Commands Help
Facilities at Cannon AFB
- ] ;I Fac Mum |Fac Mame D escription Response Plans &

B 1:Wing HO _
D 8 Comm Storage g Cornm Storage F
-3 9 Comm Facility El Cormm Facility F.A

£ 10: Cornm Certer 10 Comm Center F
w0 12 Intel 12 Intel F
w0 22 Predab 22 Prefab F
H e a0 Swim Pl Baths F
[+ Bl Swirn Pl B aths
D 52: Pool 2 Freedom ;g $ool 2 Freedom F
: . enniz Courts F
D 53: Tennis Courts 54 “routh Center F
-] 54: Youth Center 5 Pool Chrine F

{3 56: Pool Chiorine 53 Chapel F
-1 58: Chapel 0 Law Center F
-3 B0: Law Center 70 Theater F =
- 70: Theater =[x I _.|—I
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The Response Plans field displays the class of each response plan attached to the facility. If
the field is blank, the facility does not have a response plan. The classes are abbreviated as
follows:

Abbreviation | Response Plan Class

F Fire
FX Fire Auxiliary
S Security
SX Security Auxiliary
A Aircraft
H HazMat
EMS

Emergency Cards

An emergency card associates a response plan with a topic. Topics are assigned to an incident
by operators when they create incidents in the D-21 Incident Client. In the D-21 Fire system,
operators use emergency cards for standard response plans not associated with a facility or
zone. For example, an operator could create an emergency card for an earthquake or a wild
animal attack and then build a response plan for these scenarios.

In the D-21 Security Client with Law Enforcement, operators use emergency card topics to
create custom incident types for each type of security incident an organization handles. Then
they can create a separate response plan for each type of incident.

Figure 3-1

Add New Emergency Card | Hazmat I
Emergency )
Card dialog ||T i
box

Incident Class

IAircraft = l

[™ Aircraft at this Site

Edit Rezponse Plan |

+ | A

Add Cancel

x|w

Delete

Done

—— To add an emergency card
1 Select Add > Emergency Card.
2 Enter a name for the Topic.
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3 Select the Incident Class from the drop-down list. Use the Security class if you are creating
incident types for Law Enforcement incidents.

NOTE The topic is associated with the specified incident class. When an incident is created
in the D-21 Incident Client, the list of topics available to the operator is determined by the
class. If the class of incident is Security, only topics associated with the Security incident
class are available to the operator.

4 For aircraft emergency cards, the Aircraft at this Site check box should be checked to
indicate the aircraft defined in the Topic can be found at the site.

NOTE Using the Aircraft at this Site checkbox allows the operator to choose from a smaller
list of possible aircraft when responding to an incident.

5 Click Edit Response Plan. For information on using the Response dialog box, see
“Response Plans” on page 3-2.

6 Click the Hazmat Tab to enter Hazmat information if needed. HazMats can be associated
with all classes of emergency cards.
7 Click Add HazMat.

8 Use the Find HazMat screen to locate the HazMat material to be added to the emergency
card. Select the HazMat by clicking on it and then click OK.

Figure 3-2 [
Add HazMat - Sieneh
dialog box Material Mame ||
Trade Name [&K4) I
10 Murnber |
I aterial Trade Mame LN Guide D A|
### Unknown HazMat : 111 =
[BinMedical waste, no: 3291 158
[mana)-( T richlora)-tetra-[r 2463 140
1.1.1.2-Tetrafluaraethan 3159 126
1.1.1-Trichlorogthane 283 160
1,1.1-Trfluoroethane 2035 115
1.1.2.2-Tetrachlorasthar 1702 151
1.1.3,3-Tetramethylbutyl 2160 145
1.1,3,3-Tetramethylbutyl 2161 148
1.1%4zodi-(hesabydiobel 2954 149 ;I
‘ o
ok LCancel |

To edit an emergency card HazMat

1 In the tree pane, click Emergency Cards. Click the type of Emergency Card desired, and
then right-click the emergency card for which you want to edit the HazMat information.

2 Click the Hazmat tab.
3 Locate the material in the HazMat list, and click the material to select it.
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4 The HazMat Information window appears.

5
6

1

o g~ ONDN

1

2

3

HazMat Information

Acetanitrile

Container Description : |

Fire Guantity : |
Hazard )
Capacity : ||

Lacation :

Health

Hazard > |» Reactivity

Specific
Hazard

—Level of C

Flume Chemical (Specie] : IAcetonitrile j

Footprint 3 [YELLOW border) |4D Ippm
Foatprint 2 [ORANGE border] : |4DD
Footprint 1 [RED border] : |4ggg

(118 | Cancel |

Fill in the appropriate information for Container and Level of Concentration.
When you are finished editing the HazMat, click Done.

To remove an emergency card HazMat

In the tree pane, click Emergency Cards. Select the type of Emergency Card desired then
right-click the emergency card for which you want to edit the HazMat information.

Click the Hazmat Tab.

Locate the material in the HazMats list, and click the material to select it.
Click Remove HazMat.

In the Delete Chemical dialog box click Yes.

Click Done.

To edit an emergency card

In the tree pane, right-click the emergency card you want to edit. The Emergency Card
dialog box appears.

Change dialog box entries and selections as desired. For more information on the dialog
box, see “To add an emergency card” on page 3-20.

Click Done.
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== To delete an emergency card
1 In the tree pane, right-click the emergency card you want to delete. The Emergency Card

dialog box appears.
2 Click Delete. A confirmation message appears.
3 Click Yes.
Pre-Plans

A pre-plan contains information responders need to know about a facility to which they may be
dispatched. In a pre-plan you can store information about the construction of a facility, its fire
and security systems, hazardous materials it contains, and more.

The D-21 provides two ways to attach pre-plans to a facility. You can use Monaco pre-plan
templates to create pre-plans in the D-21 Admin Client for each response plan, or you can attach
existing pre-plan files that were created in other software applications. The D-21 database is
configured by Monaco to either use pre-plan templates with response plans or pre-plan files,
but not both.

NOTE Contact Monaco technical support for assistance with configuring your database to
use Monaco pre-plan templates.

For more information on working with pre-plan files, see:
® “Importing Floor Plans, Response Graphics, and Pre-Plans” on page 5-5.
®m “To add a pre-plan file to a response plan” on page 3-7.

This section describes how to edit an existing pre-plan template to make a new template for use
with your response plans. For information on adding a pre-plan based on one of these templates
to a specific response plan, see “To add a Monaco pre-plan to a response plan” on page 3-5.
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Monaco provides pre-plan templates that can be modified for each response plan you attach to
a site, facility, zone, or emergency card. Changes you make to the pre-plan template for a
specific response plan are saved with that response plan; the original pre-plan template
provided by Monaco can be used again for creating other pre-plans.

IMPORTANT The Options > Pre-Plans command is only available if you are using the
pre-plan templates supplied by Monaco. For information on obtaining templates, contact
Monaco support.

== To edit a pre-plan template
1 Select Options > Pre-Plans. The Pre-Plans dialog box appears.

Pre-Flans |

Pre-Plan Templates

Fire Pre-Flan
Ft. Jackszon Template
1120-5 Security Pre-Plan

Add Edit Remove Copy

2 Select the pre-plan you want to edit, and click Edit. The Pre-Plan Layout dialog box
appears.
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3 The Pre-Plan Template Name can be changed in the Pre-Plan Template Name field.

NOTE Monaco provides the pre-plan layout. To obtain a modified layout, contact Monaco

support.

Pre-Plan Template Hame

[Fire

FPre-FPlan Sections
Type Colurin Stule Yertical Lines  [Line Count | &
TextBowes =) Three Columing e 7 |
Text Boxes Twa Columng, Equal Size Yes 1
Text Boxes Two Columnz, Left Langer Yes 1
Check. Boxes Three Columns Yes ]
Move Up Move Down | Add | Hemove |

Edit | FPreview | Done |

Pre-Plan Template Name Enter a new name for the template, if desired.

Pre-Plan Sections Each line in the grid represents a section of the pre-plan template.
Each section has the following elements:

— Type A section can consist of text boxes or check boxes, but not both. The number of
items included in the section depends on the Column Style and Line Count settings.

— Column Style Provides five different column configurations for the section. If you
select the Three Columns style for a section with text boxes, the section will have three
text boxes of equal size.

— \Vertical Lines Select Yes to place vertical rules between each text or check box in the
section. Select No to omit lines between items in the section.

— Line Count Enter the number of rows in the section. For example, if you select Text
Boxes, specify Three Columns, and enter a line count of 5, the pre-plan will have three
columns of text boxes five rows deep.

B Move Up Select a section in the Pre-Plan Sections list and click this button to move the
entire section higher up on the pre-plan template.

® Move Down Select a section in the Pre-Plan Sections list and click this button to move
the entire section lower down on the pre-plan template.

® Add Adds a new section entry to the Pre-Plan Sections list.
® Remove Removes the selected section from the pre-plan template.

® Preview Displays an uneditable preview window that shows what the pre-plan template
looks like.
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4 Click Edit to edit the text and check boxes for the specific pre-plan you are creating.

Close |
Form 1. Facility Wo.- | [2. Decupancy: |
3. Address or Location: | | [+ Type of Constuction:
5. Water Available @ 20 F5I: | | [6. Sprinkles: | | |7- Hater Requirea:
#. Other Water Sources: | | |9 Diility Shutdown (Method): | | [10. Exposures:
=l =l 4
E | 3
11. Installed Systems: | | |12 Special Features: | | [13- Alarm and Detection:
- - Fi
I [Dre pice sornkles I |Fire_door I [Smoke detector
I |Ere-action I Jatic Flamedetectors |
I |Deluge sornkler I |Basement I [heat Detector
I [Halon 1301 focal I [Roof vertiation r
r Halon 1301 [tots] flood I [\windowle I | Dther [speciy below]
I [Co2 el r r
I [COZ lictal finod] I [Comoles interior lavout r
r |Stand pioe: r r
_; Other [zpecify below) __; Other [zpecify below)] - ;
11a. Other Systems: | | [12a. Other Features: | | [13a. Other Detection:
14, Ventilation Procedures: | | [15. Bazards:
=l 4
=l 3
=
16. Eoof Yentilation: | | [17- Esplosives:
IEaaghg Facility containg explosive:
_l_ Mot Feasible __'_ Specific info in fire comm center
18. Fire Alarm Equipment: | | [19. Other Factors § Comments:
=l 4
[ 3
=

5 Make the following edits to the pre-plan:

® Change text on the pre-plan by selecting it and typing new text.

m Fill out text fields by clicking in the text box and typing text.

® Place a check in check boxes that apply to this pre-plan.

6 Click Close. Use the Preview button to double-check the look and content of the pre-plan.

7 Click Done when you are finished editing the new pre-plan.
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Actions

Figure 3-3
Actions dialog
box

N

Use the Actions dialog box to create the actions available in the Actions drop-down list that
appears in a variety of locations in the D-21 Admin Client and D-21 Incident Client, and to
create buttons for initiating actions in the D-21 Incident Client.

Actions | Cammand Buttons |

Unit #1071 Zone #1(- ]
“ersion Request - RFM 7000
Uit #1071 Zone #1[- ]

RFM Yersion Check Ma
Secure Test zone Mo

i Hemove

Add | Edit |

4

Done

&

Previous

=»

MNext

Using Actions

Actions provide several ways to customize and automate your D-21 system. Actions can be
used to control RIDs, units, zones, and outputs, as well as display reminders and run external
programs. You can run actions based on status changes such as when an alarm, trouble, or return
to normal status occurs with a RID, remote unit, zone, or output. Actions can be attached to
response plans and to custom command buttons in the D-21 Incident Client to meet specific
needs, and they can also be added to the list of Daily Activities automatically performed by the
D-21 at preset times and intervals.

When you add outputs or security zones, the D-21 can automatically create actions for those
devices. For more information on adding outputs, see “Outputs” on page 2-74. For more
information on working with security zones, see “Setting Up the BT-X Security Unit” on
page 9-11.

The D-21 provides four types of actions:

AutoMNS Use an AutoMNS action to schedule an MNS message to play automatically at a
scheduled time or when a specific zone’s status changes. See “Configuring AutoMNS in the
D-21” on page 7-29.
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Remote Command Use a Remote Command action to send a command to RIDs, remote units,
and outputs. You can also create actions that send Access, Secure, and Alarm Reset commands
to security units and zones. See the D-21 Incident Client User Guide (P/N 001-392-00) for more
information on RID and remote unit commands. See “To create a Remote Command action” on
page 3-29.

Run External Program Use a Run External Program action to launch a Windows-based
program. Run External Program actions can be attached to custom buttons that are available in
the right button bar in the D-21 Incident Client or scheduled from the Actions pane in the Daily
Activities window. However, Run External Program actions cannot be attached to response
plan status changes. See “To create a Run External Program action” on page 3-32.

Reminder Use a Reminder action to generate an administrator-defined message that appears
only to the person or workstations specified by the administrator. “To create a Reminder action”
on page 3-34.

= To create an AutoMNS action
1 Select Options > Actions. The Actions dialog box appears.

Actions | Command Buttons I

Actions
its ohe Unit #1071 Zone #1[- |
Alam Reszet Test zone Mo |Unit #1071 Zone #1 (- )
RFH ‘Yerzion Check Mo |%erzsion Reguest - RFM 7000
Secure Test zone Mo |Unit #1071 Zone #1 (- )
K 2

Add | Edit | " Hemove

P

Previous

4

Done

=»

Mext

2 Click Add. The Select an Action Type dialog box appears.

AutoMNS

| Remote Command

Run External Program

Reminder

Cancel
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3 Click AutoMNS. The AutoMNS Action dialog box appears.
Action

Action Name [Py &b Sequence

Facility |
Description |
AutoMHNS Unit Groups l\-\-"ide frea Units _'J
AutoMMNS Messages IATI-2-’-‘«M Sequence _'J

Save | Cancel |

®  Action Name Enter a name for the action. This name identifies the action throughout the
D-21. Use a name that is easily identifiable.

B AutoMNS Unit Groups Select the remote unit group which should play the AutoMNS
Message. See “To add an AutoMNS unit group” on page 7-29.

B AutoMNS Messages Select the MNS message which should play. See “To add an
AutoMNS message” on page 7-31.

4 When you are finished, click Save.
5 Click Done.

—— To create a Remote Command action
1 Select Options > Actions. The Actions dialog box appears.

Actions | Command Buttons I

Actions
Action M ame
coess [ est zone Uit #1071 Zone #1 (- ]
Alam Reset Test zone Mo |Unit #1071 Zone #1 (- )
RFk erzion Check Mo |Werzsion Reqguest - RFM 7000
Secure Test zone Mo |Unit #1071 Zone #1 (- )
K1 I 2
Add | Edit | " Hemove

4

Done

P

Previous

=»

Mext
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2 Click Add. The Select an Action Type dialog box appears.

Select an Action Type

AutoMNS

| Hemote Command

Run External Program

Reminder

Cancel

3 Click Remote Command. The Commands dialog box appears.

Commands

RID I Remate Unitl Security |

Remate Interface Driver [RID]

Local Reset | Reset Al Remate RFMs |
Self-Test | Fey-Up |
Statuz Request | Werzion Reguest |
Evended Pl al | CancelPollal |
Reload RID |

Rreset &ll Units ta Prim, Com | Hard Freset All ETX Units |

Deactivate Fre-Hecorded | Deactivate Live Yaice |

Access Control Dovnload |

Falling Mode |Timed

Pallirg Tirne: |DE: 05,

Palling Interval |24 [Fiwirz)

Mext Auto-Foll |4” 3 0605

Cancel

See the D-21 Incident Client User Guide
(P/N 001-392-00) for more information
on the commands that are available for
each of the RIDs

NOTE The Security tab only appears if the D-21 Security Client is enabled on this

workstation.
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4 Do one of the following:

® [fyou want to create an action for a RID, click the RID tab and select the specific RID
from the Remote Interface drop-down list.

OR

= [fyou want to create an action for a remote unit or output, click the Remote Unit tab and
select the facility, remote unit, or output for which you want to create the action.

5 Click the command button you want the action to use. The Action dialog box appears.

Action Hame I

Facility I

Description [\zrsion Request - RFM 7000

[~ This action zhould be verified by the uszer

Save | Cancel |

®  Action Name Enter a name for the action. This name identifies the action throughout the
D-21. Use a name that is easily identifiable.

® Facility Displays the facility in which the action will take place.
® Description Displays the command selected for the action.

B This action should be verified by the user Check this box if you want the D-21 Incident
Client operator to be prompted before the action is performed.

6 When you are finished, click Save.
7 Click Done.
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=—— To create a Run External Program action

vNOTE You cannot attach an external program action to a response plan status change.

1 Select Options > Actions. The Actions dialog box appears.

Actions | Command Buttons I

Add | Edit

Actions
L e Unit #1071 e #1 (- |
Alam Reset Test zone Mo |Unit #1071 Zone #1 (- )
RFH Yerzion Check Mo |%erzsion Reguest - RFM 7000
Secure Test zone Mo |Unit #1071 Zone 1 (- )
N 2

4

Done

P

Previous

»

2 Click Add. The Select an Action Type dialog box appears.

Select an Action Type

AutoMNS

| Remote Command

Run External Program

Reminder

Cancel
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3 Click Run External Program. The Browse to the External Programs Command dialog box
appears.

Browse to the External Program
I =) 'l

(L] Acrobat3 |
aon

LA D21Backup
LA D21Restore
CAD215hared
[CADESIGH LI

RFtulator. exe

ok | [TEancel

4 Browse to the desired executable file and select it.

NOTE Only executable files can be launched by an action; executable files have a .exe
extension.

5 Click OK. The Action dialog box appears
action

Action Name ||

Facility |

Description | Extemal Program - CAPROGRA™T Y olo View Exprezsiy

Program runs on:

¢ all Incident Client workstations

¢ thiz Incident Client workstation only: IDougA j
= Server

Save | LCancel |

m  Action Name Enter a name for the action. This name identifies the action throughout the
D-21. Use a name that is easily identifiable.

® Description Displays the command selected for the action.

B Program runs on Select the appropriate radio button for where you want the external
program to operate from (for example: all logged in workstations, one particular
workstation, the server).

6 When you are finished, click Save.
7 Click Done.
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—— To create a Reminder action
1 Select Options > Actions. The Actions dialog box appears.

Actions | Command Buttons I

Actions
. Test zone Unit #1071 e #1(- |
Alam Reset Test zone Mo |Unit #1071 Zone 1 (- )
RFH “erzion Check Mo |%ersion Request - RFM 7000
Secure Test z2ane Mo |Unit #1071 Zone #1 (- )
KN 2

Add | Edit

v | @ | B

Done Previous Mext

2 Click Add. The Select an Action Type dialog box appears.

AutoMNS

| Hemote Command

Run External Program

Reminder

Cancel

3 Click Reminder. The Action dialog box for reminders appears.

Action Hame I

Facility |

Deszcription |F|eminder

Recipient Im j

Meszage |

Save | Cancel |

® Action Name Enter the name of the reminder action.

® Description Displays the type of action.
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® Recipient Select the person or workstation who should see the reminder.
B Message Enter the text of your reminder message.

4 When you are finished, click Save.

5 Click Done.

To rename an action
1 Select Options > Actions. The Actions dialog box appears.
2 Select the action to be renamed and click Edit. The Action dialog box appears.

3 Modify the action name as desired and click Save. The modified name of the action appears
in the Actions dialog box.

4 Click Done.

To remove an action
1 Select Options > Actions. The Actions dialog box appears.
2 Select the action you want to remove and click Remove. The following message appears:

D-21 Admin Client |

Deleting this action will also remove the action from all associated Command Buttons, Status Change Actions, Response Plan

Actions, and Scheduled Actions,
oK I Cancel |

3 Click OK.
4 In the Actions dialog box, click Done.
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Attaching Actions to Custom Buttons

Administrators can create custom buttons that appear on the right button bar in the D-21
Incident Client.
Before you The action you want to associate with the new button must be defined before you create the button. See
begin “Using Actions” on page 3-27.

= To create a custom button for an action
1 Select Options > Actions. The Actions dialog box appears.
2 Click the Command Buttons tab.

Actions  Command Buttons |

Custom Buttons

Caption Preview

|D-21

lcon

I alarmclock. gif

Action Hame

Select |

Add Remove |

v

Done

P

Previous

-

Next

Click Add.
In the Caption box, enter the text you want to appear on the button.
Select the desired action from the Action drop-down list.

o g A~ W

Select the desired icon from the Icon drop-down list. You can scroll through the available
icons by selecting the icon box and then using the up and down arrow keys.

vNOTE To add to the list of available icons, see “Icons” on page 5-12.

7 Click Done.

=—— To remove a custom button
1 Select Options > Actions. The Actions dialog box appears.
2 Click the Command Buttons tab.
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3 In the Custom Buttons box, select the button you want to remove and click Remove. A
message appears, asking whether you want to remove the button.

D-21 Admin Client E =
Q Are wou sure you wank to delete this button?
‘fes Mo |
4 Click Yes.

5 Click Done.

== To edit a custom button

Select Options > Actions. The Actions dialog box appears.

Click the Command Buttons tab.

In the Custom Buttons box, select the name of the button you want to edit.
Modify the entries you want to change in the Caption, Action, and Icon boxes.

To edit a different button, click the name of the button in the Custom Buttons box.

O A WON -

After you have modified the button(s) you want to change, click Done.

Attaching Actions to Status Changes

By attaching actions to status changes in RIDs, remote units, or zones, you can configure your
D-21 system to respond consistently and automatically to input. You can attach actions to
alarm, trouble, and normal conditions for zones, and to normal and trouble conditions for RIDs
and remote units.

NOTE An RFM, CPS 484, or remote unit has only two states: normal and trouble; therefore,
an action assigned to any of them for “When entering an alarm state” will never occur.

—— To associate an action with a status change

1 In the tree pane, right-click a RID, remote unit, or zone to select it. The RID, Remote Unit,
or Zone dialog box appears.

2 Click the Actions tab.
3 Click Add Action. A dialog box appears from which you can select an action. For
information on adding to the list of available actions, see “Using Actions” on page 3-27.
Status Change Im

Action

Linit #1 Gate Control [Output 5] LI

=] Find |

Save | LCancel
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B Status Change Select the status condition of the RID, remote unit, or zone which you
want to trigger the action.

® Action Select the action that you want to run when the selected status condition occurs.
4 Click Save.

Standard Operating Procedures (SOPs)

Use the SOP dialog box to edit the standard operating procedures (SOPs) accessible in the D-21
Incident Client. You can edit the standard SOPs that are provided with the D-21, or you can
create your own custom SOPs.
Figure 3-4
SOP dialog
Standard SOPs | Custom S0P
box

S0Ps

Ailiany
EMS

Fire
Hazhdat
Security

Before you

If you are creating custom SOPs, you must first create an emergency card for the SOP. See “Emergency
begin  Cards” on page 3-20.

== To edit an SOP
1 Select Options > SOPs.

2 Select the SOP to edit from either the Standard SOP or Custom SOP tab.
3 Click Edit.
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®
4 The SOP Editor dialog box appears.
Type S0P text or questions below. Use formatting Chick Add Answer to create entip boxesz for S0P
buttons to change the size and appearance of the questions. Then drag entry boxes into position.
bext.
E| B 7 I INolmaI j IBIack ﬂ Add Answer | Edit Answer | DeleleAnswm

===== AIRCRAFT EMERGEMCIES =====
“where ig your Emergency:
What is the nature of your Emergency:

Things to quickly consider:

|z Evacuation from the aircraft in progress 7
|5 Evacuation necessary ?

Can caller start evacuation 7

| anyane khurt ?

Does caller have Cell phone to call pou from a safe distance?
‘what twpe of aircraft isfare involved?

If hot evacuated then azk the following questions:

MName of Caller:
Phonett they are calling from;

Unit who owng the Facility or area of Emergency:

scrolling will be digplayed for entry in Save

Only text which fits in this box without |
the Incident Client.

Cancel |

5 Edit the text, located on the left side of the dialog box, as desired. The buttons and
drop-down lists function as follows:

— R Removes bold, italic, and underline attributes.

— B Applies the bold attribute to selected text.

— | Applies the italic attribute to selected text.

— U Applies the underline attribute to selected text.

— Size drop-down list Specifies the size of the text: Normal, Large, or Extra large.

— Color drop-down list Specifies the color of selected text: black, red, blue, or green.
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6 Click Add Answer to add a text entry box in which operators can type data while processing
the incident.

0

7 Specify the size and position of the answer box.
— Line Count Specify the number of lines needed for the answer.

— Top of Answer Box Specify the vertical position for the answer box. The position is
measured from the top of the SOP text area. You can also position answer boxes
manually by dragging the box with the mouse.

—  Width of Answer Box Specify the width of the answer box. For example, you may want
a smaller entry box for questions with yes/no answers.

— Maximum Characters Specify the maximum number of characters that can be typed in
the answer box. The maximum number of characters that can be allowed is 255.
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®
8 Click OK.
Type S0P text or questions below. Use formatting Chick Add Answer to create entip boxesz for S0P
buttons to change the size and appearance of the questions. Then drag entry boxes into position.
bext.
E| B 7l u INolmaI j IBIack ﬂ Add Answer | Edit Answer | Delete Answer |

===== AIRCRAFT EMERGEMCIES =====
“where ig your Emergency:
What is the nature of your Emergency:

Things to quickly consider:
|z Evacuation from the aircraft in progress 7

e e 2 I
Can caller start evacuation 7

conorchat 7 [
Does caller have Cell phone to call pou from a safe distance? _

‘what twpe of aircraft isfare involved?

If hot evacuated then azk the following questions:

MName of Caller:
Phonett they are calling from;

Unit who owng the Facility or area of Emergency:

scrolling will be digplayed for entry in Save

Only text which fits in this box without |
the Incident Client.

Cancel |

9 Ifnecessary, click and drag the answer box with the mouse to reposition.
10 Click Save.
11 In the SOP dialog box, click Done.

=—— To add a custom SOP

IMPORTANT You must associate an emergency card with a custom SOP. If you do not
have an emergency card set up for the SOP you want to create, see “Emergency Cards” on
page 3-20 before starting this procedure.

1 Select Options > SOPs.
2 Click the Custom SOP tab.
3 Click Add. The New Custom SOP dialog box appears.

New Custom SOP

D-21 Admin Client Revision 1.1.32 User Guide Setting Up Incident Processing 3-4



Standard Operating Procedures (SOPs)

4 Enter a name for the SOP and click OK. The Emergency Cards dialog box appears.

ght Emergency (IFE

5 Select an emergency card topic from the list. The D-21 uses the emergency card to associate
the SOP with an incident class (Fire, Security, Aircraft, etc.). For more information on

emergency cards, see “Emergency Cards” on page 3-20.
6 Click OK to return to the SOP dialog box.
7 Select the new SOP and click Edit. The SOP Editor dialog box appears.

SOP Editor

Type SOP text or questions below. Usze formatting Chck Add Answer to create entry boxes for SOP
buttons to change the size and appearance of the questions. Then drag entry boxes into position.
text

INormaI j IBIack ﬂ Add Answer | Edit Answer | Delete Answer

Enter text here

Only text which fitz in this box without
scrolling will be displayed for entry in Save |

Cancel |
the Incident Client.

8 Click anywhere on the left side of the window and type SOP text and questions.
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Click Add Answer to create entry boxes for answers to SOP questions, if desired. Answer

boxes are not required for SOPs.

SOP Editor

817 U s

Add Answer

Delete Answer

Wwhere iz the emergency?

What is the nature of the emergency?

|z evacuation from the aircraft in progress? /M
|z evacuation necessary?
Can caller start evacuation?

Iz anyone hurt?

“what iz the nature of the injuries?

‘What type of aircraft isfare invalved?

“+*HEFER TO AIRCRAFT WIEW FOR DISGRAMS
If ot evacusted, ask for the following information:

Mame of caller:
Phone number calling from;

Unit rezpongible for the facility or emergency area:

vFor information on the text formatting controls, see “To edit an SOP” on page 3-38.

10 Click Save when you are finished creating the custom SOP.
11 In the SOP dialog box, click Done.

To remove a custom SOP

1
2
3

Select Options > SOPs.
Click the Custom SOP tab.

Click the name of the SOP you want to delete and click Remove. A message appears, asking
for confirmation that you want to delete the SOP.

Click Yes.
In the SOP dialog box, click Done.
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Incident Processing

Incident Processing

Use the Incident Processing dialog box to configure the way the D-21 Incident Client handles
alerts and incidents. This section includes the following procedures:

“To enable automatic acknowledgement of alerts” on page 3-48.
“To disable alerts from auxiliary zones” on page 3-46.

“To disable alerts from relay outputs” on page 3-47.

“To disable and enable unattended alarm alerts” on page 3-52.
“To suppress duplicate trouble and normal alerts” on page 3-49.
“To display zone numbers in alert log entries” on page 3-51.
“To display the Alarm ID or Box Number on alerts” on page 3-51.
“To configure the Alert Manager” on page 3-50.

“To resound trouble alerts at regular intervals” on page 3-51.
“To create secondary incident ID numbers” on page 3-54.

“To change the color of alerts” on page 3-55.

“To change the color of special status alerts” on page 3-56.

“To change alert sounds” on page 3-57.

3-
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Setting Up Alert Processing

Alert priorities determine the order in which the D-21 displays alerts at the D-21 Incident
Client. The D-21 always processes and displays alerts in the following order, with alarms given

the highest priority.
Alert Type Comments
Alarm Any alarm alert, regardless of class, that originates at a remote unit zone is
displayed before a trouble, reminder, or normal alert.
Priority 1 Zone priority is user-configurable and can be set in the Zone dialog box for
T each zone. The default zone priority is 4. For more information, see “To add a
Priority 2 zone” on page 2-65.
- NOTE E911 alerts are also prioritized as automatic alarms. See “Configuring
Priority 3 ; ;
an E-911 System” on page 10-2 for more information.
Priority 4
Priority 5
Priority 6
Priority 7
Priority 8
Supervisory
Trouble Any zone, unit, or system trouble, regardless of class is displayed before a
reminder or normal alert.
Reminder Action reminders and D-21 Incident Client Daily Activity reminders are
displayed after alarms and troubles, but before normal alerts. See “Using
Actions” on page 3-27 for more information about creating reminders in the
D-21 Admin Client.
Normal Alerts that inform the operator when an alarm or trouble condition has returned

to normal are the lowest priority alert.

The D-21 generates alerts to notify you of many different types of conditions such as trouble
states, return-to-normal states, and attempts to gain access to an area. Usually, you need to
acknowledge these alerts, and can specify alert types you want the D-21 to acknowledge
automatically. Automatically acknowledged alerts appear in the history log, but require no
operator action. Also, you can specify whether an output generates an alert when its status

changes.

vIMPORTANT Alarm alerts cannot be acknowledged automatically.

You can also configure the display of automatic alerts at each workstation. For more
information, see “Setting Workstation Options” on page 4-49.
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=—— To disable alerts from auxiliary zones

1 In the tree pane, right-click the fire or security auxiliary zone to select it. The Zone dialog

box appears.

General | Locationl Actionsl Motes I Responze Plan I Status Phraze I Graphics I

Description

IEntryway [~ Hot Zone
Zone Class Priority

I Fire Awiliary j I 4 j

RID Remote Unit Humber

|F|FM 7000 j IUnit #12 (4711 - Troop Cmd HA ) j
Logical Poszition Physzical Connection Alarm 1D

B | |Bo 200012

Remote Annunciator Point

I [none] j

Ik

Add

X

Delete

4

Done

P

Previous

»

MNext

)

Cancel

2 Select one of the following in the Priority drop-down list:

B No Alert Zone status changes will not generate an alert at the D-21, but the change will

be logged.

® No Log Zone status changes will not generate an alert, and the D-21 will not log the

change.

B Log MNS Alarms Alarm and normal status changes will not generate an alert at the D-21,
but trouble status changes will generate an alert. All status changes will be logged. The
Log MNS Alarms priority is only available for the Fire Auxiliary zone class. It is
typically assigned to MNS Unit Zones which report an alarm when an MNS message
plays. See “Configuring Mass Notification” on page 7-1 for more information on MNS.

3 Click Done.
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== To disable alerts from relay outputs

N

1 In the tree pane, right-click an output to select it. The Output dialog box appears.

DOutput: Test outpuk
Output | Statesl Graphicsl
Humber Output Type Duration [seconds)]
|U IMomentary j |25
Description
|Test output
RID Remote Unit
[RFvs000 =]/ Uit 1 11 - wing Ha )]
Facility Clags
{1: wing HO =] |Fire =l
¥ Enable State Change Alerts:
¥ Enable State Change Log Messages

¥

Add

A\

Cancel

X

Delete

v

Done

2 Clear the Enable State Change Alerts check box.

NOTE Turning off the Enable State Change Alerts option affects the display of output alerts
on all D-21 workstations. Consult Monaco technical support for assistance, for each

individual D-21 workstation, when disabling output alerts.

3 Ifyoudo not want the status changes recorded in the log, clear the Enable State Change Log

Messages check box.
4 Click Done.

vFor more information, see “Outputs” on page 2-74.
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To enable automatic acknowledgement of alerts

1

2

Select Options > Incident Processing. The Incident Processing dialog box appears with the
Alerts tab displayed.

Incident Processing

Incident [D | Class Calor l Status D:-Ior! System Alertsi Alert Soundi

Auto Acknowledge: Suppress Duplicate:
[T Trouble Alerts ™ Point Trouble Alerts [~ Trouble Alerts
[T Mommal Alerts [~ Point Hormal Alerts [ Hommal Alerts
I Access Alerts [ Reader Granted Alerts Alarm 1D-
™ Secure Alerts [~ Reader Denied Alerts [~ Display On Alert
[~ Point Alerts when Reporting Zone Incident exists Box Number:
[~ Fire Alarm Alerts when an Incident for the Zone exists [ Dizplay On Alert
Alert Log Entry:
Resound Interval for Trouble Alerts | [nong] i ¥ Append Zone Humber

Alert Manager:
Fire Alarm Auto Ack Time Window [1 - 6 min) iﬁ

Motification Threshold [1 - 50 alerts] [50_

Minimized Beep Interval (10 - 60 sec) ﬁ]j_-
-
v

Suppress Re-focus for Non-Alarms

Disable "Outside Map Boundary” Warning

V4

Done

&

Previous

=»

Next

AN

Cancel

In the Alerts tab, click the check boxes next to the alert types you want the D-21 to
acknowledge automatically.

NOTE Alarm alerts cannot be automatically acknowledged in most circumstances. See
below, Fire Alarm Alerts when an Incident for the Zone exists, for the single exception to this
rule.

Trouble Alerts A Trouble alert indicates a unit or zone is not configured properly, or is
partially or completely non-functional.

Normal Alerts A Normal alert indicates a unit or zone has recovered from an Alarm or
Trouble condition.

Access Alerts An Access alert is generated when an Intrusion Detection zone has been
disarmed. See “Configuring Intrusion Detection” on page 9-1 for more information.

Secure Alerts A Secure Alert is generated when an Intrusion Detection zone has been
armed. See “Configuring Intrusion Detection” on page 9-1 for more information.

Point Alerts when Reporting Zone Incident exists Point alerts are generated by MAAP(+)
units only. Selecting this option suppresses additional point alerts after an incident has
been created for the zone through which the points report. See the Monaco Addressable
Plus Planner Guide (P/N 001-359-01) for more information.
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B Fire Alarm Alerts when an Incident for the Zone exists Selecting this option suppresses
additional fire alarm alerts when a Fire incident has already been created at the reporting
zone’s facility.

B Point Trouble Alerts A Point Trouble alert indicates a point is not configured properly, or
is partially or completely non-functional. See the Monaco Addressable Plus Planner
Guide (P/N 001-359-01) for more information.

® Point Normal Alerts A Point Normal alert indicates a point has recovered from an Alarm
or Trouble condition. See the Monaco Addressable Plus Planner Guide
(P/N 001-359-01) for more information.

® Reader Granted Alerts A Reader Granted alert is generated when an Access Control card
is successfully used. See “Configuring Access Control” on page 8-1 for more
information.

B Reader Denied Alerts A Reader Denied alert is generated when an Access Control card
is unsuccessfully used. See “Configuring Access Control” on page 8-1 for more
information.

3 Click Done.

== To suppress duplicate trouble and normal alerts

When remote units in the field are being serviced or experiencing intermittent
communications with the D-21, multiple occurrences of the same trouble or normal alert
can stack up quickly. These options provide a global way to limit repeat occurrences of the
same alert by inhibiting duplicate trouble and normal alerts, so only one trouble and/or one
normal alert is displayed for each unit or zone. When these options are configured, only the
most recent trouble and/or normal alert will display for any one unit or zone. All of the
alarm alerts will still be displayed, even if they are for the same zone.

1 Select Options > Incident Processing. The Incident Processing dialog box appears with the
Alerts tab displayed.

2 In the Suppress Duplicate section, check the boxes labelled Trouble Alerts and Normal
Alerts.

3 Click Done.
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== To configure the Alert Manager

The Alert Manager provides an interface that displays alarms and non-alarms and allows
operators to select and handle multiple alerts at the same time. Whenever an alert comes in
to the D-21 Incident Client, the operator has the option to open the Alert Manager (see the
following graphic). Some elements of Alert Manager behavior can be configured in the
D-21 Admin Client.

Alert Manager - Pending Alarms: 1 Mon-Alarms: 2

Alarms | MNan-dlarms |

Priarity | C ate/ Time
Security Alarrn 2 7 300: Steenbeke Lumber v 23 [Zoke 3] Autornatic .-"ﬁ.l.arr.

N

Select All | Clear Selections |

Show Alert Acknowledge All Minimize Alert Manager

1 Select Options > Incident Processing. The Incident Processing dialog box appears with the
Alerts tab displayed.
2 Enter numeric values in the following fields to configure the Alert Manager:

B Notification Threshold Specify the number of single alerts displayed before all alerts are
displayed in the Alert Manager.

®  Minimized Beep Interval Specify the number of seconds (from 10 to 60) between the
audible beeps that sound while the Alert Manager is minimized.

B Suppress Re-focus for Non-Alarms Check this box to allow the Alert Manager to remain
minimized when non-alarm alerts (i.e. troubles, normals) come in.

3 Click Done.
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— To display zone numbers in alert log entries

By default, the zone number is appended to all log entries referring to an alert. However, this
behavior can be suspended if desired.

1 Select Options > Incident Processing. The Incident Processing dialog box appears with the
Alerts tab displayed.

2 In the Alert Log Entry section, uncheck the checkbox labelled Append Zone Number.

3 Click Done.

NOTE This modification should not be taken lightly, as it requires that the D-21 Server be
re-started before it will take effect. The simplest way to do this is to reboot the primary server
computer.

To display the Alarm ID or Box Number on alerts

If you are not using Secondary Incident IDs (see “Customizing Incident Numbers” on
page 3-53), you can choose to display the Alarm ID on zone alerts.

1 Select Options > Incident Processing. The Incident Processing dialog box appears with the
Alert tab displayed.

2 In the Alarm ID section, check the checkbox labelled Display On Alert.

3 In the Box Number section, check the checkbox labelled Display On Alert.

To resound trouble alerts at regular intervals

1 Select Options > Incident Processing. The Incident Processing dialog box appears with the
Alert tab displayed.

2 Seclect a time interval in the Resound Trouble Time drop-down list.

NOTE If Trouble Alerts are set to acknowledge automatically, troubles are added to the
history log at the selected interval but no trouble alert is generated.

3 Click Done.

To disable E-911 map warnings

When an E-911 system has the capability to send geographical coordinates for incoming calls
to the D-21, the location of incidents created from these calls can sometimes fall outside the
defined extent of the D-21 Incident Client’s map. When the coordinates are not available on the
map, by default, a warning message is displayed to the operator. The display of this message
can be disabled, if desired.

1 Select Options > Incident Processing. The Incident Processing dialog box appears with the
Alert tab displayed.

2 Click the checkbox labelled Disable “Outside Map Boundary” Warning to deselect it.

3 Click Done.
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== To disable and enable unattended alarm alerts
1 Select Options > Incident Processing.
2 Click the System Alerts tab.

Incident Processing

Alerts I Incident |0 I Clasz Colar I Status Calar ;

Primary Server
[v Display Unattended Fire Alarm Alerts

[v Display Unattended Security Alarm Alerts

)

Cancel

4

Done

P

Previous

»

MNext

B Display Unattended Fire Alarm Alerts Select this option to display an alert whenever
there is a fire alarm and there is no operator currently logged into the system.

® Display Unattended Security Alarm Alerts Select this option to display an alert whenever
there is a security alarm and there is no operator currently logged into the system.

3 Click Done.
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Figure 3-5
Incident
Processing
dialog box
with the
Incident ID
tab in the
foreground

N

Customizing Incident Numbers

The Incident ID tab in the Incident Processing dialog box varies depending on the D-21
modules you have purchased. If you have the D-21 Fire Client installed, you can customize the
primary incident number and a secondary incident number. A secondary number can help with
organization-specific paperwork or with exporting incident data to other programs. If you also
have the D-21 Security Client and/or Facility Management installed, you can use this tab to
customize the incident numbers that are assigned to those incident classes.

Incident Processing

Alets  Incident D |Elass Eolorl Statuz Eolorl SystemAIertsI AIertSoundI

Fire Incident ID' Prefix Im. Security Incident ID Prefix Isgg.
Mext Fire Incident # [415 MNext Security Incident # |?1
[~ Secondary Fire Incident 1D
Secondary ID Name [5- 75,10 Fac Magmt Incident ID Prefix IMDB-

Secondary ID Prefix l— Mext Fac Mamt Incident # |1

[~ Auto Increment Secondary [D

Mext Secondary ID # I

4

Done

»

MNext

)

Cancel

P

Previous

B Fire Incident ID Prefix Enter the prefix you want used for fire incidents. You may enter up to
ten characters.

B Next Fire Incident Number Enter the number you want used for the next fire incident. The
value that appears in this box is dynamic, updating each time the next incident number is
used.

®  Secondary Fire Incident ID Select this option if you want to enable the use of a second
numbering scheme for fire incidents. The text you enter in the Secondary ID Name field will
be used to label this field in the D-21 Incident Client. A custom prefix is available with the
secondary fire incident ID just as with the primary fire incident ID.

®  Security Incident ID Prefix Enter the prefix you want used for security incidents. You may
enter up to ten characters. This field is only available if the D-21 Security Client is installed.

®  Next Security Incident Number Enter the number you want used for the next security
incident. The value that appears in this box is dynamic, updating each time the next incident
number is used. This field is only available if the D-21 Security Client is installed.

B Fac Mgmt Incident ID Prefix Enter the prefix you want used for Facility Management
incidents. You may enter up to ten characters. This field is only available if the D-21 Facility
Management Client is installed.
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Next Fac Mgmt Incident Number Enter the number you want used for the next Facility
Management incident. The value that appears in this box is dynamic, updating each time the
next incident number is used. This field is only available if the D-21 Facility Management
Client is installed.

NOTE The only way to lower the value of the number that appears in any of the Next
Incident Number boxes is to change the Incident ID Prefix.

To create secondary incident ID numbers

vNOTE You must have the Fire Client installed to create secondary incident ID numbers.

Select Options > Incident Processing. The Incident Processing dialog box appears.
Click the Incident ID tab.
Check the Secondary Fire Incident ID checkbox option.

® Secondary ID Name Type a name for the secondary incident number. This label is used
through the D-21 Incident Client to identify the secondary number.

® Secondary ID Prefix Type the prefix used to identify the secondary incident ID numbers.
The prefix and a hyphen will be added to the start of each secondary incident ID number.

If you want your secondary incident ID number to be automatically incremented, check the
Auto Increment checkbox option.

® Next ID Number Enter the next secondary incident ID number you want to use.
Click Done.
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Customizing Incident Class and Status Colors

The Class Color and Status Color tabs in the Incident Processing dialog box provide drop-down
lists for specifying the colors used for alert dialog boxes. You can specify different alert colors
for each incident category, and for two sets of priority levels within each category. You can also
change the colors used to display supervisory alerts.

=—— To change the color of alerts
1 Select Options > Incident Processing.

2 Click the Class Color tab.

Incident Processing

Aleltsl Incident I~ Class Color | Statug Eolol' System Alerts AIeltSoundI

Default Priority 1-5 Other Alarm Priorities

Aircraft [

EM35 lblack on pale yellow |black o pale pellow j Iblack o pale vellow j

Facility Mgmt lblack on light gray Iblack on light gray j Iblack on light gray j

EUN it o red white on red

Fire Auxiliary [hjack or fight aray Iblack onlight gray ] I shite

HazMat [t ey white o dark green u white or dark green n

white on dark. purple H white on dark, purple H

Security [

Security Auxiliary [biack on fight gray Iblack on light gray j Iblack on light gray j

| » | NV

Previous Next Cancel Done

® Default Displays the default color coding for all alert classes.

B Priority 1-5 Select a new color scheme for the alert when the alert’s zone priority is set
between 1 and 5. See “Zone Priority” on page 2-65 for more information.

® All Other Priorities Select a new color scheme for the alert class when the alert’s zone
priority is set at 6 or higher.

3 When you are finished, click Done.
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== To change the color of special status alerts
1 Select Options > Incident Processing.
2 Click the Status Colors tab.

Incident Processing

Alertsl Incident 1D I Class Calar ~ Status Eolorl System Alertsl AIertSoundI

Default Current
Color Color

Supervizory Alert

white on light purple

Device Testing Alert Defaults to Class Colors

Facility Out of Service Alert Defaults to Class Colors

white on light purple n

4

Done

)

Cancel

P

Previous

»

MNext

The Status Color window allows Supervisory, Device Testing, and Facility out of Service alerts

to be customized.

® Default Displays the default color coding for the alert. For instance, Supervisory Alert

is set to white text on a light purple background.
® Current Select a new color scheme for the alert.
3  When you are finished, click Done.
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Setting Alert Sounds

The Alert Sounds are set to audibly notify operators of the class or severity of the trouble or
alarm. The Alert Sound tab in the Incident Processing dialog box allows the administrator to set
various sounds used to alert personnel.

== To change alert sounds

1 Select Options > Incident Processing.
2 Click the Alert Sound tab.

Alerts l Incident I | Clasz Color i Statuz Colorl System Alerts  Alert Sound I

Fire Wave Files Security Wave Files EMS Wave Files
Alarm
Priarity 1 !alarm.wav :l lalarm.wav L! !alarm.wav :l
Priarity 2 ]alarm.wav ;l lalarm.wav j ]alarm.wav ;l
Pricrity 3 !alarm.wav Ll lalarm.wav Ll !alarm.wav Ll
Pririty 4 ]alarm.wav ;l lalarm.wav j ]alarm.wav ;l
Pricrity 5 !alarm.wav ;l lalarm.wav Ll !alarm.wav ;l
Supervizam !alarm.wav ;] ]alarm.wav L! !alarm.wav ;]
DOther Alarm Priorities !alarm.wav ;l lalarm. wav Ll !alarm.wav ;l
Mon-Alarm ! trouble.way ;l ltrouble. way Ll ! [none] ;l
Reminder [hane) -
Frevious Mext Cancel Done

® Alarm You can differentiate the class (fire, security, or EMS) of alarms based on sound.

You can also assign different sounds to different alarm priorities within and across these
classes.

B Non-Alarm You can assign a sound to normal and trouble alerts within and across classes.

® Reminder You can assign a sound to play when a scheduled reminder is activated. See
“To create a Reminder action” on page 3-34 for more information on reminders.

3 Select the appropriate sound files as necessary.

NOTE The sound files you want to assign must be located in
C:\Program Files\D-21\Media\Sounds.

4 Click Done when finished.
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Resetting Incident Editing Controls

The D-21 “locks” an incident while it is being edited on one workstation so it cannot be edited
by more than one operator at a time. The operator on the second workstation can view the
information but cannot save any changes to the incident. If the D-21 informs you that an
incident is already being edited by another operator, and you can verify the incident is not open
on another workstation, the incident “lock” may need to be reset. Use the Reset Edit Incident
Control command to reset the incident editing controls.

IMPORTANT The Reset Edit Incident Control command is only available if the operator
who is logged in is assigned data entry level 2 in the D-21 Admin Client. For more
information on setting an operator’s data entry level, see “To add an operator” on page 2-97.

To reset the incident editing control in the D-21 Incident Client

NOTE Monaco recommends all operators log out of the D-21 Incident Client before
resetting incident editing control.

1 Select Commands > Reset Edit Incident Control. A confirmation message appears.
2 Click Yes.

Dispatch Configuration

Once an incident is created, the most important and immediate duty of the D-21 Incident Client
operator is often the dispatch of the appropriate resources to the incident. The D-21
administrator can simplify the selection of resources to dispatch by grouping resources together
and setting up default resource assignments for typical situations. Select Options > Dispatch
Config to view and configure dispatch options.

w. Dispatch Config

Dispatch Parameters I Incident Typqi Remuﬂes&esl Fesource lepﬂ]

[~ Dispatch from Alent

Dispatch Mode

[By Standad Response Plans =]

Tone Out Inteiface

- Displayed only when
a tone alert interface
has been added to the
D-21. See Section 11,
Configuring Tone
Alerting.

| Tone Alerting Panel

)| B2
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The Dispatch Config dialog box is divided into four tabs:

® Dispatch Parameters Make basic decisions about when dispatching will occur and how
default resource assignments will be assigned.

B Incident Type Make resource assignments for specific incident types.

® Resource Classes Customize the job types used to organize resources in the D-21.

® Resource Groups Group individual resources together for assignment.

Dispatch from Alert

By default, dispatching is performed in an incident’s Dispatch viewer, which becomes available
once the process of creating an incident has been completed. However, the D-21 administrator
can enable the Dispatch from Alert option, which allows the D-21 Incident Client operator to
notify resources as soon as an incoming alert has been acknowledged.

To enable dispatching from an alert

1 Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the
Dispatch Parameters tab selected.

2 Click the Dispatch from Alert check box to check it.

3 Ifyou are through configuring dispatch, click Done to close the dialog box.

Dispatch Modes

The D-21 provides three dispatch modes, which govern the way resources are pre-assigned to
future incidents.

® By Response Plan Response plans are created by incident class and can be attached to sites,
facilities, and zones. Response plans can include individual resource assignments, and the
resources can be grouped as Priority 1 (first response), Priority 2 (second response), etc.
When the dispatch mode is configured to be by response plan, the default resources assigned
to an incident are the Priority 1 resources specified in the applicable response plan.

vNOTE See “To add dispatch instructions to a response plan” on page 3-9.

® By Incident Type Incident types are created to break down an incident class based on the
resource group which should respond. When the dispatch mode is configured to be by
incident type, the operator handling an incident can select an incident type as well as an
incident class, and the default resources assigned to the incident are the members of the
group associated with the incident type.

® By Incident Type and Sector For large installations, incident types can be further sub-divided
to reflect the geographical areas covered by specific resource groups. When the dispatch
mode is configured to be by incident type and sector, the operator handling an incident can
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select an incident type and also a sector, if necessary. (The sector for facilities entered in the
D-21 database is automatically populated.) The default resources assigned to the incident are
the members of the group associated with the incident type and sector.

IMPORTANT The D-21 Incident Client operator is always free to disregard default resource
assignments and notify whatever resources are most appropriate, regardless of dispatch
mode.

== To set the dispatch mode
1 Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the
Dispatch Parameters tab selected.
2 Click the down arrow in the Dispatch Mode drop-down list to see all items in the list.

i, Digpatch Config

Digpatch Parameters I Inidernt T_l,JpeI Resource Elasses! Resource Groupsl

" Dispatch from Alert

Dizpatch Mode

By Incident Type & Sector

Tone Alerting Panel

&

Previous

» |

Next Done

3 By default, dispatch mode is By Standard Response Plans. Select either By Incident Type
or By Incident Type & Sector to change the dispatch mode. You will also need to create
resource groups and incident types if you select one of these modes. See “Incident Types”
on page 3-61 and “Resource Groups” on page 3-66.
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Incident types are sub-divisions within an incident class to which you can assign pre-defined
groups of resources. When the D-21 Incident Client operator selects an incident type during the
process of creating an incident, the pre-assigned resources are automatically selected.

== To set up dispatching by incident type

1

Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the
Dispatch Parameters tab selected.

2  Click the Incident Type tab.

. Dizpatch Config

Inc

Dispatch Parameters

Incident Types

ident Tupe:

Resource EIasses' Resounce Gmupsl

™ Enable PACAF Codes

Incident Type Incident Class Type § | Sector Dizpatch Group -
P |Brush Fire Fire: 100 Naone Brush Fire Group
Chemical S pill Hazh at 400 Mone Chermical Spill Group
Crime In Frogress Security 500 Mone Crime In Progress Grou
Fire &wm Fire dwsiliary &00 Mone Fire & Group
Haz *aste Hazhdat 401 Mone Haz ‘w aste Group
Hastage Situation Security a01 Mane Hostage Situation Grow
Medical Emergency EMS 200 MHone Medical Emergancy Gr
Pazzenger Aircraft Aircraft 300 MHaone Pazzenger Aircraft Groi™
Secure Site Security a02 Mone Secure Site Group
Security Aux Secunity Auxiliary 700 Mone Security Aux Group =
Cheoimbiaem Ciem Cirm 10 hlmm Chevimbiiem Ciem Mrmiem
KN .LIJ
Add | Edit | Remove |
Frevious Mext Done
3 Click Add. The Add Incident Type dialog box opens.
. Add Incident Type x|

Incident Type ||

Incident Class IAircraft j

Type Number !

Dizpatch Group I o] j

0K | Cancel |

4

5 Select the incident class to which this incident type belongs from the Incident Class

In the Incident Type text box provide a name for the Incident Type. This is what the D-21
Incident Client operator will select when processing an incident.

drop-down list.
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6 In the Type Number text box provide an identifying code number for the incident type.

NOTE /f you have not yet created the resource group, you can skip the following step. Once
you have created the resource group, return to the Incident Type tab, select the incident type
in the grid, and click Edit to assign the resource group to the incident type.

7 Select the resource group you want to associate with the incident type from the Dispatch
Group drop-down list. (See “To add a resource group” on page 3-67 for instructions on
creating resource groups.) When the D-21 Incident Client operator selects this incident type
in the process of creating an incident, these resources will be automatically assigned to the

incident.

8 Click OK to save the new incident type.

== To set up dispatching by incident type and sector

Sectors are geographical areas covered by specific resource groups. Sectors must be
defined on the D-21 map before you set up dispatching by incident type and sector. Contact
Monaco D-21 support for assistance with defining sectors.

1 Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the

Dispatch Parameters tab selected.

2 Click the Incident Type tab.

i, Digpatch Config

Dizpatch Parameters

Incident Types

Resource Elassesl Resource: Groupsl

¥ Enable PACAF Codes

Incident Type Incident Class Tope # |Sector Dizpatch Group -
| {Brush Fire Fire: 100 Sectar 1 Bruzh Fire Team
Sectar 2 Bruzh Fire Team
Chermical Spil Hazhd at 400 Sector 2 Hazmat Cleanup
Sectar 1 Hazmat Cleanup
Crirme in Progress Secrity 505 Sectar 2 Security 2
Sector 1 Security 1 e
Digturbance Security 506 Sector 1 Patral 1
Sector 2 Patrol 2
E xplozion Fire 102 Sector 1 Fire Station 1
Sector 2 Fire Station 2 =
Cirm Deinml Temiiblm Cirm Aannli- [niyin} Blmim
| _>IJ
Add | Edit Remove |
Previous Mext Done
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3 Click Add. The Add Incident Type dialog box opens.

. Add Incident Type
, | |- Pre-defined sectors
Incident Type !|
Incident Class I.&ilcraft /
Type Number [ Click to assign
1 - aresource group to
Sector & log,p5/ Add Group | Remoyve Groap || S 9 P
ector 1
Sector 1 <«
Sector 2 47

Click to remove
a resource group
assigned to Sector 1

Ok | Canecel |

4 Type a name for the Incident Type in the Incident Type text box. This is what the D-21
Incident Client operator will select when processing an incident.

5 Select the incident class to which this incident type belongs from the Incident Class
drop-down list.

6 Type an identifying code number for the incident type in the Type Number text box.
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7  Click the button in the Add Group column for the first pre-defined sector in the grid. A list
of groups available for assignment appears.

. Add Incident Type %]

Incident Type  [Bomb Threat

Incident Class IFire “.J
Type Mumber lmg

Sector Resource Groups |.f3«dd Groungemove Group
B |Sector 1 . 1
Sectar 2 Double Click an a Group ta Add -u I
Hazmat Cleanup___ . 4
Secure Site Group
Fire: Station 2
Fire Station 1
Bruzh Fire Team
All Patiols =
Add Groups |
(i]8 | Cancel |

NOTE /f you have not yet created the resource group, you can skip the following step. Once
you have created the resource group, return to the Incident Type tab, select the incident type
in the grid, and click Edit to assign the resource group to the incident type.

8 Double-click the resource group you want to associate with this incident type and sector.
(See “To add a resource group” on page 3-67 for instructions on creating resource groups.)
When the D-21 Incident Client operator selects this incident type in the process of creating
an incident, these resources will be automatically assigned to an incident in this sector.

9 Repeat steps 7 and 8 for each pre-defined sector.
10 Click OK to save the new incident type.

=—— To enable PACAF incident codes

1 Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the
Dispatch Parameters tab selected.

2 Click the Incident Type tab.
Check the Enable PACAF Codes check box.
4 Click Done.

w

3- 64 Setting Up Incident Processing Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Dispatch Configuration /

N

Resource Classes

Resources added to the D-21 database are organized into resource classes, which represent
emergency response roles or functions. The D-21 provides pre-defined resource classes for
your use, which can also be deleted if they do not meet your needs. You can also add your own
resource classes as necessary. For more information on resources, see “Resources” on

page 2-103.

—— To add a resource class

1 Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the
Dispatch Parameters tab selected.

2 Click the Resource Classes tab.

. Digpatch Config

Dispatch Parameters I Ihcident Type

Resource Groupsl

Resource Classes

Agzt, Fire Chief
Apiliary Securnty Force
Fire: Chief

Fire Inzpector

Fire Truck

Hazbd at

K-3

bAubual Aid

Patrol Wehicle

Public waorks

Pump

Fescue Boat ;I

Frwinn Patral
Add Remove |

€« » | v

Previous Mext Done

3 Click Add to add a new resource class to the list. A new entry dialog box appears.

Reszource Clazs Mame

Primary lcon

[none) -

Secondary lcon

[home) o

Cancel

D-21 Admin Client Revision 1.1.32 User Guide Setting Up Incident Processing 3-65



/ Dispatch Configuration

4 Type the name of the new resource class.

5 If members of the new resource class will be equipped with Automatic Vehicle Location
(AVL), select a primary and secondary icon to represent them on the map. See the D-21
Map Options User Guide (P/N 001-464-00) for more information about AVL.

6 When you are finished, click Done.

To delete a resource class

1 Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the
Dispatch Parameters tab selected.

2 Click the resource class you want to delete in the Resource Classes list box.
3 Click Remove.

4 Click Yes in the confirmation dialog box that appears.

Resource Groups

Resource groups allow you to handle multiple individual resources which are often dispatched
together as one entity. You can group resources in any way that makes sense for your
organization - by home location or by shift, for instance. You can make as many resource groups
as you need, since each resource can be added to multiple groups.

NOTE Resources added to resource groups can still be dispatched individually by the D-21
Incident Client operator.

If you are using dispatch by incident type, or by incident type and sector, you will need to make
resource groups to associate with the incident types. See “To set up dispatching by incident
type” on page 3-61 and “To set up dispatching by incident type and sector” on page 3-62 for
more information.
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== To add a resource group

N

1 Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the

Dispatch Parameters tab selected.
2 Click the Resource Groups tab.

. Dizpatch Config

Dispatch Parameters I Incident T_l,lpe' Fiesource Classes |

Resource Groups

ity]
Brush Fire Team [Firg)
EMS Responze Team [Fire)
Evacuation Team [Fire]

Fire Aux Group [Fire)

Fire Station 1 [Fire)

Fire Station 2 [Fire]

Hazrnat Cleanup [Firg)
Hostage Group [Security)
Paszenger Aircraft Group [Firg)
Patrol 1 [Securnity]

Patral 2 S ecurity)

Secure Site Group (S ecurity)
LSRR PP B [P T |

Add Group

Edit Group

|

Hemove Group |

&

Frevious

=

Mext Done

3 Click Add Group. The Resource Selector dialog box appears.

. Resource Selector

|New Resource Group

IFile VI

Group Name

Resource Use

Auwailable Resources

ALRMT
CHF1
CHF2
DPw
EMG1
EMG2
H=CLM
RSCUT

Selected Resources

LCancel |

4 Enter a name for the new group in the Group Name text box.

5 Select the appropriate incident class for the group from the Resource Use drop-down list.
The Available Resources list box displays all the resources defined for the incident class.
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7

Click the resources you want to add to the group in the Available Resources list box. Then
click the right arrowhead (>) button. The resources are removed from the Available
Resources list box and added to the Selected Resources list box.

When you are finished, click OK.

—— To edit a resource group

1

2

Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the
Dispatch Parameters tab selected.

Click the Resource Groups tab.

Select the group you want to edit in the Resource Groups list box and click Edit Group. The
Resource Selector dialog box is displayed, along with the resources that are currently part
of the group listed in the Selected Resources list box. Resources that are not currently part
of the group are listed in the Available Resources list box.

. Besource Selector

Group Hame IBrush Fire Team

Resource Use I Fire: ¥ I

Available Resources Selected Resources

ALRMY EMGT
CHF1 EMGZ
CHF2

DP\ >
HZCLM

RSCU1

Lancel |

5

6

To add a resource to the group, select it in the Available Resources list box and click the
right arrowhead (>) button.

To remove a resource from the group, select it in the Selected Resources list box and click
the left arrowhead (<) button.

When you are finished, click OK.

—— To delete a resource group

1

2

Select Options > Dispatch Config. The Dispatch Config dialog box is displayed, with the
Dispatch Parameters tab selected.

Click the Resource Groups tab.

Select the group you want to delete in the Resource Groups list box and click Remove
Group.

Click Yes in the confirmation dialog box that appears.
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Section 4

4 Customizing the D-21

\

Read this section to learn how to customize D-21 look-up lists, map settings, and other
workstation options.

Contents

Customizing LiSts ... ...t e 4-2
General Lists . . ... ... 4-2
Fire Lists . ..o 4-12
Security Lists. . ..o 4-14
Personnel Lists .. ..... ... 4-23
Permit/Work Order Lists. .. ... o 4-25
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Setting Workstation Options . . ..., 4-49
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N

Customizing Lists

You can customize many of the interface and database elements throughout the D-21 system.
Use the General List dialog box to customize the information appearing in drop-down list boxes
throughout the D-21 Admin Client and the D-21 Incident Client, that are not specific to either
D-21 Fire Client or D-21 Security Client. For information specific to the Fire Client, see “Fire
Lists” on page 4-12. For information specific to the Security Client, see “Security Lists” on
page 4-14.

General Lists

This section provides the following customization procedures:

®m “To enter address abbreviations” on page 4-3.

®m “To create custom log entries” on page 4-4.

® “To create custom note types” on page 4-5.

® “To customize the D-21 Incident Client Daily Activity viewers” on page 4-6.
® “To customize the “Site” label” on page 4-7.

m “To create custom facility types and symbols” on page 4-8.

® “To customize perimeter types” on page 4-9.

®m “To configure Firehouse options” on page 4-10.

vNOTE Firehouse options can only be configured when Firehouse software is installed.

® “To schedule holidays” on page 4-11
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=—— To enter address abbreviations
1 Select Options > General Lists.
2 Click the Address tab.

General Lists .

Firehouze Elptionsi Holidayz I
Address I Custom Log l MHote T_l,lpesl Activities l Aliasesl Facility Types I Perimeter Types

Prefix/5Suffix Street Type

EXPY hd|

Add Add

Remove | Remove I

&

Previous

» |

Mext Done

® Prefix/Suffix Enter directional prefixes or suffixes that are not included in the supplied
list. You can select these entries wherever you enter address information in the D-21.

® Street Type Enter any street type labels that are not included in the supplied list. You can
select these entries wherever you enter address information in the D-21.

3 Click Add beneath the list box to which you want to add an entry. A new entry dialog box
appears.

4 Type the text of the new address abbreviation.
Click OK.
6 Click Done.

(3]
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——= To create custom log entries
1 Select Options > General Lists.
2 Click the Custom Log tab.

Perimeter Tupes l Holidays |
Address Custom Log | Hesources! MHote Types Activiliesl Aliasesl Facility Typesl

Custom Log Entry

Add Remove |

“«| 9

FPrevious Mext

4

Done

® Custom Log Entry Enter custom log entries in this field. These entries will be available
in the Log Entry drop-down list boxes that appear when you click Add Entry in the D-21

Incident Client logs.

Type in the custom log entry text.
Click OK.
Click Done.

o A~ W

Click Add to add a new log entry. A new entry dialog box appears.
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== To create custom note types
1 Select Options > General Lists.
2 Click the Note Types tab.

Firehauze Dptionsi Holidays I

Activitiesl Aliasesl Facility Typesl Penmeter Types

Address | Custom Log
Mote Types

Motes of the Day
Pazz On Log
Standard

Add Edit | Bt | |

“«| »

Previous Next

v

Done

B Note Types Enter note types in this field you want to make available in the Notes viewer
of Daily Activities in the D-21 Incident Client. Create note types for different categories
of notes, such as notes to specific operators, workstations, or dispatch assignments. You
can use note types to control the display of specific notes in the D-21 Incident Client.
There are two default note types:

® Standard Use this type if you do not need additional note customizations.

® Pass On Log Use this note type to distinguish notes being passed from one shift to the
next.

Click Add to add a new note type to the list. A new entry dialog box appears.
Type the name of the new note type.

Click OK.

Click Done.

o AW
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== To customize the D-21 Incident Client Daily Activity viewers
1 Click Options > General Lists.
2 Click the Activities tab.
eneraltins

Firehouze Dptionsl Holidays I

Addiess I Cusgtom Log I MHote Types Aliasesl Facility Types | Perimeter Types

Current Daily Activities

Secunty Roster
Device Testing
Facility Service
Perrnits

‘Wwork, Orders
Desk Journal
Summary Statistics

Select Activities | -
€« » | v

Previous Next Done

The Current Activities list shows the viewers available for selection as Daily Activities in
the D-21 Incident Client.

3 Click Select Activities. The Activity Selector dialog box appears.

Available Activities Selected Activities
Desk Journal Device Testing
Roster Facility Service
Summary Statistics Permitz

? | Work Orders

ak | Cancel |

4 To add viewers to Daily Activities, select the viewer in the Available Activities list and
click the right button (>) to move the viewer into the Selected Activities list. To remove
viewers from the Daily Activity window, select the viewer in the Selected Activities list and
click the left button (<) to move the viewer back into the Available Activities list.

5 Click OK.
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=—— To customize the “Site” label

Use the Aliases tab in the General Lists dialog box to customize the Site label. For example,
if your site has multiple districts which each have their own facilities, you can change
“Site” to “District.”

NOTE You must be logged into the D-21 Admin Client, with administrator privileges, in order
to rename the Site label.

1 Click Options > General Lists.
2 Click the Aliases tab.

General Lists i

Firehouse Dptionsl Holidays |

Address I Custom Log | Mote Typesl Activities I Facility Types | Perimeter Types

Object Hame - Ahas

Edit | -
€ 9 v

Previous Mext Done

3 Select the site entry in the Object Name-Alias list.
4 Click Edit.

Enter new Alias for Dbject Name: site

Type the new alias name.

Click OK.

Click Done.

Exit the D-21 Admin Client and log in again to view the change in the tree pane.

0 N O O
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== To create custom facility types and symbols
1 Select Options > General Lists.
2 Click the Facility Types tab.

Firehouze Uptionsi Holidays I

| Perimeter Types

Facility Types

Fire Station [F] [System Defined
Hozpital [H) [System Defined]

Other [System Defined]

Secunity Station [5] [System Defined]
Tower [T] [System Defined)

Add Edt | Remove | i
Previous Next Done

® Facility Type Use the Facility Type tab to define new facility types on the map. Enter a
name for the facility type and a single alphanumeric character in the Tag box. Select a
symbol shape from the drop-down list. The character and symbol shape entered are
displayed on the facility icon when it appears on the map in the D-21 Incident Client.

3 Click Add to add a new facility type to the list. A dialog box appears.

Facility Type IHospitaI—
Facility Type Tag IH—
Symbol Shape Im
Sample: |E|

Qk | Cancel |

Enter the name, a tag letter, and a symbol shape.

Click OK.

Repeat the process until you have entered all the desired list items.
Click Done.

N o g b
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== To customize perimeter types
1 Select Options > General Lists.
2 Click the Perimeter Type tab.

3 The Perimeter Types area shows the main Perimeter Types built into the D-21. The default
perimeters cannot be deleted. Click Add.

General Lists o

Firehouze Dptionsl Holidays I

Addiess I Cusgtom Log I Haote T_l,lpesl Achivities I Aliasesl Facility Types

Perimeter Types

* Cordon
*Hazh at
* Mass Motification

Add Edt | Remove | I
Previous Next ‘ Done

4 The Add Perimeter dialog box appears

Perimeter Type
Name I
Color | Black =l

Border Color IBIaCk vl -

MOTE: "Color’ iz shown in a lightened form to
simulate its appearance on the map.

Ok | Lancel |

5 Fill in the Name field and change the color and border color to customize the new perimeter
type. Click OK.

6 The new perimeter type will appear in the Perimeter Types area.

== To edit a custom perimeter type

Select Options > General Lists.

Click the Perimeter Type tab.

Select the perimeter to be edited from the Perimeter Type area.
Click Edit.

Change the information in the perimeter type window.

Click OK.

O A b WON -
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To remove a custom perimeter type

1 Select Options > General Lists.

2 Click the Perimeter Type tab.

3 Select the perimeter to be removed from the Perimeter Type area.

4 Click Remove, then click Yes when prompted to remove the perimeter.

== To configure Firehouse options
1 Select Options > General Lists.
2 Click the Firehouse Options tab.

vNOTE The Firehouse Options tab will only appear when firehouse software is installed.

General Lists .

Addiess | Custom Log I MHote T_l,lpesl Activities | Aliasesl Facility Types I Perimeter Typ

Huolidays |

Incident Classes to Export

[]EMS

] Aircraft

[ Hazbdat

[ Fire Awsiliary

&

Previous

=»

Mext

v

Done

3 Select the incident class(es) you want the Firehouse software to export by selecting the
checkbox for each class.

4 Click Done
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== To schedule holidays
1 Select Options > General Lists.
2 Click the Holidays tab.

General Lists 1

Address I Custom Log | Mote Typesl Activities | .ﬁ.liasesl Facility Types | Perimeter Typ
Firehause Options  Holidays

Holidays for scheduling weekday actions

MOTE:
Holidays that
do not occur
on the exact
same date
each year
must be
reazzigned at
the beainting
of each pear.

Add Eat | Remove | ]
Previous Hext Done
3 To add a new Holiday click Add.
T S

Holiday |

Start Date |D4£12 vl End Date [#*'74,12

| [Leave unchecked if
only one day)

4 Type the holiday name into the Holiday field and select the Start and End dates from the
date drop-down boxes. If the holiday is only one day, leave the End Date checkbox
unchecked.

== To edit a holiday

Select Options > General Lists.

Click the Holidays tab.

Select the desired holiday in the Holidays for scheduling weekday actions list.
Click Edit.

Change the information in the Holiday, Start Date, and/or End Date fields.
Click OK.

O A WON -

== To remove a holiday
1 Select Options > General Lists.
2 Click the Holidays tab.
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3 Select the desired holiday in the Holidays for scheduling weekday actions list.
4 Click Remove
5 Click Yes when prompted to remove the selected holiday.

Fire Lists

This section includes procedures for customizing information that only appears when you are
working with the D-21 Fire Client.

== To create multiple fire districts for tracking incidents
1 Select Options > Fire Lists.

x

District I Maotification Drganizationl

Districts

Add Remove I
€« » |

Previous MNext Done

m Districts Use Districts to define geographical districts within a site. Incidents can be
assigned to districts for incident reporting purposes in the D-21 Incident Client.

2 Click Add. A new entry dialog box appears.

3 Type the name of the district. A district name can be up to five characters and include letters
and numbers.

4 Click OK.
5 Click Done.
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== To add notification organizations
1 Select Options > Fire Lists.
2  Click the Notification Organization tab.
x

District  Motification Organization I

Motification Organizations

Add Remove |
€« B v

Previous Mext Done

Click Add. A new entry dialog box appears.
Type the name of the Notification Organization.
Click OK.

Click Done.

(<220, I~ O]
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Security Lists

This section includes procedures for customizing information that only appears when you are

working with the D-21 Security Client.

Setting Up Security Desk Journal Lists

The Security Desk Journal is a Daily Activity form in the D-21 Incident Client that is only
available with the D-21 Security Client. The Desk Journal can be used to record security

incidents and create reports customized for different organizations.

For more information on using the Security Desk Journal, contact Monaco Technical Support.

== To add a new entry type to the Security Desk Journal

1 Select Options > Security Lists.
2 Click the Security Desk Journal tab.

Security Lists

‘Weapon Actionsl Motification Drganizationl Mutual Aid Selectionl

Security Desk Journal | Dizpogition Entries I Source Entriesl ‘Wieapaon Typesl

Desk Journal Entry Types Organization Mames

Desk Journal Clozed
Desk Journal Opened

Remove | Add | Remove |

Restart Desk Journal Entry ID at : |1

4

Done

p

Previous

»

MNext

® Desk Journal Entry Types Add the incident types you use to categorize each incident
entry. The Desk Journal Opened and Desk Journal Closed entry types are default types

that cannot be removed.

B Organization Names Add the names of administrative organizations that receive partial
or complete copies of the Desk Journal report. When you enter an incident in the Desk
Journal, you can list the organizations which you want to be able to view the incident.
The Desk Journal report can then be filtered by the organizations involved, so you can

control the incidents each organization sees.

® Restart Desk Journal Entry ID at Each entry in the Desk Journal is numbered. Enter the
number you want the Security Desk Journal to use each time you open a new Desk

Journal in the D-21 Incident Client.
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3 Click Add under the Desk Journal Entry Types list. A new entry dialog box appears.

|DUI-DI Site]

OK I Cancel

4 Type the new type in the entry box.
5 Click OK.
6 Click Done.

== To delete Desk Journal entry types
1 In the Desk Journal Entry Types list, select the entry type you want to delete.
2 Click Remove.

To add Desk Journal organizations
1 Select Options > Security Lists.
2 Click the Desk Journal tab.

3 Click Add under the Organizations Names list. An entry dialog box appears.

New Organization Name

IWing Command

OK I Cancel |

4 Type the new organization name in the entry box.
5 Click OK.

—— To delete Desk Journal organizations
1 In the Organization Names list, select the organization name you want to delete.
2 Click Remove.
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Setting Up Law Enforcement Lists

Law Enforcement is a D-21 Security Client option. If you have Law Enforcement installed, you
can track and report law enforcement incidents in the D-21 Incident Client. You can use the
general Security incident type to categorize law enforcement incidents, or you can create a list
of custom law enforcement incident types using emergency cards. For example, you can set up
emergency cards for “Vandalism” or “Domestic Disturbance” and then attach custom response
plans to each. For more information, see “Emergency Cards” on page 3-20 and “Response
Plans” on page 3-2.

You can customize the following information for law enforcement incidents:

Disposition Use the Disposition field in law enforcement incidents to record the action
taken by law enforcement officers for the incident, such as “Ticket Issued” or “No Action.”
See “To create a law enforcement incident disposition list” on page 4-17.

Mutual Aid Use the Mutual Aid fields in law enforcement incidents to track the external
organizations involved in the incident. For example, you can enter all of your ambulance
companies and local hospitals and track which ones were part of the incident response. See
“To create a list of law enforcement mutual aid” on page 4-20.

Notifications Use the Notifications fields to track cooperating organizations that need to be
contacted for an incident. When handling a law enforcement incident, you can record a
contact person for the organization and the date and time when the contact was notified,
arrived at the incident, and left the incident. See “To create a list of law enforcement
notifications” on page 4-19.

Source Use the Source field in law enforcement incidents to record if the incident originated
due to a caller, walk-in report, regular patrol, etc. See “To create a list of law enforcement
incident sources” on page 4-18.

Weapons Use the Weapons fields in law enforcement incidents to record the type and firing
action of weapons involved in an incident. See “To create lists of weapon types for Law
Enforcement” on page 4-21.

4-16
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=—— To create a law enforcement incident disposition list
1 Select Options > Security Lists.
2 Click the Disposition Entries tab.

Security Lists

‘Weapon Actionsl Motification Drganizationl Mutual Aid Selectionl

Securty Desk Journal  Disposition Entries | Source Entriesl ‘Wieapaon Typesl

Dizposition Entries

£ d
Apprehenzion
Completed
False/UNF
GO&

Mo Action
Other/Specify
Feport

Ticket |ssued

Remove | -
Done Previous MNext

® Disposition Entries Use Disposition Entries to track the type of incident response, such
as Ticket Issued or No Action.

Click Add. A new entry dialog box appears.
Type a name for the new disposition type.
Click OK.

Click Done.

(=223 I~ 7N
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—— To create a list of law enforcement incident sources
1 Select Options > Security Lists.
2 Click the Source Entries tab.

Security Lists

‘Weapon Actionsl Motification Drganizationl Mutual Aid Selectionl

Security Desk Joumall Disposition Entries  Source Entries | ‘Weapon Typesl

Source Entries

Phone
Refused
Wwalk In

Remove | -
Done Previous MNext

® Source Entries Use Source Entries to create a list of ways an incident was initiated, such
as a phone call or report from a regular patrol.

Click Add. A new entry dialog box appears.

Type a name for the new type of incident source.
Click OK.

Click Done.

O g bW
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=—— To create a list of law enforcement notifications

1 Select Options > Security Lists.
2 Click the Notification Organizations tab.

Security Lists

Security Desk Joumall Dizpogition Entries | Source Entriesl ‘Weapon Typesl

Motification Organizations

CID
DIV EOC
FIRE/MEDDAC

MPI

OPS OFFICER
OTHER
PROY. SGT.
PRO-w/COR
SAFETY
UNIT/BN 500
YICT ADY.

weapon Actions  Motification Organization | utual &id Selectionl

Remove |
Done Previous MNext

N

® Notification Organizations Use Notification Organizations to track notifications made to
outside organizations or posts. For each notification entry, you can track a contact
person, notified time, arrived time, and cleared time for each law enforcement incident
created in the D-21 Incident Client.

Click OK.
Click Done.

o g A~ W

Click Add. A new entry dialog box appears.

Type a name for the new organization.
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—— To create a list of law enforcement mutual aid
1 Select Options > Security Lists.
2 Click the Mutual Aid Selection tab.

Security Lists

Securty Desk Journall Digposition Entries I Source Entriesl ‘wWeapon T_l,lpesl

weapon Actionsl Notification Organization  Mutual Aid Selection |

Mutual Aid Selection

AR Ambulance
Carthage

Fire #14

Fire #2

Guthrie Hospital
Samaritan

Remove | -
« =

Previous Mext

4

Done

B Mutual Aid Selection Use Mutual Aid entries to track outside resources and agencies
involved in responding to the incident. The D-21 does not track response times for
Mutual Aid entries, and can only indicate whether or not Mutual Aid was involved in

the incident. See the D-21 Incident Client User Guide (P/N 001-392-00) for more
information.

Click Add. A new entry dialog box appears.
Type a name for the new entry.

Click OK.

Click Done.

o AW
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== To create lists of weapon types for Law Enforcement
1 Select Options > Security Lists.
2 Click the Weapons Types tab.

‘wieapon Actionsl Motification Dlganizationl tutual Aid Selectionl

Security DeskJoumaI' Disposition Entries | Sowrce Entriss  Weapon Types |

Weapon Types

Revalver
Rifle
Shatgun

Remove | -
=

Previous MNext

4

Done

® Weapon Types Use Weapon Types to track what kind of weapon was involved in the
incident.

Click Add. A new entry dialog box appears.
Type a name for the new entry.

Click OK.

Click Done.

(<22, I N O]
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== To create a list of firing action types for Law Enforcement
1 Select Options > Security Lists.
2 Click the Weapons Actions tab.

Security Desk Joumall Dizpogition Entries | Source Entriesl ‘Weapon Typesl

‘Wieapon Actions | Matification Drganizationl Mutual &id Selectionl

Weapon Actions

Fully automatic
Machine gun
Semi-automatic
Submachine gun

Remove | -
Done Previous MNext

®  Weapon Actions Use Weapon Actions to track the firing action of the weapons recorded
with each incident.

Click Add. A new entry dialog box appears.
Type a name for the new entry.

Click OK.

Click Done.

O g b~ W
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Figure 4-1
Personnel
Lists dialog
box

N

Personnel Lists

Use the Personnel Lists dialog box to specify information that will appear in drop-down list
boxes throughout the D-21 Admin Client and the D-21 Incident Client.

Personnel Lists

Job Titles | Call Group | Card Templates

Job Titlez

CAPTAIN

DRIVER/OPERATOR

FIRE &LARM ELECTRICIAN

FIRE CHIEF

FIRE COMMUNICATIONS EQUIPMENT OPERA
FIRE INSPECTOR

FIREFIGHTER

LEAD FIREFIGHTER

STATION CHIEF

To add an item to a personnel list

1

Select Options > Personnel Lists.

2 Click the appropriate tab.

1

® Job Titles The Job Titles tab allows the administrator to input job titles that can be used

when entering or viewing personnel information, and when creating roster shift
templates. For more information, see “Personnel” on page 2-85 and “Creating Rosters”
on page 4-38.

Card Templates The Card Templates tab allows the administrator to create an entry for a
card template.

Call Group The Call Group tab allows the administrator to create Call Groups for the
Contact Info tab of the Person dialog box.

Custom Labels Use the Custom Labels tab to change the titles of the custom fields
available in the Person dialog box in the D-21 Admin Client, including all the fields on
the Custom tab. The Person dialog box is used when personnel is added or edited. These
entries also appear in the personnel lists in the D-21 Incident Client. For more
information, see “To create custom personnel fields” on page 4-24

To remove an item from a personnel list
Select Options > Personnel Lists.

2 Click the appropriate tab.

3 Select the item you wish to remove by clicking it.
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4 Click the Remove button. A message will appear, asking whether you want to remove the
item.

5 Click Yes.
6 Repeat steps 2 through 5 until you have deleted all the items you want to remove.
7 Click Done.

To create custom personnel fields
1 Select Options > Personnel Lists.
2 Click the Custom Labels tab.

Personnel Lists

Job TilIesI EallGroupI Card Templates

Custom |dentification Custom 1

|EustomF‘rivate |Eard D

Custom Identity Custom 2

|Customl dentification |Custom2

Custom Work Contact Custom 3

IEustom Wiork Contact IEust0m3

Custom Home Custom 4

|Eustom Harne |Eustom4

Custom Work Roster Custom 5

|Custom "whork Foster |Custom5

Custom ¥ehicle Custom b

ICustom ehicle ICustomE

Custom Weapon

|Eustom Weapoh
v | @ | »
Done Previous MNext

3 Edit the label entries. Entries in the left column are custom fields available on all the tabs
in the Person dialog box (except the Name and Address tabs). Entries on the right are labels
for each of the custom fields available on the Custom tab in the Person dialog box. These
entries appear in the D-21 Admin Client when you add or edit personnel in the Person
dialog box and in the D-21 Incident Client when you view a personnel list.

4 Click Done.
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Permit/Work Order Lists

When users create permits and work orders in the D-21 Incident Client, pieces of information
can be provided in one of two ways: by entering text, or by choosing an item from a drop-down
list. Use Permit/Work Order Lists to define the list items on the permit- and work-order related
drop-down lists used in the D-21 Incident Client, and to define permit types.

== To populate a Work Order drop-down list

1 Select Options > Permits/Work Order Lists. The Permits/Work Order Lists dialog box
appears.

Work Orders | Pemits | Permit Types |

1. Select a custom Work Order list to Cumrent custom Work Order List: Assigned To Shop

add items to.

Shop Aszigned To _'J Mabile Test Facilty Add New
WO Shop Assigned To FT

2. Import items for thiz list from existing W0 Shaop Assigned To New Edit
Work Orders.

Import Data | Remove

3. Select an available list that items can
be added from. Remove All

Facilties |

Alternate Test Facility -
Battalion HQ

[l

Careys Market
Digpatch Offices
Divizian HE
Elrmwood Lodge
Fire Station
hd

 Arzhall Farrn

Add AddAl |

4

Done

P

Previous

=»

Mext

2 From the drop-down list marked 1. Select a custom Work Order list select the Work Order
list where items are being added. Available choices are: Shop Assigned To, Caller,
Assigned To, and Completed By.

3 Click Yes in the confirmation dialog box.
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4 Click Import Data to see values that have already been entered in existing work orders. The
Import List [tems dialog box appears.

Exiting data for the Work Orders Assigned To Shop
List

Bomn To
tobile Test Facility
WO Shop Azsigned ToFT

Add Add All Cancel

vNOTE If there are no existing work orders, the Import List ltems list will be empty.

5 Select any items that you would like to add to the current list. Holding down the Ctrl key
and clicking non-adjacent individual items, or holding down the Shift key and clicking
adjacent items allows the user to select multiple items from the list. When you are finished,
click Add. Or, to simply add all the items to the list, click Add All.

6 You can also add items to the list you are working on from the D-21 Facilities, Personnel,
and Resources lists. If you wish to do so, select the appropriate D-21 list from the
drop-down list marked 3. Select an available list. The box underneath the 3. Select an
available list heading displays the contents of the list selected from the drop-down list.
Select any items that you would like to add to the list you are working on. Holding down
the Ctrl key and clicking non-adjacent individual items, or holding down the Shift key and
clicking adjacent items allows the user to select multiple items from the list. When you are
finished, click Add. Or, to add all the items to the list, click Add All.
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7 Click Add New to create items to add to the list you are working on. The following dialog
box appears:

im. Add New Item

I arne: !|

Save | Cancel |

8 Type the name of the item you want to add to the list and click Save.

9 When you are finished adding items to the list, click Done. Or select a different Work Order
list and repeat the process.

== To modify a Work Order drop-down list
1 Select Options > Permits/Work Order Lists. The Permits/Work Order Lists dialog box
appears.

2 From the drop-down list marked 1. Select a custom Work Order list, select the Work Order
list you want to modify.

w

Click Yes in the confirmation dialog box. The current list items appear in the list box to the
right.

To edit an item, select it in the list box and click Edit.

To remove an item, select it in the list box and click Remove.

To remove all the items, click Remove All.

N o g b

When you are finished, click Done.

D-21 Admin Client Revision 1.1.32 User Guide Customizing the D-21 4-27



Customizing Lists

== To populate a Permit drop-down list
Select Options > Permits/Work Order Lists. The Permits/Work Order Lists dialog box

1

appears.

2 Click the Permits tab.

i, Permits"Work Order Lists

Wark Orders

’ Permit T_l,lpesi

1. Select a custom Permit list to add
items to.

Cumrent custom Permit Lizt: lssued To

Issued Ta “'J

2. Import items for thig list from existing

Permits.
Import Data |

3. Select an available list that items can
be added from.

Failities |

Alternate Test Facilit -
Battalion HG

Careys Market
Dizpatch Offices
Diiwizion HE
Elrmwood Lodge

Fire: Station
td arzhall Farm .ll

Add Add Al |

M

Add New

Edit

Hemove

Hemowve &l

&

Previous

d

Next

V4

Done

Select the Permit list to add items to from the drop-down list marked 1. Select a custom
Permit list. The available choices are: Issued To, Caller, Issued By, Called In Complete By,

and Completed By.

Click Yes in the confirmation dialog box.
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5 Click Import Data to see values that have already been entered in existing work orders. The
Import List Items dialog box appears.

. Import List Items

Exiting data for the Permits lssued To List

D avid Crawford
Permit [szued To FT
zelf

T T Ea—

vNOTE If there are no existing permits, the Import List ltems list will be empty.

6 Select any items that you would like to add to the current list. Holding down the Ctrl key
and clicking non-adjacent individual items, or holding down the Shift key and clicking
adjacent items allows the user to select multiple items from the list. When you are finished,
click Add. Or, to add all the items to the list, click Add All.

7 You can also add items to the list you are working on from the D-21 Facilities, Personnel,
and Resources lists. If you wish to do so, select the appropriate D-21 list from the
drop-down list marked 3. Select an available list. The box underneath the 3. Select an
available list heading displays the contents of the list selected from the drop-down list.
Select any items that you would like to add to the list you are working on. Holding down
the Ctrl key and clicking non-adjacent individual items, or holding down the Shift key and
clicking adjacent items allows the user to select multiple items from the list. When you are
finished, click Add. Or, to add all the items to the list, click Add All.
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8 Click Add New to add items to the list you are currently working on. The following dialog
box appears:

im. Add New Item

I arne: !|

Save | Cancel |

9 Type the name of the item you want to add to the list, and click Save.

10 When you are finished adding items to the list, click Done. Or select a different Permit list
and repeat the process.

To modify a Permit drop-down list

1 Select Options > Permits/Work Order Lists. The Permits/Work Order Lists dialog box
appears.

2 Click the Permits tab.

3 Select the Work Order list you want to modify from the drop-down list marked 1. Select a
custom Work Order list.

N

Click Yes in the confirmation dialog box. The current list items appear in the list box to the
right.

To edit an item, select it in the list box and click Edit.
To remove an item, select it in the list box and click Remove.
To remove all the items, click Remove All.

0 N O O

When you are finished, click Done.
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== To add a Permit Type

1 Select Options > Permits/Work Order Lists. The Permits/Work Order Lists dialog box
appears.

2 Click the Permit Types tab.

i, PermitsWork Order Lists

Work Diders | Pemis [ Pemit Types |

Permit Types .
| | Indicates whether

v Reminder when __———— || the selected

Mecharical LAl permit type is set
to send a reminder
when a permit
expires

Add Edit Remove

&

Frevious

=»

Mext

v

Done

3 Click Add. The Permit Type dialog box appears.

Permit Type i|
Permit Humber Prefix !
Hext Permit Number i-|

Expiration Reminder [~

k. | LCancel |

® Permit Type The name of the permit type.

= Permit Number Prefix The alphanumeric string, if any, to be added at the beginning of the
permit number for all permits of this type (e.g. ‘E-’ for electrical permits).

B Next Permit Number The next number to be assigned when a new permit is issued.
Subsequent permits will increase by an increment of one.

® Expiration Reminder When selected, indicates a reminder will be displayed in the D-21
Incident Client when a permit of this type expires.

4 Fill in the name of the new permit type and additional data as desired. When you are
finished, click OK.
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== To edit a Permit Type

1 Select Options > Permits/Work Order Lists. The Permits/Work Order Lists dialog box
appears.

2 Click the Permit Types tab.

3 Select the permit type you wish to edit and click Edit. The Permit Type dialog box appears,
populated with the values of the permit type you selected.

Permit Type IEIectricaI
Permit Humber Prefix IDD
Next Permit Number 115

Expiration Reminder [

af | LCancel |

4 Make changes as necessary. When you are finished, click OK.

== To remove a Permit Type
1 Select Options > Permits/Work Order Lists. The Permits/Work Order Lists dialog box
appears.
2 Click the Permit Types tab.

3 Select the permit type you wish to remove and click Remove. A warning dialog box appears
to inform you that any existing permits assigned to the permit type will also be deleted.

Q This Parmit Type is azsighed to 3 permits. Are you sure you want to delete it and all these permits?

es | Mo |

4 Click Yes to remove the permit type.
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Setting Map Options (D-21 M)
The following options for the D-21 Map are configured in the D-21 Admin Client:

®  Shortest routes colors and auto-routing (requires the Shortest Route map option).
® (Closed road color (requires the Shortest Route map option).

®  Default map location for incidents without map coordinates (requires either the Incident
Relocating or Auto-Addressing map option).

NOTE See the D-21 Map Options User Guide (P/N 001-464-00) for a full discussion of the
D-21 Map and all of its options.

Configuring Shortest Routes

When the Shortest Route map option is enabled, the D-21 Incident Client map can calculate and
display the shortest route between two user-selected points. Shortest route calculations take into
consideration detours made necessary by road closures, hazmat plumes, and perimeters as
specified by the user.

The D-21 Map can also automatically generate a route from a D-21 workstation location to an
incident location whenever an incident is created, an option that is highly beneficial to systems
that include Mobile Client workstations.

Follow these steps in the D-21 Admin Client to configure automatic shortest routes:
®m Enable and configure the Automatic Shortest Route feature for the entire D-21 network.
See “To enable automatic shortest routes” on page 4-34.

® Define the D-21 facility location for each D-21 workstation that will display automatic
shortest routes. See “To configure workstation computer options” on page 4-49.

® [fnecessary, turn off automatic shortest routes for individual D-21 workstations. See “To
configure workstation computer options” on page 4-49.
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=—— To enable automatic shortest routes

1 Select Options > Map Object Settings. The Map Object Settings dialog box appears with the
Shortest Routes tab selected.

Map Object Settings

l Incident Relocating ]

[~ Auto-route to Incidents

Route Colors

Default Color Designated Color
My Primary Route | ]Cyan j
My Alternate Route | |Yellow j

Other Primary Route [ _E‘

Other Alternate Route | IYeIIow j
Restore Defaults
Closed Road Color | |Yellow _ﬂ
Cancel Done

2 Click the checkbox labeled Auto-route to Incidents so a check mark appears.
3 Set Route Colors as desired.

® My Primary Route The color for a direct route between the incident and the D-21
workstation displaying the route. A primary route does not take into consideration road
closures, hazmat plumes, and perimeters.

® My Alternate Route The color for a detoured route between the incident and the D-21
workstation displaying the route. An alternate route takes into consideration road
closures, hazmat plumes, and perimeters.

® Other Primary Route The color for primary routes for other D-21 workstations.
® Other Alternate Route The color for alternate routes for other D-21 workstations.

4 When you are finished, click Done.
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Setting Road Closure Color

When a road segment is marked as closed on the D-21 Map, the segment is displayed in a
different color. You can select a different color for closed road segments, if necessary.

== To set the color for closed roads

1 Select Options > Map Object Settings. The Map Object Settings dialog box appears with the

Shortest Routes tab selected.

l Incident Relocating ]

[ Auto-route to Incidents

Route Colors

Default Color

Map Object Settings

Designated Color

My Primary Route I

My Alternate Route |

Other Primary Route _

Other Alternate Houte ]

I Cuan ﬂ
|Yellow ﬂ
I - |
]Yellow ﬂ

Restore Defauls

Clozed Road Color | |Yellow _vJ
Cancel Done

2 Select the desired color from the drop-down list for Closed Road Color.

3 When you are finished, click Done.
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Configuring Incident Relocating

When either the Incident Relocating or Auto-Addressing map option is enabled, all incidents
are displayed on the D-21 map. Most incidents receive their map coordinates from the D-21
facility associated with the incident, but occasionally an incident can be created that does not
have a map location. This type of scenario usually occurs when an alert comes in from a facility
that has not yet been placed on the map. In such a situation, the D-21 places the incident icon
at a default location on the map, displays a message saying that the incident icon should be
manually moved to the correct location, and flashes the incident icon until the user moves it.
You can select the facility to use as the default incident location for incidents without map
coordinates in the D-21 Admin Client.

== To set a default map location for incidents without map coordinates

1 Select Options > Map Object Settings. The Map Object Settings dialog box appears with the
Shortest Routes tab selected.

2 Select the Incident Relocating tab.

Map Object Settings

3

Shortest Routes

Unlocatable Incidents

Select Facility at which to place unlocatable Incidents on the map

E00: Fire Station 1 |

Nl v

Cancel Done

3 From the drop-down list, select the facility you want to use as the default location. (You
might select the facility containing the dispatch workstation.)

4 When you are finished, click Done.
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Setting Hydrant Colors

N

You can specify different colors for hydrants, based on hydrant flow rate, to be displayed on the
D-21 Incident Client Map or in the D-21 Incident Client Hydrant Viewer. Five categories of

flow rates are defined, based on NFPA 291:
1500 GPM or more: Very good flow.

== To set hydrant colors based on flow rate

1

1000 - 1499 GPM: Good for residential areas.

500 - 999 GPM: Marginal adequate.

Below 500 GPM: Inadequate.
GPM Not Defined.

Select Options > Hydrant Color. The Hydrant Color dialog box opens.

'/ Hydiant Color

Flow Rates for Hodrants I

Flow Rate Descrption

Flows Cuality Description

1500 GPM or more

Wery good flow

1000 - 1433 GPM

Good for residential areas

500 - 939 GPM

Marginal adequate

Eelow 500 GPM

Inadequate

GPM Mot Defined

For uzers not interested in coloring hpdrants based on flow rate, the
recommendation iz to configure all colors the same [for example, zet all

colors to the standard blue color)

Regardless of whether the flow rate is expressed in gallons/min or
liters/min, hydrant flow rate color coding [as it iz configured in the D-21)

reflects the flow rates specified in MFPA 237

Change Color

v

Done
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2 Select the flow rate category for which you want to specify a color, and click Change Color.
The color picker dialog box appears.

Color 7]

Basic colors:

[Efne Castom Ealarss> |

1]8 I Cancel I

3 Click in a color box to select it, then click OK. The color picker dialog box closes, and the
flow rate category’s color in the Hydrant Color dialog box reflects the selection.

4 When you are finished selecting colors for the flow rate categories, click Done.

Creating Rosters

Use the Roster to create duty shift templates that assign personnel and resources to shift
positions. Shift templates are created by defining positions using job titles and resources and
then assigning personnel and resources to the shift positions. Shift templates created in the D-21
Admin Client are made available in the D-21 Incident Client for building daily rosters. You can
build a roster using as many shift templates as you need to define your organization. Duty types
can then be created for use in the D-21 Incident Client to track the status of personnel in the
roster. See “To create roster duty types” on page 4-43.

Shift templates are classed as Fire, Security, or All. If the shift template is Fire, you can only
add fire resources to the shift and the shift template will only be displayed on workstations that
have the Fire Client enabled. If the shift template is Security, you can only build the shift
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template using Security resources and you will only see the shift on workstations that have the
Security Client enabled. If you want to build templates that use both fire and security resources,
select All when specifying the class for the shift template.

Figure 4-2
Shift template FIRE CHIEF
o [F JAMES ADAMS
FIRE INSPECTOR
Positions can be job [ ALEX BALDERAS

[# JOSE FLORES

[ ARTURD ROBLES

--------- Wi-48 (2000 Chevralet 5-10 Pickup (Red])
FIRE COMMUNICATIONS EQUIPMENT OPERATOR
LUIS MARTINEZ Resource assigned to the
[ JOHN GRIGSE'Y R Fire Inspector position

--------- O waRD HAWKINS

FIRE ALARM ELECTRICIAM

! LESLIE SAYLES

[ TiM GAIMES

[199 ch Renegade 1250 Purnper)
[¥] AMaD0 GOMZALES Multiple people and resources

TSSSI\‘E&L&EHHEZ can be assigned to each
Check marks indicate the | _— position

position or assignment —|
is active by default

titles or resources

Before you Create the job titles required to create the shift template. A job title can be an organizational position, a
begin rank, or a task that must be performed during the course of the shift. See “Personnel Lists” on page 4-23.

Create the resources you need to create the shift template. See “Resources” on page 2-103 for more
information. Resources, such as fire trucks, can be used as shift positions when you want to assign and
track personnel by resource.
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== To create a shift template
1 Select Options > Roster. The Roster dialog box appears.

Shifts | Duties |

Shift Templates

A - Shift [Shif
B - Shift [Shif

tEB)

Add Edit Remove Create Copy
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2 Click Add. The Shift Template dialog box appears.

Shift Template: A - Shift
Pozitions and Assignments
i N Shift
= (Engine 3 Shift Name: [~ Ghife Show Duty Tatals ¥
Peputy Class: lh
- Frick
Security e |
h phion:
. Colanel Wayne Shift &
[ Station Chief
— Position
b Job Title
(Engine 4] & |CDF Gen |
[Engine 2]
[# Achziger Resource
Boes & JCHF 1 (Chief 1) =] Find |
ENGS [Engine’)
......... Hestan
Personnel
& IAaron j Find |
Resource
& JCHF 1 (Chief 1) =] Find |
Remove Selection |
......... M FRES 10 LI
Save | Cancel |

3 Type a name for the shift in the Shift Name box.
4 Select a class from the Class drop-down list.
m All All resources are available for creating the shift template and the shift template is

available for building a roster on workstations with either the Fire or Security Client
enabled.

® Fire Only fire resources are available for creating the shift template and the shift
template is available for building a roster only on workstations with the Fire Client
enabled.

m Security Only security resources are available for creating the shift template and the
shift template is available for building a roster only on workstations with the Security
Client enabled.

® Facility Management Only facility management resources are available for creating the
shift template and the shift template is available for building a roster only on
workstations with Facility Management enabled.

5 Type a description for the shift, such as the shift duration, in the Description box.

6 Click the Show Duty Totals check box if you want the shift to display the totals for each
duty type when the roster is printed.

7 Build the organizational structure of the shift by adding positions.
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e

Select a job title in the Position Job Title drop-down list. See “Personnel Lists” on
page 4-23 if the job titles you need are not available.

Click the arrow to the left of the drop-down list to add the job title to the Positions and
Assignments tree.

Select a resource in the Position Resource drop-down list. See “Resources” on
page 2-103 if the resources you need are not available.

Click the arrow to the left of the drop-down list to add the resource to the Positions and
Assignments tree.

Continue adding jobs and resources until the shift template is complete.

8 Assign personnel and resources to the positions.

a

In the Positions and Assignments tree, select the position (job title or resource) to which
you want to make an assignment.

b Select the person or resource from the Assignments drop-down lists.

NOTE Ifthe person you want to assign does not appear in the Assignments list, make sure
the Include in Roster personnel lists option is checkmarked in the person’s database
information. This option is located on the Name tab in the Person dialog box. See “To add a
person” on page 2-86.

¢ Click the arrow to the left of the drop-down list item you want to assign.

9 When you are finished building the shift template, click Save.

NOTE If you need a shift template similar to one you have already created, use the Create
Copy button to create a copy and then make changes to the new template. See “To copy a
shift template” on page 4-44.
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== To create roster duty types
1 Select Options > Roster. The Roster dialog box appears.
2 Click the Duties tab.

Shifts  Duties

Roster Duties

Remove |

NOTE Duty types are used to track changes in personnel shift assignments in the D-21
Incident Client. When a person is assigned to a duty type, they are removed from the On
Duty or active status. If Show Duty Totals is checked when creating the template, all duty
type totals are tallied in the printed roster.

3 Click Add. The New Roster Duty dialog box appears.

Mew Rosker Duty
Kelhd

4 Enter the name of the duty type. Typical duty types include: Leave, Vacation, Training,
TDY, and On Leave.

5 Click OK.
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== To copy a shift template

1 Select Options > Roster. The Roster dialog box appears.

2 Select the shift template you want to copy from the list on the Shifts tab.
3 Click Create Copy.

Enter new shift name:

4 Type the name of the new shift template.

5 Click OK.

== To edit a shift template

1 Select Options > Roster. The Roster dialog box appears.

2 Click the Shifts tab.

Roster

Shitts | Duties |

Shift Templates

A, - Shift [Shift &)

Add

Edit hemave

Create Copy

Done

3 Select the shift you want to edit.
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Shift Template: A - shift

4 Click Edit. The Edit Shift dialog box appears.

N

ENG 3
Deputy

b 7] Fiick
Security

Station Chief
Franks
COMMAND
Armstrong
Boes
Galland

Achziger
Boes

Heston
Jemizon

[Hazmat)
Antheil

- [F] HM-TRLR
MED 1

EMG5  [Engne 5]

[Engine 3]

-] Colonel Wayne

EMG 4  [Engine 4)
ENG 2  [Engine 2]

[Hazt at Trailer]

— Shift

|»

Shift Narne: IA - Shift Show Duty Totalz W
Clasz: IF"B vl

Description: [t 4

— Pozition

Job Title:

|CDR: Gien

Resource

|EHF1 [Chigf 1]

] _find |

A

g L8

Perzonnel

I.&alon

Resource

=l i |

|EHF‘I [Chief 1]

+ 4

=l i |

Einztein
Wiehster B
‘Yamaguchi Remove Selection |

- IRES 10 =l

Save Cancel |

B Positions and Assignments Clear the check box next to a position or assignment to
temporarily remove it from the roster.

® Shift Enter a name and description for the shift. Click the Show Duty Totals check box
to display the totals for each duty type when the roster is printed.

® Position Select a job title or resource you want to add to the shift and click the arrow.
Click Find to locate a resource in the D-21’s list of resources.

®  Assignment Select the personnel or resources you want to add to a position and click the
arrow. Click Find to locate personnel or resources.

® Remove Selection To delete a shift entry, select a position or assignment and click
Remove Selection. Removing a position also removes all its associated assignments.

5 Click Save.
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To delete a shift template

1

a A~ WOND

Select Options > Roster. The Roster dialog box appears.

Click the Shifts tab.
Select the shift you want to delete.

Click Remove.

Click Yes to confirm the selection.

Creating a Summary Statistics Log

Figure 4-3
Summary
Statistics Log
sample

The Summary Statistics Log is a standard Daily Activity form that can be used to track
non-critical administrative activities and tasks. For each item you want to track, you can add up
to three fields for entering numbers. The numbers can then be tallied in a Total Column.

Daily Activity - Summary Statistics

March2006 [Mach 7] [200 x| [ V™™ Statst
Sun [ Mon | Tue | Wed | Thu | Fri | Sat
P T A - B | 2 3 4
4 [ 7 L 9 o
12 |13 |14 (18 (18 |17 |18
19 20 2 &3 24 2
26 27 28 2 30 31 1
2 3 4 g 5 v g
Far Time Period IDa}. j

Edit |
Brint |

Select a date in the Calendar ta display the

Summary Statistics log that is saved for that date

Orders

Summary
Statistics

More
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== To create a Summary Statistics Log
1 Select Options > Summary Statistics Log. The Summary Statistics Log dialog box appears.

Summary Statistics Log

Categories I

Headings and Categones

Add Heading |
Add Category |
Edit Selection |

—Data Columns

[~ Column 1 |—
[~ Column 2 |—
[~ Column 3 |—
[~ Total Column |—

Move Up Move Down Remove

A

Cancel

v

Done

® Heading Use headings to create titles for groups of items. You cannot enter statistics for
headings. If you want to group items under a heading, you must add the heading first.

® Category Use categories for the items that you want to track. You can track up to three sets
of numeric data for each item.

® Column Use columns to specify how many numeric sets you want to track for each item. A
name is required for each column you select. The Total Column, if selected, displays the sum
of the numbers entered in all columns. The column names are used for all categories.

2 Click Add Heading to enter a heading for a group of categories. If you want to create a group
of categories with a heading, you must create the heading first.

3 Select the heading in the Headings and Categories list under which you want to add a
category.
4 Click Add Category. An entry dialog box appears.

f

oK I Cancel

5 Type the name of the category.
6 Click OK.
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7 Continue adding headings and categories until the Headings and Categories list contains all
the types of data you want to track.

NOTE You can edit a heading or category by selecting it in the list and clicking Edit
Selection. You can change the order of a category by selecting it and using Move Up and
Move Down.

8 Click the checkbox next to each column you want to create in the Summary Statistics Log.

9 Type a column heading name for each column. A column name is required for each selected
data column.

10 Click Done.

For more information on how to use the Summary Statistics Log, see the D-21 Incident Client
User Guide (P/N 001-392-00).
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Setting Workstation Options

Use the Workstation Options dialog box to configure the D-21 Incident Client on the computer
on which you are currently running the D-21 Admin Client. You must run the D-21 Admin
Client and set the workstation options on each computer you want to configure.

NOTE The Workstation Options available depend on the D-21 products and components
installed.

== To configure workstation computer options

1 Select Options > Workstation Options.

Photosi

Login Dptionsl Incidentsl Alert Soundl MG Sourcesl
Workstation Name
|p21-517EST

Backup Path
iE:\PH OGRA™14D214B ackups

Startup Monitor Secondary Monitor

[1 =z ]
Default Map Yiew

I Fire Wiew _'J
Incident Auto-Digplay Yiewer

!Map _:]

Media Directomy
iE:\PF! 0GRA™1WD21\Mediat

Firehouse Software Installed

[ 7]
iButton Hub
![none] :J

Previous Next Cancel Done

® Workstation Name Displays the computer name. Do not alter this value unless instructed
to do so by a Monaco representative.

® Backup Path The location on the workstation where the D-21 backs up the D-21
database. Do not modify this path unless instructed to do so by a Monaco representative.

B Startup Monitor Select the monitor on which you want to start up and display the D-21
Incident Client. Select 1 if you want the application on the first monitor. Select 2 if you
want the application on the second monitor. This option is only available if the
workstation has been configured in Windows 2000/XP for dual monitors.
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Secondary Monitor Select the monitor on which you want to display the Incident Client
map and graphics viewers. This option is only available if the workstation has been
configured in Windows 2000/XP for dual monitors.

Default Map View Select the map view that should be displayed when an operator logs in
or re-logs in to the D-21 Incident Client from this drop-down list.

Incident Auto-Display Viewer Select the viewer that you want to launch automatically on
the second monitor when an incident is created in the D-21 Incident Client. This option
is only available if the workstation has been configured in Windows 2000/XP for dual
monitors.

Media Directory The location on the workstation where the D-21 looks for all media files
such as the map, floor plans, response graphics, icons, etc. Do not modify this path
unless instructed to do so by a Monaco representative.

Firehouse Software installed Seclect Yes if you are using Firehouse Software to export
data from the D-21 to Firehouse Software. For more information on exporting to
Firehouse, see the D-21 Maintenance Guide (P/N 001-399-02).

iButton Hub Select the iButton hub you want this workstation to use for managing IDS
iButtons and PINs. The iButton hubs displayed in this list were added to the database
with the iButton Hub RID. See “IDS iButton and PIN Assignments” on page 9-24 for
more information.

Make changes as necessary.
When you are finished, click Done.
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== To configure workstation login options
1 Select Options > Workstation Options. Click Next to advance to the Login Options tab.

Workstation Options

Weather Station |
Computes Setup | Login Opiions | incidents| Alent Sound| MNS Souwess |

Workstation Site

|Soacawcn Auzensl > ]
[ Login to this Site excluzively

Warkstation Facility

ore

Incident Clhent Auto-Login
| Laura Flowde B

“

Previous

»

Mext

A

Cancel

v

Done

®  Workstation Site Select the site that workstation logs into by default.

B Login to this Site exclusively Select this option to limit operator logins at this
workstation to the selected site only.

®  Workstation Facility Select the facility in which this workstation is located. This value is
required in order for this workstation to view automatic shortest routes. See
“Configuring Shortest Routes” on page 4-33.

® |ncident Client Auto-Login Select an operator name to automatically log in to the
Incident Client each time the Incident Client is started at this workstation. Select None
if you want to require an operator and password each time the Incident Client is started
on this workstation.

NOTE When this option is selected, the D-21 Incident Client does not require a password
for login.

2 Make changes as necessary.
3  When you are finished, click Done.
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=—— To configure workstation incident processing options
Select Options > Workstation Options. Click the Incidents tab.

Workstation Options

1

“Weather Station l Phiotos l
Computer Setup ] Login Options |nc:ldenls Alert Soundl MMS Sources ]
Digpatch Options
I Dizpatch fram this work station
[ Automatically prompt to dispatch £

Map Options
v Map defaults to Consolidated Yiew
[~ Hide routes on thiz map

Secunty Dptions Viewer Options
v Intrusion Detection [ Open Floor Plans Full ScreensSecond Monitor
v Access Control | Open Graphics Full Screen/Second Maonitor

[ Open Pre-Plans Full ScreendSecand Manitar
|7 Hide Dizabled Yiewer Buttans

Alert Options

v Dizplay all automatic alerts

W Acknowledaging an alert on this workstation clears the alert on all work stations
[ Use standard beep on PC speaker

[ Suzpend Mon-alamm Alerts while active Incidents exist

[ Hide &lert Manager Button

Print Options
[ Auta Ineident Print. F'rinter:| T J

« » | N Vv

Previous Next Cancel Done

Dispatch Options

®  Dispatch from this workstation Select this option to turn on the Dispatch viewer for all

incidents at this workstation.

= Automatically prompt to dispatch Select this option to display the resource dispatch
dialog box after an operator creates an incident at this workstation.

® Use Map Dispatch If you have enabled the automatic prompt to dispatch, select this
option to use the Map-based dispatch when the automatic prompt is generated.

NOTE See “Dispatch Configuration” on page 3-58 for more information about dispatch

options.
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Map Options

B Map defaults to Consolidated View Select this option to use the Consolidated view on an
incident’s map. This view displays resources of any class (i.e. Fire or Security), and does
not display facility icons for most facilities. See the D-21 Incident Client User Guide
(P/N 001-392-00) or the D-21 Map Options User Guide (P/N 001-464-00) for more
information about map views.

® Hide routes on this map Select this option if you do not want to see automatic shortest
routes for all incidents at this workstation. For more information on shortest routes, see
“Configuring Shortest Routes” on page 4-33.

Security Options

B |ntrusion Detection Select this option to display Intrusion Detection alerts on this
workstation.

®  Access Control Select this option to display Access Control alerts on this workstation.

® Law Enforcement Select this option to record Law Enforcement information at this
workstation.

Viewer Options

B Open Floor Plans Full Screen/Second Monitor Select this option if you want an incident’s
Floor Plan viewer to open full screen (for single-monitor workstations) or on the second
monitor (for dual-monitor workstations), when it is selected, rather than within the
Incident frame.

B Open Graphics Full Screen/Second Monitor Select this option if you want an incident’s
Graphics viewer to open full screen (for single-monitor workstations) or on the second
monitor (for dual-monitor workstations), when it is selected, rather than within the
Incident frame.

B Open Pre-Plans Full Screen/Second Monitor Select this option if you want an incident’s
Pre-Plan viewer to open full screen (for single-monitor workstations) or on the second
monitor (for dual-monitor workstations), when it is selected, rather than within the
Incident frame.

® Hide Disabled Viewer Buttons Select this option if you do not wish to display viewer
buttons within the Incident frame when the viewers are not available for a particular
incident (for example, when the Floor Plan button is disabled because no floor plan is
available for the incident’s facility).

Alert Options

= Display All Automatic Alerts De-select this option if you do not want to receive alerts at
this workstation.
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®  Acknowledging an alert on this workstation clears the alert on all workstations Select this

option to clear an alert on all workstations when it is acknowledged at this workstation.

NOTE You must use the alert’s Acknowledge button to clear the alert if you wish to clear it
on all workstations. Using the Trouble, Nuisance, or Create Incident buttons will clear it only
on the local workstation.

® Use Standard beep on PC speaker Select this option if you are receiving alerts on this

workstation and want each alert to be accompanied by a beep from the computer’s
internal speaker. If the D-21 Incident Client is configured to Auto Acknowledge trouble
or normal alerts, no audible alert is sounded. If you are not receiving automatic alerts,
this setting has no effect.

Suspend Non-Alarm Alerts while active Incidents exist Select this option if you do not
want non-alarm alerts (e.g. Trouble and Supervisory alerts) to be displayed on this
workstation while an incident is open. When all incidents have been closed, then any
pending non-alarm alerts will be displayed.

Hide Alert Manager button Select this option if you do not want the Alert Manager button
to appear in the alert pop-up window when a zone alarm is received. This option
prevents the operator at this workstation from skipping a potentially serious alert by
stacking it in the Alert Manager. See “To configure the Alert Manager” on page 3-50 for
more information about the Alert Manager.

Print Options
= Auto Incident Print Select this option if you want a summary sheet to automatically print

when an incident is created at this workstation.

® Printer Select the printer for the automatic incident summary sheet.
Make changes as necessary.
When you are finished, click Done.
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== To configure workstation alert sounds options
1 Select Options > Workstation Options. Click the Alert Sounds tab.

Workstation Options

Westher Station |
Extemal Wave File
|No |

Play Sound Continually
=

Compates Selup | Login Opiions| Incidents [ Ale Sound | MNS Sources |

“

Previsus

»

Mext

v

Done

® External Wave File Select Yes from the drop-down list if you want to use a custom sound
for the audible alert that accompanies alarm and trouble conditions.

B Play Sound Continually Select Yes from the drop-down list if you want the alert sound to

play continuously.

2 Make changes as necessary.
3  When you are finished, click Done.
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= To configure workstation MNS live voice sources

1 Select Options > Workstation Options. Click the MNS Sources tab.

Waorkstation Options

Westher Station |

MNS BFM- [Local Miciophone]

Computes Setup | Login Options | Incidenis | Alent Sound [ MNS Souces |

Pievious

»

HNext

A

Cancel

v

D one

2 Select the MNS Sources available at this workstation by checking the appropriate check

boxes.

NOTE For information on configuring MNS sources for this workstation, see “Configuring

Workstations for Multiple Live-Voice Sources” on page 7-16.

3 Click Done.
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== To configure workstation weather station options
1 Select Options > Workstation Options. Click the Weather Station tab.

Compuiter Setupl Login Dptionsl Incidentsi Alert Soundl hRS Sources]
Weather Station

Weather Station
Jurit: 1 @ 601 Fire Station 2 [=

¥ Use Metric Units
[” Show Wind Direction in Degrees [ie. 240%)
" Use Weather Station Data for Plume

é

Previous

»

Mext

/N

Cancel

4

Done

2 Select the weather station device from the Weather Station drop-down list.

NOTE For information on adding a weather station RID and device, see the D-21 Remote
Interface Driver Guide (P/N 001-399-01).

3 Click in the check boxes as necessary to set display options for the Weather Data viewer in
the D-21 Incident Client.

® Use Metric Units Display temperature in degrees Celsius, wind speed in meters per
second, and barometric pressure in mb Hg (millibars of Mercury).

®  Show Wind Direction in Degrees Display wind direction in degrees (0° - 360°) as opposed
to compass directions. When this option is selected, an easterly wind direction is
displayed as 90°.

B Use Weather Station Data for Plume When a hazmat plume has been created, this option
allows its weather variables to be populated from the weather station data. This option
is only available if the HazMat Plume component has been added to the D-21.

4 When you are finished, click Done.
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== To configure workstation photo options

If a digital camera will be attached to this D-21 workstation so photos can be uploaded, the
required directory paths must be configured.

1 Select Options > Workstation Options. Click the Photos tab.

Workstation Options

Elptions] Incidentsl AIertSoundl MMNS Sourcesl

Computer Setup
Weather Statio

Camera Directory

[ Browse

Local Photo Directory
| Browse

Photo File Types

.ipg Add
Remaove

p.

Previous

v

Done

M&

Mext Cancel

2 In the Camera Directory text box, enter the path to the photo storage area on the digital
camera. If the camera is currently attached to the workstation, click the Browse button to
navigate to and select the directory using a standard Windows file management dialog box
instead of manually typing the path in the text box.

3 In the Local Photo Directory text box, enter the path to the folder on the local hard drive
where uploaded photos will be kept. Use the Browse button to navigate to and select the
directory using a standard Windows file management dialog box instead of manually typing
the path in the text box.

4 Confirm the file type used by the digital camera for photos appears in the Photo File Types
list box. If it does not, click the Add button to enter it in the list. To remove a file type, select
it in the list and click the Remove button.

5 When you are finished, click Done.
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4 Adding Media Files

\

Read this section to learn how to add floor plans, icons, response graphics, and sound files to

the Media folder.
Contents
Media Files. . .. ..o 5-2
Programs for Generating Media Files .. .......................... 5-2
Floor Plans, Pre-Plans, and Response Graphics .................... 5-3
Conventions for Naming Media Files......................... 5-4
Importing Floor Plans, Response Graphics, and Pre-Plans. . ... .... 5-5
Tcoms. .o 5-12
SOUNdS . . .o 5-12
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Media Files

Media Files

The Media folder is located at C: \Program Files\D21\Media, and contains graphics
and audio files for use with the D-21. Since each D-21 workstation uses the media files in its
own \D21\Media folder, it is important to periodically back up the contents of
\D21\Media in case it is necessary to restore some or all of the media files. See the

D-21 Maintenance Guide (P/N 001-399-02) for more information on backing up and restoring
media files.

You can add image files to the following folders:
® \FloorPlans.

m \PrePlans.

m \Icons.

® \ResponseGraphics.
m \Vehicles.

You can add .wav sound files to the \ Sounds folder.

vNOTE To add a map, contact Monaco. See Contact Information on page ii.

Programs for Generating Media Files

Monaco provides Autodesk® AutoCAD LT® with the D-21G and D-21M for creating and
editing floor plans and other graphics; for information on using AutoCAD LT, see the Autodesk
documentation included with the product.

There are dozens of programs capable of generating media files in formats that can be used with
the D-21.

IMPORTANT Monaco neither endorses nor recommends programs for generating image
graphics or sound files.

5-2 Adding Media Files Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Floor Plans, Pre-Plans, and Response Graphics /

N

Floor Plans, Pre-Plans, and Response Graphics

You can add graphics in the following formats to the FloorPlans, PrePlans, and Response
Graphics folders when using the D-21G and D-21M:

IMPORTANT [f you are already using Monaco pre-plan templates to add pre-plans to your
response plans, you cannot import pre-plans from another software application. See
“Pre-Plans” on page 3-23 for more information.

File Format File Name Extension | Programs that Make Files in this Format

Bitmap .bmp Paint programs such as Microsoft Paint and image editing
programs such as Adobe® Photoshop®

CAD Zone Drawing .czd The Fire Zone by The CAD Zone

Drawing Web Format | .dwf Autodesk AutoCAD LT (included with D-21G and D-21M)

Data Exchange File .dxf Autodesk AutoCAD LT (included with D-21G and D-21M)

Drawing .dwg Autodesk AutoCAD LT (included with D-21G and D-21M)

Graphic Interchange | .gif Image editing programs such as Adobe Photoshop

Format

JPEG (Joint Jpg Image editing programs such as Adobe Photoshop

Photographic
Experts Group)

Adobe Portable .pdf Adobe Acrobat

Document File

Tagged Image File tiff Image editing programs such as Adobe Photoshop
Format

Windows Meta File .wmf Image editing programs such as Adobe Photoshop

== To make a floor plan graphic available to the D-21 system

1 Save or copy the file to:
C:\Program Files\D21l\Media\FloorPlans.

vNOTE Files in the *.pdf format cannot be used for D-21 floor plans.

== To make a response plan graphic available to the D-21 system

1 Save or copy the file to:
C:\Program Filesg\D21l\Media\ResponseGraphics.
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To make a pre-plan file available to the D-21 system

1 Save or copy the file to:
C:\Program Files\D21\Media\PrePlans.

NOTE Files in the *.bmp, *.gif, *jpg, *tif, and *.wmf formats cannot be used for D-21
pre-plans.

Conventions for Naming Media Files

Use the Import command to import large numbers of files and attach them to existing facilities
by following the naming conventions described below.

IMPORTANT The File > Import Pre-Plans command is not available if your database is set
up to use Monaco pre-plan templates.

® File names must start with the full facility number, including any prefix and suffix, exactly
as entered in the D-21 database. Use an underscore () to separate the facility number from
the rest of the file name. The import utility compares the characters that precede the
underscore with facility numbers entered in the D-21 to match the file with a D-21 facility.
The import utility also creates a label for the file within the D-21 that includes the facility
name as entered in the D-21 database. If the image is a floor plan, the import utility includes
that information in the label as well.

m  The last characters before the period that separates the file name from the file extension must
indicate the image type (floor plan, response graphic, or pre-plan) according to the following

format:
Floor Plans FacilityNumber fp.*
For example, A-132 fp.dwg is an AutoCAD floor plan for facility number
A-132.
Response Graphics FacilityNumber pic.*
For example, 8-z-5 pic.jpg is a photograph of facility number 8-Z-5.
Pre-Plans FacilityNumber pp.*

For example, 12_pp.pdf is a .PDF pre-plan for facility number 12.
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® Include additional descriptive information about the file after the underscore, if necessary.
The text will be included in the label for the file that is generated by the import utility. This
is useful if there are multiple images to import for a single facility. For readability, you can
include a space between the additional text and the final characters indicating the image type

if you wish.
File Name Label Attached by the D-21
132-A fp.dwg 132-A FacilityName Floor Plan
132-A 1st Floor fp.dwg 132-A 1st Floor FacilityName Floor Plan
132-A 2nd Floor fp.dwg 132-A 2nd Floor FacilityName Floor Plan
45 pic.jpg 45 FacilityName

45 Electrical Panel pic.jpg 45 Electrical Panel FacilityName

190B pp.pdf 190B FacilityName

vNOTE File names are not case-sensitive.

Importing Floor Plans, Response Graphics, and Pre-Plans

Use File > Import to import large numbers of response graphics, floor plans, and pre-plans. The
Import command uses the file naming conventions described in “Conventions for Naming
Media Files” on page 5-4 to import each graphic, floor plan, or pre-plan and attach it to the
correct facility. Files must be located in the correct folder in the D-21 directory to import
successfully. Floor plans must be in C: \Program Files\D21\Media\FloorPlan.
Response graphics must be in

C:\Program Filesg\D21l\Media\ResponseGraphics. Pre-plans must be in
C:\Program Files\D21\Media\PrePlans. For more information, see “Floor
Plans, Pre-Plans, and Response Graphics” on page 5-3.

To import response graphics

NOTE Follow the file naming conventions for importing response graphics before using the
Import command. See “Conventions for Naming Media Files” on page 5-4.

1 Select File > Import.
2 Click Import Response Graphics. The following dialog box appears.

Incident Class
Select Incident Class for Resp Graphi
IAimIaﬂ j
oK I LCancel |

3 Select the Incident class being attached to the Response Graphic from the drop-down list.
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4 Click OK, and the Response Graphics Selector appears

le R Eranhi Selected R Eranhi

Firedog.jpg

Ok | Lancel |

5 Use the arrow buttons to move graphics between the Available and the Selected windows.
Use the Shift or Ctrl keys to select multiple files. Graphics in the Selected window will be
available for use by the D-21.

6 Click OK.
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7 The following dialog box appears. Select Yes or No.

Import Response Graphics ﬂ

Click “es" if wou want to import the Response Graphics
and ‘Mo’ if just wankt to dekermine how many would import,

‘fes Mo |

® (lick Yes to import the response graphics. The D-21 imports the graphics and displays
a dialog box with the actual results of the import.

OR

® (Click No to view the potential results of using the Import command. The same dialog
box is displayed without performing the import.

Files Skipped are files
Files Comverted: |4 / that are already
; e L attached to the
BlEstkoneg [2 =7 [ | Results of the import are facility
Files Mat Canverted: |15 displayed here
Tatal Files: |22
Filez not converted
1316_pic.dwg -
1317_dth FIr pic.dwg _I . .
1317_5th FIr pic.dwg The D-21 displays a list
1317_6th FIr pic.dwg '
1317_7th Fir pic. dwa / of th?‘f'g’s thaft W?re not
1343 1t Fir pic. dwa matched to a facility
1350_1st FIr pic.dwa in the database
1350 _2nd FIr pic.dwg
1353 _pic. dwg
1360 _pic. FDOF
1361_a-1 pic.dwg
1364_1gt Flr pic.dwg
1364_2nd FIr pic.dwg
1365_pic. dwg
1366_pic. dwg
26173 pic.dwg

8 Click OK. Files that were not converted with the Import command can be manually added
to response plans. See “To add graphics to a response plan” on page 3-12.
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== To import floor plans

NOTE Follow the file naming conventions for floor plans before using the Import command.
See “Conventions for Naming Media Files” on page 5-4.

1 Select File > Import.
2 Click Import Floor Plans. The following dialog box appears.

Floor Plans Selector

Available Floor Plans Selected Floor Plans

10Hazmat.brp

1410PLAM . DMWwF
1410PLAN_2 brap

158, dwif
2400_EQUIPMENT.brap
2400_NCO_ACADEMY . brp
BLDG_34. dwf
bldg_3a_dwf.red

BLDG1890.brmp Ll
BLDG2400_2 bmp

Bldg4330.brmp

Bldg4711.brmp

Qg | LCancel |

3 Select files from the Available Floor Plans Section. Use the Shift or Ctrl keys to select
multiple files. Click the right-hand arrow (>) to move them to the Selected Floor Plans
section.

4 Click OK. The following dialog box will appear.

Import Floor Plans x|

Click “es" if wou want to import the Floor Plans
and ‘Mo’ if just wankt to dekermine how many would import,

‘fes Mo |
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5 Do one of the following:

® (lick Yes to import the floor plans. The D-21 imports the floor plans and displays a
dialog box with the results of the import.
OR

® (Click No to view the potential results of using the Import command. The same dialog
box is displayed without performing the import.

Potential Import Floor Plans R

Files Skipped are files
Files Converted: |z / tf‘tltat ar\]redatlre;dy
attached 1o the

. ) I
Bleied [z =l Results of the import are facility
Files Mot Corverted: |23 displayed here
Total Files: |23

Filez not converted

10B0_fp.dwg =
1316 _fp.dwg . .

1317 15t Fir fp.dweg The D-21 displays a list
131 ;_%nddFﬁlrffp;jdwg / of the files that were not

_=rd rirfp.dwg ity

1317 ath Fir . g | matched to a facility in the

1217 _Bth FIr fp.dwg 1 database

1317_Eth Fr fp.dwg
1317_Tth FIr fp.dwg
1343 st Flr fp.dwig
138015t Fir fp.dwg
1350 _2nd Flr fp.dwg
1363 _fp.dwg
1361_a-1 fp.dwg
1364 _1st Fir fp.dwig
1364 2nd Flr fp.dwg
1365 _fp.dwg

1366 _fp.dwg

1368 _fp.dwg
1370_fp.DWG

1371 _fp.dwg

1372 _fp.dwg -
1376 _fp.dwg _'_I

6 Click OK. Files that were not converted with the Import command can be manually attached
to facilities. See “To add a floor plan to a facility” on page 2-27.
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To import pre-plans

NOTE You cannot import pre-plan files if you are already using Monaco pre-plan templates
to create response plan pre-plans. In this case, the Import > Import Pre-Plans command will
not be available.

1 Select File > Import.
2 Click Import Pre-Plans. The following dialog box appears.

Select Incident Class for Pre-Plans

Aircraft LI

oK LCancel |

3 Select the Incident class being attached to the Pre-Plan from the drop-down list.
4 Click OK, and the Pre-Plans Selector appears. Select files from the Available Pre-Plans

Section. Use the Shift or Ctrl keys to select multiple files. Click the right-hand arrow (>) to
move them to the Selected Pre-Plans section.

5 Click OK. The following dialog box will appear.

Impott Pre-Plans |

Click *es" if wou want to import the Pre-Plans
and Mo’ if just wank ko determing how many would import,

es Mo |

5-10
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6 Do one of the following:

® (lick Yes to import the pre-plans. The D-21 imports the pre-plan files and displays a
dialog box with the results of the import.
OR

® Click No to view the import results without actually attaching any pre-plans to response
plans.

Potential Import Pre-Plans Resulk:

Files Skipped are files
Files Corverted: Iz = / that are already

Files Skipped. |2 / f rt cilit
i Results of the i port are a y

Filez Mat Converted: |-|3 displayed here
Total Files: |22

Filez not converted

100Z2_pp. pdf =
1029 _pp.pdf J
104E_pp. pef The D-21 displays a list

H?ZEEZEQF of the files that were not

1153_pp.pdf matched to a facility
1154 _pp.pdf in the database

1158 _pp.pdf
1159_pp. pdf
122_pp.pdf
123_pp.pof
124_pp.pdf
1240 pp.pdf
126_pp.pdf
1279 _pp.pdf
1281 _pp.pdf
129 _pp.pdf
1290 pp.pdf

7 Click OK. Files that were not converted with the Import command can be manually attached
to response plans. See “To add a pre-plan file to a response plan” on page 3-7.
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Icons
You can add icons in the following formats to the Icons folder:
File Format File Name Extension | Programs that Make Files in this Format
Bitmap .bmp Paint programs such as Microsoft® Paint and image editing programs
such as Adobe® Photoshop®
Graphic .gif Image editing programs such as Adobe® Photoshop®
Interchange
Format
Icon .ico Any Windows icon editor program
—— To make an icon available to the D-21 system
1 Save or copy the file to:
C:\Program Files\D21\Media\Icons.
Sounds

You can add Windows wave files with the . wav filename extension to the Sounds folder. You
can generate wave files from an audio editing application such as Goldwave Digital Audio
Editor or Syntrillium Software Cool Edit.

To make a wave file available to the D-21 system

1 Save or copy the file to:
C:\Program Files\D21\Media\Sounds.
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Section 6

4 Adding the BT-X Communicator

\

Read this section to learn how to add a multi-application BT-X to the D-21 database.

Contents
Adding the Multi-Application BT-X. .. ... ... ... ... ... .. .... 6-2
Adding the BT-X Communicator .. ................c..cuv..... 6-3
Adding the BT-X Communicator Plus ........................ 6-4
Configuring Dual Communication Channels. . ..................... 6-4
Dual Communication Status . . ..., 6-5
Dual Communication Testing . .. ..............uirerneon... 6-5
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Adding the Multi-Application BT-X

Adding the Multi-Application BT-X

Multi-application BT-X units (BT-X Communicator, BT-X Communicator Plus, BT-XF,
BT-XS, BT-XS(M), BT-X/ACS(M), and BT-X/WAC+) can be configured with one or more
different applications. An application is a combination of hardware and software that creates a
specialized functionality in the D-21. Fire, intrusion detection, access control, and mass
notification are all applications that can be configured when using the BT-X. One or more
applications can be installed in the BT-X and configured for the unit at the D-21 depending on
how the BT-X is configured by Monaco for your use.

IMPORTANT When you finish programming the BT-X, print the List Configuration report to
provide a list of remote units and zones that need to be added to the D-21 database.

To add a multi-application BT-X to the D-21 database

1

Print the List Configuration report from the BT-X programming menu for the unit you are
configuring. You will need to add each unit configured during the BT-X programming to
the D-21 database.

Add a BT-X Communicator remote unit. Do one of the following:

B |f the BT-X has MNS functionality installed Add a BT-X Communicator unit using “To
add a BT-X for in-building mass notification” on page 7-19.

OR

B |f the BT-X does not have MNS functionality Add a BT-X Communicator unit using “To
add the BT-X Communicator unit” on page 6-6.

Add the onboard zones, if used, to the BT-X Communicator. See “To add a zone” on
page 2-65.

Add the relay outputs to the BT-X Communicator if the unit uses onboard relay drivers for
activating relays from the D-21. See “To add an output” on page 2-74.

If AIM reader interface modules are installed for ACS Add the number of ACS application
units indicated by the BT-X configuration report. Use the BT-X/ACS (M) remote unit type
and assign the unit numbers calculated by the BT-X. “To add a BT-X/ACS (M) application
unit” on page 8-12.

If fire zone cards are installed for Fire reporting Add the number of Fire application units
indicated by the BT-X configuration report. Use the BT-XF (M) remote unit type and assign
the unit numbers calculated by the BT-X. See “To add a remote unit” on page 2-55.

If security zone cards are installed for IDS Add an IDS Master unit and the number of IDS
application units indicated by the BT-X configuration report. Use the BT-XS(M) remote
unit type for the IDS Master unit and the IDS application units, and assign the unit numbers
calculated by the BT-X. “To add an IDS application unit” on page 9-21.
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Adding the BT-X Communicator

Each BT-X is represented in the D-21 database by the BT-X Communicator remote unit type
and application-specific remote units that represent fire, mass notification, intrusion detection,
and access control equipment. The BT-X Communicator unit is used to report BT-X operational
conditions such as ac fail, battery fault, and enclosure tamper (if used).

The BT-X Communicator also supervises:

®  Mass Notification If the BT-X is connected to a mass notification panel for pre-recorded
and/or live-voice messages, the BT-X Communicator unit is used to configure MNS for the
BT-X. See “Adding a BT-X with Mass Notification” on page 7-18.

B Onboard zones There are four onboard zones available on each BT-X Communicator unit
that can be used for fire or auxiliary zone reporting. See “To add a zone” on page 2-65 after
you have added the BT-X Communicator unit for more information on adding zones.

m Relays Ifthe BT-X Relay Board is installed, the board’s relays are configured in the D-21
as outputs attached to the BT-X Communicator remote unit. See “To add an output” on
page 2-74 after you have added the BT-X Communicator unit for more information on
configuring the relays. If the BT-X is used for mass notification, the BT-X relays drivers are
used for activating and deactivating pre-recorded messages and cannot be used for output
relays.

®  Dual communication channels When the BT-X is configured for primary and secondary
communication modes, either the BT-X Communicator or the IDS Master unit report an
alarm on zone position 13 when the primary communication mode fails or the unit is
manually switched to secondary communication mode. When the primary communication
mode is restored, an end alarm condition is reported on zone 13. You must add zone 13 to
each unit reporting communication status, in order for the D-21 to display status changes for
the zone.

NOTE Each dual communication BT-X with an IDS Master unit can be configured through
BT-X programming in order to report the communication status on either the BT-X
Communicator address or the IDS Master unit address. See the BT-X I-O-M Manual

(P/N 001-398-00) for more information.

B Zone card failures The BT-X Communicator reports a failure of one of the installed fire zone
cards on zone position 14. The zone must be added to the Communicator unit in order for
the D-21 to display status changes for this zone. The IDS Master unit reports a security zone
card failure on its zone position 14.

® Bad database When the D-21 downloads to the BT-X and the configurations do not match,
this condition is reported on zone position 16. This zone must be added to the Communicator
unit in order for the D-21 to display the status change.

vNOTE Zone position 15 is not used on the BT-X Communicator unit.

Each application (one or more fire cards, security cards, access control reader interface, etc.) is
treated as an additional remote unit in the D-21 database. Each is numbered sequentially
beginning with the unit number used for the Communicator. All unit numbers are determined
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when the BT-X is programmed, and the programmed unit numbers should be entered into the
D-21 so they match the programming at the BT-X. See the BT-X Installation Manual

(P/N 001-398-00) provided with the BT-X for more information on programming the hardware
and printing a List Configuration report (used when configuring the BT-X in the D-21).

Adding the BT-X Communicator Plus

The BT-X Communicator Plus is a firmware upgrade of the BT-X Communicator. Each BT-X
Communicator Plus has the same basic functions of the BT-X Communicator, but has the
following enhanced capabilities:

® Display of BT-X version information and Zone Card evaluation results.
® Global MNS activation or inactivation messages.

m  Better control of keypad errors due to malfunctions.

® Selection of local or remote iButton bridge chips.

®  Synchronizing of BT-X MNS pre-recorded messages.

For more information about the specifics of the BT-X Communicator Plus see the BT-X
Communicator Plus Supplement (P/N 001-398-09).

BT-X Communicator Unit Classes

The BT-X Communicator and Communicator Plus units can be classified as Fire, Security, or
Facility Management. Unit class is used to differentiate transceivers in the D-21 Incident Client,
and allows the operator to efficiently communicate with different groups of units based on class.
For instance, an operator can view unit status conditions and send commands to a fire BT-X
Communicator on D-21 client workstations where the Fire Client is enabled.

The BT-X programming menus and the D-21 unit configuration must be set up so BT-X unit
status is reported to the desired Client workstations. See the BT-X Basic IOM Manual

(P/N 001-398-08) for more information on programming unit status reporting options on the
BT-X.

Configuring Dual Communication Channels

Dual communication is enabled in the RFM 7000 RID configuration and in the BT-X remote
unit configuration.

The dual communication option must be enabled in the RFM 7000 RID configuration dialog
box for the RFM to communicate with one or more dual communication BT-X units. See “Dual
Communication Testing” on page 6-5 for more information.

IMPORTANT A dual communication BT-X communicates with the D-21 via the RFM-XHR.
The RFM-XHR uses the RFM 7000 RID. See “Adding a RID for the RFM 7000 and RFM-X"
on page 2-38.
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When dual communication is enabled, the RFM 7000 RID provides commands to:

Switch from the primary to secondary channel.

Switch from the secondary to the primary channel.

Disable and enable either channel.

Test the primary with fallback to secondary communication mode.

Each dual communication BT-X is programmed to report its status on either its BT-X
Communicator address or IDS Master unit address (if intrusion detection equipment is
installed). When these units are added to the D-21 database, the units programmed to report
dual communication status to the D-21 must have the dual communication channel option
enabled in their remote unit configuration.

The BT-X Communicator and IDS Master remote unit types each use a communication
supervision zone (zone 13) to signal the fallback from primary to secondary communication
and the subsequent return to primary communication. Zone 13 must be added to the remote unit
configuration for units that will report dual communication channel status. See “To add the
BT-X Communicator unit” on page 6-6 for how to configure the fallback zone (zone 13) on the
BT-X Communicator unit. See “To add an IDS application unit” on page 9-21 for more
information on configuring the IDS Master unit.

Dual Communication Status

Dual communication channel status is reported on zone 13. The Alarm and Normal/Secure
status conditions reported on zone 13 of either the BT-X Communicator or the IDS Master unit
indicate the following:

® Alarm The BT-X is in a fallback mode from the primary to secondary communication
channel and is currently operating on its secondary channel.

® Normal/Secure The primary channel has been restored and the BT-X is operating on the
primary communication channel. Zone 13 on the BT-X Communicator is Normal when the
unit is on the primary channel. Zone 13 on the IDS Master unit status is Secure when the
unit is on the primary channel.

When you enable dual communication channels on a BT-X Communicator or IDS Master unit,
the D-21 gives you the option of automatically adding zone 13 to the remote unit configuration.
The zone priority for zone 13 defaults to Supervisory. You can change this priority setting by
editing the zone.

IMPORTANT The zone priority is set to Supervisory so alarms from the unit do not appear
on the system as higher priority Fire or Security Alarms.

Dual Communication Testing

The Dual Communication Test tests the fallback to secondary channel and restore to primary
channel operation of each dual comm BT-X unit that communicates with the RFM 7000 RID.
The D-21 tests each dual communication unit by polling it, switching it to the secondary
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channel, and then restoring it to the primary channel. If the unit fails the test at any point during
the process, the testing stops, the reason is displayed in the Remote Activity window in RID
Commands in the D-21 Incident Client, and the Dual Communication Test proceeds to the next
dual communication unit.

IMPORTANT Set the RFM 7000 RID polling mode to Continuous or Continuous/Timed
when using the Dual Communication Test. See “Adding a RID for the RFM 7000 and
RFM-X” on page 2-38.

The Dual Communication Test fails to run if:

® The RFM is in communication failure.
® The RFM is currently operating in single-channel mode.
®m  There are no units attached to the RFM with dual communication enabled.

The Dual Communication Test skips a dual communication unit if:

® The dual communication unit is in a No Reply condition with the RFM.
® The dual communication unit is already operating on its secondary channel. Only units
operating on their primary channel can be tested.

The Dual Communication Test can be set up to run automatically (at regular intervals) when
you configure the RFM 7000 RID, or you can run the Dual Communication Test from the RID
Commands window in the D-21 Incident Client. If you schedule the Dual Communication Test
to run automatically, be sure to pick a test time that does not overlap other scheduled system
activities, such as extended polls and automatic database backups. See “Adding a RID for the
RFM 7000 and RFM-X" on page 2-38.

To add the BT-X Communicator unit
1 Select Add > Remote Unit.

Add New Remote Unit

General I Locationl Zones | Dutputsl Mates | Actionsl Unit Options |

Unit Number TroublelD

RID Serial Number

|RFM 7000 =l

Type [# Zones) Unit Class " Dual Comm Channel

IFile j

BT - Communicator
Canfigure Fallback Zone

[~ Enable MNS

=»

Next

4

Done

&

Previous

I

Add

AN

Cancel

X

Delete
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®  Unit Number Enter the BT-X Communicator address.

®m RID Seclect the RID that will be used to communicate with the BT-X.
® Type (# Zones) Select the BT-X Communicator remote unit type.

® Trouble ID For Monaco use only.

® Serial Number Enter the serial number for the remote unit hardware. This field is for
informational purposes only and is not required.

® Unit Class Select Fire, Security, or Facility Management to specify which workstations
and users can issue commands to this unit.

® Enable MNS Select this option if the BT-X is used for pre-recorded and/or live-voice
mass notification. Checking this option enables MNS for the remote unit and adds the
MNS tab to the dialog box. See “Configuring Mass Notification” on page 7-1 for more
information.

® Dual Comm Channel Select this option if the BT-X is configured to communicate dual
comm channel status with the D-21 on the BT-X Communicator address. See
“Configuring Dual Communication Channels” on page 6-4 for more information.
® Configure Fallback Zone This option is only available if the Dual Comm Channel option
is selected. The Configure Fallback Zone option automatically adds zone position 13 to
the BT-X Communicator unit with the description: Comm Supervision.
2 Click Next to advance to the Location tab.

3 Select the site and facility where the remote unit is located from the drop-down lists. If
desired, enter more specific information in the Location/Directions box.

NOTE If the desired facility does not appear in the drop-down list, make a note to return to
this dialog box after the facility has been added to the database. See “To add a facility” on
page 2-13.
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4 Click Next to advance to the Zones tab. If you selected the Dual Comm Channel option and

clicked Configure Fallback Zone, zone 13 is already added to the unit.

Unit #1000

Generall Location Zones | Dutputsl Notesl Actionsl UnitDptionsl

Zones

Comm Supervigion [Zone 13

Add Zone |
Add Cancel Delete Done Previous Next

Click Add Zone to add the four onboard zones (Zones 1-4) and to add the BT-X status zones
(Zones 14 and 16), if necessary. See “To add a zone” on page 2-65 for information on
adding a zone. See “Adding the Multi-Application BT-X" on page 6-2 for more information
on the zones available on the BT-X Communicator unit.

Click Next to advance to the Outputs tab when you are finished adding zones. Click Add
Output to add the BT-X Communicator onboard relays, if used. See “To add an output” on
page 2-74.

Click Next to advance to the Notes tab when you are finished adding outputs. Enter any
descriptive information you would like saved with the unit record.

Click Next to advance to the Actions tab. Click Add Action to add an action to this unit when
the unit status changes. You can add actions for Trouble and Normal status changes. For
more information on actions, see “Actions” on page 3-27.

6-38 Adding the BT-X Communicator Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Configuring Dual Communication Channels /

9 Click Next to advance to the Unit Options tab.

N

Unit #1000

Generall Locationl Zonesl Dutputsl Notesl Actions Uit Optiors I

Power Status Verification Time

Warning: Do MOT change these fields without consulting
Monaco's technical representatives.

+ | A

Add Cancel

X

Delete

4

Done

4

Previous

»

Mext

® Power Status Verification Time Select the length of time (the default selection is none)
you want the D-21 to wait before generating a Battery Fault for the unit. Do not change
this setting unless instructed to do so by a Monaco Help Desk representative.

10 Click Done. The BT-X Communicator remote unit is added to the System tree under the

RID specified on the Remote Unit General tab.
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=—— To view remote units with dual communication enabled
1 Click the plus sign (+) next to System to expand the list of RIDs.

2 Click the RFM 7000 RID with the Dual Comm Channel option enabled. The Details pane
displays all remote units communicating with the D-21 via this RFM.

EED—ZI Admin Client 1.1.9.11 Seryer: Primary Time: 1/12 16:25 10l =|

File Add Options Commands Help

Remote Units in RFM 7000

-3 System [iual Comm Channel
-] EMCS [16] Child Care Center
- Harlow 2 BT28 [1E] 1202 Bathhouze Pooll
{17 Button Hub 3 ET2-8 [1E] 593 MDI Lab
-{Z3 King Fisher 4 BT2-8 [16] 1830 Troop Medical Clinic
{2 Radio Switch 5 BT2-85 [16) 4330 MO Admin
&0 RFM 7000 E BT2-85 [16] 2450 Applied Instruction
5] RFM 7000 MNS El BT+ Comme 4711 Troop Cmd HG Diual Comm Channel
-0 RFM5000 10 BT-#/AC5 [ 4711 Troop Cmd HO
11 BT-#5 [M] 4711 Troop Cmd HG Diual Comm Channel
(0 RID TCIESTT 12 BTG M) a7 Troap Crd HO
(3 RPI-500 (Guard House 13 ETHR/ACS [h 1z Intel
-3 Tone Generator 300 BT Comnr g Carnrn Facility Dual Comm Charnel
(] Unacked Aleits 301 BT (M] 3 Cornm Facility
- Persannel 302 BT-%5 [M) E] Comm Facility
- Operators 303 BT-x5 [M] 9 Comm Facility
-0 Wehicles 721 BT-#F (1) 2400 MO Academy
-] Resources
- Hydrants
-] Emergency Cards
-] Sites
7 Custom HazMats

NOTE The Dual Comm Channel field lists which BT-X Communicator and BT-XS (M)
IDS Master units have dual communication channels enabled.
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Read this section to learn how to configure remote units for in-building and wide-area mass

notification.
Contents
Within-Building and Wide-Area Mass Notification . ................ 7-2
MNS Message Types. .« oo et e 7-2
Setting Pre-Recorded, Live-Voice, and Keep Alive Timeouts . ........ 7-3
Enabling the RFM 7000 RID for Mass Notification................. 7-4
Adding Pre-Recorded Messages .. ..., 7-6
Creating Message GroUPS . . .o vv v ee e et e e e eee 7-7
Adding Broadcast Messages . ...ttt 7-11
Adding a RID for the ACU-1000 Radio Switch .................... 7-13
Configuring Workstations for Multiple Live-Voice Sources . . .. ... 7-16
Adding a BT-X with Mass Notification. . ......................... 7-18

Pre-Configuring MNS Messages. . . ..o vv i ii e 7-24
Configuring AutoMNS in the D-21
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Within-Building and Wide-Area Mass Notification

The D-21 Mass Notification System (MNS) plays within-building and wide-area messages
using a BT-X connected to mass notification equipment. The within-building MNS uses the
BT-X Communicator to control a mass notification panel connected to speakers within a
facility. Wide-area MNS uses the BT-X Wide-Area Communicator to control tower-mounted
speakers. Both within-building and wide-area MNS systems can play multiple messages at
different locations simultaneously.

Use the D-21 Admin Client to configure remote units for mass notification. Activate MNS
messages in the Mass Notification command viewer in the D-21 Incident Client. See the D-21
Incident Client User Guide (P/N 001-392-00) for more information.

MNS Message Types
The D-21 MNS supports three types of messages, as described below.

B Pre-recorded Pre-recorded messages are built in to the mass notification panel controlled by
the BT-X unit. The messages cannot be changed without modifications to the panel
firmware.

® Live voice Live voice messages are created by speaking into a microphone source. The live
voice source can be the local microphone at the RFM or a handset, desk microphone, or
telephone connected to an ACU-1000 radio switch.

® Broadcast Broadcast messages are .wav files installed on the D-21 primary server.
Additional broadcast message files can be easily added at any time. Broadcast messages
utilize the same technical implementation as live voice, so live voice must be configured on
the RFM and all units playing broadcast messages. Additionally, an external sound card
must be installed on the D-21 primary server and connected to an ACU-1000 radio switch.

Notes on Configuring the Within-Building BT-X Communicator

A BT-X Communicator connected to a within-building mass notification panel can be set up to
send pre-recorded messages, live-voice messages, or both. The within-building MNS D-21
configuration of the BT-X varies depending on the program chip:

® A9 The BT-X with program chip A.9 installed is a fire-only unit that incorporates MNS
functionality into the fire remote unit configuration. If the BT-X only has one type of
message mode (pre-recorded or live-voice), that message mode is configured on the first
BT-XF (16) remote unit. If the BT-X supports both message modes, pre-recorded messages
use the first BT-XF (16) remote unit and live-voice messages use a second BT-XF (16)
remote unit, even if there are no additional expansion fire zones.

® B.8 or higher The multi-application BT-X Communicator incorporates all MNS
functionality into the BT-X Communicator unit address.
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== To configure within-building and wide-area mass notification
1 Set global timeouts for pre-recorded, live-voice, and keep alive. See “Setting
Pre-Recorded, Live-Voice, and Keep Alive Timeouts” on page 7-3.

2 Enable mass notification on the RFM 7000 RID. See “Enabling the RFM 7000 RID for
Mass Notification” on page 7-4.

3 Add pre-recorded messages to the database. See “Adding Pre-Recorded Messages” on
page 7-6.

4 Add broadcast messages to the database. See “Adding Broadcast Messages™ on page 7-11.

5 Add mass notification remote units to the database.
® “To add a BT-X for in-building mass notification” on page 7-19.
® “To add a BT-X for wide-area mass notification” on page 7-22.

6 Addthe ACU-1000 Radio Switch to the database, if its being used as a live-voice input
source. See “To add the ACU-1000 RID for broadcast and live-voice sources” on
page 7-14.

7 Configure each workstation with available live-voice input sources. See “To configure
live-voice sources at a workstation” on page 7-17.

Setting Pre-Recorded, Live-Voice, and Keep Alive Timeouts

Timeout settings are used to terminate pre-recorded and live-voice message broadcasts after a
user-defined period of time (0 - 60 minutes). Timeout settings are programmed into the MNS
remote units by Monaco personnel during installation. The timeout settings entered at the D-21
should be synchronized with the timeout settings programmed at the MNS remote units.

The Keep-Alive signal is a coded transmission that the D-21 sends along with live-voice
messages to the BT-X. The Keep-Alive signal “chirps” at regular intervals equivalent to the
Keep-Alive timeout. If the BT-X does not receive the Keep-Alive signal, the BT-X turns off the
mass notification speakers and stops sending the live-voice transmission to the mass
notification equipment.

CAUTION Fire alarms and other device status changes are not displayed while a live-voice
message is activated. The live-voice timeout should be set to the shortest reasonable length
of time to ensure prompt notification of device status changes.

Timeout settings are used globally throughout the D-21 system. All MNS remote units should
use the same timeout settings, and if more than one RFM 7000 RID for MNS is configured each
RID uses the same timeout settings.
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== To set up timeouts for mass notification

1 Select Options > MNS Settings. The MNS Settings dialog box appears with the Timeouts tab
displayed.

il Broadcast Messagesl Recorded Meszages | Recorded Groups i Message Eonfigurationsl AutobdS

Pre-Recorded Timeout

fi 0 - 60 mins

Live Yoice Timeout

5| 1-80mins

Keep Alive Timeout

]None j' 01-30 secs

&

Previous

=

Next

v

Done

® Pre-Recorded Timeout Specifies the time interval after which pre-recorded messages,
which have not been deactivated by the D-21 operator, will time out at the remote unit.
The default is 5 minutes. All pre-recorded messages deactivate automatically after the
time specified.

B Live Voice Timeout Specifies when the open voice input for live voice is shut off. The
default is 5 minutes. If the Keep Alive time is turned on at the BT-X, the live-voice
timeout at the BT-X is set at 0. However, you must set the Live Voice timeout to a value
greater than 0 in the D-21 for live voice to function correctly.

m Keep Alive Timeout Specifies the time interval between signals sent by the D-21 to the
BT-X. If the BT-X does not receive the Keep Alive signal at the specified interval, it
deactivates the live-voice connection to the mass notification equipment. The default is
None.

2 Enter the appropriate timeout settings and click Done.

Enabling the RFM 7000 RID for Mass Notification

Use the MNS tab in the RFM 7000 RID dialog box to enable and disable MNS options. The
MNS tab is only available when the D-21 Mass Notification Client is installed. You must enable
pre-recorded and live-voice message modes in the RID configuration in order to see the MNS
options in the BT-X Communicator and BT-X/WAC+ remote unit configuration dialog boxes.
You must enable the local microphone on the RID MNS tab in order to have the option to select
the microphone when configuring live-voice input sources for MNS workstations.
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—— To enable mass notification for the RFM 7000 RID

N

1 In the tree pane, right-click the RFM 7000 RID that communicates with the BT-X remote

units configured for mass notification.
2 Click the MNS tab.

RID: RFM 7000 MNS

Eenelal' Location' Remate Units I Paling Mode' RFi 7000 Topolog_l,ll RID Eombinationsl Actionsl RID Options ~ MNS
MHNS Dptions
¥ Fecorded voice MMS enabled - > Timeout [5 | mins
[V Live voice MNS enabled -eemeeeeeees > Timeout [ mins
[ Keep alive feature enabled - » Timeout Jn— 3ECE
¥ Local Microphone

Live Voice Input Radio Switch wused at this site : Cannon LY Inputs

/A

Cancel

+

Add

X

Delete

v

Done

&

Previous

=

Next

Recorded Voice MNS enabled Select this option if you will be playing pre-recorded
messages on units attached to this RID. The timeout displayed to the right of the check
box option is set in the Timeout tab in the MNS Settings dialog box. See “Setting
Pre-Recorded, Live-Voice, and Keep Alive Timeouts” on page 7-3.

Live voice MNS enabled Select this option if you will be using the live-voice mode on
units attached to this RID. The timeout displayed to the right of the check box option is
set in the Timeout tab in the MNS Settings dialog box. See “Setting Pre-Recorded,
Live-Voice, and Keep Alive Timeouts” on page 7-3.

Keep alive feature enabled This option is only available if live voice is enabled. Select
this option if you have enabled the Keep Alive signal that prevents messages from
unauthorized sources. The timeout displayed is set in the Timeout tab in the MNS
Settings dialog box. See “Setting Pre-Recorded, Live-Voice, and Keep Alive Timeouts”
on page 7-3.

Local Microphone Select this option if the RFM 7000 RID is used to communicate with
an RFM-X connected to a local microphone. When this option is selected, the RFM-X
local microphone is added to the list of available live-voice input sources. The RFM-X
revision must be F.9 or newer to use local microphone for live-voice input. If you enable
the local microphone for an RFM-X version that does not support the local microphone,
the RID generates an Invalid Configuration message when it is loaded.

Click Done.
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Adding Pre-Recorded Messages

Pre-recorded messages are recorded and stored in the mass notification panel or wide-area
controller connected to the BT-X. The mass notification panel that connects to the BT-X
Communicator for within-building messages can store up to eight pre-recorded messages. The
BT-X Wide-Area Communicator connects to a wide-area controller that stores up to 15
pre-recorded messages. For more information on recording messages, see the documentation
provided with your mass notification equipment.

Configuring pre-recorded messages consists of the following tasks:

®  Add all pre-recorded messages that are recorded on the mass notification equipment. If a
message is repeated on multiple units, add it only once to the database. See “Adding
Pre-Recorded Messages™ on page 7-6.

®  Add a message group for each unique set of messages and message ID pairings. Message
groups pair the message name with the ID number used to activate the message by the mass
notification equipment. See “Creating Message Groups” on page 7-7.

IMPORTANT Message groups are attached to the BT-X remote unit used to control the
mass notification equipment. The message name/number pairings in the message group
assigned to the BT-X must match the pairings recorded and stored in the mass notification
equipment.

== To add pre-recorded messages
1 Select Options > MNS Settings and click the Recorded Messages tab.

Timeouts

: i| Recorded Groups I Meszage Configurationsl AutobdMS

Messages

Bomb Threat [black on blue]

Fire [black on blue)

Hazmat [black on blue]

Hosztage Situation [black on blue]
MEC Releasze [black on blue]
Security Breach [black on blue)
Temarist Attack [black on blue]
Tormado [black on blue]

Add Edit Remove

4

Done

4

Previous

2

Mext
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2 Click Add to add a new pre-recorded message.

Message Hame

Color
Iblack on blue "I

Ok Cancel |

3 Enter a descriptive name for the message in order to select it quickly when broadcasting a
pre-recorded message from the D-21 Incident Client.

4 If you wish, select a color combination for the message’s display in the D-21 Incident
Client.

5 Click OK.
6 Click Done.

Creating Message Groups

Message groups pair individual pre-recorded messages with the message ID numbers used to
activate the message at the mass notification equipment. Within-building MNS panels use eight
dry contact inputs to activate up to eight messages. Wide-area MNS panels support up to 15
message IDs. When you create a group, specify whether it is an in-building group (for use with
the BT-X Communicator) or a wide-area group (for use with the BT-X/WAC+).

IMPORTANT The D-21 sends the message ID number, not the message name, to the BT-X
when broadcasting pre-recorded messages. The message ID equals the dry contact input
on within-building MNS panels or the ID number sent through the serial connection to the
wide-area controller.
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== To create a message group
1 Select Options > MNS Settings.
2 Click the Recorded Groups tab.

Timeoutsl FRecorded Messages tMeszage Configurations | AutobdMS I

Mezzage Groups

Add Edit Remove

4

Done

4

Previous

=

Next
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3 Click Add Group. The New Message Group dialog box appears.

Mew Message Group

Message Group Mame Use
|New Message Group |In Building ﬂ
Messages

Number | Message |

Add Message Remove Message

B Message Group Name Enter a name for the group.

m Use Select the type of MNS equipment that will use this message group. In-building
message groups have up to eight messages and can be attached to the BT-X
Communicator remote unit. Wide Area message groups can have up to 15 messages and
are used with the BT-X/WAC+ remote unit type.

®m Messages Lists the messages that are part of the message group.
4 Click Add Message. The Message Group Message dialog box appears.

IMPORTANT The number and message selected in the Message Group Message dialog
box must match the number and message assigned in the mass notification equipment.

Message Group Message
Number
-

Message
I Bomb Threat j

Ok Cancel |

5 Select the desired message number from the Number drop-down list.

6 Select the desired message from the Message drop-down list. You can add messages to the
list using the Messages tab. See “To add pre-recorded messages” on page 7-6.

7 Click OK.
8 Repeat these steps for each message you want to add to the group.
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9

Click OK in the New Message Group dialog box.

10 Click Done in the Groups dialog box.

1

2
3
4

5
6

1
2
3

To edit a message group

Select Options > MNS Settings.

Click the Recorded Groups tab.

Select the desired group, then click Edit. The Message Groups dialog box appears.
Do one of the following:

® To change the group name, edit the text in the Message Group Name box.

OR

®m To add a message, click Add Message. The Message Groups dialog box appears, from
which you can specify the message being added. For more information, see “To create
a message group” on page 7-8.

OR

= |f you want to remove a message from the group, select it and click Remove Message.
Click OK in the Message Groups dialog box.

Click Done in the Groups dialog box.

To remove a message group

Select Options > MNS Settings.
Click the Recorded Groups tab.

Select the desired group, then click Remove. A confirmation message asks if you want to
delete the group.

Click Yes.
Click Done in the MNS Settings dialog box.

- 10

Configuring Mass Notification Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Adding Broadcast Messages /

N

Adding Broadcast Messages

In order to play a .wav file stored on the D-21 primary server as a broadcast message, the
following configuration steps must be carried out:

® The file name must be added to the D-21 database.
® The file must be copied to the correct location in the primary server’s directory structure.
® A broadcast message name must be added and associated with the file name.

The following instructions describe how these steps are carried out.

NOTE By default, a number of commonly used broadcast .wav files are automatically copied
to the primary server and added to the D-21 database when broadcast message
functionality is installed on the D-21. To use these files, it is necessary to add a broadcast
message name.

== To add a broadcast file
1 Select Options > MNS Settings and display the Broadcast Messages tab.

Timeouts  Broadcast Messages I Recorded Messages | Recorded Groups ! Meszage Eonfigurationsl AutoMMS

Broadcast Files Broadcast Meszages

AdiutantsCall waw
Azzembly way

Add
Abttention. way i
Remove CallTaluarters. way Ed—ll|

\—b
o
o

ChurchCall wav
DrillCall weay
FirstCall.wav

FirztS ergeantsCall way
Guardk ounting. way
MailCall.way
MessCall way
OfficersCall. wav
Recall way

Retreat way
Reveille. way
SickCall way

T aps.way

T athoo. way
TaTheCalar. way

“

Previous

» |

Mext Done

The Broadcast Files list box on the left displays all the .wav files that have been added. The
Broadcast Messages list box on the right displays any broadcast message names that have
been associated with a broadcast file.
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2 Click the Add button on the left side of the dialog box. The Select Broadcast File dialog box

is displayed.
Select BEroadcast File
[=cpan =l

[= [ chimes.wav =

A WIND WS chord. waw
ding. way
notify. way
recycle way
Tingin. way
Tingout. way
stark. way
tada. way

Wwindows Feed Discovered.way
Windows Information Barwaw
“wWindows Navigation Start way
“Windows Pop-up Blocked way
Windaws »P B alloon.way

“windows <P Battery Crtical way ‘:I

Lancel ok

3 Navigate the directory tree on the left until the new file is displayed in the list on the right.

4 Seclect the file and click OK. The file is automatically copied to the correct directory on the
primary server. The dialog box closes and the file name is displayed in the Broadcast Files
list box.

== To add a broadcast message
1 Select Options > MNS Settings and display the Broadcast Messages tab.

Timeouts  Broadcast Messages I Recorded Messages | Recorded Groups ! Meszage Eonfigurationsl AutoMMS

Broadcast Files Broadcast Meszages
Add Adjute 1A
Azzembly way
Attention. wawy z

Remove | CallTaQuarters way Edit |
ChurchCall wav
DrillCall weay
FirstCall.wav
FirztS ergeantsCall way
Guardk ounting. way
MailCall.way
MessCall way
OfficersCall. wav
Recall way
Retreat way
Reveille. way
SickCall way
T aps.way
T athoo. way
TaTheCalar. way

« | 9

Previous Mext Done

The Broadcast Files list box on the left displays all the .wav files that have been added. The
Broadcast Messages list box on the right displays any broadcast message names that have
been associated with a broadcast file.
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2 Click the Add button on the right side of the dialog box. The Add Broadcast Message dialog
box is displayed.

Add Broadcast Message

Broadcast File
IAdiutantsCalI.wav LI

Broadcast Hame

Color

Iblack on blue 'I

Lancel |

3 Select the .wav file to be associated with the new broadcast message from the Broadcast
File drop-down list. This list contains the same files displayed in the Broadcast Files list box
on the Broadcast Messages tab.

4 Enter a name for the new message in the Broadcast Name text box.

5 Ifdesired, change the color scheme used to display the broadcast message in the D-21
Incident Client by selecting it from the Color drop-down list.

6 Click OK. The dialog box closes and the new message is displayed in the Broadcast
Messages list box.

Adding a RID for the ACU-1000 Radio Switch

The ACU-1000 Radio Switch provides multiple input sources for live-voice and broadcast
messages. Channel 0 is reserved for the ACU-1000 handset. Channels 1 & 2 are reserved for
use by the RFM-X. Channels 3 through 12 are user-configurable and their usage depends on the
hardware configuration of the radio switch.

Each radio switch requires a unique RID in the D-21 database. The radio switch channels are
added to the radio switch RID. The names you give to the channels in the RID configuration
are the names you will use to select the input source for each live-voice and broadcast message
you play in the D-21 Incident Client.

Radio switch channels, as well as the RFM-X local microphone, are only available for use at
workstations where they have been added to the list of available input sources. An operator can
only select input sources that have been added to the workstation. See “Configuring
Workstations for Multiple Live-Voice Sources” on page 7-16.

Setting Up Live-Voice Sources for Multiple Sites

If you are configuring live-voice input sources for more than one site, a separate radio switch
and radio switch RID are required for each site. Each site playing live-voice messages must also
have its own RFM-X and RFM 7000 RID. The D-21 pairs the radio switch with the RFM-X by
matching their respective sites.
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=—— To add the ACU-1000 RID for broadcast and live-voice sources
1 Select Add > RID. The Add New RID dialog box appears.

RID: Radio Switch

General I Locationl RID Opticnz | Radio Switch Modules |

RID Type RID Class
|ACU-1000 (Radio Switch) =] Fire: =l

Designation
|Fadio Switch

[T Usze IP address instead of COM port

COM Port

IEDM 1 'I
Baud Rate

ISEDD 'I

Ik

Add

4

Previous

»

Mext

i)

Cancel

X

Delete

4

Done

® RID Type Select ACU-1000 (Radio Switch).

® RID Class Select either Fire, Security, or Facility Management to specify if this RID
receives commands from Fire, Security or Facility Management workstations and users.

® Designation Type a name for the RID.

B Use IP address instead of COM port Check this option if the radio switch uses the
network to communicate with the D-21 server workstation. You will need to enter an
internet protocol (IP) address, port, and port timeout for the switch.

B COM Port Select a COM port from the list if the radio switch is connected directly to a
COM port on the back of the D-21 server workstation.

® Baud Rate Select 9600 for optimal operation with the D-21 if you are using a COM port
connection for communications.
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2 Click the Location tab.

General | | RID Options | Radio Switch Maodules |
Site
I Cannon &FE j
Facility
IEI: Carmmm Facility j

Location/Directions

Ik

Add

A

Cancel

X

Delete

4

Done

&

Previous

=

MNext

m Site Select the site that will have access to this radio switch. See “Setting Up Live-Voice
Sources for Multiple Sites” on page 7-13 for more information.

® Facility Select the facility you want to associate with the location of the radio switch.

® | ocation/Directions Enter additional information that describes the location of the radio
switch.

NOTE Make changes to the RID Options tab only if instructed to do so by Monaco technical
representatives.

3 Click the Radio Switch Modules tab.
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4 Click Add Module. The RID will be loaded before you can add a radio switch module.

Add Mew Radio Switch Module
Descnption
Channels
I Channel 4 x I
Source

X

Add Delete

N

Cancel

4

Done

® Description Enter the name of the input source device. This is the name operators will
use when selecting this input source for a live-voice or broadcast message.

® Channels Sclect the radio switch channel through which the input source will be routed
when a live-voice or broadcast message is initiated at the D-21. Channel 0 is reserved
for the radio switch handset. Channels 1 and 2 are reserved for use by the RFM-X.

® Source Select the type of message for this module, either Live Voice or Broadcast.
5 Addamodule for each channel being used for live-voice or broadcast messages at the D-21.
Click Done.
7 In the RID dialog box, click Done.

(<]

Configuring Workstations for Multiple Live-Voice Sources

Each workstation can be configured with a custom list of live-voice input sources, including the
local microphone (controlled from the RFM 7000 RID) and live-voice input radio switch
modules. See the Live Voice Input Radio Switch Manual (P/N 001-444-00) for more
information.

Use the following procedure to configure the available live-voice sources for each MNS
workstation that will broadcast live-voice messages. See “Adding a RID for the ACU-1000
Radio Switch” on page 7-13 for more information on configuring the radio switch in the D-21.
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== To configure live-voice sources at a workstation
1 Select Options > Workstation Options. The Workstation Options dialog box appears.

NOTE You must enable the local microphone in the RFM 7000 RID and add the ACU-1000
Radio Switch RID and input modules before these input sources can be assigned to a
workstation.

2 Click the MNS Sources tab.

Computer Setup I Login Dptions' Incidentsl Alert Sound If there is more than one radio switch,

the name of the channel is preceded
by the name of the radio switch RID

[1JPS Local Handset

[]JPS Radio

[1JPS Phone

RFk 7000 MMS [Local Microphone]

A

Cancel

v

Done

&

Previous

=»

Mext

3 Select the live-voice input sources available for use at this workstation. The RFM-X local
microphone is enabled at the RFM 7000 RID that is used for the RFM-X. See “Enabling
the RFM 7000 RID for Mass Notification” on page 7-4. The other input sources are from
one or more live-voice input radio switches. See “Setting Up Live-Voice Sources for
Multiple Sites” on page 7-13 for more information.

4 Click Done.
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Adding a BT-X with Mass Notification

Adding a BT-X with Mass Notification

There are two remote unit types used to configure a BT-X with mass notification equipment:

Before you

® BT-X Communicator Used to configure BT-X remote units connected to In Building mass
notification panels. When you enable MNS on this unit type, the eight onboard relay drivers
are reserved for activating the dry contact inputs on the mass notification panel, and the
Outputs tab is not available. You can add four onboard zone inputs to the unit (zones 1 - 4)
and four status reporting zones (13 - 16). See “To add a BT-X for in-building mass
notification” on page 7-19.

IMPORTANT When configuring a BT-X with a program chip (P/N 325-305-00 revision A.9
or older), the MNS functionality shares the base transceiver address with the BT-XF fire
transceiver that uses the BT-XF(16) unit type.

® BT-X/WAC+ Used to configure the BT-X Wide Area Communicator that broadcasts
pre-recorded and live-voice messages from tower-mounted speakers via a wide-area
controller. The BT-X/WAC activates messages in the wide-area controller via serial
connections and does not support output relays. Add the following three zones that report
the status of the wide-area controller:

Zone

12

14

15

Description

Bad database

Communication failure with the
wide area controller

Ampilifier fault

Status Conditions

Off normal condition on this BT-X/WAC+ zone indicates a
problem with the local message database at the BT-X
Wide Area Communicator. When zone 12 is off normal,
the unit will not reply to the Initiate Message command
from the D-21.

Off normal condition on this BT-X/WAC+ zone indicates a
communications failure between the BT-X and the
wide-area controller. When zone 14 is off normal, the unit
will not reply to the Initiate Message command from the
D-21.

An alarm condition on this zone indicates an amplifier fault
on the output side of the amplifier. When zone 15 is in
alarm, the unit will not reply to the Initiate Message
command from the D-21.

A trouble condition on this zone indicates an amplifier fault
on the input side of the amplifier. When zone 15 is in
trouble, the unit will attempt to reply to the Initiate
Message command from the D-21.

For more information, see “To add a BT-X for wide-area mass notification” on page 7-22.

If you are adding a remote unit for broadcasting pre-recorded messages, see “Adding Pre-Recorded

begin Messages” on page 7-6 and “Creating Message Groups” on page 7-7 before adding the remote unit.
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To add a BT-X for in-building mass notification

1 Select Add Remote Unit. The Add New Remote Unit dialog box appears.

Add New Remote Unit

General I Locationl Zones | Dutputsl Mates | Actionsl Unit Options |

Unit Number TroublelD

IEbﬂ IBDSDD‘IDDDD

RID Serial Number

|RFM 7000 =l

Type [# Zones) Unit Class

IBT-X Communicator h IFile j
[~ Enable MNS

[ Dual Comm Channel

Canfigure Fallback Zone

AN

Cancel

X

Delete

I

Add

4

Done

&

Previous

=»

Next

® Unit Number Enter a unit number between 1 and 2040 that is unique from other units
assigned to the same RID. Use the unit number assigned to the BT-X Communicator
when the unit was programmed locally at the BT-X.

® RID Select the RFM 7000 RID the BT-X will use to communicate to the D-21.

B Type (# Zones) Select BT-X Communicator or BT-X Communicator+, as appropriate.
The Enable MNS, Unit Class, and Dual Comm Channel options appear in the dialog

box.

® Enable MNS Select this option to enable MNS functionality on this remote unit.

For more information regarding the fields on the General tab, or for information adding

zones, actions, and outputs to the BT-X Communicator unit, see “To add the BT-X

Communicator unit” on page 6-6.
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2 Click the MNS tab.

Generali Localion! Zonesl Notes] Actianz  MNS IUnitDptionsi

In Building Wide Area

FPre-Recorded Mode Live Yoice Mode

I MNone > l Mone o

M5 Group Code iD
Add Delete Previous Mext Cancel Done

® |n Building / Wide Area If necessary, select In Building.
B Pre-Recorded Mode Select Active if the remote unit will be used to play pre-recorded
messages.

® Live Voice Mode Select Active if the remote unit will be used to play live voice
messages.
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® MNS Group Code Displays the MNS group code programmed at the remote unit. MNS
remote unit groups are used with AutoMNS actions. See “To create an AutoMNS
action” on page 3-28.

NOTE You can populate the MNS Group Code field by running the Query Config command
for the remote unit in the D-21 Incident Client.

3 Configure pre-recorded messages and live-voice speaker control for the remote unit.

Generali Location! Zonesl Notesi Actions  MNS I UnitDptionsi

In Building Wide Area

Pre-Recorded Mode Live Yoice Mode

iActive 'I

Meszage Group Mame
Wheelock _’J

Meszages in Message Group

‘Wheelock-6 Security Breach -
‘wiheelack-2 Terorist Attack. =i
Wheelock-3 Bomb Threat

Wheelock-4 Fire MMS Group Cade ’D
Wheelock-5 Tormado _'_I
Add Delete Previous Mext Cancel Done

NOTE If you are setting up pre-recorded messages for a BT-XF (16) unit type, select the
unit address in the Pre-Recorded Address drop-down list. This list appears only when you
are working with the BT-XF (16) unit type. If you are setting up live voice for a BT-XF (16)
unit type, select the next consecutive unit address after the pre-recorded unit address in the
Live Voice Address drop-down list. This list appears when you are working with the BT-XF
(16) unit type.

B Message Group Name Select the pre-recorded message group with the same message
configuration as the MNS panel. Only pre-recorded message groups are displayed in this
list. The Messages in Message Group box updates to show the messages in the selected
group.

4 Click Done.
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=—— To add a BT-X for wide-area mass notification

1 Select Add > Remote Unit. The Add New Remote Unit dialog box appears.

Add New Remote Unit

Genelall Locationl Zonesl Notesl Actionsl MHS |

Unit Number TroublelD
RID Senal Humber
|RFM 7000 MNS =l
Type [# Zones] Unit Clazs
BT IAAD [Fire =l

Y

Cancel

X

Delete

4

Done

&

Previous

=»

Mext

Unit Number Enter a unit number between 1 and 2040 that is different from other units

assigned to the same RID. Use the unit number assigned to the BT-X Wide Area
Communicator when the unit was programmed locally at the BT-X.

m RID Select the RFM 7000 RID the BT-X will use to communicate to the D-21.

Type (# Zones) Select BT-X/WAC+. The Unit Class option appears in the dialog box.
TroublelD Reserved for use by Monaco Enterprises.

Serial Number Enter the serial number for the remote unit hardware. This field is for
informational purposes only and is not required.

Unit Class Displays the default class for the remote unit type. If the unit class field is

enabled, you can select either Fire, Facility Management, or Security of the unit. See

“Unit Class” on page 2-52 for more information.

2 Click the Location tab.

3 Select the facility where the remote unit is located from the Facility drop-down list. If
desired, enter more specific information in the Location/Directions box.
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4 Click the Zones tab.

unit#r00

Generall Location  Zones | Notesl Actionsl MMNS |

Zones

Databaze Failure [Fone 12
AT Comm Fail [Zone 14]
ATI Trouble [Zone 15]

Auto Configure Zones | Add Zone |
Add Cancel Delete Done Previous Mext

N

B Auto Configure Zones Adds three status reporting zones for the wide-area controller that
is connected to the BT-X. See “Adding a BT-X with Mass Notification” on page 7-18

for more information.

® Add Zone The BT-X/WAC+ does not support standard fire zone inputs. Use the Add

Zone button if you want to manually add status reporting zones 12, 14, or 15. See

“Zones” on page 2-64.
Click the Notes tab.
Enter text in the Notes box, if needed.
Click the Actions tab.

0 N O O

Add status change actions for the unit, if needed. See “Actions” on page 3-27.
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9 Click the MNS tab.
Unic s

Generall Locationl Zonesl Dutputs! Notesl Actions  MMNS |

In Building. & Wide Area +

Pre-Recorded Mode Live Yoice Mode

lActive 'I

Message Group Hame
&Tl =l

Messages in Message Group

ATl Test Message -
ATl-2 AM Sequence
ATI-3 First Call
ATI-4 PM Sequence MMS Group Code 130840
AT1-5 Shelter Indaars =
Add Delete Previous Hext Cancel Done

B Pre-Recorded Mode Select Active if the remote unit will be used to play pre-recorded
messages.

B Message Group Name Select the message group with the message configuration that
matches the messages in the wide-area controller. Only wide-area message groups are
displayed in this list. The Messages in Message Group list box displays the pre-recorded
messages in the selected group.

B |ive Voice Mode Sclect “Active” if the remote unit will be used to play live voice
messages.

® MNS Group Code Displays the MNS group code programmed at the remote unit. MNS
remote unit groups are used with AutoMNS actions. See “To create an AutoMNS
action” on page 3-28.

NOTE You can populate the MNS Group Code field by running the Query Config command
for the remote unit in the D-21 Incident Client.

10 Click Done.

Pre-Configuring MNS Messages

The majority of pre-recorded and live-voice messages are configured and activated by operators
in the D-21 Incident Client. The operator selects the type of message, the content of the message
(a specific pre-recorded message or live-voice input source), and the facilities in which the
message will play. Then, the operator initiates and activates the message.
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N

Use pre-configured messages to set up messages that have a predictable type, content, and
location. Pre-configured messages are created in the D-21 Admin Client, then initiated and
activated “as is” in the D-21 Incident Client. Operators can initiate the message, but cannot
change it or its destination.

=—— To pre-configure a pre-recorded message
1 Select Options > MNS Settings.
2 Click the Message Configurations tab.

Timeoutsl Recorded Messages I Recorded Groups

Message Mame

Cannon AFB

Add Live Voice Add Pre-Recorded Edit Config Bemowve Config

4

Done

4

Previous

=

Next

3 Click Add Pre-Recorded. A site selection dialog box appears.

MNS Site Selection

Select a Site

Cannon AFB : RFM 7000 MMS A

(114 Cancel |

4 Sclect the site where you want to broadcast the message.
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5 Click OK. The Create MNS Pre-Recorded dialog box appears.

Pre-Recorded Message

Create MNS Pre Recorded

Show Facilities By

=

IHazmat

Facilities Available for Messages

e

=

—

Facility Mame Rermate Lnit

3123: Fire Station 3 22

582 PwiC

2400: NCO Academy

533 NDI Lab

E22 Pawve Tac

E82: Secunty Police

B24: Service/Hazmart

e

122 Weapong Release

4200; ‘West Tower

54: Youth Center

Select Al Entire Facili

by Clear Al

Facilities ta Play Message

F acility M ame

Remate Linit 7

B2 Pave Tac 3

e

B24: ServicesHazmart 21

24

122 Weaponz Release

Save |

LCancel |

| The upper grid
lists all facilities
that can play the
selected message

Select a facility
and click the down
arrow to move the
facility into the
lower grid

The lower grid
lists the facilities
where you want
to play the
message

6 Select the message you want to broadcast in the Pre-Recorded Message drop-down list. The
list of facilities in the upper grid only displays facilities where there is a BT-X remote unit
that has been configured with the selected message.

drop-down list.

Select the type of facility you want to display in the upper grid in the Show Facilities By

In-Building All facilities associated with BT-X Communicator units configured for

pre-recorded messages, with the selected message in their message group.

messages, with the selected message in their message group.

message group.

grid and click the down arrow to move them into the lower grid.

pre-recorded message will now be available in

the D-21 Incident Client.

Wide-Area All facilities associated with BT-X/WAC units configured for pre-recorded
Al All units configured for pre-recorded messages, with the selected message in their
Select the facilities in which you want to broadcast the selected message from the upper

Click save. When prompted, provide a name for the configuration. The pre-configured,
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== To pre-configure a live-voice message
1 Select Options > MNS Settings.
2 Click the Message Configurations tab.

Timeoutsl Recorded Messages | Recorded Groups

1| utotns |

N

[y Hosl

Add Live Voice

Meszage Descrption

{[n g]

Meszage Hame

MMNS Cannon AFB

Add Pre-Recorded Edit Config Remove Config

v | 4

Done Previous

=»

Next

3 Click Add Live Voice. A site selection dialog box appears.

Select a Site

MNS Site Selection

Cannon AFB : RFM 7000 MMS A

(114 Cancel |

4 Seclect the site where you want to broadcast the message.
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5 Click OK. The Create MNS Live-Voice dialog box appears.

Create MNS Live Yoice | I}

Live Yoice Source

Show Facilitiez By

I [Local Microphone)

Facilities dwailable for Messages

=l Al

100: Sanbarn Fam

Hemate Linit

| |100: Sanborm Farm

¥ 1

Facilities to Play Meszage

Select Al Entire Facility

Clear &l

Remote Unit

Save | Cancel |

The upper grid
lists all facilities
that can play a
live-voice message

Select a facility
and click the down
arrow to move the
facility into the
lower grid

The lower grid
lists the facilities
where you want
to play the
message

6 Select the input source you want to broadcast in the Live Voice Source drop-down list. This
list is customized for this workstation. See “Setting Workstation Options” on page 4-49.

7 Select the type of facility you want to display in the upper grid in the Show Facilities By

drop-down list.

® |n-Building All facilities associated with BT-X Communicator remote units configured
for live-voice messages appear in the list.

®m Wide Area All facilities associated with BT-X/WAC+ remote units configured for
live-voice messages appear in the list.

® Al All units configured for live-voice messages appear in the list.

8 Select the facilities in which you want to broadcast the live-voice message from the upper
grid and click the down arrow to move them into the lower grid.

Click save. Provide a name for the configuration at the prompt. The pre-configured
live-voice message will now be available in the D-21 Incident Client.
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Configuring AutoMNS in the D-21

AutoMNS refers to the function which allows the D-21 user to schedule an MNS message to
play at a particular time over particular units on a regular basis. The automation is set up via an
action which can be scheduled in the Incident Client, just as other scheduled operations are
configured. AutoMNS must be configured in the D-21 Admin Client before an AutoMNS

action can be scheduled.

vNOTE Only BT-X/WAC+ remote units can play AutoMNS messages at this time.

1

2

3
4

To set up AutoMNS

Add the unit group number for each group of remote units which will play AutoMNS
messages. See “To add an AutoMNS unit group” on page 7-29.

Add the message number for each message which will be played by AutoMNS. See “To
add an AutoMNS message” on page 7-31.

Create the AutoMNS action. See “To create an AutoMNS action” on page 3-28.

Schedule the AutoMNS action. See the D-21 Incident Client User Guide (P/N 001-392-00)
for instructions on scheduling actions.

== To add an AutoMNS unit group

1

AutoMNS Unit Groups

Add
Edit |
Remove |

From the Admin Client, click Options > MNS Settings. Click the AutoMNS tab.
M Settings

Timeoutsl Fecorded Messages I Fecorded Groups I Message Configurations | /

AutoMNS Messages

1: Hogtage Situation

Add

Remove |

4

Done

p

Previous

»

MNext

D-21 Admin Client Revision 1.1.32 User Guide

Configuring Mass Notification 7-29



/ Configuring AutoMNS in the D-21

2 Click Add in the Unit Groups section.

AutoMNS Group Humber
[E—————

AutoMNS Group Hame

RID
|RFM 7000 |

oK | LCancel |

®  Group Number Select the group number assigned to the remote units which will play the
AutoMNS message.

NOTE Group numbers are usually assigned to BT-X/WAC+ remote units when they are
programmed. In addition, you can assign a BT-X/WAC+ to a group by creating a D-21 output
and activating it. Please call Monaco for assistance with this procedure, if necessary.

® Group Name Enter a group name into the AutoMNS Group Name field. It should be a
name descriptive enough to be helpful to the user creating the action to trigger the
message group.

® RID Select the RID device from the RID drop-down list that communicates with the
remote unit group.

vNOTE Only RFM7000s and RFM-Xs show in the RID drop-down list.

3 Click OK.
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== To add an AutoMNS message
1 Click Add in the AutoMNS Messages section.

AutoMNS Group Messages

Meszzage Humber

I 2 - l

Meszage

I Hostage Situation j

LCancel |

2 Select the number of the message to be played by AutoMNS from the Message Number
drop-down list. This should be the number of the message as assigned at the MNS panel.

IMPORTANT The AutoMNS message number should match the number assigned to the
message on the Recorded Messages tab.

3 Select the corresponding message name from the Message drop-down list. All the messages
defined on the Recorded Messages tab appear on this list.

vNOTE Only wide-area messages should be designated as AutoMNS messages at this time.

4 Click OK.
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Section 8

4 Configuring Access Control

\

Read this section to learn how to configure and operate an access control system in the D-21
Security Client.

Contents

Overview of AccessControl ........... ... i, 8-2
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Overview of Access Control

Overview of Access Control

The D-21 provides access control and intrusion detection features when a D-21 Security Client
is installed and running. An access control system uses card readers and keypads to grant or
deny personnel access to doors at scheduled times. An intrusion detection system monitors
areas for entry and exit regardless of personnel and schedule, and can use devices such as
keypads for arming and disarming multiple zones. This section describes configuring and
operating an access control system. For information on configuring intrusion detection, see
“Configuring Intrusion Detection” on page 9-1.

Access to a reader is controlled by assigning access groups and schedules to each reader. An
access group is paired with a schedule to specify when the group can use the reader to open the
door. When an access card is assigned to a group, the cardholder is able to access the reader
during the group’s scheduled time. The card will be denied at all other times. Reader usage is
logged at the D-21, and readers are monitored for forced or held open conditions, duress, invalid
access requests, and tampers. Alerts are sent to the D-21 when access rules are violated.

An access card can only be assigned to one group for all the readers connected to a single BT-X
remote unit. But that one group can be paired with different schedules at each reader to
accommodate the access needs of different doors.

Figure 8-1 shows four readers connected to one ACS unit that is set up to control and monitor
access to an office. The office has a front and rear door and two areas with higher security needs.
Each reader is configured with access groups and schedules. In this example, the access groups
reflect the functional groupings that use the office. Card number 10121 is assigned to the Clerks
access group for the Main Office. As a member of the Clerks access group, card number 10121
only has access to Reader 1 during the Extended Office Hours schedule and Reader 4 during
Office Hours.
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Figure 8-1
Access control
system
example

N
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Janitors After Hours
Security Always
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D_ o fcont(riols 1} - <% Office Hours >
o d o Visitors
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Security Always
Reader 3
Storage
Groups Schedules
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Documents
Groups Schedules
Supervisors Extended Office Hours
Security Always

Setting Up Access Control Units and Readers

To issue a card and/or PIN to personnel, ACS administrators assign the card/PIN to an access
group at the BT-X/ACS unit that controls the readers the person needs to access. The cardbearer
is allowed access to all readers connected to the ACS unit that have the cardbearer’s access
group paired with an access schedule. If the cardbearer’s access group is not paired with a
schedule at one of the readers attached to the unit, the card is not allowed access to that reader.

IMPORTANT /f you are assigning an access card to an ACS unit connected to a BT-X
transceiver that has more than one ACS unit, and you want to assign the card to another
ACS unit connected to the same BT-X, you must assign the card to the same group.

Complete the following tasks to set up a new access control system:

m  (Create access groups for the entire access control system. See “Creating Access Control
Groups” on page 8-4.

® (Create access schedules for the entire access control system. See “Creating Access
Schedules” on page 8-6.
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Setting Up Access Control Units and Readers

®  Add the BT-X Communicator unit. The BT-X Communicator is the unit that provides
monitoring and reporting of general status conditions for the physical BT-X to which the
ACS equipment is connected. See “Adding the Multi-Application BT-X"" on page 6-2.

® Add a BT-X/ACS (M) unit and up to four readers to the D-21 database. The ACS unit
address is used to communicate with the reader interface modules connected to the physical
BT-X. See “To add a BT-X/ACS (M) application unit” on page 8-12.

® Download the database to the remote units that comprise the access control system. See
“Downloading Settings to Access Control Units” on page 8-20.

Install and program the BT-X with ACS reader interface before configuring the access control system at
the D-21. Then print the BT-X List Configuration report that shows all unit addresses required by the BT-X.
See the documentation supplied with your BT-X for more information on installing, programming, and
operating the unit.

Add the facilities to the database before adding the BT-X/ACS (M) remote unit. See “Facilities” on
page 2-13. Before assigning cards and PINs, be sure to add the personnel to whom you want to make
card assignments. See “Personnel” on page 2-85.

NOTE Ifyou have a large system, it may be easier to add remote units and readers first and
then examine your base-wide facility usage before creating access groups and schedules.
You can always add the remote units and readers, and then go back and assign groups and
Sschedules to each reader.

Creating Access Control Groups

Each reader has a list of access group and schedule pairings that define when members of the
group can open the reader’s door using their access card. An access card is assigned to a person
and then assigned to a group at an ACS unit. The card will be able to access any of the four
readers on the unit where the assigned access group has been paired with a schedule.

Access groups are used system-wide. There are a total of 31 possible access groups. When you
create a group, you can assign it to multiple readers throughout the access control system. Pair
a group such as Clerks with different schedules to give the Clerks different access rights at
different readers.

IMPORTANT /f you do not attach a schedule to a group at a particular reader, the schedule
defaults to None, and cards assigned to the group are never allowed access to the reader.

8-4

Configuring Access Control Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Z

Setting Up Access Control Units and Readers /

N

== To create an access group

1 Click Options > Access Control. The Access Control dialog box appears.

Access Groups | Access Schedules | Holidays | Access Cards

Access Groups

Office ‘Waorkers
Security Guards
Supervisors

Add Group | Remove Group |

2

3 Type a name in the Access Group box.

4 C(lick OK.

5 Click Add Group to add another group.

6 Click Done when you are finished adding access groups.

To remove an access group

NOTE You cannot delete an access group that is assigned to a reader or that has access
cards assigned to it.

Click Options > Access Control.

Select the Access Group you want to remove from the access group list.
Click Remove Group. A confirmation message appears.

Click Yes.

Click Done.

A B WONDN -

>
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Creating Access Schedules

Access schedules, like access groups, are used globally by the entire access control system. You
can define a maximum of 127 schedules, two of which are pre-defined and cannot be deleted:
None and Always. The remainder are user-defined. Begin by defining the most commonly-used
schedules for the most number of readers, such as office hours or visiting hours for high-traffic,
common-use areas; off-hour schedules for maintenance workers, or extended office hours for
supervisors. Then, use remaining schedules for special cases.

IMPORTANT /f you do not attach a schedule to a group at a particular reader, the schedule
defaults to None, and cards assigned to the group are never allowed access to the reader.

== To create an access schedule
1 Click Options > Access Control.
2 Click the Access Schedules tab.

Access Control

Acocess Groups  Acocess Schedules Access Cards

Access Schedules

Schedule Mame Aszzigned Intervals
Mone Mone

Alwayz Always

Office Hours 07:00-18:00, kM-F

AddScheduIe Edit Schedule | Remove Schedule |
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3 Click Add Schedule.

Schedule Hame Ifoice Hars

Interyval Name

Murn | 5tart

Add Interval

Edit Interval

| Remove Interval |

N

4 Type a name in the Schedule Name box. Use names that will help you identify the actual

times.

5 Click Add Interval. The Add New Interval dialog box appears.

Start Time (HH:MM]
||—
Sunday

Monday

Tuesday
Wednesday
Thursday

Friday

Saturday

Holiday Type 1 [~
Holiday Type 2 [

Add Mew Interval

End Time (HH:MM]

et

® Start Time The time when the interval begins. Use the 24-hour clock when entering

access schedule intervals.

® End Time The time when the interval ends.

® Days of the Week The days included in the interval.
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® Holiday Types Ifthe interval is used to insert a holiday into the schedule, select a holiday
type. For example, if you want a schedule that has shortened hours on holidays such as
Thanksgiving Day and Christmas Day, add the new interval, enter the holiday-only start
and end times, and click the holiday type that includes the holidays. For information on
setting up holiday types, see “To create holiday types for access schedules” on page 8-8.

6 Click Done.
7 To enter another time interval for the schedule, click Add Interval again.

IMPORTANT 7o create schedules that span 12 a.m., such as graveyard or night shifts,
create one schedule and then add an interval for the period before midnight and an interval
for the period after midnight.

8 Click Done when you are finished adding intervals to the schedule.
9 Click Done when you are finished creating the schedule.

== To create holiday types for access schedules
1 Click Options > Access Control.
2 Click the Holidays tab.

Access Control

fcoess Gioups | Access Schedules |k | Access Cards

Holidays

|Name |T_l,lpe |Dale

Add Holiday Edit Holiday Remove Holiday |
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3 Click Add Holiday. The Holiday dialog box appears.
Holiday

Holiday Hame

IT hank zgiving

Holiday Date
I11f2.’-"£2003 Vl

Holiday Type
|-| vI

Save | LCancel |

® Holiday Name Type the name of the holiday you want to include in this field.
® Holiday Date Sclect the calendar date of the holiday.

B Holiday Type Select which type you want to assign to this holiday. Holidays vary in the
degree to which federal, state, and local authorities and businesses are open or closed.
Use the two holiday types to create two different levels of holiday schedules, if
necessary.

For example, type 1 holidays could be Thanksgiving, Christmas, and New Year’s Day.
Type 2 holidays could be Christmas Eve, the day after Thanksgiving, Columbus Day,
New Year’s Eve, etc.

4 Click Save.

== To edit an access schedule

Click Options > Access Control.

Click the Access Schedules tab.

Select the schedule you want to edit.

Click Edit Schedule. The Edit Access Schedule dialog box appears.
Click Add Interval, Edit Interval, or Remove Interval.

Make the changes to the schedule.

Click Done.

Click Done.

00 NO A WON -

NOTE Schedule changes will not take effect until the new schedule is downloaded to the
ACS units with readers that use the edited schedule. See “Downloading Settings to Access
Control Units” on page 8-20.
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To remove an access schedule

NOTE You cannot delete an access schedule that is assigned to a reader. First remove the
schedule from the readers where it is assigned, and then remove the schedule in the
Options > Access Control dialog box. See “To edit a reader” on page 8-19.

Click Options > Access Control.

Click the Access Schedules tab.

Select the schedule you want to remove.

Click Remove Schedule. A confirmation message appears.
Click Yes.

Click Done.

O 0 A WODN -

NOTE The schedule will not be removed from the readers to which it was assigned until the
edited reader schedules are downloaded to the ACS units. See “Downloading Settings to
Access Control Units” on page 8-20.

Adding a BT-X with Access Control

A BT-X connected to access control equipment, such as the AIM-4SL reader interface module,
requires multiple unit addresses in the D-21 database. The first unit address is the BT-X
Communicator unit. The BT-X Communicator unit provides general monitoring and reporting
of the BT-X field assembly, power supply, enclosure tamper, and Central communication status.
See “Adding the Multi-Application BT-X” on page 6-2 for more information.

The D-21 communicates with the access control equipment in the BT-X using the next
consecutive unit address. A BT-X can be connected to up to 16 readers. A separate unit address
is required for each group of four readers. Use the BT-X/ACS (M) remote unit type for each
ACS unit. The D-21 receives reader status from the BT-X/ACS (M) unit and downloads access
groups and schedules to the unit.

Each BT-X/ACS (M) unit supports up to four readers. If you are using the AIM-4SL, which can
control up to four doors with four readers, one AIM-4SL uses one BT-X/ACS (M) unit address.
If you using the AIM-1SL, which can control one reader, four AIM-1SL modules share a single
BT-X/ACS (M) unit address. If the BT-X is connected to both types of reader interface modules,
the unit addresses that represent AIM-4SL modules precede unit addresses for AIM-1SL
modules.
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The BT-X determines how many units, what type of units, and the actual unit numbers to use
in the D-21 during the installation and programming of the BT-X.

IMPORTANT Use the List Configuration report from the BT-X programming menu to
configure the ACS unit addresses exactly as they were programmed at the BT-X.

Reader Zone Status

The BT-X/ACS (M) unit type reports four status conditions for each of its four readers. The
reader zones are numbered from 1 to 16. Zone numbers 1 through 4 are used to communicate
status for Reader 1; zones 5 through 9 communicate status for Reader 2, and so on. The
following table describes the reader status conditions and where and how they are reported to
the D-21:

Zone conditions on a single
BT-X/ACS (M) unit Description

Held/Forced Open is reported on: | Reports a Trouble (Held Open) to the D-21 when a door is held open after a valid
card is presented to the reader and the door strike is activated. Held open

Reader 1: Zone 1 timeouts can be set for each reader.
Reader 2: Zone 5 Reports an Alarm (Forced Open) to the D-21 when a door is opened without a
Reader 3: Zone 9 valid card presented to the reader.

Reader 4: Zone 13

Diddled/Duress is reported on: Reports a Trouble (Diddled) to the D-21 when an invalid card and/or PIN is
presented to the reader 3 times in 5 minutes.

Reader 1: Zone 2 Reports an Alarm (Duress) to the D-21 when a valid card and a duress PIN are
Reader 2: Zone 6 presented to a reader. A duress PIN is created when 1 is added to the first digit
Reader 3: Zone 10 of the valid PIN. For example, the normal PIN 1234 becomes duress PIN 2234.

When presented with a valid card, the duress PIN opens the door and sends a

Reader 4: Zone 14 duress alarm to the D-21. (If a PIN starts with 9, the duress PIN starts with 1.)

Tamper is reported on: Reports an Alarm to the D-21 when a reader interface module detects a tamper
condition on itself or one of its reader devices. There is no Trouble condition for
Reader 1: Zone 3 the reader Tamper input.

Reader 2: Zone 7
Reader 3: Zone 11
Reader 4: Zone 15

Auxiliary is reported on: Reports a Trouble to the D-21 when the auxiliary input for a reader is open.
Reports an Alarm to the D-21 when the auxiliary input is closed. Zone 16 on each
Reader 1: Zone 4 group of 4 readers is reserved and cannot be used to report the auxiliary input on
Reader 2: Zone 8 the fourth reader.

Reader 3: Zone 12
Zone 16 (unavailable)

Before you A multi-application BT-X with reader interface must be installed and programmed before configuring the
begin access control system at the D-21. Print the List Configuration report, after programming the BT-X for use,
when configuring the ACS unit(s) at the D-21. Then, see “To add the BT-X Communicator unit” on page 6-6

to add the BT-X Communicator unit.
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== To add a BT-X/ACS (M) application unit

Click Add > Remote Unit. The Add New Remote Unit dialog box appears.

Generall Location! Zonesl Headersl Dutputsl Notesl Actionsa

Unit Humber TroublelD

i28 IFUU2B‘I ooao

RID Serial Number

[RFM 7000 Emulator =

Type [# Zones) Uit Class

[T s0a0s M) =l [5ecuiy =l

ACS Unit Name

iCard Reader - Rear

Reader Interface Type

[ £1M-45L =l

v Expansion of primary unit #25

Communicator Unit Address
JUrit #24 (300 - Mobile Tes x|

These fields appear only
when you select the
BT-X/ACS(M) unit type

+ | X

Add Delete

s

Previous

=»

N

Cancel

v

Done

B Unit Number Enter a unit number in the Unit Number box. Use the next consecutive
number after the BT-X Communicator unit number. The ACS unit number you enter

should match the ACS address assigned to the access control equipment when the BT-X
was programmed.

RID Select the same RFM 7000 RID to which you assigned the BT-X Communicator for
this unit.

Type (# Zones) Select BT-X/ACS (M). The ACS Unit Name and Reader Interface Type
fields appear below the Type drop-down list.

ACS Unit Name Enter a name for the BT-X/ACS (M) unit. This name is used to identify
the unit and readers attached to this BT-X when assigning cards and PINs.

Reader Interface Type Seclect the type of reader interface module connected to the BT-X.

Communicator Unit Address Select the BT-X Communicator unit that is part of this
multi-application BT-X.

Expansion of primary unit This check box only appears when using the BT-X/ACS(M)

and adding more than one remote unit to a site. It allows the Admin to logically group

ACS units connected to the same BT-X/ACS(M) by designating the unit as an expansion
of an existing unit.

TroublelD For Monaco use only.

Serial Number Enter the serial number for the remote unit. This field is for informational
purposes only and is not required.

Unit Class Displays the default class for the remote unit type. If the unit class field is
enabled, you can select either Fire or Security for the unit. If the unit class field is
disabled, you cannot change the unit class. See “Unit Class” on page 2-52 for more
information.
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1 Click the Location tab.

N

2 Select the facility where the ACS unit is located from the Facility drop-down list.

vNOTE A facility entry is required for the BT-X/ACS (M) remote unit type.

3 Enter a description for the location of the ACS unit in the Location/Directions box.

4 Click the Zones tab. The zones attached to a BT-X/ACS (M) unit are the reader zones:
Held/Forced Open, Diddled/Duress, Tamper, and Auxiliary. You can automatically
configure these zones when you add the readers. Use this tab for editing and viewing zone
information once the zones are configured. See “Reader Zone Status” on page 8-11 for

more information.

For now, skip this tab and create the reader zones when adding the reader.

5 Click the Reader tab.

Generall Localionl Zones FReaders | Dutputsl Notesl Actionsl

Readers

“wing Front Door

[ Add Header

Ik

Add

AN

Cancel

X

Delete

v

Done

&

Previous

=»

Mext
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6 Click Add Reader. The Add Reader in Unit dialog box appears.

General I Dptions | Schedule'

Reader Name Card Mode

['wiing Back D oo IEard and PIN j
Remote Unit Card Format

Jurit 813012 - Intel ) = f 2D =]

Reader Type
|4wID KP-6340 =l

Reader Position
I Reader 2 ﬂ

F | N| X | /| @| &

Add Cancel Delete Done Previous MNext

® Reader Name Enter a name for the reader.

®m Remote Unit The ACS unit to which you are adding the reader.
® Reader Type Seclect the type of reader.

® Reader Position Select the physical position of the reader.

— AIM-4SL Readers are identified by the terminal block to which it is connected on the
AIM-4SL module. See the BT-X Access Control I-O-M Manual (P/N 001-398-02) for
information on how the readers are numbered on the AIM-4SL.

— AIM-1SL Readers are identified by the DIP switch address of the AIM-1SL. See the
BT-X Access Control I-O-M Manual (P/N 001-398-02) for more information.

® Card Mode Select the card/PIN method used to access the reader.

Card Mode Description

Card and PIN | Select Card and PIN for a door that requires both a card and PIN for access.
Card only Select Card only for a door that only requires a card for access.

Card or PIN Select Card or PIN for a door that requires a card or PIN but not both for access.

Inactive Select Inactive to indicate a door’s access control is deactivated.

® Card Format Select the card format associated with reader connected to the BT-X.
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7  Click the Options tab.

Add Reader in Unit: 13

General  Options | Schedulel

Reader Operation

| Daor Stike Corrol x| [ Mo Entry Confirmation
Select the status conditions Reader Reporting Options Strike Activation Time
you want to report for the \ [~ All Denied Events Momal Seconds
reader. Th'en click the [~ All Granted Events |4 -I
Auto Configure Zones Long Seconds
button to create the Reader Zones m
zones.
& Fad e Doa [~ Release strike when door opens
v Diddled/Duress
[v Tamper Door Held Open Timeout

Mormal S5econds

Long Seconds

Delete Reader Zones | |25 'I

F | N| X | /| @| &

Add Cancel Delete Done Previous MNext

Auto Configure Zones |

® Reader Operation Select Door Strike Control if the reader controls a door strike relay.
The D-21 uses the strike activation times and door held open timeout options to
determine the status of the door.

B No Entry Confirmation Check this box if you want to ignore the status of the door
contact. Any Access Granted events will be reported as Access Granted with Entry
Unconfirmed.
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m Reader Reporting Options Select the type of information to be transmitted to the D-21.
You can select one or both of the following options:

— AllDenied Events Any time a card or PIN is presented to a reader and denied, the event
is transmitted to the D-21. Personnel and facility access activity can be viewed in the
D-21 Incident Client.

— All Granted Events Any time a card or PIN is presented to a reader and access is
granted, the event is transmitted to the D-21. Personnel and facility access activity can
be viewed in the D-21 Incident Client.

NOTE /f you only want to track events for individual cards, leave these options unchecked.
Each individual card can be configured to report granted and denied events when it is
assigned. See “To assign a new access card or PIN” on page 8-24.

8 Select the zone information you want reported for the reader. Selecting a zone check box
enables the reporting of the specific type of reader status to the D-21. To deactivate specific
zone reporting, clear the check box. Reader zones are configured like other zones in the
D-21 and can have response plans, actions, and customized alert phrases. See “Zones” on
page 2-64.

NOTE Selecting a reader zone enables Auto Configure Zones. Use this button to add the
zones to the BT-X/ACS (M) zone list automatically. Unlike fire zones, reader zones are not
associated with a physical terminal input in the BT-X. Reader zones are virtual zones used
to report conditions based on reader device feedback and reader settings in the D-21
database.

® Held/Forced Open Reports a Door Held Open trouble event to the D-21 Incident Client
when a door is held open longer than the specified time. Reports a Door Forced Open
alarm event to the D-21 Incident Client when a door is opened without the presentation
of a valid card or PIN.

® Diddled/Duress Reports a Reader Diddled trouble event to the D-21 Incident Client
when there are three attempts to present an invalid card or PIN to a reader. Reports a
Reader Duress alarm event to the D-21 Incident Client when a special duress PIN is
presented to a reader with a keypad device. Duress PINs are specified by adding one to
the first digit of the PIN. For example, the duress PIN for PIN 4567 would be 5567.

® Tamper Reports a tamper event to the D-21 Incident Client when the reader interface
module detects a tamper condition on the AIM-4SL tamper terminal or one of its reader
devices. If a tamper switch is installed on the BT-X enclosure, the BT-X Communicator
reports BT-X enclosure tampers.

® Auxiliary Reports a trouble event to the D-21 Incident Client when the auxiliary input
for a reader is open. Reports an alarm event to the D-21 Incident Client when the
auxiliary input is closed.

9 Click Auto Configure Zones to add the reader zones automatically to the database.

10 Set the door strike activation time options. The D-21 Incident Client uses the door strike
settings in conjunction with reader feedback to determine the held open and forced open
conditions reported on the Held/Forced Open reader zone.
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® Normal Seconds Seclect the normal strike time in seconds. This is the amount of time the
door strike is not in contact before an alarm is reported to the D-21.

B Long Seconds Select a long strike time in seconds. Use this to specify a longer time
allowed for handicap or other special needs entry.

B Release Strike when door opens Check this option if you want the strike to deactivate as
soon as the door opens, and the door to lock as soon as the door closes. If this option is
unchecked, the door strike remains active and the door remains unlocked until the strike
time expires.

11 Set the door held open time options. A trouble is generated for the reader zone at the D-21

Incident Client when the held open time expires before the door closes.

® Normal Seconds Select the normal held open time in seconds. This is the amount of time
the door is allowed to be held open after a valid card entry.

B Long Seconds Select the long held open time in seconds. This is the amount of time the
door is allowed to be held open for valid handicap or special needs entry.

12 Click the Schedule tab.

NOTE You must set up access groups and schedules before you can assign them to a
reader. If necessary, click Done, create access groups and schedules, and then edit the
reader. See “Creating Access Control Groups” on page 8-4 and “Creating Access
Schedules” on page 8-6.

Edit Reader in Unit: 13 {Intel ACS)

Generall Options Schedulel

Access Group/Schedule

Access Group Aocesz Schedule  |Intervals
Cormmanders Always Alwayz
U"Add Reader | Edit Reader
. Schedule S chedule Remove Reader Schedule

P

Previous

=»

Mext

L

Add

N

Cancel

X

Delete

4

Done
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13 Click Add Reader Schedule.

General

Access Group

I Ihactive

Schedule

IAIwa_l,ls

Intervals

® Access Group Select an access group to which you want to be able to assign cards/PINs
at this reader.

® Schedule Seclect a schedule for the access group. The Intervals list shows the selected
schedule’s time intervals. These are the times when the access group will be granted
entry by the reader. Remember you can use a single schedule, such as Always, at as
many readers as you want. You do not have to create a unique schedule for each reader.

14 Click Done. Repeat the previous three steps as many times as needed for the reader. Each
time you assign an access group to a reader, it is removed from the Access Group
drop-down list.

NOTE |If you do not assign an access group to a reader, the D-21 defaults the access
group’s schedule to None.

15 When you are finished adding readers, click Done in the Add Reader dialog box to return
to the Add Remote Unit dialog box.

16 Click the Outputs tab. If you are adding an AIM-4SL module to the database, you can add
up to four outputs to this BT-X/ACS (M) unit. Outputs are not available for the AIM-1SL
module. See “Outputs” on page 2-74 for how to add an output.

17 Click the Notes tab.
18 Type any notes you want saved with the remote unit.
19 Click the Actions tab.

20 Click Add Action to attach status change actions to the unit, if desired. For more
information, see “Attaching Actions to Status Changes” on page 3-37.

21 Click Done.
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=—— To edit a reader

1 In the tree pane, click the plus sign (+) next to System. Click the plus sign next to the
RFM 7000 RID associated with the BT-X/ACS (M) unit and click the plus sign next to the
unit number to display the list of readers.

2 Right-click the reader you want to edit. The Edit Reader in Unit dialog box appears with
the General tab showing.

m Use the General tab to change any reader or card formats.

® Use the Options tab to change door strike and held open timeouts, as well as which
access events are reported to the D-21 Incident Client.

m Use the Schedule tab to add or remove access groups and schedules from the reader.

NOTE Access groups and schedules can not be removed from a reader until all related card
assignments have been removed. See “To change an ACS unit assignment for a card or
PIN” on page 8-27.

3 Click Done when you are finished editing the reader.

NOTE Reader changes will not take effect until you download them to the ACS units with
the edited readers. See “Downloading Settings to Access Control Units” on page 8-20.
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Downloading Settings to Access Control Units

After you add BT-X/ACS (M) units, readers, and reader zones to the database and configure
readers with access groups and schedules, you must download the information to the
BT-X/ACS (M) unit in the field. Each unit receives the configuration for its readers from the
D-21. Any changes made to the remote units or readers, and all new or changed card
assignments, must be downloaded to the remote unit before the changes take effect.

See “Assigning Cards and PINs” on page 8-23 for more information on access cards.
The D-21 uses two ways to download access control settings to remote units:

B Partial unit configuration The D-21 downloads all remote unit, group, schedule, card, and
reader data that has changed since information was last downloaded to the ACS remote unit.

B Entire unit configuration The D-21 downloads all remote unit, group, schedule, card, and
reader data for the ACS remote unit. Downloading entire unit configurations takes longer
than downloading changes and should only be done when necessary. Use the following
guidelines for downloading the entire configuration to ACS remote units:

— Ifthe ACS unit is new, use Download Entire Unit Configuration to set up the new unit.

— If an ACS remote unit is not operating properly after attempting to update recent
changes to the unit, first use Clear Entire Unit Configuration to erase the entire contents
of the unit’s configuration, then use Download Entire Unit Configuration to reconfigure
the ACS remote unit.

NOTE The download process can take a considerable amount of time. The reader zones
report status automatically during a download. You can acknowledge the alerts during the
download or after the download is complete.

The D-21 checks the status of the RID before starting the ACS download. If the RID is disabled,
in comm fail, or reporting a trouble, the D-21 generates a RID Trouble message.
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== To view ACS remote units that have changes to be downloaded
1 Click Commands and then click Access Control. The ACS menu commands appear.
2 Click Show Units Requiring Download. The Units Requiring Download dialog box appears.

Units Requiring Download

zdule, Card, Reader

Units that appear in this list
require access control information
from the D-21

The D-21 downloads access control

information to units that are checked.
You can download to up to five units

at one time.

NOTE The Show Units Requiring Download command is only available if the operator who
is logged in is assigned data entry level 2 in the D-21 Admin Client. For more information on
setting an operator’s data entry level, see “To add an operator” on page 2-97.

The Units Requiring Download dialog box shows all ACS remote units that have been
updated since the last time the D-21 Admin Client downloaded to them. The D-21 Admin
Client compares the time stamp of the last download with the time stamps of subsequent
changes to determine which ACS remote units require a download. A message indicates if
there are no units requiring downloading.

New ACS remote units that have not yet received their unit configuration from the D-21
Admin Client also appear in this list. Clicking Download Now downloads recent changes to
existing remote units and the entire unit configuration to new units.

NOTE This dialog box also appears when you exit the D-21 Admin Client (if there are any
ACS remote units that require a download).
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== To download the entire unit configuration to a new ACS remote unit
1 Click Commands and then click Access Control. The ACS menu commands appear.

2 Click Download Entire Unit Configuration. The Download Unit Configuration dialog box
appears.

Unit #1001 : NAS Admin Main Office b

o | o |

NOTE The Download Entire Unit Configuration command is only available if the operator
who is logged in is assigned data entry level 2 in the D-21 Admin Client. For more
information on setting an operator’s data entry level, see “To add an operator” on page 2-97.

The Select Unit for Download drop-down list only displays ACS remote units.
3 Select the new ACS remote unit.
4 Click OK. A confirmation dialog box appears.
5 Click OK. A progress bar indicates the status of the downloading process.

== To download the entire unit configuration to an existing ACS remote unit
1 Click Commands and then click Access Control. The ACS menu commands appear.
2 C(lick Clear Entire Unit Configuration. The Clear Unit Configuration dialog box appears.

Unit #1001 : HAS Admin Main Office v

NOTE The Clear Entire Unit Configuration command is only available if the operator who is
logged in is assigned data entry level 1 in the D-21 Admin Client. For more information on
setting an operator’s data entry level, see “To add an operator” on page 2-97.

3 Select the unit to which you want to download the entire unit configuration.

vNOTE You can only clear one unit at a time.

4 Click Clear Unit. A confirmation message appears.

5 Click OK.
6 When the remote unit configuration is cleared, click Commands and then click Access
Control.

8- 22 Configuring Access Control Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Operating an Access Control System /

N

7 Click Download Entire Unit Configuration. The Download Unit Configuration dialog box
appears.

8 Select the unit to which you want to download the entire unit configuration.
9 Click Download Now. A confirmation message appears.
10 Click OK. A progress bar indicates the status of the downloading process.

To download recent changes to one or more existing ACS remote units
1 Click Commands and then click Access Control. The ACS menu commands appear.
2  Click Show Units Requiring Download. The Units Requiring Download dialog box appears.

NOTE New ACS remote units are also displayed in the Show Units Requiring Download
dialog box. If a new unit is selected, the entire unit configuration is downloaded to the new
unit.

3 Select up to five remote units in the Select Units list.

H

Click Download Now. A confirmation message appears.

5 Click OK. A progress bar indicates the status of the downloading process.

Operating an Access Control System

After you add the readers to remote units and assign access group/schedule pairings to the
readers, you are ready to assign cards and PINs to personnel. Card assignments must be
downloaded to each remote unit before the card’s assignments take effect. Use the ACS
download commands to download both reader and card information to remote units. See “To
download recent changes to one or more existing ACS remote units” on page 8-23.

Assigning Cards and PINs

Access cards and PINs are assigned to personnel. Administrators assign a card to a person and
specify to which access group a card belongs at each ACS remote unit. The cardholder is then
able to access the remote unit’s readers according to the access group’s schedule as it is defined
at each of the readers. See Figure 8-1 on page 8-3.

IMPORTANT /f you are assigning an access card to an ACS unit connected to a BT-X
transceiver that has more than one ACS unit, and you want to assign the card to another
ACS unit connected to the same BT-X, you must assign the card to the same group.

The site codes associated with pre-programmed access cards, such as HID and AWID format
cards, are not used by the D-21 Security System.

Before you A person must be added to the personnel database in order to be assigned a card. For more information,
begin see “Personnel” on page 2-85.
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\

—— To assign a new access card or PIN
1 Click Options > Access Control.
2 Click the Access Cards tab.

Aocess Groups | Access Schedules | Holidayz i

Facility |ial] =l Card Status [(al] |
Card # |Perzon F acility Unit Description Apcess Group
B27  |Andy Always 2215 Wing Opsd Intel FuztardR oom Always Group
EI2E | Alice Always 2215 Wing Opsd Intel b uztardR oom Always Group
B20 | Armnold A 2215 Wing Ops/d Intel b ustardR oom A Group
BE418 |1AS Operator 2215 Wing Qpsd Intel b usgtardR oom A Group
BE406 |LE Operator 2219 Wing Opsd Intel FusgtardR oom P Group
BA0Z2 | Penelope P

hed

Add Card Edit Card

Remove Card | Yiew Report |

Frevious Mext Done

3 Click Add Card.

General

Azzighments

Card 5tatus Card Format
[Issueditctive > | [HID

Card Humber PIN Humber
j100 |

Person

[JAMES ADAMS

Date Card |ssued

I 712172003 'I

[~ Use Extended Shtiike Times

4 Select Issued/Active in the Card Status drop-down list. The Person drop-down list is
enabled.

5 Enter a card number if the card mode includes a card number.
6 Enter a PIN number if the card mode includes a PIN.
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7 Select a person from the Person drop-down list. A person must be in the personnel database
to appear in the list.

8 Select the card format.
Select an issue date for the card in the Date Card Issued drop-down calendar.

10 If the person requires longer strike times at the readers, check the Use Extended Strike
Times option.

11 Select the Enable Card Tracking option if you want to track granted and denied events for
this card throughout the access control system.

NOTE Only check the Enable Card Tracking option if the readers do not automatically
report granted and denied events to the D-21. See “To add a BT-X/ACS (M) application unit”
on page 8-12 for more information on configuring readers.

12 Click the Assignments tab.

General  A&ssignments

Umit Aggignment

F acility Unit Description Access Group

Add Unit Assignment | Remove Unit Assignment |
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13 Click Add Unit Assignment. The Add ACS Unit Assignment dialog box appears.

General |

Facility

{2215: wing Ops/ Intel =
Unit

[Urit #10 (2215 - Wing Ops/ Intel] 7]

Accesz Group
Ph Group

FTR— i
N |
Cancel Done

14 Select the facility to which the remote unit is associated in the Facility drop-down list.
15 Select the ACS unit in the Unit drop-down list.

NOTE Cards are assigned to a remote unit. Cards cannot be assigned to individual
readers. Cards are given the access privileges for the selected group at all readers at the
selected unit.

16 Select the access group for the card. The reader list updates to show the group’s
assignments for each reader attached to the ACS remote unit.

17 Click Done.
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18 Download the new card assignments to the ACS remote units. See “To download recent
changes to one or more existing ACS remote units” on page 8-23 for information on
downloading new cards and changes to existing cards to ACS remote units.

NOTE Cards will not be able to access the readers to which they are assigned until you
download the changes to the ACS remote units.

To remove an access card

NOTE Only delete an access card if the card has been destroyed. Unassign a card that is
no longer in use so it can be reassigned. See “To reassign an inactive card” on page 8-29.

Click Options > Access Control and click the Access Cards tab.
Select the card you want to remove.

Click Unassign Card. A confirmation message appears.

Click Yes.

On the Access Cards tab, click the Show Unassigned option to display all unassigned and
inactive cards.

A b WON =

Select the card you want to remove.
Click Remove Card. A confirmation message appears.
Click Yes.

Download the card change to the ACS remote units. See “To download recent changes to
one or more existing ACS remote units” on page 8-23 for information on downloading new
cards and changes to existing cards to ACS remote units.

© 0 N O

NOTE The card will continue to have access to its unit assignments until you download the
changes to the ACS remote units.

Changing Card Assignments

You may need to change a card’s access group assignments due to promotion, demotion,
changes in security clearances, etc. To change a card’s access group assignments, you must edit
the ACS unit assignments for each ACS unit to which the card is assigned.

You can also reassign cards to other personnel, and deactivate and reactivate cards while
retaining all person and unit assignments.

== To change an ACS unit assignment for a card or PIN
1 Click Options > Access Control.
2 Click the Access Cards tab.
3 Select a card in the list.

D-21 Admin Client Revision 1.1.32 User Guide Configuring Access Control 8-27



/ Operating an Access Control System

4

1

2
3
4

Click Edit Card.

Edit Card: CURTIS HEFFMER/101

Card 5tatus Card Format
[Issueditctive > | f 21D |

Card Humber PIN Humber
f1m

Person

Date Card |ssued

I 11/26/2002 v I

[~ Use Extended Stiike Times
¥ Enable Card Tracking

Make changes to the card.

m Use the General tab to change the person’s assignment, PIN, strike time options, or card
tracking options.

m Use the Assignments tab to add or remove unit assignments for the card.

® To change the access group for an existing ACS unit assignment, you must remove the
unit assignment and then add a new unit assignment with the new access group.

Click Done when you are finished editing the card.
Click Done in the Access Control dialog box when you are finished editing cards.

Download the card status change to the ACS remote units. See “To download recent
changes to one or more existing ACS remote units” on page 8-23 for information on
downloading new cards and changes to existing cards to ACS remote units.

To deactivate an access card or PIN

Click Options > Access Control and click the Access Cards tab.
Select a card in the list.
Click Unassign Card. A confirmation message appears.

Click Yes. The card status changes to Unissued/Inactive and the Person field displays
Unassigned. To view cards that are not currently assigned to personnel, click the Show
Unassigned option on the Access Cards tab.

Download the card status change to the ACS remote units. See “To download recent
changes to one or more existing ACS remote units” on page 8-23 for information on
downloading new cards and changes to existing cards to ACS remote units.
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== To reassign an inactive card

Click Options > Access Control and click the Access Cards tab.
Click the Show Unassigned option.

Select the inactive card you want to assign.

Click Edit Card.

Select Issued/Active from the Card Status list.

Make changes to the card.

O 0 A WODN -

m Use the General tab to change the person assignment, PIN, strike time options, or card
tracking options.

®m Use the Assignments tab to add or remove unit assignments for the card.
7 Click Done when you are finished editing the card.

(o]

Click Done in the Access Control dialog box when you are finished editing cards.

9 Download the card status change to the ACS remote units. See “To download recent
changes to one or more existing ACS remote units” on page 8-23 for information on
downloading new cards and changes to existing cards to ACS remote units.
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Tracking Card Usage

Use the D-21 Incident Client to track the usage of active cards as well as lost/missing and stolen
cards presented to readers.

Tracking Active Cards

Tracking active cards can be configured per reader or per card. A reader can be configured to
send all Denied events, all Granted events, or all events to the D-21 Incident Client. Denied
events are sent to the D-21 as alarms. Granted events are sent to the D-21 as non-alarms with a
lower priority than troubles. If you want to track cards on a card-by-card basis, select the Enable
Card Tracking option when assigning the card. Each time the card is presented at a reader, the
time, unit, and status (Denied or Granted) are recorded in the D-21 log and in the Facility
Access and Personnel Access Views in the D-21 Incident Client.

To track all cards presented at an existing reader

NOTE See “To add a BT-X/ACS (M) application unit” on page 8-12 for information on
setting up ACS units and readers.

1 Click the plus sign (+) next to the unit number of the BT-X/ACS (M) unit to which the
reader is attached.

2 Right-click the reader. The Edit Reader dialog box appears.
3 Click the Options tab.

General Options I Schedulel

Reader Operation

Draor 5 tnike Cantral [~ Mo Entry Confirmation

Reader Reporting Options Strike Activation Time

|v All Denied Events Normal Seconds

[¥ All Granted Events |15 jv

Long Seconds
Reader Zones |4D - I

¥ Held/Forced Open
¥ Diddled/Duress

[~ Beleaze strike when door opens

¥ Tamper Door Held Dpen Timeout

¥ Auriliary Hommal Seconds

IEU VI

Long 5econds

Delete Reader Zones | IBD vl

Add Cancel Delete

fiuto Configure Zones |

‘

Previous

»

Mext

Done
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4 Select the reader reporting options you want.

® All Denied Events Every time a card is denied access, the event is transmitted to the D-21
Incident Client as an alarm condition.

® All Granted Events Every time a card is granted access, the event is transmitted to the
D-21 Incident Client as a non-alarm condition with a priority lower than a unit trouble.

NOTE All tracked card activity can be viewed in the Facility Access and Personnel Access
Views in the D-21 Incident Client.

—— To track one card at all readers

NOTE If all readers are configured to report denied and granted events, selecting the
Enable Card Tracking option for an individual card will not change how the D-21 tracks the
card. All card events are logged in the D-21 log and reported to the D-21 Incident Client.

1 Click Options > Access Control and click the Access Cards tab.
2 Click Edit Card. The Edit Card dialog box appears.

Edit Card: CURTIS HEFFNER/101

Card Status Card Format
[Issueditctive x| [ & |

Card Number PIN Mumber

Date Card Issued

I 11/26/2002 ~ I

[~ Use Extended Stiike Times
|¥ Enable Card Tracking

3 Select the Enable Card Tracking option.
4 Click Done.
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Tracking Lost or Stolen Cards

When an active card is reported lost, missing, or stolen, you can either deactivate the card and
no longer track its use, or you can keep the card active and track where it is presented in an
attempt to recover the card.

To record a card lost or stolen and deactivate it

N OO b~ ON-

Click Options > Access Control and click the Access Cards tab.
Select the card you want to record as lost or stolen.

Click Edit Card.

Select Lost/Missing or Stolen in the Card Status drop-down list.
Click the Assignments tab.

Select all the card’s unit assignments.

Click Remove Unit Assignment. The unit assignments are changed to Inactive until the next
time the units involved receive a download. After the next successful download, the
inactive unit assignments will be removed.

To record a card lost or stolen and track it

NOTE If you change a card’s status to lost or stolen and do not change the unit
assignments, the card can still be granted access to its assigned unit readers. To prevent
access and track the attempted usage of a lost or stolen card, create an access group (such
as No Access) and assign the access group to “None” at all readers. See “To create an
access group”on page 8-5. Then assign the lost or stolen card to the “no access” group and
to the “None schedule” at all readers.

A OWON =

Click Options > Access Control and click the Access Cards tab.
Select the card you want to record as lost or stolen.

Click Edit Card.

Select Lost/Missing or Stolen in the Card Status drop-down list.
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5 Assign the card to an active access group using the None access schedule for each unit
assignment.

NOTE If the card is presented to any of the readers where the card is assigned to the “no
access” group, the D-21 operator will receive a card denied alert that also indicates the card
is lost or stolen.

== To print a card inventory report
1 Click Options > Access Control and click the Access Card tab.

Access Control

Access Groups I Access Schedules I Huolidays

Facility | (]

I

Card Status I[aII] 'i

Card #

Perzot

Facility

Unit Description

Access Group

B327

Andy Always

2215 Wing Ops/ Intel

MusztardRoom

Always Group

E326

Alice Alvways

2215 Wing Ops/ Intel

MustardRoom

Always Group

E320

Arnold AM

2215 Wing Ops/ Intel

MustardRoom

AM Group

EE418

145 Dperator

2215 Wing Ops/ Intel

MustardRoom

AM Group

BE406

LE Operator

2215 Wing Ops/ Intel

MustardRoom

Pk Group

6302

F'nelope P
ned

Add Card

Edit Card Remove Card |

Yiew Report |

&

Previous

» |

Next Done

2 Use the Facility and Card Status drop-down lists to define the cards included in the card
inventory report.
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3 Click View Report. A preview of the report is displayed in a separate window.
| o | Gopin | [ d4 D@ @ &0z =[] 4w i '3 5 | Esmon
D-nnws e e

1 H R

I R I A B |

Access Card Inventory D21 Dispatcher

Facility: (all)
7 Status:  (all)

il Card Cardholder Facility Unit Access Group Iétorlill?e Watch Status Issue
6927 Andy Always 2215 Wing Ops/ Intel MustardRoom Always Group Mo Yes lssued/Active 4274z

3 BI26  Alice Always 2215 Wing Ops/Intel MustardRoom Always Group Mo es Issued/Active 4274

Z BI20  Armold AM 2215 Wing Ops/ Intel MustardRoom AM Group Mo Yes Issued/Active H27Iz
6502 Penelope P Ma Yes lssued/Active 4274

I B9 Unassigned Mo Mo Unissued/nactive

i 66418 IAS Operator 2215: Wing Ops/ Intel MustardRoom Ah Group Mo Yes  Issued/Active 5/25/2

3 BE406 LE Operator 2215 Wing Ops/ Intel MustardRoom P Group Ma fes lssued/Active 5125/

£ Issued/Active Cards: 53
5 Unissued/Inactive Cards: 1
4 Lost'Missing Cards: 0

Stolen Cards: ]
i Total Cards: ¥

4 Click Print to print the report.
5 Click Close to close the print preview window.
6 Click Done to close the Access Control dialog box.
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4 Configuring Intrusion Detection

\

Read this section to learn how to configure remote units for intrusion detection using the D-21

Security Client.
Contents
Overview of Intrusion Detection . . ........ ... ... ... ... ...... 9-2
Setting Up the BT2-8S Security Unit . .......... ... ... ... ..... 9-2
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Overview of Intrusion Detection

Overview of Intrusion Detection

The D-21 provides intrusion detection features when a D-21 Security Client is installed and
running. Intrusion detection monitors areas for entry and exit regardless of personnel privileges
and building schedules, and can use devices such as keypads to arm and disarm one or more
zone.

Remote units, such as the BT2-8S and the BT-X, can be connected to intrusion detection
devices, such as motion sensors, and configured to monitor security zones within a facility.
Other devices, such as push-to-exit buttons and keypads, can be used in addition to sensor
devices to provide controlled access to secured areas. Each zone is configured with a zone type
that specifies the rules the remote unit and the D-21 use to determine the status of the zone.

In addition to monitoring single zones for status changes, the BT2-8S and the BT-X provide
Master zones that can be associated with one or more Automatic zone. When a Master zone
changes state, all Automatic zones associated with it change to that state. For example, if a
Master zone changes to Access, all Automatic zones associated with it change to Access. When
the Master zone returns to Secure, the Automatic zones return to Secure.

This section covers the configuration of the following remote unit types:

®m BT2-8S Configures a BT2-8S 16-zone security remote unit or a 32-zone BT2-8S (a master
and slave unit in one enclosure).

®m BT2-8S-MC Configures a BT2-8S with the ability to use master control and automatic zones.
® BT-XS Configures the legacy BT-XS.
® BT-XS (M) Configures a multi-application BT-X with intrusion detection.

For more information on D-21 remote unit types, see “Remote Units” on page 2-51.

Setting Up the BT2-8S Security Unit

The BT2-8S is a 16-zone security transceiver that communicates with the D-21 using an
RFM 7000 RID. Use the BT2-8S remote unit type to configure this unit. If the BT2-8S is
capable of providing master control and automatic zones, use the BT2-8S-MC remote unit to
configure the unit. For more information on the installation and programming of the BT2-8S,
see the BT2-8S I-O-M Manual (P/N 001-256-00).

IMPORTANT Older BT2-8S transceivers require the BT2-8S Master Control Upgrade Kit
(P/N 227-273-00) to provide master control and automatic zones. Newer BT2-8S units
provide this functionality. See the documentation provided with your BT2-8S unit to
determine if it supports master control and automatic zones.

The procedure for adding the BT2-8S and the BT2-8S-MC remote unit types are the same
except where noted.
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BT2-8S Zone Types

This table lists the zone types available with the BT2-8S. Refer to the BT2-8S [-O-M Manual
(P/N 001-256-00) for information on how to wire the following zone types:

BT2-8S Zone Types Description

Central Initiate Operators at the D-21 Central control whether the zone is in an Access or Secure
condition; there is no access/secure switch at the protected area. If the zone is set to
Access, security alarms are not reported to the Central. Security alarms are only
reported when the zone is set to Secure.

Central Initiate NT* Operates like Central Initiate, except conditions that normally cause a Tamper Alarm
cause a Security Alarm.

Two Man Access/Secure | When a zone operates in this mode, the zone has an access/secure device located
outside the protected area, such as a card reader or iButton, that can be used for local
zone access. Status changes are reported to the Central where an operator can accept
or deny the change. If the operator denies the change, a security alarm is generated.

Two Man Operates like Two Man Access/Secure, except conditions that normally cause a Tamper
Access/Secure NT* Alarm cause a Security Alarm.
Entry/Exit Delay The zone is paired with an access/secure switch located inside the protected area. A

delay time of 10 to 80 seconds is specified (in 10-second increments) during which a
person must physically set the switch to avoid triggering an alarm. On entry, the switch
must be set to Access by the end of the delay time or an alarm is reported to the Central.
On exit, the switch is set to Secure and the area must be properly cleared by the end of
the delay time or an alarm is reported to Central. If you select Entry/Exit Delay, enter a
delay time.

Entry/Exit Delay NT* Operates like Entry/Exit Delay, except that conditions that normally cause a Tamper
Alarm cause a Security Alarm.

Constant Secure When a zone operates in this mode, it cannot be placed in Access. After an alarm has
been acknowledged by Central, the zone automatically returns to Secure.

Constant Secure NT* Operates like Constant Secure, except that conditions that normally cause a Tamper
Alarm cause a Security Alarm.

Automatic* Zones defined as Automatic change to Access or Secure when their master control zone
changes to Access or Secure. Zone 1 controls Automatic zones between zone 2 and 8;
if zone 9 is defined as anything other than Automatic, Constant Secure, or (none), it
controls the Automatic zones between 10 and 16.

Automatic NT* Operates like Automatic, except conditions that normally cause a Tamper Alarm cause a
Security Alarm.

*Only available with the BT2-8S-MC zone type
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Master Control Zones on the BT2-8S

The BT2-8S supports the use of two master control zones. Use the BT2-8S-MC remote unit
type when configuring a BT2-8S with master control zones.

B One master control zone Use zone 1 to control all zones between 2 and 16 that are defined
as Automatic or Automatic [NT]. Zone 1 can be configured as any zone type except
Constant Secure or Automatic when used as a master control zone. If zone 1 controls any
Automatic zones above zone 9, zone 9 must be configured as Not in Use, Automatic,
Automatic [NT], or Constant Secure.

®  Two master control zones Zone 1 controls all zones between 2 and 8 defined as Automatic
or Automatic [NT]. Zone 9 controls all Automatic zones between 10 and 16. When used as
master control zones, zones 1 and 9 can be defined as any zone type except Constant Secure
or Automatic.

IMPORTANT /f you want to use zone 1 or zone 9 as master control zones, they cannot be
defined as Constant Secure or Automatic.

Before you Be sure you already added the remote interface driver (RID) that will act as the communications link
begin between the D-21 and the BT2-8S. See “Remote Interface Drivers (RIDs)” on page 2-30 for more
information on adding RIDs.

== To add a BT2-8S security remote unit
1 Click Add > Remote Unit. The Add New Remote Unit dialog box appears.

Add New Remote Unit

Generall Locationl Zonesl Dutputsl Notesl Actionsl

Unit HNumber TroublelD

I‘IDd

RID Sernial Number

|RFM 7000 =l

Type [# Zones] Unit Clazs

|BT285 (16) =l [secuiy =l

p

Previous

»

MNext

X

Delete

4

Done

Ik

Add

)

Cancel

B Unit Number Enter a number between 1 and 2046. All unit numbers attached to a
specific RID must be unique.

®m RID Select the RFM 7000 RID handling the communication between the D-21 and the
remote unit.

® Type Selectthe BT2-8S(16) or BT2-8S-MC depending on how the remote unit is wired.
For more information, see the BT2-8S I-O-M Manual (P/N 001-256-00) provided with
your BT2-8S transceiver.

® Trouble ID For Monaco use only.
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® Serial Number Enter the serial number for the remote unit hardware. This field is for

informational purposes only and is not required.

B Unit Class Displays the default class (Security) for these remote unit types. It is not
possible to change the unit class for these remote unit types. See “Unit Class” on
page 2-52 for more information.

a b ODN

Click Next to advance to the Location tab.

Enter a facility and any directions to describe the position of the unit.
Click Next to advance to the Zones tab.
Click Add Zone to add the security zones to the D-21 database.

NOTE The configuration process must be performed for each zone on the security remote

unit.
General | Locationl Security I Actionsl Motes I Responze Plan I Status Phraze | Graphics
Description
i
Zone Class Priority
ISecurity j |4 j
RID Remote Unit Humber

|FiFM 7000

Logical Poszition

=l Junitman -wingHE )

Physzical Connection

=

Alarm ID

Remote Annunciator Point

I [none]

=

Ik

Add

)

Cancel

X

Delete

4

Done

Previous

“«

MNext

® Description Identifies the zone throughout the D-21 system.

Zone Class The default zone class for a BT2-8S is Security, but BT2-8S zones can also
be configured as Fire. Security zones report Security Alarms, Tamper Alarms, Access,
and Secure conditions and can be viewed in the D-21 Incident Client Security Status
View. BT2-8S fire zones report Alarms, Troubles, and Normal conditions, and can be
viewed in the Fire Status View. For more information, see “Zone Class” on page 2-64.

If the zone class is defined as Fire, Fire Auxiliary, or Security Auxiliary, the security
zone type is set automatically to Constant Secure and the Security tab is not available.

Priority Determines the order in which a buffered alert is presented by the D-21 Incident
Client. For more information, see “Zone Priority” on page 2-65.

RID The RID the zone and remote unit use to communicate with the D-21.

Remote Unit Number The unit number for the remote unit to which the zone is attached.
Only remote units associated with the selected RID appear in the drop-down list.
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B Logical Position Identifies the number of the remote unit terminal to which the zone is
connected. The system uses the logical position to identify the source of an alert
associated with a zone. See “Master Control Zones on the BT2-8S” on page 9-4 for
information on configuring zone 1 and zone 9.

® Physical Connection Describes the physical location of the zone in the facility.

vNOTE The Alarm ID option is currently not in use.

® Remote Annunciator Point Identifies a position on a remote annunciator panel where the
zone status will be displayed. For more information on setting up remote annunciators,
see the D-21 Remote Interface Driver Guide (P/N 001-399-01).

6 Click Next to advance to the Location tab.

General  Location | Security I Actionsl Motes I Responze Plan I Status Phraze | Graphics

Site

I Cannon AFB j
Facility

I 1: Wing HO j

)

Cancel

X

Delete

4

Done

P

Previous

»

MNext

® Site If necessary, select the Site from the drop-down list.

® Facility [f necessary, select the Facility from the drop-down list. This value identifies the
facility in which the zone is located, which may or may not be the same as the unit’s
facility. If the desired facility does not appear in the drop-down list, make a note to return
to this dialog box after the facility has been added to the database. See “To add a facility”
on page 2-13.
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7 Click Next to advance to the Security tab.

Generall Location  Security | Actionsl Notesl Responze F'IanI Status Phraze | Graphics

Security Zone Type Auto-Config:
I Ceritral Initiate j v
[~ Secure

[~ Alarm Reset

Ik

Add

)

Cancel

X

Delete

4

Done

P

Previous

»

MNext

® Security Zone Type Select the security zone type for the zone. See “BT2-8S Zone Types”
on page 9-3 for more information.

®  Auto Configure Actions Generates actions that can be used for this zone in D-21
response plans, scheduled actions, and status changes. The D-21 automatically creates
the following actions for security zones:

Action Description

Access Created for Central Initiate zones. Access action can be used to manually change the
zone status to Access.

Secure Created for Central Initiate zones. Secure action is used to manually change the zone
status to Secure.

Alarm Reset Created for Constant Secure, Automatic, Pre-Authorized, Two Man Access/Secure, and
Entry/Exit Delay zones. Alarm Reset action can be used to manually normalize the zone
status.
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8 Click Next to advance to the Actions tab.

Generall Locationl Securty  Actiong I Motes I Response Plan I Status Phrase I Graphics

Status Change Actions for this Zone

| Status |Acti0n M arme | Facility

|Verify

KN —

Add Action |

2

Hemove Action |

/N

Cancel

+

Add

X

Delete

4

Previous

»

Mext

®  Status Change Actions for this Zone Lists the actions that are run when this zone changes

to the indicated state.

® Add Action Adds another status change action to the list of actions assigned to this zone.

®m Remove Action Deletes the status change action from the list of actions assigned to this

zone.

vNOTE For more information on working with actions, see “Actions” on page 3-27.

9 Click Next to advance to the Notes tab.

10 Enter the desired text in the Notes and Alert Notes textboxes.
11 Click Next to advance to the Response Plan tab.
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12 Click Add Response Plan to display the Response dialog box. For information on using the
Response dialog box, see “Response Plans” on page 3-2.

NOTE Once the zone has a response plan, the Add Response Plan button is dimmed, and
the Remove Response Plan and Edit Response Plan buttons are active.

13 Click Next to advance to the Status Phrase tab.

Add New Zone

Generall Locationl Securit_l,ll Actionsl Notesl Fespanse Plan

Graphics
Alarm Status Description

Access Status Description

Secure Status Description

I

Add

0\

Cancel

X

Delete

4

Done

&

Previous

»

Mext

®  Alarm Status Description Enter the text you want to appear in alerts and in status fields
in the D-21 Incident Client when the zone reports an alarm.

B Access Status Description Enter the text you want to appear in alerts and in status fields
in the D-21 Incident Client when the zone reports an Access or access request.

® Secure Status Description Enter the text you want to appear in alerts and in status fields
in the D-21 Incident Client when the zone reports a Secure or secure request.
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14 Click Next to advance to the Graphics tab.

Add New Zone

Generall Locationl Securityl Actionsl Notesl Response F'lanl Status Phrase  Graphics

Alarm lcon Alarm Label
[none] - I
Access lcon Access Label
[none] -
Secure lcon Secure Label
[none] -
Disable Icon Dizable Label
[none] -
_______ Add Cancel Delete Done Previous MNext

®  Alarm Status Icon The graphic and label displayed on a graphic or floor plan when the
zone is in alarm. See “Icons” on page 5-12.

® Access Icon\Label The graphic and label displayed on a graphic or floor plan when the
zone is in Access. See “Icons” on page 5-12.

® Secure Status Icon The graphic and label displayed on a graphic or floor plan when the
zone is in Secure. See “Icons” on page 5-12.

® Disable Status Icon The graphic and label displayed on a graphic or floor plan when the
zone is disabled. See “Icons” on page 5-12.

® Preview Displays the graphic selected in the Status Icon drop-down lists.
15 Click Done to add the zone to the D-21 database.

IMPORTANT You must download information to the BT2-8S in order to enable correct
operation of the zones. Download to the BT2-8S unit from the D-21 Incident Client Security
Commands pane. For more information, see the D-21 Incident Client User Guide

(P/N 001-392-00).

16 Once zones have been added, add Outputs, Notes, and Actions as desired.
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Setting Up the BT-X Security Unit

Use the BT-XS (M) remote unit type to configure IDS application units in a multi-application
BT-X with program chip P/N 325-304-00 revision B.8 or higher. For more information on the
multi-application BT-X, see “Adding the Multi-Application BT-X" on page 6-2. If you are
configuring an older, legacy BT-XS transceiver with a program chip lower than B.§, use the
BT-XS remote unit type.

The configuration of the Master zones and onboard zones varies depending on which program
chip is installed in your BT-X:

® Revision B.8 or higher The BT-XS (M) remote unit type supports up to twelve Master zones
associated with keypads or access/secure keyswitches. The four BT-X onboard zones are
added to the BT-X Communicator unit.

® Revisions before B.8 The BT-XS remote unit type supports the four BT-X onboard zones for
use with access/secure keyswitches and eight Master zones. The legacy BT-XS does not
require a BT-X Communicator remote unit.

Both unit types must be flagged as an IDS Master unit, or left unflagged to be configured as
IDS application units. Both unit types reserve zone positions 13 through 16 for communication
status with the D-21 when the IDS Master unit option is flagged.

BT-XS Zone Types

The following table lists the zone types available with the legacy BT-XS and BT-XS (M)
remote unit types:

BT-XS Zone Types Description

Automatic* When a Master zone changes state (from Secure to Access or from Access to Secure),
the Automatic zones associated with the Master zone also change to that state.
Automatic zones can be flagged as Entry/Exit Delay so the sensors wired to the
Automatic zone can be shunted for the Entry/Exit delay time set for the Master zone.
Automatic zones can also be flagged as Trigger zones for a Master zone via the BT-X
programming menus. For more information on working with Master and Automatic
zones, see the BT-X Intrusion Detection Installation Manual (P/N 001-398-01) and the
BT-X Intrusion Detection Programming Guide (P/N 001-398-05).

Central Initiate Operators at the D-21 Central control whether the zone is in Access or Secure; there is
no access/secure switch at the protected area. If the zone is set to Access, security
alarms are not reported to the Central. Security alarms are only reported when the zone

is Secure.

Constant Secure* Zone can only be Secure or Alarm. Depending on the latching configuration of the zone,
the zone status may or may not automatically return to Secure when the zone
normalizes.

Entry/Exit Delay The zone is paired with an arm/disarm device, such as a keypad or access/secure

keyswitch, located inside the protected area. A delay time of 10 to 80 seconds is
specified (in 10-second increments) during which a person must disarm the zones in the
area to avoid triggering an alarm. On entry, the user must disarm the zones by the end
of the delay time or an alarm is reported to the Central. On exit, the user must arm the
zones and the area must be properly cleared by the end of the delay time or an alarm is
reported to Central. If you select Entry/Exit Delay, enter a delay time.

Keyswitch* This zone type is only available on the BT-XS (M) unit type. Use it for a physical zone
input wired to an access/secure key switch that is associated with a Master zone on the
IDS Master unit. Key switch zones behave the same way as Constant Secure zones:
they are always Secure or Alarm.
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BT-XS Zone Types Description

Pre-Authorized Zone status changes are logged and used to update zone status on graphics, floor plans,
and status views, but the D-21 does not display any access or secure requests for
processing by an operator.

Pre-Authorized EE This zone type is the same as Pre-Authorized except the zone can be configured with an
Entry/Exit Delay timer.

Two Man Access/Secure | Designed for zones that have an arm/disarm device located outside the protected area,
such as a keypad or iButton, that can be used for local zone access. Status changes are
reported to the D-21 where an operator can accept or deny the change. If the operator
denies the change, a security alarm is generated.

Master Zones on the BT-XS

Master zones are used to control the status of Automatic zones. When a Master zone changes
state, the Automatic zones associated with it also change state. Master zones can be configured
as Central Initiate, Two-Man Access/Secure, Entry/Exit, Pre-Authorized, and

Pre-Authorized EE. If an entry or exit delay timer is used in conjunction with the Master zone,
the delay timer is configured and downloaded to the IDS Master unit from the D-21. All Master
zones are added to the IDS Master unit.

A single Master zone can be associated with multiple Automatic zones regardless of their
location on the physical zone cards in the BT-X. If there are multiple Automatic zones on a
single security zone card, all the Automatic zones must be associated with the same Master zone
on the IDS Master unit.

IMPORTANT Print the List Configuration report after programming the Master and
Automatic zones at the BT-X to aid in adding these zones to the D-21 database.

IDS Master Units

The IDS Master unit is not a physical unit or set of security zone cards. It is a “virtual” unit
created via programming at the BT-X and at the D-21. When you program a security zone card
at the BT-X, the BT-X automatically adds one extra unit address for the IDS Master unit. Add
IDS Master units and Master zones to the D-21 database the same way you add “real” security
units and zones to the database. See “To add an IDS application unit” on page 9-21.

IMPORTANT The IDS Master unit on the BT-XS remote unit type (legacy) supports four
onboard access/secure keyswitch zones (positions 1 through 4) and eight Master zones
(zones 5 through 12). Zones 13 through 16 are reserved for communication status.
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Zones 13-16 on the IDS Master Unit are reserved for communicating the status of the BT-XS
unit to the D-21. Add the following zones to the D-21 database when you add the IDS Master

unit:
Zone Use zone type Description

13 Constant Secure Used for primary communication fallback to secondary
communication. Do not add this zone if the BT-XS you are configuring
only uses one communication method. See “Configuring Dual
Communication Channels” on page 6-4 for more information.

14 Constant Secure Used to report a zone card communication failure between the BT-X
and a security card.

15 Constant Secure Used to report a communication failure between the keypads
connected to the BT-X and the BT-X.

16 Constant Secure Used to report a bad database at the BT-XS.

Setting Up BT-X Keypads

BT-X Keypads and BT-X iButton Keypads are associated with Master zones at the BT-X. One
or more keypads can be used to control the status of associated Automatic zones connected to
physical zone inputs on the security zone cards.

When you add a Master zone to the IDS Master unit, use the Keypad Master Zone check box
on the Security tab in the Zones dialog box to specify the Master zone is controlled by a keypad.
When this option is checked, the following rules apply to the Master zone and its associated
Automatic zones:

®  Security alarms for the Master zone are reported as Keypad Duress at the D-21. Associated
Automatic zones remain in their current state and do not change to Secure.

®m Tamper alarms for the Master zone are reported as Keypad Tamper at the D-21. Associated
Automatic zones remain in their current state and do not change to Secure.

NOTE If the Keypad Master Zone check box is not selected, Security and Tamper alarms
on the Master zones force the Automatic zones to change status along with their associated
Master zones.

For more information on working with the BT-X iButton Keypad, see the BT-X iButton Keypad
[-O-M Manual (P/N 001-428-00). For more information on the BT-X Keypad, see the BT-X
Keypad I-O-M Manual (P/N 001-434-00).
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Adding a BT-X with Intrusion Detection

Complete the following tasks to configure a multi-application BT-X for intrusion detection. If
you are working with a legacy BT-XS model, you do not need to configure the BT-X
Communicator unit.

IMPORTANT Use the List Configuration report from the BT-X programming to configure the
remote units exactly as they were programmed at the BT-X.

®  Add the BT-X Communicator unit. See “Adding the Multi-Application BT-X"" on page 6-2.

®  Add the IDS Master unit and Master zones. See “To add an IDS Master unit” on page 9-14
or “To add an IDS Master unit with iButton keypad control” on page 9-18.

®  Add aBT-XS (M) remote unit for each group of up to four security zone cards. Use “To add
an IDS application unit” on page 9-21.
== To add an IDS Master unit
1 Select Add > Remote Unit. The Add New Remote Unit dialog box appears.

Generall Localion! Zonesl Notesl Actions! LlnitDptionsI

Unit Humber TroublelD

l13 iDUD'I 310000

RID Serial Humber

|Security RFM =

Type [} Zones) Uit Class [~ Dual Comm Channel
[BT 5 (M) = |5ecuiy 2

Eanfigure Fallbask Zome

¥ 1DS Master Unit

Communicator Unit Address

I[None] LI

@

Previous

Add

»

Mext

4

Done

X

Delete

N

Cancel

B Unit Number Enter the number assigned to the IDS Master unit at the BT-X. The unit
numbers entered in the D-21 must match the unit addresses programmed into the BT-X.

®m RID Select the RFM 7000 RID handling communication between the D-21 and the
BT-X.

® Type Selectthe BT-XS (M) remote unit type if you are working with a multi-application
BT-X (program chip revision B.§ or higher). Select the BT-XS remote unit type if the
program chip is revision B.8 or lower.

® DS Master Unit Check this box to flag the unit as an IDS Master unit. Add all Master
zones to this unit number.

® Communicator Unit Address Select the BT-X Communicator unit that is part of this
multi-application BT-X.
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® TroublelD For Monaco use only.

N

® Serial Number Enter the serial number of the remote unit. This field is for informational
purposes only and is not required.

® Unit Class Displays the default class (Security) for these remote unit types. It is not

possible to change the unit class for these remote unit types. See “Unit Class” on

page 2-52 for more information.

® Dual Comm Channel Check this box if this unit is configured to report dual
communication channel status in the BT-X programming menus. For more information,
see “Configuring Dual Communication Channels” on page 6-4.

2 Click Next to advance to the Location tab.
3 Enter a facility and any directions to describe the position of the remote unit.
4 Click Next to advance to the Zones tab.
5
box appears.
Genelall Locationl Securit_l,.ll .-’-‘«ctions' Notesl Responze Plan | Status Phrasel Graphics
Description
|
Zone Class Priority
ISecurity j |4 j
RID Remote Unit Humber
|RFM 7000 =l Juniemzpz-iee) =l

Logical Position

Physical Connection

Alarm 1D

Remote Annunciator Point

I [none]

=l

Ik

Add

AN

Cancel

X

Delete

4

Done

Previous

“« =

Mext

Click Add Zone to add each Master zone to the D-21 database. The Add New Zone dialog

® Description Enter a name identifying the Master zone throughout the D-21 system.

B Logical Position Enter the zone number assigned to the Master zone at the BT-X.

For information on other fields on this tab, see “Zones” on page 2-64.
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6 Click Next to advance to the Location tab.

General Location I Security I .&ctionsl Mates I Response Plan I Status Phraze I Graphics

Site

ICannon AFB ;I
F acility

|1: wing HO ;I

X

Delete

M

Done

4\

Cancel

4

Previous

=

® Site Select the Site from the drop-down list.

B Facility Select the Facility from the drop-down list. Identifies the facility in which the
zone is located. If the desired facility does not appear in the drop-down list, make a note
to return to this dialog box after the facility has been added to the database. See “To add
a facility” on page 2-13.

7 Click Next to advance to the Security tab.

Add New Zone

Generall Location  Security | Actions' Notesl Responze F'Ian' Status Phrase | Graphics

Security Zone Type —Auto-Configure Actions
|Entryx'ErcitDeIay LI [T Access

Entiy/Exit Delay Time 7 Secuie

|‘ID ;I [~ Alarm Reset

—BT-%5 Local Settings
™ Mormally Closed

[T Latching

[ | Entry/Exit

I~ Tirigger

[ Tranemit AccessfSecure

[ Keypad Master Zone [” | Besticted Beset

Add

X

Delete

P

Previous

=»

Mext

/N

Cancel

v

Done

® Security Zone Type Select the zone type you want to assign to this Master zone.

® Keypad Master Zone Select this option if there is one or more keypads associated with
the Master zone. See “Setting Up BT-X Keypads” on page 9-13.
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B Auto Configure Actions Select the commands for which you would like to create an
action. These actions can be assigned to status changes for RIDs, remote units, and zones
throughout the D-21. For more information on using actions, see “Actions” on
page 3-27. The D-21 can automatically create the following actions for security zones:

Action Description

Access Created for Central Initiate zones. Access action can be used to manually change the
zone status to Access.

Secure Created for Central Initiate zones. Secure action is used to manually change the zone
status to Secure.

Alarm Reset Created for Constant Secure, Automatic, Pre-Authorized, Two Man Access/Secure, and
Entry/Exit Delay zones. Alarm Reset action can be used to manually normalize the zone
status.

B BT-XS Local Settings Use the check boxes in this area to record the zone options
programmed at the BT-X. Only settings that apply to the selected zone type are enabled.
These options are only for record-keeping purposes and do not control any behavior at
the BT-X.

8 See “Zones” on page 2-64 for more information on adding actions, notes, response plans,
and status phrases to this zone.
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== To add an IDS Master unit with iButton keypad control
1 Select Add > Remote Unit. The Add New Remote Unit dialog box appears.

Generall Locationl Zonesl Uutputs! Notesl Actions!

Unit Number TroublelD

111 iDDD‘H‘IDDDD

RID Serial Number

|secuity RFM =l

Type [#t Zones) Unit Class ¥ Dual Comm Channel
!BT-XS [M] M aster+ :_I Security LI

[ IS Master Unit

Configure Fallback Zone |

[v Central Enrollment
Authentication Type
!Eutton and Pin L!
[T DS Unit Watch

Communicator Unit Address
Uit 13 (100 - Sanborn Far x|

Il

Add

X

Delete

&

Previous

=»

Next

AN

Cancel

w//‘

Done

® Unit Number Enter the number assigned to the IDS Master unit at the BT-X. The unit
numbers entered in the D-21 must match the unit addresses programmed into the BT-X.

®m RID Select the RFM 7000 RID handling communication between the D-21 and BT-X.
®m Type Select the BT-XS (M) Master+ remote unit type.

vNOTE An IDS Master unit of this type requires BT-X chipset C.2 or higher.

® DS Master Unit Check this box to flag the unit as an IDS Master unit. Add all Master
zones to this unit number.

B Communicator Unit Address Select the BT-X Communicator unit that is part of this
multi-application BT-X.

® TroublelD For Monaco use only.

® Serial Number Enter the serial number of the remote unit. This field is for informational
purposes only and is not required.

® Unit Class Displays the default class (security) for these remote unit types. It is not
possible to change the unit class for this remote unit type. See “Unit Class” on page 2-52
for more information.

® Dual Comm Channel Check this box if this unit is configured to report dual
communication channel status in the BT-X programming menus. For more information,
see “Configuring Dual Communication Channels” on page 6-4.

® Central Enrollment Check this box if this unit will use Central Enrollment to manage
iButton users. See “IDS iButton and PIN Assignments” on page 9-24.

®  Authentication Type Select Button and PIN if users will present an iButton at the keypad
and enter a PIN to gain entry. Select PIN Only if users will not present an iButton.
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Click Next to advance to the Location tab.

N

Enter a facility and any directions to describe the position of the remote unit.

Click Next to advance to the Zones tab.

Click Add Zone to add each Master zone to the D-21 database. The Add New Zone dialog

box appears.

Genera|| Locationl Securit_l,JI Actionsl Notesl Response Plan | Status F'hrasel Graphics

Description

Zone Class Priority

ISecurity j I-'-i j

RID Remote Unit Number

|F|FM Fooa j ILInit #1712 - Intel] j

Logical Position Physical Connection

Alarm 1D

Remote Annunciator Point

[

I [hahe]

Ik

Add

N

Cancel

X

Delete

4

Done

4

Previous

»

Mext

® Description Enter a name identifying the Master zone throughout the D-21 system.

B |ogical Position Enter the zone number assigned to the Master zone at the BT-X.

For information on other fields on this tab, see “Zones” on page 2-64.
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6 Click Next to advance to the Location tab.

Add New Zone

General Location I Security I Actionsl Motes I Fesponse Plan I Status Phrase I Graphics

Site

ICannon AFB ;I
F acility

|1: wiing HO ;I

4\

Cancel

X

Delete

M

Done

4

Previous

=

m sijte Select the Site from the drop-down list.

® Facility Select the Facility, where the zone is located, from the drop-down list. If the
desired facility does not appear in the drop-down list, make a note to return to this dialog
box after the facility has been added to the database. See “To add a facility” on
page 2-13.

7 Click Next to advance to the Security tab.

Generall Location  Security I Aclionsl Nolesl Response F'Ianl Statuz Phrase | Graphics

Secunty Zone Type —Auto-Configure Actions
|F're-.-’-‘«uthorized Ll [T Access
[T Secure

I~ Alarm Reset

—BT-%5 Local Settings
[ Hommally Closed

[T | Latehing

[T | Enty/Exit

[ | Trigaes,

[= Transmit Access/Secure

[V Keypad Master Zone [T Besticted Heset

Add

X

Delete

P

Previous

»

Mext

N

Cancel

e

Done

® Security Zone Type Select the zone type you want to assign to the Master zone.
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B Keypad Master Zone Seclect this option if there is one or more keypad associated with the
Master zone. See “Setting Up BT-X Keypads” on page 9-13.

B Auto Configure Actions Select the commands for which you would like to create an
action. These actions can be assigned to status changes for RIDs, remote units, and zones
throughout the D-21. For more information on using actions, see “Actions” on
page 3-27. The D-21 can automatically create the following actions for security zones:

Action Description

Access Created for Central Initiate zones. Access action can be used to manually change the
zone status to Access.

Secure Created for Central Initiate zones. Secure action is used to manually change the zone
status to Secure.

Alarm Reset Created for Constant Secure, Automatic, Pre-Authorized, Two Man Access/Secure, and
Entry/Exit Delay zones. Alarm Reset action can be used to manually normalize the zone
status.

® BT-XS Local Settings Use the check boxes in this area to record the zone options
programmed at the BT-X. Only settings that apply to the selected zone type are enabled.
These options are only for record-keeping purposes and do not control any behavior at
the BT-X.
8 See “Zones” on page 2-64 for more information on adding actions, notes, response plans,
and status phrases to this zone.

== To add an IDS application unit
1 Select Add > Remote Unit. The Add New Remote Unit dialog box appears.

Genera|l Locationl Zonesi Uutputs! Notesl Actions! UnitDptionsi

Unit Number TroublelD

113 iDDm 310000

RID Serial Number

|secuity RFM =l

Type [# Zones) Unit Class

[eTxs M) =l |secuiy =]

" IDS Master Unit

ID5 Master Unit Address Communicator Unit Address
Jurit #11 (100 - Sanbom Fe 7] Uit 13 (100 - Sanborn Far x|

%/

Done

AN

Cancel

&

Previous

=»

Next

Il

Add

X

Delete

B Unit Number Enter the number assigned to the unit at the BT-X. The unit numbers you
enter in the D-21 must match the unit addresses programmed into the BT-X.

® RID Select the RFM 7000 RID that handles the communication between the D-21 and
the BT-X.
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Type (# Zones) Select the BT-XS (M) remote unit type if you are working with a
multi-application BT-X (program chip revision B.8 or higher). Select the BT-XS remote
unit type if the program chip is revision B.8 or lower.

IDS Master Unit Clear this check box to configure the unit as an IDS application unit.

IDS Master Unit Address Select the IDS Master unit to which you want to associate the
Automatic zones on this unit. Be sure to select the IDS Master unit that is in the same
BT-X as this application unit. This drop-down list is only available when the IDS Master
Unit check box is not checked.

Communicator Unit Address Select the BT-X Communicator unit that is part of this
multi-application BT-X.

TroublelD For Monaco use only.

Serial Number Enter the serial number of the remote unit. This field is for informational
purposes only and is not required.

Unit Class Displays the default class (security) for these remote unit types. See “Unit
Class” on page 2-52 for more information.

Click Next to advance to the Location tab.

Enter a facility and any directions to describe the position of the remote unit.

Click Next to advance to the Zones tab.

Click Add Zone to add the security zones to the D-21 database. The Add New Zone dialog
box appears.

1

Generall Locationl Securityl Actionsl Notesl Response F'Ianl Statuz F'hrasel Graphics
Description

Zone Class Priority

ISecurit_l,l j |4 j

RID Remote Unit Humber

|HFM Foan j IUnit #1712 - Intel ) j

Logical Position Physzical Connection Alarm 1D

Hemote Annunciator Point

I [none] j

F I AN| X| | @| &

Add Cancel Delete Done Previous Next

® Description Enter a name that identifies the zone throughout the D-21 system.

® | ogical Position Identifies the number of the remote unit terminal to which the zone is

connected. The system uses the logical position to identify the source of an alert
associated with a zone.

For information on other fields on this tab, see “Zones” on page 2-64.
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6 Click Next to advance to the Location tab.
7 Enter a facility and any directions to describe the position of the remote unit.

8 Click Next to advance to the Security tab.

Generall Location  Security I Actionsl Notesl Fesponze F'Ianl Status F'hrasel Graphics The Master Zone area only
appears when you select the
Security Zone Type —Auto-Configure Aclions Automatic zone type

[~ Access
I~ Secure
I~ Ala
Master Zone ————— —BT-XS Local Settings
Unit [ Mommally Closed
Im | Latching
Zone I~ Entrp/Exit
I[none] j I~ Trigger
[~ Transmit Access/Secure The options enabled
[ Restricted Reset here depend on the selected

zone type and are provided
for record-keeping purposes
only

X

Delete

4

Done

4

Previous

=

Mext

I

Add

N

Cancel

® Security Zone Type Select the security zone type for the zone. See “BT-XS Zone Types”
on page 9-11.

® Master Zone Ifyou select the Automatic zone type, select the Master zone to which you
want to associate the Automatic zone. This box only appears when you select the
Automatic zone type. All Automatic zones on a single security zone card must be
associated with the same Master zone. For more information, see “Master Zones on the
BT-XS” on page 9-12.

— Unit Displays the IDS Master unit for the BT-X. Automatic zones can be associated

with only one Master zone on the IDS Master unit.

— Zone Select the Master zone to which you want to associate this Automatic zone.

B Auto Configure Actions Select the commands for which you would like to create an
action. These actions can be assigned to status changes for RIDs, remote units, and zones
throughout the D-21. For more information on using actions, see “Actions” on
page 3-27. The D-21 can automatically create the following actions for security zones:

Action Description

Access Created for Central Initiate zones. Access action can be used to manually change the
zone status to Access.

Secure Created for Central Initiate zones. Secure action is used to manually change the zone
status to Secure.

Alarm Reset Created for Constant Secure, Automatic, Pre-Authorized, Two Man Access/Secure, and
Entry/Exit Delay zones. Alarm Reset action can be used to manually normalize the zone
status.

B BT-XS Local Settings Use the check boxes in this area to record the zone options
programmed at the BT-X.

D-21 Admin Client Revision 1.1.32 User Guide Configuring Intrusion Detection 9 - 23



/ IDS iButton and PIN Assignments

9 See “Zones” on page 2-64 for more information on adding actions, notes, response plans,
and status phrases to this zone.

IMPORTANT You must download information to the BT-X in order to enable correct
operation of the zones. Download to each BT-XS (M) unit you configured in the D-21 Admin
Client from the D-21 Incident Client Security Commands pane. For more information, see
the D-21 Incident Client User Guide (P/N 001-392-00).

10 Click Done to return to the unit dialog box.

11 Click the Outputs tab in the remote unit dialog box to add outputs to the IDS application
unit. You can add up to eight output relays to this unit. For more information on adding
outputs, see “Outputs” on page 2-74.

12 Click the Notes tab.
13 Enter descriptive information about the IDS application unit.

14 Click the Actions tab. Use the Actions tab to add status change actions to this unit. See
“Actions” on page 3-27 for more information.

15 Click Done to add the unit to the database.

IDS iButton and PIN Assignments

When a Master zone is associated with a BT-X iButton Keypad, users arm and disarm the
Master zone with an iButton presented to the keypad.

In the past, each BT-X which controlled an iButton reader/keypad implemented Local
Enrollment, whereby an authentication database was created and maintained at each local
BT-X. The Monaco IDS now implements Central Enrollment, whereby authentication
credentials for the entire IDS are created and maintained in a central database and distributed
to the local BT-X remote units. Central Enrollment supports authentication through a keypad
using either iButton and Personal Identification Number (PIN) or PIN only.

An IDS iButton authentication matches a person from the D-21 database with a specific
iButton, PIN, or iButton/PIN combination. Then access is granted for the iButton/PIN to
specific master zones that are controlled by BT-X iButton keypads. IDS administrators create
and manage IDS authentications at the D-21.

When authentications have been added or changed, an IDS administrator downloads the
authentication credentials from the D-21 to the appropriate BT-X units. The BT-X units will
then use the authentication information to allow or deny access and report IDS activity back to
the D-21. Central Enrollment allows the D-21 to synchronize multiple BT-X units with updated
authentication information at all sites from a centralized location.

iButton/PIN assignments can only be done at D-21 workstations configured with an iButton
socket hub. All iButton assignment tasks require the insertion of the primary or backup
administrator’s iButton/PIN in the workstation’s iButton hub. Operators who will act as IDS
administrators must have the iButton Enrollment option enabled on their Operator dialog box.
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Additionally, operators who are authorized to enroll IDS primary and backup administrators
must have administrator privileges for the Admin Client. See “To add an operator” on
page 2-97.
Before You You must add the iButton Hub RID to the database and configure the workstation for the iButton hub you
Begin want to use for enrolling iButtons. For information on setting up the iButton Hub RID, see the D-21 Remote

Interface Driver Guide (P/N 001-399-01). For more information on associating an iButton hub with a
workstation, see “Setting Workstation Options” on page 4-49.

Enrolling Administrators

Primary and backup iButton administrators create and manage user authentications and perform
authentication downloads to the BT-X remote units. The operators enrolled as the primary and
backup administrators must have administrator privileges for the Admin Client and must be
assigned their own iButtons. See “To add an operator” on page 2-97 for more information on
operator privileges. The primary or backup administrator iButton must always be inserted in
one of the iButton sockets connected to the D-21 workstation’s iButton hub before any
additions or changes to iButton enrollments can be made.

To enroll the primary administrator

1 Loginto the D-21 Admin Client as an operator with administrator privileges for the Admin
Client.

2 Confirm the iButton reader is attached to the system and enabled. Place the button to be
assigned to the Central Enrollment administrator in the reader.

NOTE The button used for administering Central Enrollment cannot be used for keypad
access to controlled areas.

3 Select Options > IDS Central Enroliment.

Enter valid IDS PIN

PIN

ak I Cancel |

4 Enter the Central Enrollment initialization PIN in the dialog box that appears. (Monaco
support personnel will assist you with this step. See “Contact Information” on page ii.)
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5 Click OK. The Central Enrollment switchboard dialog box appears.

Enroll Primaty Administiator |

Envoll Backup Primary |

| IDS User Administiation |

Only this button will be available;
the remaining buttons are disabled
until the primary administrator is
enrolled

Download Manager |

4

6 Click Enroll Primary Administrator. The IDS Primary Administrator Assignment wizard
launches.

7 In the first screen, click Select Existing Person. Select the administrator’s name from the
Person drop-down list. Click Next to proceed to the next screen.

Sedact s Parson bo add bo the
e e
system. g

& Mo Pergon, | the person LA
you vaish to enrol ix abeady in
thie D-21 database then chck  Select Exisling Perzon
Sedect Exilting Pesson and :
chonte te dasred Peson Peizon

I |

»

g

Prayious

A v

Cancel
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8 Click Detect Attached iButton. The unique ID of the button in the reader will appear in the
iButton ID text box and in the iButton Label text box. If you would like to give the button
a meaningful name, replace the string in the iButton Label text box with the desired text.
Click Next to proceed to the next screen.
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10 Add Issued information and Notes as desired. Click Done.

IS Primaty Administiator Assignment
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mfomestion pou e erteced .
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the process of addng an ; i
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Date lzsued Hotes
[ 14572007 = El
Issued By

« 9

Previous Mt

Y |

Once the primary administrator account has been created, all IDS iButton management tasks,
including creating the Backup Primary account, can be performed from the Central Enrollment
switchboard.

IMPORTANT If you can no longer use either the primary or backup administrator accounts
because of lost iButtons or forgotten PINs, contact Monaco for assistance.

= To access the Central Enrollment switchboard

1 Confirm the iButton reader is attached to the system and enabled, with the administrator’s
button in place.

2 Seclect Options > IDS iButton Assignments.

Enter valid IDS PIN

PIM

ok I Cancel |

3 Enter the PIN for the administrator iButton.
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4 Click OK. The Central Enrollment switchboard dialog box appears.
[~ Cential Enaliavant x4

Encoll Primary Administiator |

Enroll Backup Primary |

| IDS User Administration |

Download Manager

4

Enrolling Users

Users are enrolled at the D-21 by the primary or backup IDS administrator. The administrator
creates an authentication for the user by assigning an iButton and defining which iButton
keypads the user can access. Then the administrator must download the authentication to the
BT-X remote units which manage the iButton keypads.

=—— To add a user authentication
1 Go to the Central Enrollment switchboard. See ““To access the Central Enrollment
switchboard” on page 9-28.
2 Click IDS User Administration. The IDS Administration dialog box appears, with the Users

tab displayed.
Users 1 Buttons 1 Masber Zoner 1 Flepaits
105 Lzer [Krogn. Zoe =] Find Uses | Add New IDS User |
Aushertications I ShowPIN S I
Type Bulton D Button Label FIH | Temg PIM | Active |Watch|lz2us Date | lssued By
N — &
Button and PIN  EDOOCEOCE0ABOTD. Fiteen Ha Ho  No 102472000 i .
€| | i
Remove Authentcation
Faciities and Master Zores associsted wath the Authentication selected above
Faciiy 1 | Facil [Zore: -
] em S Transter Authenhcation
L i3
Done
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3 Click Add New IDS User. The IDS User Assignment wizard launches.

4 TIfthe new user is already entered in the D-21 database, click Select Existing Person, select
the appropriate name from the Person drop-down list, and click Next. If the new user is not
already entered in the D-21 database, click Next to access a screen which will allow you to
create a new Person record.
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5 When you are finished entering personnel information, click Next to proceed to the next

screen.

Sedoct the Type of
Autberbic gtaon by b uied
veith thia

defirabion,

Select An Authonls Typa
[Buston and P |

s

6 Select the Button and PIN authentication type. (This process can also be used to add a new
user to a PIN-only system. Select PIN Only and skip the next step.) Click Next to proceed

to the next screen.

105 User Assignment

iBlution Note: There aro no exivting butions for this user, You must define a now

2 kA E ]

7 Place the button to be assigned to the new user in the iButton reader, then click Detect

Attached iButton. The unique ID of the button in the reader will appear in the iButton ID
text box and in the iButton Label text box. If you would like to give the button a meaningful

name, replace the string in the iButton Label text box with the desired text.

Configuring Intrusion Detection
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8 Click Next to proceed to the next screen.

Swdoct the PR rumbser bo be Please Entes a 4 digst Numersc FIN

Authertication. Makurg E— .
Pmularwmul!an:g ™ PN is Tempotay

[ [ 2

9 Enter a 4-digit numeric PIN. If the user will be able to set their own PIN, check the box
labeled PIN is Temporary.

NOTE The firsttime a user presents a button assigned a temporary PIN at a keypad, he/she
must enter the temporary PIN. Then he/she will be prompted to create a permanent PIN at
the keypad. The permanent PIN will not be recorded in the D-21 database.

10 Click Next to proceed to the next screen.

105 User Assignment

Thar bt shows ol the faciibe: Seloct Facilities
in wiich there ot 105 Master -
urd . with, M aten ormy 100 Snbeorn Faem
defined S0} Pokca S1abor

PR

11 Check the appropriate boxes to select the facilities at which the user will be allowed access.
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12 Click Next to proceed to the next screen.

Ther ket whowws sl the Master Select Master Zones

2one in the laciites you
selocted on the previous i Poice Stabmmikepodt ]
chmchmank,

Select All I
Cloas ANl I

e

N

13 Check the appropriate boxes to select the keypads where the user will be allowed access.
Click Next to proceed to the last screen.

105 User Assignment
This kst shoves the Manter Porson A
mmrﬁ'ﬂzh [Krogh. Zoe [Bumon snd Py
M:NMN Whatton 1D Number PN
,}“ '-'o::'w-ﬁo'::m | onoosDoRnA0ED10 Jvs1s
rence mlcematon
Cick Done g complete the illutton Label
process of addng this [0S |F4-m = PN 5§ emporing
User
Date lrzusd Maotas
[ 17872007 = =l
lssued By
[ | =
Mazler Zone Authorizabon:
F Haiker Tore [ssigraments I
500 Pokce Staton Fooypad 1 Added
@ 9| NV
Previous Next Carscel Done

14 Add Issued information and Notes as desired, and then click Done.

IMPORTANT Add User transactions must be downloaded to the appropriate BT-X units
before they will take effect. See “To download all pending authentication records” on

page 9-43.
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To edit a user authentication

You may need to modify existing user authentications periodically. The following section
discusses the modifications, and the steps required to make the changes:

® Resetting the PIN.
®m  Marking a new PIN as temporary.

NOTE The first time a user presents a button assigned a temporary PIN at a keypad, he/she
must enter the temporary PIN. Then he/she will be prompted to create a permanent PIN at
the keypad. The permanent PIN will not be recorded in the D-21 database.

®  Deactivating or re-activating the authentication.
®  Adding or removing facilities/keypads assigned to the authentication.

®  Placing or removing a Watch on the authentication. When an authentication is set for Watch,
each time it is used the activity will be logged in the Incident Client.

1 Go to the Central Enrollment switchboard. See ““To access the Central Enrollment
switchboard” on page 9-28.

2 Click IDS User Administration. The IDS Administration dialog box appears, with the Users

tab displayed.
Uaers T Buttons T Master Zones T Rlepots
105 Lses [Kogh, Zoe =l Find Uses | Add New 105 User |

3 Select the name of the user to edit from the IDS User drop-down list.
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4  Click the Edit Authentication button. The Edit Authentication dialog box appears.

= Edit Authentication E
Peizon Authorization Type Drate lzzued lzzued By
Ir | [1ermr =] |
iButton ID FIN MNoles
| 1 [1518 =]
Button Label
[Fiteen ™ PIN iz Tempousy =
¥ Actrve: Thiz Authsnticabon i ity activ on Hy ™ ‘Watch: Lisa of thes Authentication will ba reported 1o the D-21
Remove
| | =
Master Zores Mo Assigred 1o this Authenbeation Facily Fltes ;|nme| 'I
Faciity # | Faclly [Zone #[Masles Zone I
A
K |

Al |

Person Displays the name of the person selected. To change the person to whom an
iButton is assigned, see “To transfer an iButton assignment from one user to another” on
page 9-39.

Authentication Type Displays either iButton and PIN or PIN only.

Date Issued Displays the date recorded in this field when the authentication was created.
This value can be edited if desired.

Issued By Displays what was recorded in this field when the authentication was created.
This value can be edited if desired.

iButton ID Displays the ID number of the iButton assigned to the selected person.

iButton Label Displays the meaningful name given to the iButton when the
authentication was created. This value can be edited if desired.

PIN Displays the PIN assigned when the authentication was created. To reset the PIN,
delete the text in the PIN text box and enter the new 4-digit numeric PIN.

PIN is Temporary If unchecked, indicates the PIN is permanent, that is, the user will not
be required to change it the next time the iButton is used. To mark a new PIN as
temporary, check this box.

NOTE The D-21 does not record whether a user has created a permanent PIN to replace a
temporary one. Permanent PINs created by users at the keypad are not recorded in the D-21
database.

Notes Displays notes entered when the authentication was created. This value can be
edited if desired.
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Active If checked, indicates that the authentication is currently active. To deactivate or
re-activate the authentication, uncheck or check this box.

Master Zones Assigned Displays the master zones which control the keypads where this
authentication provides entry. To remove a master zone from the authentication, select
the appropriate row in this grid, then click Remove. The row is removed and can be
found again in the Master Zones Not Assigned grid.

Master Zones Not Assigned Displays the master zones which control the keypads where
this authentication does not provide entry. To add a master zone to the authentication,
select the appropriate row in this grid (use the Facility Filter drop-down list to help you
find it) then click Add. The row is added to the Master Zones Assigned grid.

Watch If checked, a log entry will be created in the D-21 whenever the authentication is
used. See the D-21 Incident Client User Guide (P/N 001-392-00) for more information
on viewing log entries. To place or remove a Watch on the authentication, check or
uncheck this box.

When you are finished editing the authentication, click Done.

IMPORTANT A/l Edit Authentication transactions must be downloaded to the appropriate
BT-X units before they will take effect. See “To download all pending authentication records”
on page 9-43.

—— To remove a user authentication

1

Go to the Central Enrollment switchboard. See “To access the Central Enrollment
switchboard” on page 9-28.

2 Click IDS User Administration. The IDS Administration dialog box appears, with the Users

tab displayed.
DS Adminisisation
Users 1 Buttors i Master Zones I Fepats
105 User [Krogh, Zoe =] Find Uses | Add New 1DS User |

AN

Select the name of the user to be removed from the IDS User drop-down list. The
Authentications and Master Zones grids will refresh to display the current authentication
information for the user.
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4 Click Remove Authentication. Click Yes, in the message box that appears, to confirm the

removal.

The button will now be available to assign to a different user. This operation does not remove
the user from the D-21 database. To remove a user, see “To delete a person record” on
page 2-92.

IMPORTANT Remove Authentication transactions must be downloaded to the appropriate
BT-X units before they will take effect. See “To download all pending authentication records”
on page 9-43.

Managing iButtons

Use the IDS User Administration dialog box to perform the following iButton management
tasks:

Deactivate an assigned iButton (temporary). See “To deactivate an assigned iButton
(temporary)” on page 9-37.

Re-activate an assigned iButton. See “To re-activate an assigned iButton” on page 9-38.

Transfer an iButton assignment from one user to another. See “To transfer an iButton
assignment from one user to another” on page 9-39.

Age a PIN. See “To age a PIN” on page 9-40.

Determine if an iButton has been assigned to a user. See “To determine if an iButton has
been assigned to a user” on page 9-40.

View the users with access to a Master Zone. See “To view the users with access to a Master
Zone” on page 9-41.

Create a Facility Access Report. See “To create a Facility Access Report” on page 9-42.

== To deactivate an assigned iButton (temporary)

1

2

Go to the Central Enrollment switchboard. See “To access the Central Enrollment
switchboard” on page 9-28.

Click IDS User Administration. The IDS Administration dialog box appears, with the Users
tab displayed.
If you know the name of the user to whom the button is assigned, but do not know the

button’s ID or label, select the name of the user to be deactivated from the IDS User
drop-down list. Make a note of the iButton ID or iButton Label assigned to the user.
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4 Click the iButtons tab.

wﬂima:mmmu v| Buston Labed [ Fteen =] Detact Button I Auctriate Euton |
Faclty 8| F achly [ Zore B |Master Zore
B00  Polos Stabion 1 Kaypad 1 Tosnler Bl
Edk Button
K | 2
L Lol

5 Select the button from either the iButton ID or the iButton Label drop-down lists.

6 Click Deactivate iButton. You will see the Active value for the button change from Yes to
No.

The button cannot be assigned to another user, and will not allow access to secured areas until
it has been re-activated.

IMPORTANT Deactivate transactions must be downloaded to the appropriate BT-X remote
units before they will take effect. See “To download all pending authentication records” on
page 9-43.

== To re-activate an assigned iButton
1 Go to the Central Enrollment switchboard. See “To access the Central Enrollment
switchboard” on page 9-28.
2 Click IDS User Administration. The IDS Administration dialog box appears, with the Users
tab displayed.

3 If you know the name of the user to whom the button is assigned, but do not know the
button’s ID or label, select the name of the user to be activated from the IDS User
drop-down list. Make a note of the iButton ID or iButton Label assigned to the user.
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4 Click the iButtons tab.

105 Aubmarus b ation

o I o 1 Mo Zarn I P

i<

5 Select the button from either the iButton ID or the iButton Label drop-down lists.

6 Click Activate iButton. You will see the Active value for the button change from No to Yes.

IMPORTANT Activate transactions must be downloaded to the appropriate BT-X remote
units before they will take effect. See “To download all pending authentication records” on
page 9-43.

== To transfer an iButton assignment from one user to another

Before you If the user to whom you are going to assign the button has not already been added to the D-21 database,
begin: stop and do so now. See “To add a person” on page 2-86.

1 Go to the Central Enrollment switchboard. See “To access the Central Enrollment
switchboard” on page 9-28.

2 Click IDS User Administration. The IDS Administration dialog box appears, with the Users
tab displayed.

3 Select the name of the user to whom the button is currently assigned from the IDS User
drop-down list.

4 Click Transfer Authentication. The Transfer IDS Authentication dialog box appears.

Transfer From: [Krogh, Zoe

ToUser |Blanchard, Jefi =1
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5 Select the name of the user to whom the button is being assigned from the To User
drop-down list.

6 Click Done.

vNOTE This operation does not remove the original user from the D-21 database.

To age a PIN

At some point you may wish to have a user with a private permanent PIN (i.e. a user to whom
you issued a temporary PIN) choose a new PIN. This is called “ageing” a PIN.

NOTE You do not have to age a PIN for a user to whom you originally assigned a permanent
PIN. Instead, you can simply change the PIN and inform the user.

1 Go to the Central Enrollment switchboard. See ““To access the Central Enrollment
switchboard” on page 9-28.

2 Click IDS User Administration. The IDS Administration dialog box appears, with the Users
tab displayed.

3 Select the name of the user whose PIN you wish to age from the IDS User drop-down list.

4 Click Age Password. The next time the user requests access at a keypad, he/she will be
required to create a new private permanent password.

NOTE The Age Password transaction is immediately and automatically downloaded to the
appropriate BT-X remote units, and does not require a user to manually initiate a download.

To determine if an iButton has been assigned to a user

To determine whether a button in your possession has already been assigned to a user, follow
this procedure.

1 Go to the Central Enrollment switchboard. See ““To access the Central Enrollment
switchboard” on page 9-28.

2 Click IDS User Administration. The IDS Administration dialog box appears, with the Users
tab displayed.

3 Place the button in question in the iButton reader.
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N

105 Admarnats abron
Users T Wuttons 1 Mashes Zorms 1 Fiegods
Buten 10 [E00000080206010 ¥]  BusonLabel [Fiieen | Detect Bution | Autrvate Buton |

5 Click Detect iButton.

>

The dialog box that appears will tell you the ID number for the button in question, and the
iButton ID drop-down list on the iButtons tab will switch to that particular ID number if the

button has already been assigned.

To view the users with access to a Master Zone

1 Go to the Central Enrollment switchboard. See “To access the Central Enrollment
switchboard” on page 9-28.

2
tab displayed.

3

Click the Master Zones tab.

U zery ]

Butons

Faclty 500 Pobce Station

=] Master Zone [Keypad 1

Thr fobowers usare e wshoroed for the Mater Zone telecled sbove

T [Mastes Zones 1 Feports
=l Add User ToZone |
™ Show PN

Button 10

Lerests, Phiip

Lermitz Akioe | CCO00002678 33700 | @utton and PIN
Sreed, Hadhon CEODORO0ET £ 210 Sutton and FIN
Srwed, Gatoel

SH00B00ECI000 Sutton and FIN |~

B1000B00B0A5610 Sutton and FIN |~

FO0O0S00S0ADENT0 Budtior and PN ™ Mo

e
et

Yeu

%

Click IDS User Administration. The IDS Administration dialog box appears, with the Users
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4 Select the appropriate Facility and Master Zone from the drop-down lists. The grid will
display all the users whose authentication includes access to the selected Master Zone.

NOTE You can add a user to the Master Zone from this tab by clicking Add User To Zone.
This has the same effect as editing the user's authentication on the Users tab. See “To edit
a user authentication” on page 9-34.

== To create a Facility Access Report

1 Go to the Central Enrollment switchboard. See “To access the Central Enrollment
switchboard” on page 9-28.

2 Click IDS User Administration. The IDS Administration dialog box appears, with the Users
tab displayed.

3 Click the Reports tab.

Ugers b Busions 1 Master Zorms 1 Repoits
Facilly Access Repot
Faclly [500 Pokce Staten =] Master Zone Kaspad 1 [Zone 1] | ™ Show Pin Viemes Fiopeet |

v

4 Select the facility in question from the Facility drop-down list.

5 Make the appropriate selection from the Master Zone drop-down list, either All or a
particular Master Zone.

6 Ifyou wish the Facility Access Report to include PINs, check the Show PIN box.
7 Click View Report. A Print Preview window opens, displaying the Facility Access Report
as it will display when printed.

From the Print Preview window you can choose to print the report immediately or export it to
one of several common file formats. See the D-21 Incident Client User Guide (P/N 001-392-00)
for more information about printing in the D-21 system.
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Downloading iButton Authentications
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N

After you have added, edited, or removed authentications, you must download the records to

the appropriate BT-X remote units. When you click Done to close the IDS Administration

dialog box, a message will inform you if you have any records awaiting download.

IDS Central Enrollment Warning

There are cunently authentications that need to be downloaded. Click

'Download Manager' to begin this process.

It is important to perform the download as soon as possible, since the authentication changes

will not take effect until you

do so.

To download all pending authentication records

1 Go to the Central Enrollment switchboard. See ““To access the Central Enrollment
switchboard” on page 9-28.

2 Click Download Manager. The IDS Central Enrollment Downloads dialog box opens.

Authentications | Unis I System
Cumert Status of IDS Authenbeations

1% Show the 1 Authenication that needs 1o be downloaded

el ’ AL

Fedl [
Petson Active |Watch
Lenedz, Alion Bubton andd PIN Yes  Yes

Start Al Dowriloads

3 Click Start All Downloads.
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== To download authentication records for a specific BT-X

1 Go to the Central Enrollment switchboard. See “To access the Central Enrollment

switchboard” on page 9-28.

2 Click Download Manager. The IDS Central Enrollment Downloads dialog box opens with

the Authentications tab selected.
3 Click the Units tab.

&, IDS Central Enrollment Downloads

[ IDS Unit Wwatch Send Dizable Unit Watch' Command To This Unit

Units 1 System
1% master Linit
Security RFM-X J Wnit #17 {100 - Sanbom Fam | ;j

— Cument Status Of Downloads to this Unit

& Show the 1 Authentication that needs to be downloaded
= N o/ | 4

= Noh

1041 11415/2006 11:0858 Download Successful

Stast Al Urit Downloads

v

NOTE Clicking Start All Unit Downloads initiates a standard authentication download,

equivalent to clicking Start All Downloads on the Authentications tab.
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4 Press Alt+H. Additional command buttons are displayed.

[« IDS Cantral Ensolisent Dasnlo |
[ Aubericsions | Unts [ Spem |
RID IDS mastes Uret
|Secuiy RFMX =] une#11 1100 - Sanbom Fam) =]

«

™ IDS Unit Watch Send Dasable Unst Watch' Command To The Unst |

Cusmond Status OF Dowmioads to this Urt

N 2D

Shiow the 2 Authentications thal need lo be downloaded

Send Clear Cradentials Command Downlosd Urst Autivenbcsbons I

Diownioad Al Authentications to Al Units I

Clear Pensing Download Flag for ol Pending Authenbcation Downdoads I

Stant AR Undt Dowelosds |

v

Done

® Send Clear Credentials Command Removes all authentication records from the selected
BT-X remote unit. Use to reset the local database of the selected BT-X.

IMPORTANT The Master Zones controlled by the selected BT-X will not allow any access
until the next time authentications are downloaded to the remote unit. Do not issue this
command unless instructed to do so by Monaco support personnel.

® Download Unit Authentications Re-sends all authentications associated with the selected
BT-X regardless of whether they are pending or not. These authentications are used to
repopulate the local database of a remote unit which has been reset with the Clear
Credentials command.

® Download All Authentications for All Units Re-sends all authentications to all BT-X
remote units regardless of whether they are pending or not. These authentications are
used to populate the local databases of all remote units in a new IDS iButton installation.

® Clear Pending Download Flag for all Pending Authentication Downloads Removes all
authentications from the pending download list. These authentications are used to reset
the pending download list.

IMPORTANT Use of the Clear Pending Download Flag for all Pending Authentication
Downloads command can cause the central D-21 database to become out of sync with the
local BT-X databases. Do not issue this command unless instructed to do so by Monaco
support personnel.

5 Select the appropriate RID and IDS Master Unit from the drop-down lists.
6 Click Download Unit Authentications.
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To view download results and retry an unsuccessful download

Authentication downloads can take up to a minute per record, so the entire operation can be
lengthy especially if you have many changes to download. Therefore, you may not want to
monitor the download as it is occurring. You can view the results of the most recent download
and retry an unsuccessful download in the Download Manager.

1 Go to the Central Enrollment switchboard. See “To access the Central Enrollment
switchboard” on page 9-28.

2 Click Download Manager. The IDS Central Enrollment Downloads dialog box opens with
the Authentications tab selected.

3 Ifadownload is still under way, you can view the records queued to be downloaded on
either the Authentications tab (organized by person) or the Units tab (organized by BT-X
unit).

4 If you wish to re-start the download, click Retry All Downloads on the Authentications tab,
or Retry All Unit Downloads on the Units tab.
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5 Click the System tab to see the results of the most recently completed record downloads
Any record downloads that are unsuccessful will be marked again for download.

Autherticatons | Urits | Syttom
Diowerdoad Hestory
[rio Urit B8] Last Status
Secunly RFMR 11 Downlded Successh
Securty RFMX 11 [ Downdoad Successhd
Securdy RFM-X (11 | Downioad Successhd
Secuty RFM X 11 Downlosd Successhd
Secunty RFM-X 1A Dowridosd Successhl
Jd_ L]

IMPORTANT Contact Monaco support personnel if a record download consistently fails
after several attempts.

—— To enable or disable a unit watch

A unit watch sends a log record to the D-21 Incident Client each time an authentication is used
at the BT-X remote unit.

1 Go to the Central Enrollment switchboard. See ““To access the Central Enrollment

switchboard” on page 9-28.

2 Click Download Manager. The IDS Central Enrollment Downloads dialog box opens with
the Authentications tab selected.
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3 Click the Units tab.

i, IDS Central Enrollment Downloads m
Authentications | Units 1 System

RID IDS mastes Linit
Urik #11 {100 - Sarbom Famm ) |

[ 1DS Unit Wiatch Send Disable Uit Walch' Command To Thes Unit |

— Curent Status Of Downloads to this Unit
& Show the 1 Authentication that needs to be downloaded
= NoAherticatior i aeded

T041 11/15/200611:0858°  Download Successhl

Stat Al Ui Dowrlosds |

v

Done

4 Seclect the appropriate RID and IDS Master Unit from the drop-down lists.

5 The IDS Unit Watch check box displays whether a unit watch is currently in place for the
unit selected.

NOTE The IDS Unit Watch check box can also be found on the General tab of the IDS
Master Unit's properties dialog box, accessed from the System tree pane in the Admin
Client. However, the Enable Unit Watch and Disable Unit Watch commands can only be sent
from the Download Manager.

6 The button next to the IDS Unit Watch check box provides access to the Disable Unit Watch
or Enable Unit Watch command, depending on the current unit watch setting.

®  Send Enable Unit Watch Command To This Unit Sets a unit watch for a BT-X which is not
currently being watched.

®  Send Disable Unit Watch Command To This Unit Removes a unit watch for a BT-X which
is currently being watched.

NOTE Any watches set up for specific authentications remain in effect after a Disable Unit
Watch command is executed.
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4 Configuring an E-911 System

\

Read this section to learn how to configure an E-911 remote interface driver and phone number
database for your site.

Contents
Configuringan E-911 System . ... ........ .. .. 10-2
Creating an E-911 Phone Number Database .. ..................... 10-8

D-21 Admin Client Revision 1.1.32 User Guide Configuring an E-911 System 10 -1



/

N

Configuring an E-911 System

Configuring an E-911 System

The D-21 provides a remote interface driver (RID) to communicate with the E-911 system that
services your organization. When your E-911 system receives a 911 call, the information
available in the E-911 provider’s database is passed to the D-21. The D-21 displays an alert on
the D-21 workstation with information from the E-911 feed and editable fields allowing
operators to record more information from the phone call.

The D-21 can also provide additional facility information from its own database for use with
the incoming call. There are two ways you can link the incoming call with additional
information from the D-21 database, and you must specify one of the following when
configuring the RID:

B Facility Address The D-21 matches the address on the incoming E-911 feed with facility
addresses in the D-21 database. If there is a match, the D-21 displays additional facility
information in the fields of the E-911 alert displayed to the D-21 operator. This option
requires street address information be entered when facilities are added to the database.

® E911 Phone Numbers The E-911 Phone List database is a listing of phone numbers linked
to a facility in the D-21 database. When a phone number on an incoming E-911 feed matches
one of the numbers in the E-911 phone database, the D-21 displays the information from the
E-911 phone list. This option requires that an E-911 phone number database be added to the
D-21 database. For more information, see “Creating an E-911 Phone Number Database” on
page 10-8.

NOTE The D-21 can be configured to import E-911 phone number information from an
external source. Contact Monaco D-21 support if you wish to use the E-911 import feature.

10 -
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== To add an E-911 RID
1 Select Add > RID. The Add New RID dialog box appears.

RID: RID TCI E911

General | Location| RID Optiors | ES11]

RID Type RID Class

|TCIESN (TCIESIT) =l |Fire =l
Designation E911 Alert Prionity Locate Facility by:

|FiD TCIESTT [4 =  E911 Phone &t

[~ {se IP address instead of COM port:  Facility Address
COM Port

ICDM‘I 'l

=»

Mext

X

Delete

v

Done

“

Previous

I

Add

AN

Cancel

® RID Type Select the RID for your E-911 service provider.
® Designation Type a name for the RID.

® E911 Alert Priority Priority determines the order in which a buffered alarm alert is
displayed by the D-21 Incident Client. For example, if there are five alarm alerts in the
buffer, alerts with a priority of 1 are presented before alerts with a priority of 2, even if
the priority 2 alerts occurred before the priority 1 alerts. For more information on how
the D-21 processes alerts, see “Setting Up Alert Processing” on page 3-45.

® RID Class Select either Fire or Security to specify which workstations will display status
for this RID. If you select Fire, the RID will only be displayed on workstations with the
Fire Client enabled. If you select Security, the RID is only available on workstations
with the Security Client enabled.

® | ocate Facility by Select the method to use for locating additional information about the
incoming E-911 call:

— E911Phone# The D-21 attempts to match the incoming E-911 phone number with one
of the numbers in the D-21 E-911 phone database. When you select this option, the
E911 tab becomes available for adding E-911 phone numbers. See “To add a phone
number to the E-911 database” on page 10-9.

— Facility Address The D-21 attempts to match the incoming address on the E-911 feed
to the address information saved with each facility. This option requires street address
information be entered when facilities are added to the D-21 database.
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® COM Port Select this option if the E-911 equipment is connected directly to one of the
available COM ports on the back of the D-21 computer.

vNOTE Each COM port can only be assigned to one RID.

B Use IP address instead of COM port Select this option if the E-911 system will
communicate with the D-21 over a network. Enter an Internet Protocol (IP) address, Port
and Port Time-out for the E-911 system. Alternate [P addresses and ports can be
configured to provide redundancy for your E-911 system. See “To configure alternate
E-911 systems over IP” on page 10-6.

2 Click Next to advance to the Location tab.

[rren

General  Location | RID Optionz | EqNT I

Site

I Cannan &FB j
Facility

I'ID: Comm Center j

Location/Directions

Ik

Add

N

Cancel

X

Delete

4

Done

P

Previous

=»

Mext

m sjte Select the site you want to associate with the E-911 system.

® Facility Select the facility where the E-911 system is located. If the appropriate facility
does not appear in the drop-down list, make a note to return to this dialog box to specify
the facility after it has been added to the database. See “To add a facility” on page 2-13.

B |ocation/Directions Enter information describing the physical location of the E-911
equipment in the facility.

3 Click Next to advance to the RID Options tab. Enable options on this tab only when
instructed to do so by Monaco personnel.
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4 Click Next to advance to the E911 tab. This tab is only available when the Locate Facility
by E911 Phone # option on the General tab is selected.

RID: RID TCIE911

Generall Locationl RID Optigns ~ E11 |

Facility [1)

E911 Phone Listing

34

22: Pre-fab

Organization Office Symbal | Foom #

9; Comm Facility
345-745-6335 1: Wing HO
456-444-4322 1: Wing HO
508-327-9925 12 Intel
509-397-2082 1. Wing HO Lacking U&7 Pizces
509-397-2082 (1) 1: Wing HO lacking really lacking | pisces
997-654-3210 52 Pool 2 Freedom
1] | i
Add Phone | Edit Phone | Remove Phone |

+ | AN | X | V| @] »

Add Cancel Delete Done Previous Next

NOTE The E911 tab lists all the phone numbers that have been entered in the D-21 E-911
database. For more information on adding and editing the E-911 database, see “Creating an
E-911 Phone Number Database” on page 10-8.

D-21 Admin Client Revision 1.1.32 User Guide

Configuring an E-911 System

10-5



/ Configuring an E-911 System

== To configure alternate E-911 systems over IP

1 If necessary, access the E-911 RID dialog box by right-clicking it in the System tree pane.

RID: E911 Feed

General | Location| RID Optiors | E511]

RID Type RID Class
|TCIEaN (TESIY) =] [Firs =l
Designation E911 Alert Priority — Locate Facility by: |

[ES11 Feed |3 ':I & E911 Phone #

¥ Use IP address instead of COM port " Facility Address

IP Address Port Timeout
i192.188.10.32 isuu
Port

i'IDDEI

| X | @ & | N\ |

Add Delete Previous Mext Cancel Done

2 Enable Alternate Systems by clicking the checkbox. The Alt Systems tab appears to the

right of the E911 tab.

Location! RID Options I Eql1 I Alk Systems i

RID Type RID Class

[TCEsT ToET) [ |Fire =]
Designation E911 Alert Priority ~ Locate Facility by: ———
[ES11 Feed E | & E911 Phone #

[v Use IP address instead of COM port v Alternate Systems " Facility Address

IP Address Port Timeout

[192168.10.32 J500

FPort

I'I 0oa

| X| @& | NN|

Add Delete Previous Mext Cancel Done
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3 Click the Alt Systems tab.

RID: E911 Feed

Generall Locationl RID Dptionsl E911 Al Systems I

Alternate Systems
|Descripti0n ||F' Address IF'ort |Dlder

Add System | Edit System | | Remove System |

X

Delete

+

Add

é

Previous

g‘w‘

Mext Cancel Done

4 Click Add System. The Add Alternate System dialog box appears.

Descnption

IP Address Port
| 0

Order of Preference

e

Save | Lancel |

® Description Provide a recognizable name for the alternate system.
® |P Address Provide the IP address to be used by the alternate system.
® Port Provide the port to be used by the alternate system.

B Order of Preference Defaults to 1, which means this IP address will be used when the
E-911 RID’s primary IP address is unavailable. If you are configuring multiple alternate
systems, set this value to 2 for the system being used when the primary and the first
alternate are unavailable, and so forth.
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5 When you are through configuring the alternate system, click Save. You are returned to the
Alt Systems tab.

RID: E911 Feed
Generall Locationl RID Dptionsl E911 Al Systems I

Alternate Systems

|F Address
|192.168.10.33

| Order

Altemate E911 Feed [2000

Cancel

X

Delete

“

Previous

d

Next

%/

Done

Add

6 Continue adding alternate systems as appropriate. When you are finished, click Done.

Creating an E-911 Phone Number Database

The D-21 E-911 phone number database links an incoming phone number to critical
information in the D-21 database about the site, facility, and personnel. Use the D-21 E-911
database to provide operators with facility, organization, and room number information. Phone
and room description fields can be used to provide special usage information that could be
critical during an incident.

When the E-911 system passes a phone number to the D-21, the D-21 looks for a match with a
phone number in the D-21 database. If there is a match, the D-21 displays an EMS alert with
information from the D-21 E-911 database. If there is no matching number in the D-21
database, the E-911 data is used to fill the alert fields. In both cases, the actual E-911 feed is
displayed in the alert window.
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To add a phone number to the E-911 database

NOTE You can edit and delete existing E-911 phone numbers in the Facility and E-911 RID
dialog boxes. For more information, see “To edit a phone number in the E-911 database” on
page 10-10.

1 Select Add > E911 Phone Listing. The Add New E911 Phone Listing dialog box appears.

Add New E911 Phone Listing

General I

RID
|F|ID TCI E911

Facility

Area Code Phone HNumber  Ext. Phone Description
DOrganization Office Spymbol
Sub Organization P Humber

Room Humber Room Description

I |
:D:I [%I

Add

X

Delete

v

Done

NOTE This is the same dialog box displayed when you click the Add Phone button on the
E911 tab in the Facility and E-911 RID dialog boxes.

Enter the phone number and information you want to include in the E-911 database.

Facility The facility where the phone is located.
RID The name of the RID communicating with the E-911 system.

Area Code/Phone Number/Ext. The phone number for which you want to provide
information when it is received from the E-911 system.

Phone Description A text field for additional information about the location or condition
of the phone.

Organization The administrative organization where the phone is located.

Office Symbol A text field for an abbreviation or other short-hand description of the

organization.

Sub Organization The administrative sub-organization where the phone is located, if
any.

P Number The wire circuit number used by the phone provider to identify the phone
line.

Room Number The number of the room within the facility.
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® Room Description A text field for additional information about the location or condition
of the room where the phone is located.

3 Click Done.

To edit a phone number in the E-911 database

In the tree pane, display the E-911 RID or the facility where the phone is located.
Right-click the RID or facility to display the edit dialog box for the item.

Click the E911 tab.

Select the phone number you want to edit.

Click Edit Phone. The Edit E911 Phone Listing dialog box appears.

Make the desired changes to the phone number information.

Click Done.

N OO a s ODN--

== To print a facility’s E-911 phone numbers
1 In the tree pane, right click the facility you want to print. The Facility dialog box appears.
2 Click the E911 tab.

Generall Mapl Addressl Floor F'Iansl Actions' Zonesl Response Flans  E911 | F acility Use' Notesl

Print |
E911 Phone Listing

Organization
54 ’E Sguadron Ops Training 500 140
543-897-1888 Squadron Ops Front Desk j=1o]u] Lobby
543-397-2082 Squadran Ops C0 Office sa0 120
543-397-4749 Squandran Ops Frocurement  [S500 135
F43-897-5465 Saquadran Ops Flight Surgeon |500 145
543-897-3223 Squadron Ops Maintenance  |S00 125
543-897-9223 Squadron Ops Security sQo 130
«| | ol
{"Add Phone | Edit Phone | Remove Phone |
Add Cancel Delete Done Previous Next
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3 Click Print. The Report Viewer appears.

Bl | Goss | & pin. |0 | 8 CI@| @ @Poox =] 4 v i | P Back | Expor
|:|-‘--|---1‘Hw---z---w“‘3---|--‘4”-|---5-‘w‘--e---n‘“7---|---aw‘|---a--w7
E911 Phone Listing Kevin Brown  03/23/04 10:43
B Site Cannon AFB
- Facility 102: 523 Sq Ops
1
i Office Room Phone
- Phone # Qrganization Sub Org Symbol  Room # Description Description P Humber
N A43-B97-1276  Sguadron Ops Training sSQ0 140 140
- 543-897-1858 Squadron Ops Front Desk 500 Labby Lobby
N 543-897-2082  Squadron Ops CO Office Q0 120 120
- 543-897-4745  Sguandron Procurement  SQ0 135 135
Ops
N f43-B97-8465  Sqguadron Ops Flight Surgeon  SG0 145 145
. 543-897-9223  Squadron Ops Maintenance 500 125 125
B f43-B97-9223  Sqguadron Ops Security [=iele] 130 130
3

Ll

4 In Report Viewer, click Print. For more information on using the Report Viewer, see the
D-21 Incident Client User Guide (P/N 001-392-00).
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Section 11

4 Configuring Tone Alerting

\

Read this section to learn how to configure tone alerting with a Tone Generator or a Tone Alert

Unit.

Contents
Configuring Tone Alerting with a Tone Generator.................. 11-2
Configuring Tone Alerting with a Tone Alert Unit.................. 11-6
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Configuring Tone Alerting with a Tone Generator

Configuring Tone Alerting with a Tone Generator

Before You
Begin

The Tone Generator is a legacy interface allowing D-21 Incident Client operators to manually
control a D-21 Tone Alerting Panel. The Tone Generator requires the following configuration
in the D-21 Admin Client:

®  Add the TGU (Tone Generator) RID and remote unit to the database. See the D-21 Remote
Interface Driver Guide (P/N 001-399-01) for information on configuring this RID and
remote unit.

m  (Create a tone sequence for each tone you want to play from the D-21 Incident Client.

®  Group the sequences into sequence lists that can be displayed in the Tones viewer in the
D-21 Incident Client.

A tone sequence is made up of the following components:

Pre-strobe The pre-strobe is a visual signal that precedes the audible main tone, and is optional
when you create a tone sequence. If used, the duration of the strobe is set globally for all tone
sequences.

Pre-tone The pre-tone is an audible signal that precedes the audible main tone, and is optional
when you create a tone sequence. If used, the type of tone and duration of the pre-tone are set
globally for all tone sequences.

Main tone The main tone is an audible signal and duration that are unique to the tone sequence.
A main tone and duration are required when you create a tone sequence.

A tone sequence list is made up of multiple tone sequences that are grouped together for playing
in the D-21 Incident Client.

To configure global Tone Generator settings

Add the TGU (Tone Generator) RID and one TG-1 remote unit to the database. See the D-21 Remote
Interface Driver Guide (P/N 001-399-01).

1 Select Devices > Tone Generator. The Tone Options dialog box appears.

Tone Options

General | Sequences | Listsl

Pre-Strobe Duration

|5

Pre-Tone

|3 Blind Mice =l

Pre-Tone Duration

e

4

Done

‘

Previous

»

Mext
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B Pre-Strobe Duration The duration of the optional strobe phase of a tone sequence. The
duration can range from 0 to 60 seconds. If you define a tone sequence to include a
pre-strobe, it will use this pre-strobe duration. See “To create a tone sequence for the
Tone Generator” on page 11-3.

Pre-Tone The sound that is played as the pre-tone phase of a tone sequence. If you define
a tone sequence to include a pre-tone, it will play this pre-tone. See “To create a tone
sequence for the Tone Generator” on page 11-3.

Pre-Tone Duration The duration of the optional pre-tone phase of a tone sequence. The
duration can range from 0 to 60 seconds. If you define a tone sequence to include a
pre-tone, it will use this pre-tone duration. See “To create a tone sequence for the Tone
Generator” on page 11-3.

2 When you have completed your changes, click Done.

NOTE When you edit a pre-strobe or pre-tone setting, you must reload the TGU RID before
the changes take effect.

—— To create a tone sequence for the Tone Generator
1 Select Devices > Tone Generator and click the Sequences tab.

Tone Options

General  Sequences | Listsl

Tone Sequences
Beep

Fast ‘Whoop

Siren

{Add Sequence }| Edit Sequence | Remove 5equence |

4

Done

P

Previous

=»

Next
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2 Click Add Sequence.

Sequence Name I

|v¥ Pre-Strobe v Pre-Tone

Tone |3 Blind Mice =l

Tone Duration |-|

lcon

[none) -

Freview

Cancel |

®m Sequence Name Enter a name for the tone sequence.

B Pre-Strobe Select this option if you want the sequence to start with the pre-strobe signal.
The duration for the pre-strobe signal is set globally for all sequences. See “To configure
global Tone Generator settings” on page 11-2.

® Pre-Tone Select this option if you want the sequence to include the global pre-tone
audible signal. The pre-tone starts at the end of the pre-strobe duration, if used. The
sound used for the pre-tone and its duration are set globally for all sequences. See “To
configure global Tone Generator settings” on page 11-2.

® Tone Sclect the main tone for the tone sequence. This tone is played after the pre-strobe
and pre-tone signals.

® Tone Duration Enter the number of seconds (from 1 to 90) you want the tone to play.

B |con Seclect an icon to represent the tone sequence when it is placed on a sequence list.
You can view the selected image in the Preview box. For more information on using
graphic files, see “Adding Media Files” on page 5-1.

3  When you are finished, click OK.

NOTE When you add a new sequence or edit an existing sequence, you must reload the
TGU RID before the sequence can be activated in the D-21 Incident Client.
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—— To create a tone sequence list for the Tone Generator

1 Select Devices > Tone Generator and click the Lists tab.
2 Click Add List. The Edit Tone Sequence List dialog box appears.

Displays the tone
) ] sequences that
List Name [Fie it Braphic 510,qs gi Rl [ I~ have been added
[Standbp CRASH /. to this list
Besp
Siren .
3 Blind Mice |~ Click and drag
the icon label
to position
CRASH Toenes the icon in the

window

Slundby

—I Click here to add
5 Remove Sequence
Daspaleh y qﬁ))))) ll’)))))

a new sequence

[Foindtice |Geen [Sien to the list

This area displays
the sequence list
currently being
edited

Done

List Name Enter a name for the list of tone sequences.

Graphic Select a graphic for the sequence list if you want an image displayed behind the
tone sequences. Place graphics you want to use for the sequence list background in
C:\Program Files\D21\Media\FloorPlans. For more information, see
“Adding Media Files” on page 5-1.

Class Select Fire, Security, or All to specify which workstations will display this tone
list and its sequences. If you select Fire, the tone list will only be displayed on
workstations with the Fire Client enabled. If you select Security, the list is only available
on workstations with the Security Client enabled. If you select All, the tone list will be
available on both Fire and Security workstations.

Add Sequence Displays the Sequences dialog box. Use the Sequences dialog box to
select each tone sequence you want to add to the sequence list.

Remove Sequence Deletes the selected tone sequence from the tone sequence list.

3 Click Add Sequence.

Sequences

Select a Sequence

3 Blind Mice <

oK LCancel |
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4 Select the tone sequence in the drop-down list. You can add the same tone sequence to more
than one sequence list.

5 Click OK. The tone sequence icon and label are displayed in the sequence list area.

6 Click and drag the icon label to position the tone sequence where you want it to appear in
the sequence list area. The tone sequences are displayed in the D-21 Incident Client exactly
the way you arrange them here.

7 Click Add Sequence to add additional tone sequences to the sequence list as necessary.

8 Click Done when you are finished creating the sequence list.

Configuring Tone Alerting with a Tone Alert Unit

The Tone Alert Unit allows D-21 Incident Client operators to manually activate tone sequences,
just as the Tone Generator does. Additionally, it allows tone sequences to be assigned to
incident classes so a particular sequence will be played automatically when resources are
dispatched to an incident of that class. When the D-21 Text-to-Speech option is also enabled,
the Tone Alert Unit can announce the resources assigned to the incident, the incident class and
topic, and the incident location after the tone sequence plays.

The Tone Alert Unit requires the following configuration in the D-21 Admin Client:

®  Add the Tone Alert RID. See “To add a Tone Alert RID” on page 11-7.
®m  Add the Tone Alert Unit. See “To add a Tone Alert Unit” on page 11-9.

® (Create a tone sequence for each tone you want the unit to play. See “To create a tone
sequence for the Tone Alert Unit” on page 11-11.

®  Group the sequences into tone lists that can be displayed in the Tone Alert viewer in the D-21
Incident Client. See “To create a tone sequence list for the Tone Alert Unit” on page 11-13.

For automatic activation of tone sequences when resources are dispatched, these additional
configuration steps are required in the D-21 Admin Client:

B Assign tone sequences to incident classes for automatic tone alerting. See “To assign
automatic tone sequences to incident classes” on page 11-15.

® Create the resources to be dispatched and designate their home facility as the facility in
which the Tone Alert Unit is located. See “To add a resource” on page 2-103.

®  [fnecessary, create custom Text-to-Speech entries for facilities to supplement the announced
address information in the event of an incident. See “To create custom Text-to-Speech
entries for facilities” on page 11-18.
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== To add a Tone Alert RID
1 Select Add > RID. The Add New RID dialog box opens.
2 Seclect Tone Alert (Tone Alert Panel Monitor) from the RID Type drop-down list.

Add New RID

General | Locationl Femate Units i RID Options I

RID Type RID Class
Tane Alert [Tone Alert Panel Monitar] I Fire _fJ

Designation

AN

Cancel

=»

Next

P

Previous

X

Delete

Add Done

]

® Designation Provide a recognizable name for the RID.
® RID Class Select the appropriate class for the RID.
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3 Click Next to advance to the Location tab.

Add New RID

General Remate Units l RIC Options |
Site
I[none] _ﬂ
Facility
I[none] _"J

Location/Directions

Add

X

Delete

&

Previous

=»

MNext

N

Cancel

V4

Done

m Site Select the appropriate site for the RID.

® Facility Select the appropriate facility for the RID.

B | ocation/Directions Provide any additional information desired about the RID’s location.
4 Click Done to create the Tone Alert RID.

1-8
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=—— To add a Tone Alert Unit

Before You Make sure the facility where the Tone Alert Unit will be located has been entered into the D-21. See “To
Begin: add a facility” on page 2-13.

1 Select Devices > Tone Alerting. The Tone Alerting dialog box opens with the Units tab
selected.

Llrits I Sequences | Automaticl Sequence Listsl Tone Filesi

Tone Alert Units

Add | Edit | Delete |

&

FPrevious

»

Mext Done
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2 Click Add. The Unit dialog box opens.

Unit
Deszignation IP Address
| |
Site
I [none] _ﬂ
Facility
! [none] j

Location/Directions

Motes
Speech Speed Adjust
1
Slow Fast
Speech Yolume Adjust [70)
1
...................................................................... e
a 100

Elaniiestiiessage |
Test Message:

!Test meszage 1 2346

Lipply I Ok, | Catcel |

® Designation A recognizable name for the Tone Alert Unit.

B |P Address The unit’s IP address, as programmed by Monaco and marked on the unit.
Contact Monaco if you cannot find the unit’s IP address.

m Sjte The site where the unit is located.

® Facility The facility where the unit is located.

® | ocation/Directions Additional information used to specify where the unit is located.
® Notes Any additional information about the unit.

® Speech Speed Adjust Click and drag the slider to adjust the speed at which dispatch
information will be announced, if Text-to-Speech is enabled. See “To assign automatic
tone sequences to incident classes” on page 11-15.

® Speech Volume Adjust Click and drag the slider to adjust the volume at which dispatch
information will be announced, if Text-to-Speech is enabled. See “To assign automatic
tone sequences to incident classes” on page 11-15.

B Test Message The text that will be announced at the Tone Alert Unit when a test of
Text-To-Speech is conducted. See “To test Text-To-Speech for the Tone Alert Unit” on
page 11-16.

3 Enter the following required information for the unit: Designation, IP Address, Site,
Facility. Enter additional information if needed.

4 Click OK when you are done.
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== To create a tone sequence for the Tone Alert Unit

1 Select Devices > Tone Alerting. The Tone Alerting dialog box opens with the Units tab
selected.

2 Click the Sequences tab.

Tone Sequence - Aircraft

Sequence Name Icon
I!ﬂircrafl I 12204 airplanegreen.ico j

— Pre-Strobe Preview

e
Duration ID s
/.'

— Pre-Tone

Sound I[none] Ll

Fade-In IU
Duration ID

~ Tone

Sound I fastyeow. ogg ;l

Duration |5

-~ Text-to-Speech

Hepeat ID

~ ¥Yoice

Sound I[none] ;l

Repeat IE_

] | Cancel |

® Sequence Name A recognizable name for the tone sequence.

® |con A symbol for the sequence to appear on sequence lists in the D-21 Incident Client.
The Preview area displays the icon selected in the drop-down. For more information on
using graphic files, see “Adding Media Files” on page 5-1.

® Pre-Strobe An optional visual signal initiated when the sequence begins. A pre-strobe
can be used to provide a gentle wake-up.

— Duration Length of time in seconds that the pre-strobe will fire. The maximum is 60
seconds.
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® Pre-Tone A sound that precedes the main tone. The pre-tone can be used to provide a
gentle wake-up before the main tone plays.

— Sound The audio file played before the main tone. This list contains all the sounds
installed on the Tone Alert Unit.

NOTE You can preview the sounds installed on the Tone Alert Unit in the D-21 Incident
Client. See the D-21 Incident Client User Guide (P/N 001-392-00) for more information.

— Fade-In Length of time, in seconds, the pre-tone gradually increases in volume before
it reaches full volume. The maximum is 60 seconds.

— Duration Length of time, in seconds, the pre-tone will play at full volume. The
maximum is 60 seconds.

® Tone The main sound of the sequence.

— Sound The audio file played as the tone. This list contains all the sounds installed on
the Tone Alert Unit.

— Duration The length of time in seconds the tone will play. The maximum is 60 seconds.

® Text-to-Speech Option that announces the resources assigned to the incident, the incident
class and topic, and the incident location after the tone sequence plays.

— Repeat The number of times the incident location and dispatched resource names
should be repeated after the sequence plays. The default value is ‘0°, which means the
text will be annunciated only once (i.e. it will not be repeated). This setting applies only
to sequences assigned to incident classes for automatic activation. See “To assign
automatic tone sequences to incident classes” on page 11-15.

® Voice A pre-recorded voice message installed on the tone alert unit that can be added to
the tone sequence and played after the main tone has finished.

— Sound The voice message played after the main tone. This list contains all the voice
messages installed on the Tone Alert Unit.

— Repeat Number of times the voice message is repeated. The default value is ‘0’, which
means the text will be annunciated only once (i.e. it will not be repeated). The
maximum is 9.

NOTE Consult Monaco technical support if you wish to install additional sounds or
pre-recorded voice messages on the Tone Alert Unit. See also “To add new sound or voice
files for assignment to tone sequences” on page 11-14.

3 Enter the following required information for the tone sequence: Sequence Name, Tone
Sound and Tone Duration. Enter additional information if required.

4 Click OK when you are done.
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== To create a tone sequence list for the Tone Alert Unit

1 Select Devices > Tone Alerting. The Tone Alerting dialog box opens with the Units tab
selected.

2 Select the Sequence Lists tab and click Add.

List Mame iFire Sequences Graphic Ifire_engine_big.hmp _"J Class IFire 'I

]Fire Alarm

Fire Alarm

Add Sequence |

Hemove 5equence |

Done |

® List Name A meaningful name for the tone sequence list.

® Graphic An image file used to provide a background for the sequence icons, if needed.
The files in this list are from the C: \Program Files\D21\Media\FloorPlans
directory. The default is None.

® Class Governs which D-21 Incident Client workstations can view the sequence list,
either Fire Client only, Security Client only, Facility Management client only, or all
clients. The default is All.

3 Provide a name for the tone sequence list.
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4 Click Add Sequence to bring up the select a sequence dialog box.

Select a Sequence

Fire Alarm _fJ

5 Select a sequence you wish to add to the sequence list from the drop-down list. The list
contains all the sequences defined on the Sequences tab of the Tone Alerting dialog box.
You can add the same tone sequence to more than one sequence list.

6 Click OK to close the dialog box. The sequence name appears in the list box above the Add
Sequence button, and an icon representing the sequence appears in the sequence list area.
Click and drag the icon to position it where it is needed.

7 Click Add Sequence again to add additional sequences to the sequence list. If you need to
remove a sequence, select it in the list box and click Remove Sequence.

8 When you are finished, click Done.
—— To add new sound or voice files for assignment to tone sequences

If additional sound or voice files are installed on the Tone Alert Unit, they must be recorded in
the D-21 database before they can be used in a tone sequence.

NOTE Consult a Monaco technical representative for assistance with installing new sound
or voice files on the Tone Alert Unit.

1 Select Devices > Tone Alerting. The Tone Alerting dialog box opens with the Units tab
selected.
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Select the Tone Files tab.

Yoice Files

Unitsl Sequences | Automaticl Sequence Lists | T

Tone/Pre-Tone Files

beep.ogg a | exercise-tts.miZ}
chime.nga

dingding.ogg ground-ttz. mp3
dingding2.ogg hazmat-tts.mp3
dingdong. ogg

dtmf_pulze.ogg

dualtone, ogg

europolice. ogg
europoliceZ. ogg
fastchime.ogg
fastwhoop.ogg
fastyeow. ogg

hilo.ogg .L!

Add

Delete |
&

Previous

Add

Delete |
4

Done

»

Next

Two Add buttons are available on this tab, one for adding sound files to be used for
pre-tones and tones, and one for adding voice files. Click the appropriate button.

Type the name of the new file exactly as it was installed on the Tone Alert Unit, including
the three-letter file extension, in the dialog box that appears. Click OK.

New Tone File

Tane Filename

LCancel |

After the dialog box closes, the new file will appear in the appropriate list box. Continue
adding files as necessary.

When you are finished, click Done to close the Tone Alerting dialog box.

To assign automatic tone sequences to incident classes

Select Devices > Tone Alerting. The Tone Alerting dialog box opens with the Units tab
selected.
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2 Select the Automatic tab.

Unilsl Sequences

cil Sequence Listsi Tone Filesi

Append
5 Dispatch
Incident Class Sequence Rezources

Fire lNoEIass = I v

EMS [EME_with Vaice =] ~
Aircraft !m | |
Hazrnat [HaMat =] v
Fire: dusiliary !mm T3
Security lgm v
Security Ausiliary [t Liged) il I

P

Previous

» |

Mext Done

m Sequence The Sequence drop-down list displays the tone sequence, for each incident
class, which will be automatically played when resources from the facility containing
the Tone Alert Unit are dispatched to an incident. The drop-down list contains all the
sequences defined on the Sequences tab. The same sequence can be assigned to more
than one incident class.

®  Append Dispatch Resources If checked, the dispatched resource names will be included
in the text-to-speech announcement played after the tone sequence has completed.

3 Assign sequences to incident classes as needed. When you are finished, click Done.
== To test Text-To-Speech for the Tone Alert Unit

If you are using the Tone Alert Unit to announce the names of dispatched resources, you may
need to test and adjust the Text-To-Speech feature.

11 - 16 Configuring Tone Alerting Monaco Enterprises, Inc. 001-399-00 Revision V.3 9/17



Configuring Tone Alerting with a Tone Alert Unit /

N

1 Select Devices > Tone Alerting. The Tone Alerting dialog box appears with the Units tab
selected.

Uriits I Sequencesl .&utomaticl Sequence Listsl Taone FiIesI

Tone Alert Units

tiari 1 Tone Panel

Edit i Delete |

€« » | v

Previous Next Done

2 Select the unit for which you are testing Text-To-Speech and click Edit. The Unit dialog box

appears.
Designation IP Address
|Fire Station 1 Tore Panel | [192.16810.200
Site
I Boscawen Argenal ‘_'J
Facility
[B00: Fire Station =l

Location/Directions

Motes
=
2
Speech Speed Adjust [109])
I -——— Click the Apply button
e e after adjusting these settings.
Slow Fast
Speech Yolume Adjust [58])
|
.......................................................... T
i] 100

Flay Test Message |

Test Message:

[Tost message 1 2345 < Replace the sample test message

with your own text.
Apply I Qg Cancel |

D-21 Admin Client Revision 1.1.32 User Guide Configuring Tone Alerting 11 -17



/ Configuring Tone Alerting with a Tone Alert Unit

3 Click Play Test Message to hear the sample test message announced at the Tone Alert Unit.
If you wish, you can replace the sample test message with your own text.

4 TIfnecessary, use the Speech Speed Adjust and Speech Volume Adjust sliders to modify the
way the test message sounds at the Tone Alert Unit. Click Apply after each adjustment and
retest.

5 When you are finished, click OK to save the new speed and volume settings.
6 Click Done to close the Tone Alerting dialog box.

== To create custom Text-to-Speech entries for facilities

1 Expand the Sites tree in the left pane of the Admin Client and right-click the desired facility.
The facility’s properties dialog box is displayed, with the General tab selected.

Facility: 17 Visiter Contral Center

[ General]| Mop| Addiess | Floor Fians | Actions | Zones | Fesponse Plans| E311] Faclity Use | Notes | Heamat |

Site

Foat Ko .2
Facility Prefi Facilitp Numbes  Facility Sulfix Facility Name
| 17 [ [Wisitoe Control Center

Facility Description
|Entiy Gate Buldng

Facility Type
| Oither =
Knox Box Location
[
Text To Speech
Box Number

Custom Message

.

Previous

v

nﬂx

Add Delete

»\A

Next Cancel

NOTE Contact Monaco technical support for assistance if the Text To Speech area does not
appear.

2 In the Text to Speech area, enter the box number to be announced in the Box Number field.

3 Enter additional information that should be announced at the Tone Alerting Unit when
resources are dispatched to an incident at the facility in the Custom Message text box.

4 When you are finished, click Done.
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Configuring Cameras and Remote
Displays

\

Read this section for information on setting up the D-21 Incident Client’s Camera Viewer and
the View Generator.

Contents
Configuring the Camera VIEWer .. ...ttt 12-2
Configuring the View Generator . . ..., 12-2
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Configuring the Camera Viewer

Configuring the Camera Viewer

The Camera viewer in the D-21 Incident Client displays the feed from up to six video cameras
connected to the same network as the D-21. The viewer window is divided into six equal
sections. To enable the camera feed in a section, you must first enable the camera, enter a
caption to identify the camera feed, and enter the internet protocol (IP) address for the camera.

Refer to the online help available with the network camera software for more information about
setting up the camera on the network.

To set up cameras for the Camera viewer
1 Select Devices > Cameras. The Cameras dialog box appears.

Camesa 1 Camera 3
v @Iﬂ o g&.'l
Caplion || aading Dock| |
IP Address [192.168.0.1 il |
Camesa 4 Camera B
| |
I [
N v
_ Cancel [\ Done

2 Select the check box next to the camera you want to enable. The Caption and TP Address
fields become available.

3 Enter a title for the pane in the Caption field. This text will appear in a banner across the
top of the camera feed.

4 Enter the IP address of the camera in the IP Address field. This is the address of the camera
on the network.

5 Click Done.

Configuring the View Generator

A View Generator is a special client workstation designed for installation in locations where a
quick status overview of D-21 activities is useful. It is a non-interactive client which
automatically logs in to the D-21 and requires no user input. Once a View Generator has been
configured, additional copies of its screen can be populated to View Generator Repeater
Displays at other locations.

The content displayed on a View Generator varies depending on whether there are active
incidents. When there are no active incidents, the View Generator can display the site map, the
Notes of the Day, or the day’s roster, or, if needed, the View Generator can be configured to
cycle through two or all three of these views. When an active incident exists, the View
Generator automatically displays a special incident view containing the site map and basic
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information about the incident (incident class and topic, facility and address information).
Incident notes can also be displayed. When multiple active incidents exist, the View Generator
display cycles through each active incident in turn.

In order to configure a View Generator with Repeater Displays, the following activities must
be completed in the D-21 Admin Client:

® Define the content that will appear on the View Generator. This can include the D-21
map, Notes of the Day, and rosters. The content can be static, or it can cycle through a
series of screens in a preset amount of time. See “To define content for the View
Generator” on page 12-4.

®  Add any View Generator Repeater Displays to the D-21 database. See “To add a View
Generator Repeater Display” on page 12-5.

® Assign each View Generator Repeater Display to the controlling View Generator. See
“To assign a View Generator to a View Generator Repeater Display” on page 12-6.

IMPORTANT Before a View Generator can be configured in the D-21 Admin Client, it must
connect to the primary server over the network. Consult Monaco technical support for
assistance with bringing a View Generator online if necessary.
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=—— To define content for the View Generator

Select Devices > View Generator. The View Generator Configuration dialog box opens.

View Generator Configuration

— Workstation

|p2141-RADISH =l

— Wiewer

Standard Wiewers: Font Size Configuration

Select desired Font Size:

18 =
Sample Font Size:
— Dizplay Type
¥ Static-Full Screen Display
I Cucle-Full Screen Display
Cucle Time:
i-| il secohds
o

Select the View Generator from the Workstation drop-down list.

Click the check boxes in the Standard Viewers list box so check marks appear, if required.

Inc Notes Check this option to display incident notes, if available, for any active

incidents on the View Generator.

Map View Checking this option will display the View Generator on the D-21 Incident

Client map.

NOD Checking this option will display the Notes of the Day on the View Generator,
provided there are no active incidents. See the D-21 Incident Client User Guide
(P/N 001-392-00) for information about adding Notes of the Day.

VG Roster Checking this option will display the daily roster on the View Generator,
provided there are no active incidents. See the D-21 Incident Client User Guide

(P/N 001-392-00) for information about defining the daily roster.

After checking a viewer box, set the font size for the viewer in the Font Size Configuration
area by selecting it from the Select Desired Font Size drop-down list.
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5 Ifyou have checked more than one viewer box, check the Cycle Full Screen Display option
and set a Cycle Time. The View Generator will automatically display each of the checked
viewers, in turn, for the duration of the Cycle Time value.

6 When you are finished, click OK.

== To add a View Generator Repeater Display

1 Select Devices > View Generator Displays. The View Generator Repeater Displays dialog
box opens, and available View Generator client workstations are listed in the View
Generators pane.

View Generators View Generator Repeater Dizplays

D21-57-LALIRA

Add Edl | e |

oK | Cancel |

NOTE You cannot add View Generator Repeater Displays until a View Generator client
workstation has logged in to the D-21 network.

2 Click Add to open the Define View Generator Repeater dialog box.

Description IP Address
|Dispatch 192168103

(] 8 I Cancel |

3 Enter arecognizable name for the View Generator Repeater Display in the Description text
box.

4 Enter the IP Address of the View Generator Repeater Display. This address was
programmed by Monaco and is marked on the View Generator Repeater Display unit.
Consult Monaco support for help with this step, if necessary.

5 Click OK to close the dialog box and save the View Generator Repeater Display definition.
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== To assign a View Generator to a View Generator Repeater Display

1 Select Devices > View Generator Displays. Any View Generator Repeater Displays added
will appear in the View Generator Repeater Displays list box. See “To add a View
Generator Repeater Display” on page 12-5.

View Generator Repeater Displays

Yiew Generators View Generator Repeater Displays
D21-51-LALRA [l Cizpatch

Delete |

Add

oK | Cancel |

2 Select the View Generator workstation whose display will be populated to a View
Generator Repeater Display in the View Generators list box.

3 Click the check box next to the View Generator Repeater Display to associate with the
selected View Generator.

4 C(lick OK.
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Read this section to learn how to set up your computer for remote access by Monaco Help Desk
personnel.

Contents

Using pCANYWhETe. . .. ..ot e 13-2
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Using pcAnywhere

Use Symantec pcAnywhere to allow D-21 Help Desk personnel to remotely connect to your

D-21 server for troubleshooting and problem-solving purposes. A Monaco representative will
tell you when use of this tool is recommended.

=—— To make your computer accessible to a Monaco product support specialist

1 Connect the Line In phone port on the back of the computer to a telephone wall jack using
a standard telephone cable.

4

[e}

100
o

0004 Jes RSO
ds TNOD TNOD
o Q

Connect standard phone
cable to this phone

port and then to a |
telephone wall jack

DDQ

| |

2 Login to Windows as the Administrator.

3 Double-click the Monaco pcAnywhere icon on the Windows Desktop. This icon is only
visible on the Desktop if you are logged in as Administrator.

4 Provide the Monaco representative with the phone number for the telephone wall jack to
which the D-21 computer is connected.
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Glossary of Terms

Glossary of Terms

Name

ACS

Action

Bi-State Output
BT

Carrier Delay
CPS-484

CPU

Dongle

DTMF
EMS
FACP
FSK

ID

IDS
IoM

IP

MNS
Momentary Output
NFIRS
NFPA
Output
PACAF
PDF
Poll

Remote Interface
Driver

Remote Signal
Activation

Remote Unit

Response Plan

RFM
RID
Roster
RSA
SOP

Description

Access Control System

An administrator-defined process that can be manually or automatically initiated
Output type that toggles on and off with successive activations

Building Transceiver

Time during which the transceiver pauses to await a transmission

Monitored charger for backup power supply

Central Processing Unit

Hardware device that prevents illegal software use by rendering the software inoperable
when the device is not plugged into a printer port

Dual Tone Multi-Frequency (radio transmission protocol)
Emergency Medical System

Fire Alarm Control Panel

Frequency Shift Keying (radio transmission protocol)
Identification

Intrusion Detection System

Installation, Operation, and Maintenance

Internet Protocol

Mass Notification System

Output type that activates briefly and then deactivates
National Fire Incident Reporting System

National Fire Protection Association

Relay device that can be activated from the D-21

Pacific Air Force

Portable Document Format

D-21 request for information from one or more remote units

Software that enables the D-21 to communicate with hardware such as RFMs, hardwire
modems, and the CPS-484

Radio activation of a circuit on a remote unit

Device that includes a transceiver or other mechanism for communicating with the D-21

Administrator-generated emergency course of action associated with a facility, zone, or
topic

Radio Frequency Modem

See Remote Interface Driver

A list of shifts and duty assignments
See Remote Signal Activation

See Standard Operating Procedure
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Name Description

Standard Operating A standard or customizable form that can be used to enter information during an incident

Procedure

Topology The arrangement in which RFMs are associated with each other

ZID Identification number for zones on DTMF remote units. Because DTMF zones are
recognized by only their ZID number, each ZID number associated with a single RID must
be unique.

Zone Position Identification number for zones on FSK remote units. Because FSK zones are recognized
by the remote unit number and the zone position number. Zone position numbers start with
1 on each FSK remote unit.

Zone Physical area associated with a single zone input on a remote unit
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Servers

Servers

Enter the requested information for the main D-21 server computer and, if applicable, the

redundant server in this table.

NOTE There are separate tables for client data. Enter client data in this table only if the

server is also used as a client. Otherwise, leave the client boxes blank.

Date completed

Category

D-21 Software | Computer

Version

Monaco P/N
Serial Number

Windows 2000/XP
Product Key

IP Address

Name

Workgroup
Server

D-21 Admin Client

D-21 Incident
Client

Printer Brand/Model

Dual Monitors

Server

Key Configuration

Graphics

Map

Plume

Map Centric
Shortest Route
Perimeters

Map Dispatch
Shared Frequency
Fire

Security

Mass Notification

Training Version

Main Server
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No

Redundant Server

Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
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Category

Client

Version

Key Configuration

Fire

Security

Law Enforcement
Mass Notification
Map

Plume

Map Centric
Shortest Route
Perimeters

Map Dispatch

RFM 5000
Firmware

IP Address
Alternate IP
CPS-484

Lighthouse Software

Database
Backup/Restore path

Main Server
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No

Redundant Server

Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No
Yes No

Clients

Enter the data for the D-21 client computers in the following table. Use pencil so the data can

be changed. If you use more than two clients, photocopy this page for additional tables

Date completed

Data Category

D-21 Software | Computer

Version

Monaco P/N

Serial Number

Windows 2000/XP

Product Key
IP Address
Name

Workgroup

D-21 Admin Client

Client #1

D-21 Incident Client

Printer Brand/Model

Dual Monitors

Yes

Client #2

Yes No
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Data Category

Client

Key Configuration

Fire

Security

Law Enforcement
Mass Notification
Map

Plume

Map Centric
Shortest Route
Perimeters

Map Dispatch
Responder Display

Training Version

Lighthouse Software

Database

Backup/Restore path

Client #1
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes

Yes

No
No
No
No
No
No
No
No
No
No
No
No
No

Client #2
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes
Yes

Yes

No
No
No
No
No
No
No
No
No
No
No
No
No
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A hydrants ........... ... . 2-109
access control (ACS) IDSMasterunit ...........coouuineiiinnnea.. 9-14
ACCESS ZIOUPS . o o vvee ettt e e e 8-4 OPCIALOIS .. 297
adding BT-X/ACS (M) ..o 2-53 OUIPULS o 274
assigning cards and PINS . . ... .. onooeenene e 8-24 personnel ............ il 2-86
AUX INPUESEALUS oo\ ottt 8-11 pre-plan templates ... 3-23
cards and PINS -+ + o oo 8-23 remote unit groups . ... 2-62
changing card/PINS . .. ... ... ... 8-27 Temote units . ......... ... ... 2-55
configuring the BT-X ........................... 8-10 TOSOUICES .o e 2-103
deactivatingcards ........... ... ... il 8-28 response plan actions .. ... 313
diddled statas 8-11 response plan HazMats .......................... 2-23
Door Strike Control readers ...................... 8-15 TESPONSE PIans ..o 33
downloading to remote units .. .................... 8-20 response plans hydrants ... 313
duress status 8-11 RFMS000RID ..., 2-31
forced Open Statls ... ........iiiiiii i 8-11 REMZ000RID e 2-38
held open Status .. ...........ovriiriiiiia.. 8-11 SHES e 23
inactive cards ... ..... ... 8-29 SOPS . 3-38
intervals . ... 8-7 UREES o 251
lost cards - . .o oo 8-32 vehicles ........... ... i il 2-101
No Entry Confirmation Option . . .................. 8-15 ZONES oottt et 2-65
readerzZones . ........... . 8-11 addresses
schedules ... ..ouvei 8-6 CRMETING ..o 4-3
stolen cards 8-32 firehydrants .............. ... ... ... ... ... 2-110
TAMPET STATUS . . o\ eet et et e 8-11 General Lists dialog box . ... 2-13
tracking active cards ... ...l 8-30 home addresses for personnel ..................... 2-90
tracking card and PINusage ...................... 8-16 nUMBEring UL ... .o 2-54
unassigning cardsand PINs ... ............... 8-27, 8-28 work addresses for personnel ... 2-88
ZOMEEYPES + v e 811 Admin Mode operator privileges ..................... 2-98
access/secure alerts administrators (IDS)
acknowledging automatically ..................... 3-48 enrolling iButtons ... 9-25
acknowledging alerts automatically . .................. 3-45 enrolling primary ... 9-25
actions acrial
adding to facilities .............. ... ... ... ... 2-17 specifying map zoom levels ... 26
adding toresponseplans .............. . ... ... . 3-15 acrial zoom level
AdGING €0 ZONS + -+ v e 2.67 specifying for aerial view onmaps .................. 2-6
attaching to custom buttons .. ..................... 3-36 alarms
attaching to REM 5000 RID ... .. ............... 2.36 access CoNtrol . ... 8-11
attaching to RFM 7000 RID ... ................. .48 actions performed inresponseto ................... 3-27
attaching to status changes ....................... 3-37 cartier delay ... 2-33
configuring for BT2-88 Z0N€S . . .+~ v v\ oo 9.7 customizing sounds for ........ ... ... oL L 4-55
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